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Foreword

It is a new world. In the old world, industrialization was a sine qua non to devel-
opment and poverty alleviation or eradication. Countries needed to possess or 
acquire natural resources, transform them through processing into higher value 
manufactured products, and export them to other countries. This was the way the 
first world attained its preeminence in industrialisation and growth. That was the 
model of development that made many newly independent countries in Africa and 
Asia adopt industrialization as the route to economic development and growth. 
Apart from the low level of technological knowledge and skills that constrained 
the success of this model, there were problems of infrastructural inadequacy, poor 
road networks, inadequate electricity, foreign market inaccessibility, and low levels 
of marketing knowledge.

In the new world, the paradigm has shifted. The most prominent factor that has 
contributed to this shift has and continues to be advances in technology, particularly 
in information and communications technologies (ICTs), which have made instant 
communication possible, thereby facilitating and accelerating the globalisation of the 
world. The advances in ICT created a new industry, opened new vistas of opportu-
nities in knowledge, and changed the approach in many areas of human endeavour 
(e.g., business, healthcare, manufacturing, government, education, architecture, 
services, etc.). In the process, ICT has also expanded the concept of infrastructure 
beyond roads, ports, and rail lines to include e-infrastructure (i.e., access to computer 
facilities, availability of broadband Internet connectivity, and the development of 
human knowledge). It is doubtful whether any country can aspire or attain develop-
ment and poverty alleviation in the new world without embracing ICT.

Two young Americans, Sergey Brin and Larry Page, created Google, “the biggest 
media company in the world” (Time, 2006), not by processing any raw material 
into any physical product, but by creating a product of the mind, a service to store, 
find, and retrieve information. While still studying for his degree, another young 
American, 20-year old Shawn Fanning wrote file-swapping music software which 
was commercialised into a music exchange service that gained over 80 million 
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subscribers in two years (O’Connor and Solomons, 2001). This is the new face of 
global exports. They depend less on natural or physical capital, or even experience, 
and more on knowledge and ideas. 

Jeffrey Sachs (2005) attributed the cause of extreme poverty in India to a lack 
of six major kinds of capital, one of which is “knowledge capital: the scientific and 
technological know-how that raises productivity in business output and the promo-
tion of physical (roads, power, water and sanitation, airports and seaports, and tele-
communications systems) and natural (arable land, healthy soils, biodiversity, and 
well-functioning ecosystems) capital.” The focus on the development of “knowledge 
capital” in India has demonstrated an alternative route to economic development 
and poverty alleviation in developing countries. While India’s textile industries still 
record substantial exports, it is the export of the new information technologies that 
has driven the recent rapid growth of the country’s economy. India’s massive invest-
ment in technological education has produced first class engineers and information 
technology scientists who dominate the ICT service industry and who have availed 
themselves to the opportunities provided by the liberalisation of the Indian economy 
to set up ICT service industries in India, to which several large western corporations 
outsource their services, particularly labour intensive services. The remittances of 
Indian workers abroad and the increased employment opportunities at home have 
substantially helped to promote growth and reduce poverty.

What is of interest here is the nexus between the new technologies and economic 
development. In many economies (both developed and developing), small and 
medium-sized enterprises (SMEs) account for a disproportionately large contribution 
to economic growth and development. In general, SMEs are more labour-intensive, 
depend more on local materials, and utilise low level technologies that are easily 
accessible to a larger population. They therefore provide greater opportunities for 
more people to earn an income and leave the poverty zone. However, SMEs, par-
ticularly those in developing countries, often suffer from a number of constraints. 
Their operations are often limited to domestic markets, and they often do not have 
adequate resources or skills to explore and exploit international markets.  What Pro-
fessor Mutula has done in this book, “Digital Economies: SMEs and E-Readiness,” 
is to analyse the opportunities provided by ICT knowledge to develop SMEs and 
enable them to function in an increasingly globalised, ‘technomanic’ world. The 
book adopts a development and global focus. It summarises the developments and 
growth of the digital economy and its components, and analyses the readiness of 
the various sectors and geographical regions of the world before focusing on the 
applications of e-knowledge to government, commerce, industries, records manage-
ment, and so forth. 

The detailed consideration of the growth potential and challenges of SMEs in 
availing themselves to the opportunities provided by ICT is of special interest. 
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The policy recommendations on capacity building in SMEs and the examples of 
best practices in the developed world present a road map for SMEs in developing 
countries to transform themselves into greater participants in the global economy, 
thereby leveraging the pace of development and accelerating the rate of poverty 
reduction. In “Digital Economies: SMEs and E-Readiness,” Professor Mutula has 
presented ideas, challenges, and policy changes, which, if accorded the seriousness 
they deserve, can “cheetah pole-vault” (Spio-Garbrah, 2008) the e-readiness of the 
third world and its crucial SME sector.

Olukunle Iyanda
Professor in Marketing and International Business
University of Botswana
Gaborone (2008) 
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Preface

Several factors motivated the writing of “Digital Economies: SMEs and E-Read-
iness.” For one, the dual importance of e-readiness and small and medium-sized 
enterprises (SMEs) in the digital economy cannot be overemphasized. SMEs are 
vital for the growth and innovation of dynamic economies, particularly because 
they diversify national economies while generating employment. For SMEs to play 
their rightful role in the emerging digital economy–driven by the evolution in ICTs, 
the Internet, and the World Wide Web–-they need to have attained some reasonable 
level of e-readiness (i.e., their preparedness to partake in the global information 
economy based on their capacity to access and use information, access requisite 
technological infrastructure, have in place adequate human resources, and operate 
in an enabling legal and regulated business environment). 

This book aims to provide valuable insights into the current state of the digital 
economy and the ability of SMEs to leverage information and communication 
technologies (ICTs) so that they may overcome their traditional laggard position 
in the global business market. The topics discussed should carry favour with most 
stakeholders in the SME industry, such as managers of SMEs, policy makers in 
government and public administration (the main change agents in the adoption and 
diffusion of Internet commerce among SMEs), researchers who wish to develop 
interventions, models, or theories to help explain  SMEs in the digital economy, and 
students in various disciplines-business, information systems, information technol-
ogy, information science, info-preneurship, and information management-who need 
material that comprehensively covers the three core areas discussed in this book 
for learning purposes.  

Although several articles and technical reports have been written on e-readiness 
and SMEs in general, little treatment has been extended to cover the e-readiness 
of SMEs with regard to their ability to participate in the digital economy. The 
strengths of this book are in its holistic and inextricable approach to the treatment 
of the three core subjects of SMEs, digital economies, and e-readiness, and the 
theoretical and practical flavour of the treatment of the subjects and presentation 
of cases, experiences, and best practices. Examples that illustrate scenarios are 
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drawn cross-jurisdictionally from both developed and developing countries. This 
approach is considered vital given the rapid globalisation and digitisation of the 
business environment, and the pressing need for more information and knowledge 
to determine the patterns of cross-national diffusion of technology in different 
cultural settings. Thus, the separate but inextricable relationships of SMEs, digital 
economies, and e-readiness, which most books treat in isolation, are coalesced into 
this single book. 

The content of this book comes at a time when there is a shortage of informa-
tion and sources dealing with SMEs, digital economies, and e-readiness. The global 
e-government and e-readiness reports for 2008 (as supplied by the United Nations 
and the Economist Intelligence Unit/IBM Institute for Business Value, respectively) 
do not cite any books in their list of references. Most of the references listed are 
technical reports, commissioned studies’ Web-based sources, and journal articles. 
The emerging digital economy is just beginning to be appreciated. Consequently, 
the significant positive effects that the Internet and e-commerce will have on 
the traditional value chain and business processes call for a reassessment of the 
traditional roles of SMEs in society. This is in order to design interventions that 
would enable them to enhance their e-readiness so that they may benefit from the 
globalized digital economy. Although the Internet is believed to be an important 
tool for commercial and consumer transactions, only a small proportion of SMEs 
in most economies have adopted the technology. It is important for all the various 
factors that militate against SMEs to be interrogated and unpacked in order to help 
policy makers and SMEs’ owners find solutions that would help position these en-
terprises in leading roles in the digital economy. This book provides a framework 
for scholars and governments to reassess models that would enhance the capacity 
of SMEs in the digital dispensation. The book is presented in an easy to understand 
scholarly fashion, using tables to summarize complex data. 

Despite the strengths of the book as stated above, it is possible that the examples 
and best practices used to illustrate scenarios are biased towards developed coun-
tries, which have made great strides in the subjects discussed. The topics covered 
here are of great international interest. Quite possibly, some of the issues covered 
in this book may seem out of date by the time this book is published; nevertheless, 
the book will still reflect the global growth, dynamics, and trajectories of the sub-
jects discussed over time. Tracking the development of a subject or discourse can 
be of significant importance to educators and students. Furthermore, because the 
subjects of SMEs, digital economies, and e-readiness are still nascently evolving, 
most sources one comes across on these subjects are electronic and often Web-based. 
Although the book has relied on Web resources, most of the sources used are from 
formal e-journals, repositories, and informal scholarly communication. Increas-
ingly, a number of Web publications now maintain high standards of quality since 
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they are subject to peer review processes. Web-based resources offer researchers 
and institutions easy access to scientific knowledge, particularly to those located 
in developing countries, and also for third parties such as economic, business, in-
dustrial, and political groups. The sources that are used in this book from the Web 
have been carefully selected to ensure that they are based on authoritative studies 
of reputable organisations and/or individuals.

In spite of the great efforts that have gone into the writing of this book to ensure 
that it comprehensively covers the subjects discussed, it is imprudent to assume 
that any book can cover all aspects of such topical and dynamic subjects as SMEs, 
digital economies, and e-readiness. The scope of the book is therefore limited to 
the interplay and relationships between SMEs, digital economies, and e-readiness. 
The technical aspects of digital economies, such as economic models and theories 
underpinning digital economies, are not covered. The focus here lies on operational, 
management, and policy issues, digital economic components, digital economy appli-
cations and processes (e-commerce, e-business, knowledge management, e-records 
management, etc), e-readiness assessments (of SMEs and macro enterprises), chal-
lenges of SMEs in the digital economy and how they can be ameliorated, capacity 
building of SMEs, and best practices in digital economies.

This book has significant policy and managerial implications. It provides vital 
information to governments and development agencies on broad-based issues relat-
ing to SMEs, digital economies, and e-readiness that can assist them in developing 
strategic objectives and legal and regulatory frameworks that promote economic 
growth, infrastructure development, capacity building, and education and training, 
create awareness of SMEs and the digital economy, and enable access for SMEs 
to best practices and benchmarking, among other factors. Moreover, SMEs, digital 
economies, and e-readiness have many dimensions that are of a structural (organisa-
tional factors), environmental (digital environment), and technological (e-readiness) 
nature. Consequently, the managerial understanding of these issues is necessary to 
assist SMEs to play a leading role in the digital economy. With regard to e-readiness 
assessments, these are useful information gathering mechanisms that would assist 
governments when planning strategies for ICT integration, understanding and 
identifying key and relevant ICT-based development opportunities, and develop-
ing enabling strategies and action plans that would address the opportunities and 
constraints of leveraging ICTs for business competitiveness.
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Section 1
Conceptual Framework and 

Contextual Setting

This section consists of one chapter, Chapter 1, which sets the scene and unpacks the 
meaning of the core concepts discussed in this book, namely digital economies, SMEs, and 
e-readiness. It establishes the nexus between these key concepts, formulates the context, 
and maps out the rest of the book. 
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Chapter 1

Introduction

Digital economy concept

The ‘Digital economy’ is sometimes used synonymously with ‘information society’, 
which emerged back in the 1960s to describe a futuristic society that is highly depen-
dent on information (Bridges.org, 2001; Computer Systems Policy Projects, 2000). 
Martin (1997:87) further associates the concept with ‘information economics’ by 
defining it as a society in which there is a growing rate in the production, distribu-
tion and use of information. The ‘Digital economy’, as term and concept, has been 
used in this book in keeping with ‘information society’ as espoused by Schienstock 
et al. (1999), who view it from an interdisciplinary perspective to describe:

An information economy;• 

DOI: 10.4018/978-1-60566-420-0.ch001
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A • post-industrial society;
The end of the industrial labour society;• 
A • knowledge society;
An ‘informatized’ industrial society; and• 
A • learning society.

The concept of the information society as a synonym for an information econ-
omy was put forward by the anthropologist and biologist Todao Umesao. Later, in 
1963, Joho Sangyo Ron wrote about “knowledge industries” and postulated that 
the “electronic industries”, especially information, communication, and education, 
would be as pivotal for the structural transformation of the industrial society as the 
intermediary industries - transportation and heavy industries - were for the transition 
from the agricultural to the industrial society. The notion of an information society 
as a post-industrial society was proposed by Daniel Bell (1989) when he perceived 
social change as a multidimensional process, wherein economic sectors, vocational 
groups, fundamentals of technology, and basic social principles are radically shifted. 
Consequently, the post-industrial society is founded on the growing importance of 
the information sector as opposed to the production of goods. Production in such 
a society is primarily dependent on information rather than on raw materials and 
energy. Bell further observed that in the industrial society, goods were produced 
primarily by machines, whereas in the post-industrial society or information society, 
production is centred on acquiring and utilising information and knowledge through 
Information and Communication Technologies (ICTs).

The current transformation from the industrial to the knowledge economy is 
characterised by all sectors and industries of an economy relying largely on informa-
tion. Moreover, the transformation to a knowledge society is characterised by human 
work occurring more and more using ICTs. Steinmüller (1981) perceives today’s 
information or knowledge society as an ‘informatized’ industrial society. Regard-
less of whether one refers to the knowledge society, the information society or the 
digital economy, these terms and concepts are all founded on the importance of the 
computer as a knowledge-based machine that incorporates the knowledge bases and 
conclusions of experts. Such a society is characterized by an enormous growth in 
the amount of scientific and non-scientific knowledge; different knowledge-based 
techniques and types of mechanized knowledge; an expanding information sector; 
investment of information in technical development or industrial products; and 
the information explosion (Schienstock et al., 1999). This characterization mirrors 
Luhmann’s view (as cited by Qvortrup, 2007) that the knowledge society is typified 
by functional systems which are bound to a knowledge base. A knowledge society is 
therefore characterized by the provision of more products with built-in intelligence 
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and the transformation of organizations into knowledge-based entities. Castells 
(1997) opines that it is the immediate relationship between knowledge generation 
and knowledge application through learning that becomes the most fundamental 
aspect of an information society.

e-ReaDiness: oRigin anD meaning

The concept of ‘e-readiness’ emerged because it became necessary to provide a 
unified framework to evaluate the breadth and depth of the digital divide at macro 
level between more and less developed countries during the late 90s. E-readiness 
measures the capacity of nations to participate in the digital economy. It is also 
perceived as the measure of a country’s ability to leverage digital channels for 
communication, commerce and government in order to further economic and social 
development (Economist Intelligent Unit/IBM Institute for Business Value, 2008). 
The inextricable relationship between e-readiness and the digital economy is suc-
cinctly captured by Hartman et al. (2000), who state that net readiness is measured 
as a company’s preparedness to exploit the enormous opportunities in the e-economy 
landscape. According to Grant (1999), a business is “e-ready” when it is able to 
implement e-business and e-commerce, or as Parker (2000) would put it, it is the 
preparedness [of a nation, community or an organisation] to operate in an e-business 
or e-commerce marketplace.

The emergence of the concept of e-readiness attracted the development of vari-
ous e-readiness assessment tools by different companies, organisations and groups, 
with each claiming that its tool would help diagnose the current situation and ori-
ent steps to narrow the digital divide (Arce and Hopmann, 2002:1). The Computer 
Systems Policy Project (CSPP) - a public policy advocacy group comprising of 
IT companies from the US - was the first to use the concept of e-readiness when 
it developed the e-readiness assessment tool known as the ‘Readiness Guide for 
Living in the Networked World’ in 1998. CSPP perceived e-readiness with respect 
to a community that has (Bridges.org, 2001):

High-speed access in a competitive market;• 
Constant access and application of ICTs in schools, government offices, busi-• 
nesses, healthcare facilities and homes;
User privacy and online security; and• 
Government policies that promote connectedness and the use of the • 
network.
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The Centre for International Development at Harvard developed the e-readiness 
assessment tool known as ‘Readiness for the Networked World’. This tool as-
sesses e-readiness according to whether or not a society has the necessary physi-
cal infrastructure (high bandwidth, reliability and affordable prices); integrated 
ICTs throughout businesses, communities and government; and universal access 
(Bridges.org, 2001). Correspondingly McConnell International, jointly with the 
World Information Technology and Services Alliance (WITSA), developed the 
‘Risk E-Business’ tool in 2000, which views e-readiness in relation to whether a 
country has (Bridges.org, 2001): an extensive pervasion of computers in schools, 
businesses, governments, homes etc; affordable and reliable access to the Internet 
in a competitive market; free trade; a skilled workforce; high standards of education 
and training in schools; a culture of creativity; government-business partnerships; 
transparency and stability in government; an evenly enforced legal system; secure 
networks; personal privacy; regulations allowing digital signatures and encryption; 
and consumers’ trust in e-commerce security and privacy.

Generally, Bridges.org (2001) views e-readiness from the perspective of those 
who are not benefiting from IT, and which societies are not ‘e-ready.’ Many reports 
generated or referenced by Bridges.org study the digital divide and make recom-
mendations. Like the tools already described, digital divide reports use a range of 
methods and standards for evaluating e-readiness. However, unlike e-assessment 
tools, digital divide reports are more concerned with the distribution of technology 
across society and its impact on the lives of people.

The formal e-readiness assessment tools and surveys described above are comple-
mented by a wide range of other frameworks expressed in digital divide reports, 
position papers and other kinds of models that can similarly be used for e-readiness 
assessments. Some of these include:

The global diffusion of the Internet• 
E-commerce readiness assessment• 
International survey of e-commerce• 
Technology achievement indices• 

The various definitions and assessment approaches for e-readiness showcase 
considerable diversity. Agriculture and Food Canada (2001) confirms this notion, 
finding that there are varying degrees of e-readiness, and each could include any or 
more than one of the following activities: using e-mail as the most preferred medium 
of communication; using a website for internal and external communication; selling 
goods and/or services through the Internet; and making travel arrangements using 
online Internet services.
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From an analysis of the various definitions and perceptions of ‘e-readiness’ de-
scribed above, the concept is taken in this book to mean a society characterized by 
the pervasive availability of access to high speed, good quality networks; the use 
of ICTs in everyday life, e.g. in business (e-commerce and e-business), government 
(e-government), education (e-learning), records management (e-records), and content 
management (i.e. knowledge and information management); high levels of literacy; 
the presence of national enabling ICT policies; the right physical infrastructure 
(high bandwidth, reliability, and affordable prices); and business and commercial 
transactions that are realised via the Internet.

smes concept

SMEs have no standardised definition across different jurisdictions - definitions vary 
based on employment figures; annual turnover, company capitalisation, fixed assets, 
etc. The common definition in OECD countries is founded on employment figures; 
correspondingly, an SME in such countries must have less than 500 employees 
(OECD, 2002). The South African SME Act defines SMEs as firms that have up to 
100-200 employees or a 5 million Rand turnover [US$ 0.5 million] (Gordon, 2003), 
while in Egypt, the Ministry of Trade’s definition of SMEs is based on the number 
of workers, fixed assets and annual turnover (Maksoud and Youseff, 2003).

The diversity in the various definitions shows that by and large, quantitative pa-
rameters, i.e. the number of persons employed in the enterprise, the annual turnover, 
the level of fixed investment in the enterprise, etc; are used to categorize businesses 
as SMEs. In other jurisdictions, such as in China, Germany, Japan, Mexico, Taiwan, 
and South Korea, employment is the main criterion used to determine whether a 
unit is a SME or not. On occasion, different names are used in the place of SME. 
In India, for instance, the SME sector is known as the Small Scale Industry. Gener-
ally, SMEs tend to be dispersed across an economy or located in clusters, either 
around a large manufacturing unit or where the raw materials are readily available. 
More often than not, SMEs also tend to cater for localized niche markets or supply 
components to the larger units/markets (Tetuja, 2001).

As the business environment grows increasingly saturated with ICTs, the concept 
of the ‘digital SME’ has emerged to describe a small or medium-sized enterprise 
whose products and services are predominantly digital; that mainly uses digital 
methods to carry out core operations such as marketing, sales and services; and 
that exploits the benefits of digital methods to a considerable extent (BEEP, 2003). 
The digital economy is increasingly being defined according to the extent to which 
a community provides Internet access and connectivity, especially to its business 
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entities, as this would enable them to extend their market reach and partake in 
global trade. The belief held by Dr. Hamadoun Toure (1996) of the International 
Telecommunications Union that 1% of access to broadband today equates to 99% 
in terms of opportunity, is implicit in the potential enterprises (such as SMEs) and 
other entities can leverage in the digital economy.

conclusion

This chapter has demonstrated the inextricable relationship between the digital 
economy, e-readiness and SMEs. The digital economy is largely made up of SMEs 
that rely on digital technologies for electronic business transactions. In order for 
SMEs to succeed in such an economy, they need a conducive environment that of-
fers intellectual capital, global business reach, and supports continual innovation 
and quality improvement. Furthermore, they need an environment that has attained 
a reasonable level of e-readiness with respect to technological infrastructure, policy 
and legal frameworks, and an enabling business environment. The policy and 
managerial implications advanced in this chapter require governments to ensure 
that infrastructure development and enabling policies are in place. These would 
facilitate an e-ready environment that can accelerate the move towards an inclusive 
global information society where individuals and businesses alike are empowered 
to create, receive, share and utilise information for their economic, social, cultural 
and political development. In terms of management interventions, the inextricable 
relationship between the digital economy and e-readiness demonstrates the need for 
various stakeholders in the SME industry, including government, SMEs’ owners, the 
private sector and academia, to work together to create an environment conducive 
to small business growth in the information age.

oRganization of the Rest of the Book

The whole book is organised in 9 sections containing 19 chapters. Section 1 has 
already been described.

section 2: Digital economy growth and infrastructure

This section consists of four chapters – Chapter 2 (Growth of the Digital Economy), 
Chapters 3 (Digital Economy Components), 4 (SMEs Industry) and 5 (Digital 
Divide). Generally, the purpose of this section is to introduce the reader to the 
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digital economy environment and its components, including the inadequacies of 
the components that give rise to the digital divide. Chapter 2 (Growth of the Digital 
Economy) characterizes the digital economy and covers the history and evolution 
of the concept ‘digital economy’, drivers of the digital economy, and benefits of 
the digital economy. The chapter aims to define the digital environment in which 
SMEs now operate and the challenges and opportunities of such an environment 
for businesses, including SMEs. Chapter 3 (Digital Economy Components) defines 
the major entities that make up the digital economy, including government; poli-
cies and regulations; the Internet, World Wide Web and electrical infrastructure; 
hardware and software industries; telecommunications industry; digital service 
providers; e-business and e-commerce; information and knowledge management 
systems; intellectual property rights; telecommunications service providers; human 
capital and knowledge workers; research and development (R&D); and emerging 
technologies.

Chapter 4 (SMEs Industry) covers the contribution of SMEs to the national 
economy, the international status of SMEs (in Asia, America, Europe and Africa); 
and barriers affecting the SMEs sector, with a case study of the agricultural sector 
in Africa (technology transfer challenges, intellectual property rights challenges; 
and micro finance challenges). Chapter 5 addresses issues of the digital divide that 
arise out of inadequacies in the digital components (Chapter 3) as well as barri-
ers to addressing the challenges in the digital economy environment (discussed in 
Chapter 4).

section 3: e-Readiness assessments

This section consists of Chapters 6, 7 and 8 (E-Readiness and its Assessment, E-
Readiness Assessment Methods and Tools, and E-Readiness Assessment of SMEs, 
respectively). Chapter 6 (E-Readiness and its Assessment) covers the international 
status of e-readiness across different jurisdictions (Europe, North America, Asia-
Pacific, Middle East and Africa), its implications for businesses (especially SMEs), 
and the importance of e-readiness assessments for businesses and governments. 
The purpose of Chapter VI is to demonstrate how the level of e-readiness affects 
the competitiveness of businesses, and also to highlight managerial and policy 
implications.

Chapter 7 (E-Readiness Assessment Methods) covers measures of e-readiness, 
macro and micro e-readiness assessment tools (including the tools names, the 
developers of the tools, intended applications of the tools, the countries in which 
the tools have been used, and an overall analysis of the tools), strengths and weak-
nesses of e-readiness assessment tools, and choosing the right assessment tool. The 
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chapter aims to highlight the different types of tools available for use by SMEs or 
governments that wish to measure their e-readiness and gauge their position in the 
global digital economy. It also illustrates that while e-readiness tools for SMEs are 
limited, macro e-readiness tools that are used for measuring national e-readiness 
may be applied with adaptations.

Chapter 8 (E-Readiness Assessment of SMEs) examines how the e-readiness 
of SMEs is assessed. It covers the strengths of SMEs over large scale enterprises 
in the digital economy; the types of transactions that SMEs undertake online; the 
e-readiness adoption process among SMEs; international e-readiness status of SMEs 
(in North America Europe, the Middle East, Asia-Pacific, the Caribbean, Africa); 
and how to get SMEs to reach an e-readiness status. The purpose of this chapter is 
to enable policy makers and managers of SMEs to compare the relative positions 
of SMEs in the global business environment so that they may put in place requisite 
policies and institutional infrastructure to enhance SMEs competitiveness in the 
digital economy.

section 4: Digital economy applications

This section consists of Chapters 9 and 10 (E-Government and E-Business/E-Com-
merce, respectively). Section 9 expands on the previous section by examining how 
e-readiness is critical in the implementation of e-applications such as e-government 
and e-business/commerce. Governments have a major role to play in providing an 
environment that is conducive for electronic business transactions by laying requi-
site infrastructure and enhancing a legal and policy-driven framework. Chapter 9 
(E-Government Readiness) therefore covers the nexus between e-government and 
the digital economy, applications of e-government in society, global e-government 
trends, global e-government rankings, e-government survey methodologies, benefits 
of e-government systems, challenges of implementing e-government systems, and 
the policy and managerial implications of implementing e-government systems. 
Chapter 10 (E-Commerce and E-Business) covers e-commerce and e-business as 
major applications of the digital economy; the development of e-commerce; types 
of e-commerce; determinants of e-commerce adoption by SMEs; e-government/e-
commerce nexus; e-commerce implementation in e-government settings; e-commerce 
readiness (connectivity, business environment, legal and regulatory environment, 
social/cultural infrastructure, etc); methodologies for assessing e-commerce readiness; 
and e-commerce challenges. The chapter aims to provide information that can prepare 
SMEs for an e-commerce environment. It also aims to show how e-commerce may 
offer SMEs ways of finding new customers and suppliers, especially in international 
and regional markets which they have not easily been able to reach before.
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section 5: content, knowledge and Records management

This section consists of three chapters: Chapters 11 (Local Content Management), 
12 (Knowledge Management) and 13 (E-Records Management and Readiness). 
Chapter 11 begins by unpacking the concept of content and its derivative, local 
content. The chapter then discusses the value of local content in enhancing business 
competitiveness. Also discussed are local content development initiatives at interna-
tional, regional and national levels, with mention of the agencies that are involved 
in these initiatives. Challenges of local content development are explained, as are 
the prospects of local content for SMEs. The chapter also elucidates on policy and 
managerial roles in local content management and its applications to SMEs. Overall, 
the chapter aims to demonstrate the value of relying on locally available products 
and services, in part because they would be cheaper and more easily understood.

Chapter 12 (Knowledge Management) reviews the growing number of studies 
on knowledge management (KM) as they apply to SMEs. The chapter covers the 
benefits SMEs can accrue from knowledge management, the meaning and evolution 
of KM, KM strategies, KM general adoption practices, KM processes and activities, 
KM technologies, KM challenges, and the policy and managerial responsibilities 
of KM. The chapter aims to promote awareness among SMEs, governments and 
SMEs’ managers of the value of harnessing knowledge, human capital and know-
how for competitive advantage in increasingly competitive electronic business 
environments. Given that the digital economy is knowledge intensive, SMEs must 
wake to the fact that without investing in human capital and effectively managing 
the intellectual capital already in their possession, they may not be able to compete 
in the digital economy.

Chapter 13 (E-Records Management and Readiness), introduces the concept of (e) 
records management and observes that electronic records management has not been 
given much attention by SMEs; this despite an economy where most transactions 
occur online, meaning that e-records are increasingly being generated and must be 
meticulously managed. The concept of freedom of information (FOI) is discussed 
in the context of how it facilitates access to publicly held information, which is 
necessary for promoting business activities within SMEs. The chapter also covers 
the role of e-records management; the nexus between records management, SMEs 
and FOI; global initiatives for enhancing FOI; e-records readiness; e-records genera-
tion and use; e-records management; e-records management models; e-records and 
information security; e-records authentication - digital signatures, digital certificates, 
etc; e-records management challenges; and policy and managerial implications of 
records management for SMEs. The chapter’s intention is to showcase the impor-
tance of records management in general and e-records management in particular in 
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business environments. Without effective records management, businesses cannot 
leverage their intellectual capital to effectively compete in the digital age. Poor re-
cords management, especially in governments, also erodes business confidence and 
discourages firms from investing in such jurisdictions because of delays experienced 
either in setting up businesses or litigation resulting from poor or a complete lack 
of documentation or documented procedures.

section 6: information needs and capacity Building in smes

This section consists of Chapters 14 and 15 (Information Needs and Access in 
SMEs; and Capacity Building in SMEs, respectively). Section 6 serves two main 
purposes, namely to demonstrate the difficulties that SMEs face when searching for 
information to meet their business needs, and to try and show how capacity building 
could empower SMEs that are able to recognise their information needs, identify 
relevant sources of information, and apply such information.

Chapter 14 (Information Needs and Access in SMEs) highlights why policy 
developers and managers should find it important to understand the information 
needs of SMEs. This chapter therefore covers information management in SMEs; 
information services and access in SMEs; information use by SMEs; factors af-
fecting information seeking in SMEs; challenges of information seeking in SMEs; 
and policy and managerial roles in meeting the information needs of SMEs. The 
chapter’s aim is to show how SMEs can effectively identify and gain access to 
critical business information (markets, sources of venture capital, legal advice, use 
of technology, best practices, policies and regulations, etc)

Chapter 15 (Capacity Building in SMEs) maintains that one of the main chal-
lenges facing SMEs is skills shortages; consequently, it is urgently necessary to 
make capacity building a real priority. This chapter covers SMEs’ capacity building 
initiatives; education and training; case studies/best practices in capacity building 
– Europe, North and South America, Asia-Pacific, The Caribbean, and Africa; in-
formation literacy needs of SMEs’ employees; and the policy and managerial roles 
in capacity building for SMEs.

section 7: globalisation, trends and Best 
practices in the Digital economy

This section consists of two chapters: Chapters 16 and 17 (Globalisation of the 
Digital Economy; and Trends and Practices in the Digital Economy, respectively). 
Chapter 16 (Globalisation of the digital economy) begins with the ICT-driven impact 
of globalisation on commerce and the competitiveness of SMEs. This is followed 
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by a discussion of global business competitiveness by region - North America, 
Western Europe, Eastern Europe, Asia-Pacific, Latin America and the Caribbean, 
the Middle East, and Africa. The opportunities the digital economy engenders for 
SMEs are then followed by the role policy makers and managers of SMEs can play 
in this respect. The chapter aims to provide best practices from around the world 
from which SMEs, especially those in the developing world, can learn.

Chapter 17 (Trends and Best Practices in a Digital Economy) expands on the 
previous chapter by focusing on the global initiatives of governments and private 
agencies to enhance international trade, especially with regard to e-commerce. The 
initiatives are categorised by continent - North America (led by the United States 
and Canada); Europe (spearheaded by the European Union and individual countries 
such as the UK and Germany); Nordic countries (Norway, Denmark and Finland); 
and Asia (South Korea, Mongolia, Taiwan, New Zealand, Hong Kong, China, India 
and Japan). Africa does not yet offer much in terms of examples of best practices in 
the digital environment. The chapter moves on to discuss the concept of a learning 
organisation in the digital economy.

section 8: challenges of the Digital 
economy, smes and e-Readiness

This section consists of one chapter - Chapter 18 (Challenges of the Digital Economy). 
The Chapter collates the challenges discussed thus far in each chapter of the book. 
The challenges are categorised by type as follows: internet-related challenges; e-
commerce challenges; political and jurisdictional challenges; policy, regulatory and 
legal framework challenges; and challenges peculiar to SMEs (skills shortages, lack 
of awareness, online challenges, competition, consumer protection, taxation, trade 
investment barriers, etc). The chapter aims to showcase the challenges SMEs are 
likely to face and offer suggestions on how these may be ameliorated.

section 9: conclusion, policy and 
managerial Recommendations

This is the final section of the book and consists of one chapter - Chapter 19

conclusion and the Way forward

The chapter summarises the main issues discussed in the book and proffers policy 
and managerial recommendations that can empower SMEs to compete effectively 
in the global digital economy.
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Section 2
Digital Economy Growth and 

Infrastructure

This section consists of four chapters: Chapter 2 (Growth of the Digital Economy), Chap-
ter 3 (Digital Economy Components), Chapter 4 (SMEs Industry), and Chapter 5 (Digital 
Divide and SMEs). Generally, the purpose of this section is to introduce the reader to the 
digital economy growth, environment, and its components, including the inadequacies 
of the components that give rise to the digital divide. Chapter 2 characterizes the digital 
economy and covers the history and evolution of the concept ‘digital economy,’ drivers of the 
digital economy, and benefits of the digital economy. The chapter aims to define the digital 
environment in which SMEs now operate and the challenges and opportunities of such an 
environment for businesses, including SMEs. Chapter 3 defines the major entities that make 
up the digital economy, including government, policies and regulations, the Internet, World 
Wide Web, and electrical infrastructure, hardware and software industries, telecommuni-
cations industry, digital service providers, e-business and e-commerce, information and 
knowledge management systems, intellectual property rights, telecommunications service 
providers, human capital and knowledge workers, research and development (R&D), and 
emerging technologies. 

Chapter 4 covers the contribution of SMEs to the national economy, the international status 
of SMEs (in Asia, America, Europe, and Africa), and barriers affecting  the SMEs sector, 
with a case study of the agricultural sector in Africa (technology transfer challenges, in-
tellectual property rights challenges, and micro finance challenges). Chapter 5 addresses 
issues of the digital divide that arise out of inadequacies in the digital components (Chapter 
3), as well as barriers to addressing the challenges in the digital economy environment 
(discussed in Chapter 4).
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Chapter 2

Growth of the 
Digital Economy

evolution of the Digital economy

As pointed out in the previous chapter, the concepts ‘digital economy’, ‘information 
economy’, ‘information society’ and ‘knowledge society/economy’ are inextricably 
intertwined and are often used interchangeably. However, the concept ‘information 
society’ is increasingly being seen as a unifying term. In defence of why this is so, 
Schienstock et al. (1999) have argued that the notion of an ‘information society’ is 
presented as a strategic aim meant to overcome current social stagnation. The central 
argument is that the information society would create and secure millions of new 
jobs; guarantee economic competitiveness; bring ecological advantages; intensify 
democracy; and revolutionize our ways of living and working with the help of new 
communication technologies.

DOI: 10.4018/978-1-60566-420-0.ch002
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In 1962, Machlup was instrumental in studying information society in the United 
States. He coined the concept ‘knowledge industry’ and made significant contributions 
to information economy research. Martin (1997) defines an information society as a 
society characterized by rapid growth in the use of information - a society in which 
quality of life and economic development depend largely on information and its 
exploitation, the increasing use of computers, the commoditisation of information, 
e-commerce, and the use of technology for community development. To Deutsch 
(1983), information societies are national economies in which more than half of the 
workforce is employed primarily in information-oriented occupations, and in which 
the net product of these activities is greater than half of the Gross National Product 
(GNP). In the OECD countries, all gainfully employed individuals who produce, 
process and distribute information, or maintain the apparatus for its preparation and 
mediation, are information workers.

The belief that knowledge in its different forms is the engine of economic 
progress is growing; essentially, an economic system not based on knowledge is 
not possible. This is because in the current economic climate, a firm’s access to 
know-how is perceived to be the main determinant of its growth. In the UK for 
instance, a knowledge-driven economy is considered to be one in which the gen-
eration and exploitation of knowledge play the predominant role in the creation of 
wealth (Department of Trade and Industry, 1999. In such an economy, everyone has 
access to large amounts of information anywhere, anytime and in various requisite 
formats. Moreover, in such information economies, knowledge is perceived to be 
the most important determinant of the standard of living, more even than land and 
labour. Unlike the industrial economy where machines dominated productivity, in 
today’s economy it is information that defines society, with intellectual content the 
dominant source of value across jurisdictions.

In an information economy, the processing and exchange of information and 
knowledge are at the core of its activities. The US economy, for example, has been 
performing well because it has been driven by revolutions in Information Technol-
ogy (IT), which have affected growth, employment, inflation, and productivity. 
Underlying factors propelling growth in this new economy include technological 
innovation, e-commerce and digital transformation, higher education and IT skills, 
open trade, and a balanced budget. The vast amount of information made accessible 
via the computer caters for the process of knowledge accumulation by network-
ing all sources of knowledge, thereby facilitating the globalization of knowledge 
(The New Economy Task Force, 1999; Margherio, 1998). As in the US, in Europe 
the growth of the information service sector is largely attributable to the region’s 
industrial transformation.
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chaRacteRistics of Digital economy

The digital economy is characterised by numerous phenomena in the global busi-
ness environment, which include but are not limited to globalisation, digitisation, 
virtualisation, and disintermediation. The phenomenon that is globalization has inter-
nationalised the economy by expanding market reach, scope and speed. Boundaries 
have given way to electronic borders that allow millions of businesses to carry out 
online transactions in a seamless fashion. Likewise, digitization has removed the 
need for a human interface, meaning that goods and services no longer need to be 
tangible, leading to the development of e-books, digital music and the like. Other 
than this, virtualization has made physical location and proximity irrelevant, with 
business transactions able to take place in a virtual environment involving many 
to many or one to many communications. Finally, disintermediation has made it 
possible for consumers to bypass middlemen, retailers and other intermediaries and 
directly reach producers.

The digital economy applications like e-commerce are largely driven by infor-
mation and knowledge resources facilitated by widespread access to computers and 
the Internet. Nicholas and Rowlands (2000) developed a model for the progression 
of data into information, information into knowledge and knowledge into wisdom. 
Data occupies the basic level of the model and consists of raw facts or observations 
upon which no meaningful decision can be made until these have been processed 
into information. According to the model, once data has been subject to refinement, 
it evolves into information, which can ideally be interpreted such that meaningful 
decisions can be derived from it. The third stage of the model is knowledge, a value-
added derivative of information that is relevant and actionable. Following this, is 
the final stage in the Nicholas-Rowlands model, i.e. wisdom, which by implication 
is the ability to perceive or determine what is good, true and sound.

The digital economy has information and knowledge as its main commodities 
for production and consumption. Consequently, sound information and knowledge 
management (KM) are critical for organisations wishing to improve their perfor-
mance. Information management centres on a number of different tasks, including 
the creation and maintenance of meta-information, searching for documents and 
other data objects, and viewing and retrieving information (Information Manage-
ment Consultants, 2003). Further tasks include information uploads; data extraction, 
publication and distribution; and providing access to information. Like information 
management, effective knowledge management (KM) is critical for the growth of the 
digital economy. From the viewpoint of KM, human ingenuity is the most important 
feature in the emerging digital economy. Constant technological innovation makes 
success in the marketplace increasingly dependant on the skills of the workforce. 
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In the digital economy, nothing is more precious than human ingenuity, and the 
promise of the digital economy therefore lies in this new type of worker.

KM is broadly concerned with the collection of organisational practices related 
to generating, capturing and disseminating skills and know-how. It is mainly centred 
on re-using knowledge and skills in order to enable an organisation to achieve its 
goals. KM processes are largely dependent on technology-based tools that facilitate 
knowledge production, reconstruction, interpretation, contextualization and applica-
tion. Although KM is said to have evolved in corporate environments, spearheaded 
mostly by the revolution in ICTs, knowledge management ideas and concepts have 
been around for millennia and Alexander the Great, Caesar, Napoleon and Henry 
Ford are credited as pioneers of knowledge practices. However, KM only started 
gaining momentum in organisations in the mid 1980s following rapid technologi-
cal development and the gradual awareness that information and knowledge are 
strategic resources.

Knowledge management in the evolving digital economy has increasingly be-
come an important theme in public organizations, although private firms have long 
considered it to be a critical determinant of a firm’s competitiveness. In the private 
sector, the importance of KM was recognized more than a decade ago, and the sec-
tor now boasts fairly advanced knowledge management systems. In Europe, KM 
ranks high on the management agenda of most central government organisations 
across OECD member countries; increasingly, strategies of managing knowledge 
are being devised, and knowledge management is clearly signalled as a top priority 
in business (Organisation for Economic Cooperation and Development, 2003).

The motivations for integrating KM in both private and public organisations 
in the digital economy are worth noting. For one, the pressures brought on by 
competition and incentives to lower costs are increasing. Moreover, as modern 
organisations become more knowledge-intensive, such organisations cannot be 
expected to function properly if they do not have good mechanisms with which 
to share knowledge across their different units in order to enhance policy-making 
and service delivery. The public sector also operates in an environment where, for 
reasons of greater public interest, transparency is widely encouraged and the bulk 
of knowledge is widely accessible.

The digital economy is essentially a knowledge-intensive economy where goods 
and services are increasingly being produced in the form of intangible capital, mak-
ing knowledge an important measure of the competitiveness of an organisation. 
Organisations increasingly compete with each other for the use and provision of 
knowledge-intensive products, such as human capital and new technologies. The 
importance of KM in organisations is now increasingly acknowledged when it is 
realized that pressures of the knowledge economy on organisations compel them to 
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consider knowledge management as a way to enhance productivity and efficiency. A 
study of knowledge management practices in the public sector in OECD’s countries 
found that one of the main motivations centres on concerns around efficiency and 
productivity (Organisation of Economic Cooperation and Development, 2003). The 
knowledge economy in which governments and entire societies now find themselves 
is founded on a structural transformation in which the rapid creation of new knowl-
edge, and the improvement of access to knowledge bases, is factors that are believed 
to increase efficiency, innovation, the quality of goods and services, and equity.

The digital economy is also characterized by economic activities that are now 
possible without the physical movement or involvement of people, things, money, 
etc; rapid developments in the globalization of economic activities; the transfer of 
value and accumulation of assets via digitized networks; ICT’s current situation as the 
foundation of the digital economy; e-commerce and digital information’s encroach-
ment into all aspects of people’s lives; the ‘dumping’ of previous (economic) rules 
in favour of new ones more suited to the digital economy; and dramatic increases 
in business opportunities for SMEs through the effective application of IT (Ministry 
of International Trade and Industry-Japan, 1997).

The new economy, as the digital economy is known in the US, is considered 
to be a knowledge and idea-based economy where the key to higher standards of 
living and job creation is the extent to which innovative ideas and technologies are 
embedded in services, products, and manufacturing processes. Moreover, it is an 
economy where risk, uncertainty, and constant change are the rule rather than the 
exception - an economy where hierarchical organizations are being replaced by net-
worked learning organizations, and where there is a progressive drive for increased 
productivity and higher incomes, more knowledge-based jobs, an expanded number 
of stakeholders, and greater access to information by citizens. Comparatively, in the 
old economy information was a valuable commodity, often only available to those 
who had the means to pay for it. Now with the Internet economy, information is and 
continues to become more ubiquitous (The New Economy Task Force, 2000).

DRiveRs of the Digital economy

Various factors have given impetus to the transformation from the industrial economy 
to the emerging digital economy. Within European Union member states, building 
trust and confidence in e-commerce transactions is an important consideration. It goes 
without saying that consumers and businesses should be confident that the seller and 
buyer are who they say they are and that transaction mechanisms are available, legal 
and secure (The European Commission, 2005). The European Commission found 
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that one of the greatest barriers faced by SMEs wishing to start online businesses was 
the lack of trust and confidence in terms of the legal implications, especially when 
trading across jurisdictions. Driving the digital economy also depends on remov-
ing obstacles that hinder transactions in an electronic environment. Such obstacles 
include legal uncertainties with regard to the validity and enforcement of electronic 
contracts, protection of privacy and personal data, reliability of payments, recourse 
for errors and fraud, and security and copyright issues, to name a few. A favourable 
regulatory framework that accommodates the electronic environment is important 
because it can enhance: the growth of SMEs; higher skills profiles; a sustainable and 
rich pool of graduate labour; Internet growth and usage; wide broadband coverage; 
and self-regulation, especially with respect to the use of the Internet.

The digital economy can also be enhanced by the extensive deployment of broad-
band communication to businesses, government facilities and residences. Further 
growth enhancements would require enabling government regulations and incentives; 
effective knowledge workers, education and training; the deployment of govern-
ment and private-sector programs that promote digital democracy and ensure that 
all sectors of society benefit from the broadband revolution; and expanding citizen 
participation in government decision-making processes through e-governance. The 
new economy would also be accelerated if attention was given to the propagation 
of electronic commerce; computerization of the public sector; improving informa-
tion literacy; and installing advanced network infrastructure. Ohshima (2000), in 
the context of Japan, lists the changes in the business environment that could ac-
celerate the evolution of the digital economy as follows: diversifying the needs of 
consumers; increasing choices by which consumers can access goods and services; 
enhancing opportunities for consumers to access cheaper commodities more easily; 
increasing demand by customers for stronger competitive prices; improving quality; 
and shortening lead-time.

The advances in ICTs have occasioned pressure for the digitization and reform 
of both internal activities and inter-activities concerned with customers and related 
trading partners. As a result of these changes, businesses now need to adapt to the 
network society and install business processes based on information and commu-
nication technologies for both front and back offices. Measures that would enhance 
e-business include: an enabling legislation system; diffusing electronic payments 
for businesses; lowering communication costs; and developing the skills necessary 
for using e-commerce business models. Moreover, because it is not easy for a single 
SME to acquire enough human resources, know-how, technology, and facilities, 
SMEs can use their characteristic mobility and flexibility and collaborate with oth-
ers. They can also construct mechanisms to execute collective business activities 
over the Internet.
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Since the 90’s, the revolution in computer technology has had a profound im-
pact on the digital economy. In the early 90s, PCs started to penetrate and pervade 
homes and businesses - spurred on by falling IT prices - making e-commerce pos-
sible. OECD (2000) suggest that two major factors likely to influence the future 
expansion of e-commerce are the extent to which IT companies invest in network 
capacity and the speed of data transmission. Investment in ICTs is also believed 
to be one of the main drivers underpinning the remarkable performance of the US 
economy. As Martin (1997) noted, the generational changes in computing that in-
creased computation’s power by a factor of ten every five to seven years produced 
gains for the entire information technology revolution. This development no doubt 
affected the evolution and revolution of the Internet and the World Wide Web. In 
turn, the evolution of the Net has provided further impetus to the growth of the digital 
economy. Part of why the Net has evolved rapidly and catalysed the evolution of 
the digital economy is because it is not tightly controlled by any major public or 
private bureaucracy.

The emergence of the information economy has also been attributed to a com-
bination of other factors, including acknowledgement of the unrealistic assumption 
behind the neoclassical theory, a reaction to the failures of government and business 
policies, and the potential contribution of intelligent electronics to enhanced com-
munication, computation and control (Martin, 1997). The digital economy may also 
be perceived as an evolution of capitalism, reflected in the process of technological 
advancement and the ‘informatization’ of firms in the manufacturing and service 
industries, especially in the US and Europe.

The digital economy’s continuous evolution may further stem from a need to look 
beyond the factory system as the only possible method of increasing material wealth. 
Barbrook (n.d) noted that the rapid spread of personal computing, and now the Net, 
are the technological expressions of the desire of many people to escape from the 
petty controls of the shop-floor and office. The digital economy has grown out of a 
need for novelty, occasioning the consumer society to start looking for something 
that exists beyond money. This may explain why from the 1960s onwards, many 
workers started seeking more autonomy in their jobs and more freedom in their 
personal lives by abandoning traditional conservatism. It is also possible that the 
digital economy was given impetus when wages started falling in the US and the 
levels of unemployment started rising in EU member states.

The evolution of the digital economy may also be attributed to the natural evo-
lution of societies as they develop steadily across generations. This development 
rests on dramatic socio-economic changes and fundamental transformations in the 
traditional economy, as was exemplified in the replacement of the agrarian society 
with the industrial society. During the 1970s and 1980s, there was also a prolific 
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output of general publications which may have pointed to the evolving of the digital 
economy. During that period, the world appeared to be undergoing some form of a 
new industrial revolution or entering a new phase, referred to as the ‘post-industrial 
society’ (Bell, 1989), the ‘information economy’ (Porat, 1976) or the ‘third wave’ 
(Toffler, 1980).

The emerging information or digital economy in the US has been attributed to 
the following (The US National Science Foundation et al., 2005):

Globalization of communications and commerce• 
Commoditization of ICTs and codified knowledge• 
The growing role of scientific research in innovation• 
Advanced, integrative information infrastructure• 
Modularization, vertical desegregation and outsourcing• 
Expanded value chains and clusters with new categories of actors.• 

As can be seen, the drivers of the information economy are many, and it is dif-
ficult to pigeonhole one that has had the most influence. However, it can safely 
be stated that since the mid 1990s, the Internet has significantly influenced the 
selling of products of small-sized enterprises via virtual shops, thus contributing 
to the general development of an Internet-based economy, especially in developed 
countries such as the USA, Japan and Canada. The rise in the digital economy is 
reflected in the commerce statistics in the United States for the years leading up to 
2000, which showed that the percentage of business-to-consumer (B2C) transac-
tions, in terms of turnover capacity, equated to about 80% of the total e-commerce 
in the world. The same statistics also showed that the remaining 20% belonged to 
business-to-business (B2B) e-commerce (Cabbar, 2002).

The digital economy has also been motivated by the need for companies to 
increase productivity, cut costs and enhance customer services; increase choices; 
access more information when making purchasing decisions; save time; and make 
shopping more convenient for consumers. Businesses are also motivated to invest 
in ICT and electronic commerce because the lower operating costs of many Internet 
businesses may, in turn, drive to reductions in prices or improvements in quality. 
Significantly, consumers in the digital economy are no longer limited by shopping in 
stores within a reasonable driving or walking distance. Instead, via online platforms, 
customers can shop at stores in any place in the world. Online support tools, order 
statuses, product availability and pricing, and technical support, are increasingly 
becoming available to customers.

A lot more can be done to accelerate the transformation process. The New 
Economy Task Force (2000) suggests that the move can be accelerated if: there is 
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an increase in federal support for research; federal tax code can be made an agent 
of innovations in the new economy; companies can be encouraged to invest more in 
training; and government and universities can work with industry to boost individu-
als with high-tech skills. Moreover, providing security for e-commerce to prevent 
and stop abuse while avoiding over-regulation; developing a digital government; 
investing in requisite infrastructure in all regions; and supporting public-private 
partnerships to empower community organizations through information technolo-
gies, can catalyse the growth of the digital economy.

The digital economy demands higher levels of education from those entering 
the job market, more high-tech skills, and opportunities for lifelong learning for 
workers to keep up with rapid developments in technology, globalization and new 
business practices. Within the digital economy, a more educated workforce is criti-
cal not only to raise per-capita incomes, but also to reduce income inequality. The 
New Economy Task Force (2000), in the context of the United States, noted that 
in the old economy, it was assumed that workers with basic skills would be hired 
by companies that would then train them in company-specific skills, following 
which the workers would advance up the career ladder. Comparatively, in the new 
economy, requisite upfront skills are critical. Moreover, companies cannot be relied 
on to offer their workers with training because of increased competitive pressures 
coupled with reduced employment tenure.

The growth of e-commerce has benefited greatly from the open structure of the 
Internet. The low cost of using the Internet permits the interconnection of new and 
existing information and communication technologies, and offers businesses and 
consumers a new and powerful information system and form of communication. 
This makes it possible for buyers and sellers to come together in more efficient 
ways, creating new marketplaces and opportunities for the reorganisation of eco-
nomic processes. As a distribution channel, the Internet has also changed the way 
products are customised, distributed and exchanged, and how businesses and con-
sumers search and consume products. Coppel (2000) notes that in countries such as 
Australia, the United Kingdom and the United States, governments are beginning 
to reorganise the management of public procurement systems - equivalent to some 
10% of GDP - over the Internet, opening the prospect of sizeable B2G transactions. 
The technology is also being used by governments for the transmission or receipt 
of information (G2B, G2C) to improve the convenience and lower the cost of pay-
ment systems and tax compliance (C2G), and by businesses to manage after-sales 
service and develop direct consumer marketing.

The increasing share of e-commerce taking place between businesses can be 
linked to the rapid migration of supply chain management from relatively expensive 
closed EDI networks to the Internet. B2B e-commerce is also being driven by the 
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potential for businesses to obviate intermediaries and deal directly with suppliers, 
thereby lowering purchasing and inventory costs, and the ability to use the technol-
ogy to promote a more efficient and effective customer service. Electronic Data 
Interchange (EDI) was developed earlier as a standard for processing and transmitting 
information between computers over private communication networks, also known 
as value-added networks. It requires expensive and complex customized software, 
dedicated communication links and in many cases, strictly compatible equipment. 
The main users of the service are large businesses and their first-tier suppliers. The 
EDI standard is now less used because of its relatively high costs when compared to 
the more flexible Transmission Control Protocol/Internet Protocol (TCP/IP) based 
systems (Coppel, 2000).

Consumers’ profile has also contributed significantly to the evolvement of the 
digital economy. Income, education and age are the main factors determining the 
profile of Internet users and B2C e-commerce buyers. For instance, in the United 
States and OECD countries, the rate of Internet access and use among university 
graduates is about three times higher than that of students or graduates with a high 
school diploma or less, and over half the population with annual household incomes 
above $50 000 access the Internet compared to less than 20% of those with annual 
household incomes of $20 000 or less (OECD, 2005a). Moreover, the business use 
of the Internet reveals a significant dichotomy, with usage and Internet penetration 
substantially higher among large firms than in small-sized enterprises, and also 
differing widely according to the sector in which the firms are engaged. OECD 
further notes that the rapid growth in the number of people who use the Internet 
and its commercial applications has been stimulated by technological innovations 
and their diffusion. Together with economic and regulatory reforms, notably in the 
telecommunications sector, these technological advances have lowered the cost 
and improved the quality of Internet access. Cheaper computers and telephone con-
nectivity have additionally stimulated their diffusion into businesses, while usage 
costs have dropped, in part linked to the liberalisation of fixed telecommunications 
networks.

The growth of the digital economy is bound to accelerate in the coming years 
across all sectors of society as the number of people connected to the Internet 
multiplies and as its commercial use grows. The growth will be driven by four 
types of economic activity: the use of the Internet, driven by dramatic increases 
in computers, software services and communications investments; electronic 
commerce among businesses, with productivity improvements in the use of elec-
tronic networks to create, buy, distribute, sell, and offer products and services; 
the digital delivery of goods and services, such as software programs, music etc; 
and the retail sale of tangible goods and services that are produced, stored and 
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physically delivered, e.g. computers, software, cars, books, flowers etc. (Meeker 
and Pearson, 1997).

Benefits of the Digital economy

The digital economy, which is largely defined by electronic commerce applications, 
is widely expected to improve efficiency because of reduced transaction and search 
costs, increased competition, and more streamlined business processes. Coppel (2000) 
posits that greater efficiency will manifest itself in lower prices, more frequent price 
modifications, and a narrower dispersion of prices for identical products. Lower 
search costs may also possibly lead to Internet consumers being more sensitive to 
price changes. To Brynjolfsson and Smith (2000), B2C is expected to raise competi-
tive pressure and improve economic efficiency. Part of the reason for this is that 
certain reductions in cost are offset by higher overheads elsewhere. For example, 
e-commerce retailers may have a better idea of their clients’ preferences, which 
makes more direct marketing and mass customisation of products possible, and can 
also lead to the more finely differentiated and sophisticated price discrimination of 
products. The greatest possibilities for e-commerce to reduce prices exist in goods 
and services that can be digitised, thereby allowing substantial economies of scale 
in production and delivery costs (Sachs, 2000).

It is also expected that the development of the Internet and e-commerce could 
also alter how payments are made for products and services, and this in turn may 
have implications for the setting and operation of monetary policy. The characteris-
tics of the digital economy may change the extent to which e-commerce facilitates 
more efficient stock management, leading to lower inventories as a ratio of sales. 
In addition, increased price competition in product markets may allow the economy 
to sustain more jobs without raising inflation over time, and might also put greater 
pressure on companies to curb wage growth and modify the process that generates 
inflation.

challenges of the Digital economy

There are several challenges that face businesses in the digital economy environ-
ment. These challenges include the small number of skilled workers in jobs that use 
ICTs; dependence of most businesses on low knowledge-intensity jobs; the bulk of 
lower skill sector posts that are not suitable for the information economy; wide and 
growing social and economic divides; and the challenges of fully migrating services 
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online so that they can be availed to all. Scottish Executive (2007) underscores the 
following challenges of the digital economy:

The problems associated with low computer literacy• 
Slow broadband uptake• 
Lower proportion of people in ‘e-workable’ jobs• 
Social and economic inequalities.• 

conclusion

This chapter expanded on the meaning of the digital economy, which was briefly 
introduced in chapter one, and the drivers that have given impetus to the evolvement 
of this new economy. The basic premise of the chapter is that the rapid evolvement 
of the digital economy is driven largely by the ability of the Internet to connect 
people to people, people to businesses and people to government, thus creating a 
highly networked world. The information explosion and the growing recognition 
that information and knowledge are the key components of a modern economy have 
also given great impetus to the development and growth of the digital economy. 
The digital economy has the potential to enable business enterprises, particularly 
SMEs or any other enterprises that have previously been excluded from mainstream 
global trade, to compete in the international market.
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Chapter 3

Digital Economy 
Components

intRoDuction

The digital economy consists of various components, key among which include 
government; policy and regulation; internet, the world wide web (WWW) and 
electricity infrastructure; telecommunication industry; digital service providers; 
e-business and e-commerce industry; information and knowledge management sys-
tems; intellectual property rights; human capital and knowledge workers; research 
and development; and emerging technologies.
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government

Governments are an important component of the digital economy by virtue of 
their traditional role in providing primary funding for a country’s communications 
infrastructure. They also have an important role to play in sustaining infrastructure 
development and improving e-readiness. Through national ICT policies, governments 
provide a national vision for infrastructure development that is aimed at enhancing 
digital services within their jurisdictions and beyond. A progressive government 
in the digital economy supplies businesses, citizens and organisations with a clear 
roadmap for the adoption of technology. A government’s investment in digital 
processes also helps to improve its own operations. For example, governments as 
early adopters of digital practices provide leadership that other organisations and 
individuals can emulate. They further create demand for technology and digitally 
enabled services. A government can also leverage the benefits of ICT by, among 
other actions:

Investing in a number of ICT related projects within the public sector to im-• 
prove public service administration
Developing incentives to attract investments in the ICT sector• 
Maintaining a duty free policy on computer hardware to increase usage• 
Engaging in a telecom sector reform project to introduce competition and • 
encourage investment.

policy and Regulation

ICT or telecommunication policies are fundamental in the digital economy. A condu-
cive business environment is necessary for firms to thrive and benefit from ICTs. This 
requires a transparent, open and competitive business framework; clear, independent 
rules of law that are applicable to all firms; mechanisms for the easy set up and dis-
solution of businesses; transparent, simple and accessible corporate regulation; and 
equal and stable legal treatment for national and cross-border transactions (OECD, 
2004). In order for SMEs to transcend online trust barriers and be able to conduct 
e-business on any scale, regulatory and policy infrastructure support is essential. 
The complete deregulation of the telecommunications sector, for example, can be 
instrumental in enhancing uptake rates, as costs are bound to come down enough 
for even the poor to gain access. The rapid uptake of mobile technology globally 
is a case in point. In 2007 alone, there were roughly 350m broadband Internet ac-
cess accounts and 1.5bn mobile subscribers on the world’s networks. Economist 
Intelligence EIU/ IBM Institute for Business Value (2008) estimated that the world 
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would reach the 50% mobile penetration rate by mid 2008, and hit the 75% level 
less than four years’ thereafter due to the deregulation of markets.

Policy and regulation is necessary to ensure that businesses and consumers are 
protected in their investments in the economy and for good overall economic per-
formance. Governments are expected to allow market forces to build competitive 
telecommunications and Internet service markets. Governments’ main role in a free 
market economy is to create an environment that would enhance equitable access to 
resources by network operators while ensuring that access to disadvantaged groups 
in a given population is also facilitated. A country’s legal environment also provides 
the basis for free and fair commerce. This is especially critical when legitimising 
online transactions or admitting digital signatures in a court of law. Policy makers 
are supposed to create an environment in which digital connections can proliferate 
and where citizens and businesses find it convenient, efficient and profitable to use 
digital channels for their transactions.

internet, WWW and electrical infrastructure

Over the past decade, developments in ICTs have transformed the world and turned 
it into a digitally networked community, with the Internet and the World Wide Web 
(WWW) gaining wider acceptance and use in government, academia and the cor-
porate sector. There is great potential for the growth of the Internet and associated 
new technologies with regard to users, devices, speed and bandwidth, content, and 
applications, which are currently evolving and bound to have great implications in 
the information age.

The Internet has been covered extensively in many books; still, it is important 
to stress some of its qualities here, one being that it has provided businesses with 
a world without political and physical boundaries/barriers, making the global ex-
change of goods and services extremely easy. The Internet has been instrumental 
in the growth of the digital economy, especially SMEs, because it has increased 
transparency and global reach. Internet connectivity is also an important measure of 
e-readiness and an indicator of the extent to which individuals and businesses can 
partake in the digital economy. Increasingly, connectivity to the Internet is being 
defined by the extent to which personal computers, mobile-phone subscriptions, 
wireless Internet (WiFi) and broadband Internet accounts pervade a given user com-
munity. The penetration of secure Internet servers in a given population is also a 
good indicator of the extent to which reliable business transactions can be enabled 
or processed within and between businesses electronically. The impact on organisa-
tional businesses is manifested through intranets and extranets (internal and external 
communication networks, respectively), which are based on Internet Protocols (IPs) 
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created to facilitate employees communicating with one another within organisa-
tions and between trading organisations. These Internet-based networks facilitate 
downloading and uploading information onto and from the company’s computers. 
Extranets in particular are set up with major suppliers and distributors to facilitate 
information exchange, orders, transactions and payments.

The Internet has, since the late 90s, pervaded the public domain and altered in a 
significant way how businesses and consumers interact. As the Internet has evolved, 
so too has the digital economy. The evolution of the digital economy gained momen-
tum from the year 2000 when online banking and finance, online shopping, online 
news, and e-mail communication - riding on new Internet developments - started to 
pervade the business sector, especially in the developed world. Today the Internet, 
which emerged as a rudimentary proprietary technology created by the US military 
in the 1960s, has grown in sophistication to become a global hive of interconnected 
computer networks, thus enabling many companies to take advantage of Internet 
business. It has been critical in globalising the world economy by creating free 
market capitalism, meaning that people with connectivity are able to buy and sell 
in cyberspace without restrictions. In short, the Net is a major component of the 
digital economy because it offers firms, individuals and governments an electronic 
network that enables the creation of virtual auction markets for goods and services 
where they previously did not exist. Secure servers on the Internet allow users to 
encrypt information, such as credit card data, thus facilitating e-commerce. Secure 
Internet servers also give an indication of the size and distribution of e-commerce 
(OECD, 2005).

The World Wide Web is part of the Internet, and consists of a system of servers 
that contain specially formatted information which can be accessed through the in-
tervention of a web browser. It provides a way of accessing and sharing information 
on the Net by using the Hypertext Transfer Protocol (HTTP) to transmit data and 
allow applications to communicate or exchange business logic and share informa-
tion. The WWW consists largely of websites, which can potentially enable SMEs to 
enhance their visibility to both current and potential clients. Through such websites, 
SMEs can also carry out Internet business transactions. Ramsey et al. (2003:256), 
in a study on the website use of SMEs in Ireland, observed that the most commonly 
cited reasons for establishing or maintaining websites were to: promote the organisa-
tion’s name and intent; communicate specific product and/or service information; 
provide customer services; and advertise or market products/services.

The effective use of the Internet and WWW is predicated upon the sufficient and 
regular flow of electricity to power computers, networks and other technological 
infrastructure in businesses on a 24/7 basis. In some economies, especially in de-
veloping countries, electricity downtime is a major constraint on economic growth 
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and development; without a cheap and reliable electrical power supply, most SMEs 
would fall behind and remain unconnected, making their operations in the digital 
economy increasingly impossible.

hardware and software industries

Hardware is a key infrastructure in processing, storing and moving business con-
tent in the digital economy. Various types of hardware interoperate in the digital 
economy environment, some of which include microprocessor technology, parallel 
processors, neural networks, client/server technology, disk storage, open systems, 
user technologies, artificial intelligence systems, and virtual reality systems. Recent 
types of hardware proliferating in the digital economy are wireless and mobile com-
munication technologies that enable consumers to place orders online through their 
cell phones and Personal Digital Assistants (PDAs).

The software industry is responsible for developing products and services that 
are consumed by SMEs in the digital economy. Such products and services include 
enterprise resource planning; customer relationship management systems; SQL 
servers; Oracle; SAP systems; computer programming services; pre-packaged soft-
ware; computer integrated systems design; computer processing; data preparation; 
information retrieval services; and computer services management.

telecommunications industry

The telecommunications industry generates the communication products and ser-
vices needed to transact business electronically. Such products and services include 
telephone to telephone communications; radio broadcasting; television broadcast-
ing; and videoconferencing facilities/services. A further aspect of telecommunica-
tions infrastructure is Global Information Infrastructure (GII), the predecessor of 
the Internet. This is more than a mere ‘network of networks’ because it provides a 
worldwide assembly of systems that integrates a number of components, includ-
ing communications networks such as the telephone, cellular phone and satellite 
networks; and information equipment/appliances such as computers, televisions, 
telephones, etc. GII is evolving into a mobile and ubiquitous computing system 
through which multiple devices - personal digital assistants, the Internet, home 
intranet, mobile phones, wireless laptops, cameras, printers, scanners, servers, etc 
- can integrate seamlessly using common interfaces and exchange information. GII 
also supports applications and services such as e-government services, e-commerce 
and telecommuting, to mention a few.
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Digital service providers

A number of digital service providers are available in the digital economy environ-
ment, a few of which include Internet Service Providers, Internet Content Providers 
and Application Service Providers. Internet Content Providers (ICPs) exist largely 
as portal sites to provide content that is attractive to customers. Some commercial 
ICPs also facilitate online transactions (usually of the B2C type) to generate revenue. 
Other ICPs specialise in one single topic and provide one-stop information search 
services. These ‘portal’ sites came about naturally to manage the infinite information 
available on the Internet. For example, tdctrade.com is a leading trade portal created 
to facilitate Hong Kong companies’ overseas trading activities. Application Service 
Providers (ASPs) are a specialised type of ICP that deliver and manage applications 
and computer services from remote data centres to multiple users via the Internet or 
a private network. They help registered companies outsource their IT functions so 
that they may concentrate on their core transactions. It is believed that SMEs can 
benefit most from ASP services. Other than technical support, ASPs can provide 
integrated e-commerce solutions, such as supply chain management, to clients.

e-Business and e-commerce industry

E-business and e-commerce are another critical component of the digital economy. The 
use of electronic platforms in a company’s business transactions plays an important 
role in changing the way the company conducts its business. Through e-business, 
companies are able to engage in communication flows with local and overseas 
clients and agents more cost effectively. E-business also improves processing and 
customer response time through e-mail, EDI, the intranet and other such facilities. 
E-commerce - the process of buying and selling goods and services electronically 
with computerized business transactions using the Internet, networks, and other 
digital technologies (Laudon and Laudon, 2005) - also offers unprecedented op-
portunities, especially for SMEs in developing countries, for economic growth and 
development. E-commerce transactions may include placing orders, invoicing, the 
shipment of documents, marketing, market research, customer service, and finding 
potential customers and suppliers, to name a few. When compared to e-business, 
e-commerce is more specialised.

There are various types of e-business and e-commerce interactions. B2C (busi-
ness to consumer) is the e-interaction between an enterprise and a customer; B2B 
(business to business) refers to e-business transactions between two companies; 
G2C (government to consumer) occurs when e-business transactions occur between 
government and consumers; and G2B (government to business) is when transac-
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tions occur between government and businesses. E-business and e-commerce are 
therefore facilitated by widespread access to computers and the Internet.

information and knowledge management systems

SMEs’ ability to realize their goals depends on how well they acquire, interpret, 
synthesise, evaluate and understand information, and how well their information 
channels support organisational processes. Many SMEs may be interested in moving 
into e-business, but need additional information on key issues to take the next step 
(The Canadian e-Business Initiative, 2003). Lack of information and education can 
be the greatest barrier to SMEs wishing to partake in the new economy.

The digital economy is necessarily a knowledge economy, and is based on the 
application of human know-how. Knowledge management tools and human resources 
are necessary for SMEs to navigate the complexity of the digital economy. As both 
intermediate and consumption goods, information and knowledge add value and 
produce a return on investment; hence they must be harnessed and well managed. 
Corporate organisations are becoming more knowledge-intensive and operate in 
an environment where, for reasons of business competitiveness, knowledge shar-
ing is widely valued. In a knowledge-intensive economy, goods and services are 
also increasingly produced in the form of intangible capital, making knowledge an 
important determinant in competitions between public bodies.

intellectual property Rights

Intellectual Property Rights (IPRs) are an important aspect of digital economy 
infrastructure. Balanced regulation in the use of IPRs is important for small-sized 
enterprises, especially with regard to the protection of ICT innovations and digital 
content products, and in mitigating the cost of obtaining, maintaining and enforcing 
intellectual property. Regulatory frameworks that balance the interests of suppli-
ers and users are necessary to protect and manage intellectual property and digital 
rights without disadvantaging innovative e-business and content distribution models 
(OECD, 2004). Important aspects of intellectual property in the digital economy 
include understanding IP aspects of e-commerce; taking stock of a business’s IP 
assets as they relate to e-commerce; taking cognisance of IP issues when design-
ing and building websites; considering IP issues related to Internet domain names; 
analysing the effect of patents on e-commerce businesses; considering IP issues in 
the distribution of content on the Internet; IP contractual considerations; IP con-
siderations in partnerships with government and educational institutions; and IP 
concerns about international transactions in e-commerce.
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human capital and knowledge Workers

Human resources are a crucial factor in the competitiveness of enterprises. Enter-
prises that lack skills are restricted in their application of new technologies and 
in their growth potential (Bojic, 2001). Human capital, the collective knowledge 
and skills of a firm’s workforce, is therefore an important component in the digital 
economy as it largely determines the success or failure of businesses in a competi-
tive environment. SMEs require a workforce that has ICT skills to enable them 
to compete in international markets. Human capital that includes IT specialists, 
especially with web-based expertise, is critical in determining an organization’s e-
readiness. In order to effectively participate in the digital economy, SMEs need to 
develop a strong human capital base. Human capital is reflected in the knowledge 
workers - described as employees - who manipulate symbols rather than machines, 
i.e. architects and bank workers, fashion designers and pharmaceutical researchers, 
teachers, policy analysts, etc (Varian, 1996). Knowledge workers are what Mach-
lup (1962) described as individuals who produce information goods and services 
in industrial firms, institutions, departments and households, among others. The 
knowledge workers’ levels of education, research and development, communica-
tion, and access to information services and information machines, encapsulate the 
scope of the information economy.

Research and Development (R&D)

This component of the digital economy is derived from the level of networking 
between various business entities, such as researchers (in universities, research in-
stitutions, etc); the private sector; investors in digital SMEs; business associations; 
public authorities; business consultants; business support agencies; customers; sup-
pliers; government regulators; financial institutions; managers; employees; and the 
public at large. Digital communication and knowledge exchange naturally occurs 
between these entities, thus promoting projects for R&D in ICT enabled business 
services. R&D also involves launching IT incubators as a support service, mostly 
for new technology-based start-ups, which are an important source for digital eco-
nomic growth.

emerging technologies

Emerging technologies are set to play an important role in the evolving digital 
economy. Recent emerging technologies that are gaining widespread use include 
Wi-fi, Wi-Max, Bluetooth and Voice Over IP (VOIP). Wi-Max is an abbreviation for 
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World Wide Interoperability for Microwave Access, and refers to broadband wire-
less access that is capable of transmitting network signals covering in excess of 30 
miles in a linear service area. It provides shared data rates of up to 70 Mbps, which 
is also greater than Wi-Fi’s theoretical equivalent of 54 Mbps. This technology has 
been useful in extending landline telephone connectivity. It is also applied in mobile 
devices, laptops, and other such hardware. Bluetooth technology allows intelligent, 
fast and cheap wireless communication between devices. Bluetooth devices do not 
require connection to any particular device, and recognise each other automatically. 
Moreover, Bluetooth facilitates roaming and can support wireless mice and web 
cams. VOIP, on the other hand, is Internet telephony that uses efficient and cheaper 
Internet protocols to route voice traffic over company networks. VOIP emerged 
because of the convergence of data networks and telephone services. It is possible 
to route several calls over a VOIP network, which is a vast improvement on the 
circuit switch used for traditional voice calls (Mutula and Wamukoya, 2007).

Working closely with emerging technologies are new applications based on the 
World Wide Web, known as Web 2.0. O’Really (2005) refers to Web 2.0 as “the 
network platform, spanning all connected devices and applications that make the 
most of the intrinsic advantages of that platform, delivering software as a continually-
updated service that gets better the more people use it; consuming and remixing data 
from multiple sources, including individual users, while providing their own data and 
services in a form that allows remixing by others, creating network effects through 
an “architecture of participation,” and going beyond Web 1.0 to deliver rich user 
experiences”. Examples of Web 2.0 applications include digital commons, blogs, 
social networking sites, and wikis, to name a few. Other than this, the use of open 
source software is gaining momentum, especially in terms of providing platforms 
aimed at developing custom made applications for SMEs in the digital economy. 
Major benefits of open software include reduced costs and less dependency on im-
ported technology and skills; affordable software for individuals; low cost licensing; 
and the ability to customize the software and use local languages.

conclusion

This chapter has discussed the various components and infrastructures that make 
up the digital economy. Essentially, the digital economy environment is composed 
of government; policy and regulatory frameworks; infrastructure as it relates to the 
Internet, World Wide Web and electricity; the hardware and software industries; the 
telecommunications industry; digital service providers; e-business and e-commerce; 
information and knowledge management systems; intellectual property rights; tele-
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communications service providers; human capital and knowledge workers; research 
and development; and emerging technologies.
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Chapter 4

SMEs Industry

intRoDuction

There is a growing impetus internationally for the development of strong SME sec-
tors as engines of economic growth and development. This impetus is driven by the 
recognition of SMEs as the backbone of most economies. For instance, there are 
about 30 million enterprises in Europe providing employment to around 122 million 
people, with the vast majority (99.8%) of these enterprises being SMEs (Riegebauer, 
2004). These SMEs therefore generate a large share of the GDP (Gross Domestic 
Product) in most of the region’s countries. Asian countries are also investing signifi-
cantly in SMEs. For example, during the 1980s and 1990s, China’s economy was 
largely driven by SMEs, while the Philippines invested heavily in the same (Gun-
gen, 2003). Moreover, the thriving economies of Asian countries such as Taiwan, 
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Singapore, Thailand, and Malaysia have, for a long time, largely been driven by 
SMEs (Southern African Entrepreneurship and Small Business Association, 2002). 
In Malaysia, for example, SMEs are recognized as central to the country’s economy 
and form a significant portion of the manufacturing and services sector. In December 
2003, 89.8% of the more than 20,000 companies recorded in the manufacturing 
sector were SMEs, and the overall number of SMEs comprised 98.8% of the close 
to 193,000 enterprises in the services sector (Ramayah et al., 2003).

The economic potential of SMEs was reaffirmed at the World Summit on the 
Information Society in Geneva in 2003. The Summit’s Declaration of Principles 
and the Plan of Action recognised SMEs as a special target group for broad-based 
economic growth (WSIS, 2003). SMEs are also vital for employment and a breed-
ing ground for entrepreneurship. The diversity and impact of SMEs in any nation’s 
economy is appreciated when its proportion in relation to a country’s economy, 
employment capacity, exports, etc; are examined. Table 1 below presents the status 
of the SME industry in leading economies in Asia. Other regions of the world, such 
as Europe, North America and Africa, are discussed in subsequent sections.

status of smes in euRope anD ameRica

Internationally, small-sized enterprises are increasingly becoming the most vital part 
of nations’ economies and are perceived to play a key role in fostering economic 
growth and creating jobs, thus alleviating poverty. SMEs account for 60 to 70% of 
the job market in most developed and developing countries (OECD, 2000). SMEs 
are also globally responsible for being the overwhelming generators of employment 
in all economies. In OECD member states, SMEs are fundamental for the economic 
growth in member countries and constitute for over 95% of all enterprises (OECD, 
2000). For example, in the United States, United Kingdom, France, Japan and Ger-

Table 1. Contribution of SMEs to national economies (Source: UNCTAD, 1998) 

Country Share in the economy

Japan 99% of all establishments 52% of output 72% of employment 13% of exports

Taiwan 97% of all establishments 81% of output 79% of employment 48% of exports

Singapore 97% of all establishments 32% of output 58% of employment 16% of exports

Republic of Korea 90% of all establishments 33% of output 51% of employment 40% of exports

Malaysia 92% of all establishments 13% of output 17% of employment 15% of exports

India 95% of all industrial establishments 40% of industrial output 45% of industrial 
employment 35% of exports



SMEs Industry  41

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

many, small-sized enterprises account for more than 60% of mainstream economic 
activity (Ntsala, 2000:171).

Within the larger European Union, SMEs are by far the most relevant actors in 
the economy because of their high contribution to employment and value added 
generation. They increase employment, thus compensating for the reduction in the 
labour-force undertaken by large enterprises (The BEEP Knowledge System, 2003). 
For instance, Western Europe’s, SME industry accounted for 99.8% of all enterprises 
and 66.2% of all employment in 2004 (Christianson, 2004:45).

In Canada, the SME sector was responsible for a significant proportion of the 
jobs created and the value that was added to the economy in the 90’s. By 2003, 
there were about 2.2 million SMEs in Canada, employing half of the private sector 
labour force (Canadian E-business Initiative, 2003). Like its Asian and European 
counterparts, the Canadian government also considers SMEs to be the backbone 
of the country’s economy. Firms in this category represent 99% of businesses and 
account for over 80% of national employment and 85% of new job generation. In 
the United States, the average company that supports and promotes the economy 
belongs to the SME sector. 78% of the country’s wealth is reportedly held by fam-
ily businesses, and 12 million family businesses provide 59% of the country’s total 
employment (Shevel, 2004:7).

sme sectoR in afRica

In keeping with developed and transitional economies, there is a growing impetus 
for the creation of strong SME sectors in most parts of Africa as engines for eco-
nomic growth, supported largely by international lending agencies. SMEs in Africa 
employ more than 40% of all new entrants to the labour force, primarily because 
they tend to be more labour intensive than large firms and thus better able to mop 
up unemployment (Christianson, 2004:47). Countries such as South Africa, Egypt, 
Morocco, Kenya, Uganda, Botswana and Tanzania have prioritised their investment 
in SMEs (Gordon, 2003:15; Maksoud and Youseff, 2003:1-15 and Republic of 
Botswana, 2003). Africa’s informal sector is huge because of the large numbers of 
employees it has absorbed as a consequence of inadequate jobs and opportunities 
in the formal sector. The informal sector in many African countries is estimated 
to employ from three to six times the number of employees in the formal sector 
(Muuka, 2002). SMEs in East African countries such as Kenya, Uganda and Tan-
zania, provide employment to more than 50% of the labour force and account for 
more than 50% of the GDP in the region (Chowdhury and Wolf, 2003). In Kenya 
alone, SMEs contribute about 12-14% to the country’s national income.
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The Egyptian government ranks SMEs top amongst its priorities of socio-
economic development. The SME sector in Egypt constitutes more than 99% of 
all non-agricultural private enterprises and generates 75% in terms of employment 
(Maksoud and Youseff, 2003). The Southern African Development Community 
(SADC) region, consisting of Angola, Botswana, Democratic Republic of Congo, 
Lesotho, Malawi, Mauritius, Mozambique, Namibia, Seychelles, South Africa, 
Swaziland, Tanzania, Zambia, and Zimbabwe; also places a high premium on the 
SME sector as an engine for economic growth in the member states. This high 
regard for SMEs has been borne out of the realisation that the world economy has 
undergone phenomenal changes over the last few decades, occasioning continued 
advancement in the industrialisation process and an increase in nations’ wealth 
(SADC, 1999:1-64). SADC member countries also appreciate that due to the grow-
ing globalisation of the world economy, there has been internationalisation with 
regard to the production of goods and services, leading to the growth of massive 
multinationals that dominate world trade. SADC member states therefore recognise 
that they must take appropriate action, including investment in the SME sector, to 
take part in global business markets.

The South African President, in his state of the nation address in May 2004, 
signalled his government’s commitment to the promotion of a robust SME sector. 
The President noted that major barriers to small-sized enterprises development 
could be removed through greater policy coherence and implementation measures 
within and between the various relevant government departments and sectors of 
the economy. In particular, the President stated that the regulatory framework for 
SMEs would be reviewed by the end of September in 2004 to provide an enabling 
environment for a thriving SME sector. Other changes to the sector that the President 
promised would be implemented included merging Ntsika - the agency for assisting 
and empowering SMEs - with national manufacturing advisory centres to create a 
unified development agency. In addition, he stated that the government would set 
up a micro credit agency to enable easy access to start-up capital.

The South African small-sized enterprises sector is considered to be the largest 
employer in the country, with approximately 60% of all employment in the private 
sector being provided by SMEs (Ray, 2004:13). The South African government 
estimates that the SME sector will contribute 35% to the country’s GDP by around 
2013 - 2018 (Gordon, 2003). The Anglo American mining company (a major South 
African conglomerate), through its empowerment and support initiatives, spent 
more than 11 billion Rand (US$ 1.1 bn) in 2002 on Black owned businesses and 
Black business development. Through this initiative, the mining company sup-
ported businesses by helping them borrow money from banking institutions, and 
also provided equipment, vehicles, management, training support and the transfer 
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of business skills. The company further facilitated networking between SMEs and 
larger companies and provided access to direct foreign investment by SMEs. En-
trepreneurs also benefited from access to Anglo’s infrastructure. For instance, the 
legal department could be called upon in the unlikely event that a legal problem 
arose within an SME. South Africa therefore exemplifies a perfect environment for 
a thriving SME sector in the SADC region in particular and the whole of Africa 
in general. It is estimated that 80% of the SMEs in the country are family owned 
businesses, and that South African SMEs employ about 54% of the country’s total 
workforce in the private sector (Shevel, 2004:5).

In Botswana, the government also ranks the SME sector high amongst its de-
velopment priorities. SMEs are perceived as critical in creating employment and 
increasing the country’s competitiveness both internationally and nationally. The 
government also recognises that as a result of globalisation, even small-sized enter-
prises should find it increasingly easy to source and deliver products and services to 
any place in the world, and thus gain access to new markets and new opportunities 
(Republic of Botswana, 2003). Botswana, like many other developing countries, 
faces the challenges of unemployment and poverty, and for this reason, the country’s 
government and donor agencies have increasingly come to emphasize the central 
role that the SME sector can play in promoting economic and social development. 
A lot of financial assistance has consequently been channelled to encourage and 
empower SMEs in the country (Machacha, 2002:277). The government has also 
realised that it is not sensible to depend on mining for the long-term economic 
development of the country. Consequently, it is encouraging the development of 
the SME sector as a way to diversify its economy. For instance, in 2001, the gov-
ernment established the Citizen Entrepreneurial Development Agency (CEDA), 
a micro-credit financial entity that facilitates access to finance by citizen-owned 
enterprises, particularly SMEs.

Efforts aimed at promoting the SME sector in Africa are being facilitated through 
various organisations. The Commonwealth Business Council, in conjunction with 
the International Telecommunication Union, the Government of Mauritius, and the 
e-Africa Commission of NEPAD (New partnership for Africa’s Development), have 
in the past taken steps to promote SME development on the African continent. In 
July 2004, they jointly organised an ICT stakeholders’ Forum in Johannesburg, South 
Africa, which focused on less developed countries and examined concrete projects, 
proposals and models that would help integrate less developed countries into the 
global economy through the effective deployment of ICTs and SME development 
(Banerji, 2004). The World Bank also supports and encourages strong SME sectors 
in Africa. The bank has recognized that in order for Africa to achieve sustainable 
economic development, efforts must focus on the entrepreneurial base in each country 
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(Bindra, 2004). Similarly, in July 2004, the United Nations Development Programme 
(UNDP) launched the Africa-Asia SME Network Programme in Johannesburg, 
known as TECHNONET Africa. At that time, TECHNONET consisted of 12 SME 
public and private sector institutions from 7 African countries, namely Cameroon, 
Ghana, Mozambique, Nigeria, South Africa, Tanzania and Uganda. It stemmed 
from the Tokyo International Conferences for African Development (TICAD) that 
took place in 1993 and 1998 respectively. The establishment of TECHNONET was 
based on the critical role played by SMEs in the creation of employment opportuni-
ties and income generation to reduce poverty in Africa (Senior Human Resources 
Associate, 2004:44).

BaRRieRs to the smes inDustRy: case stuDy 
of the agRicultuRal sectoR in afRica

Within Africa, the agricultural sector remains the mainstay of most nations’ econo-
mies, with small-sized enterprises farmers constituting the majority of the sector. 
Most countries also rely on agricultural products for exports and for meeting their 
own food needs. However, SMEs face challenges related to information access; 
the digital divide; poor mechanisms for technology transfer; restrictive intellectual 
property rights (IPRs); and lack of access to micro-credit. Most crops exported from 
Africa are less competitive than those from Europe and North America, in part due 
to the subsidies enjoyed by farmers in developed nations, which African farmers 
do not necessarily get from their own governments.

Moreover, small-sized enterprises farmers in the developing world often find 
their crops affected by diseases and low or unstable pricing. This situation is exac-
erbated by the fact that the operation of commodity markets tends to favour large 
scale buyers who have better access to technology and information, and who are also 
closer to the markets (Dench, 2001). African small-scale farmers are also adversely 
affected by global imperatives; as Felsenstein (2005) observes, global “free trade” 
policies open local markets to foreign-produced agricultural products and destroy 
the basic source of income of farming families. Furthermore, these policies seem 
to work only one way – agricultural industries in the developed world strenuously 
resist opening their markets on the grounds that prices would drop. Thus, the effects 
of this policy of freedom (for those who have the necessary wealth and political 
might) are forced upon those who only have access to their own land and labour 
(Anyanwu, 1996).

To operate fairly, the ideal free market requires free access to information. However, 
many SMEs in the agricultural sector in Africa face significant challenges relating 
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to information access. For people without access to telephones or electricity, it is 
impossible to make informed decisions about which market in town they should take 
their crops based on the competitive prices on offer. Without the ability to obtain 
this kind of competitive information, farmers, as Felsenstein (2005) observes, do 
not become active participants in markets, but rather resources that are mined and 
eventually discarded. The type of information that is available to SMEs is likely to 
influence the decision by buyers and sellers to engage in business to business (B2B) 
trading hubs. Rizk (2004), in a study on Egyptian SMEs in the textile industry to 
assess the firms’ levels of connectivity, awareness and use of ICTs in marketing, 
production, and management, concluded that ICTs offered many potential benefits 
for SMEs, listing some as: reduced transaction costs; opportunities to overcome 
the competitive advantage of larger firms (as determined by economies of scale); 
opportunities for innovation; and the emergence of new products and services.

The current digital economy calls for information to be at the centre of all decision 
making activities. However, Africa faces obstacles in ICT development, especially 
with regard to slow reforms in the telecommunications sector as characterized by 
poor infrastructure, scarce human resources, and the poor quality of services and 
paucity of information. Small-sized enterprises are at a greater disadvantage because 
of their inability to pay for the high costs of communication, their lack of access to 
technology, and inadequate support from government. In Africa, 70% of Internet 
traffic is routed outside the continent, significantly driving up the costs of (Internet) 
access for businesses and consumers. This means that a great number of businesses 
are unable to either get or sustain connectivity. On top of this is the shortage in the 
power supply that has hit most parts of Africa, especially countries in Southern 
Africa, East Africa and parts of West Africa. In South Africa, for example, extreme 
demands on the electrical system have at times resulted in power interruptions or 
what is popularly known in the region as load-shedding. Current indications point 
to a tight balancing act between supply and demand that will cause problems in the 
near future (Botswana Power Corporation, 2008).

technology tRansfeR challenges of smes 
in the agRicultuRal sectoR in afRica

While some of the challenges facing SMEs in the agricultural sector are of national 
concern, others are of global dimensions. In the evolving digital economy, access 
to technology is the foremost determinant of success. However, SMEs often fail 
to adopt technology for various reasons, including lack of applicability and little 
incentive to change business models when returns are unclear.
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SMEs also face generic barriers to the adoption of technology, such as trust, 
transaction security and IPR concerns, and challenges in areas of management, 
technological capabilities, productivity, and competitiveness (OECD, 2004). They 
also tend to be concerned with the legal uncertainties of adopting technology, es-
pecially in relation to the application of e-commerce in contracts, terms of delivery 
and guarantees, cross-border transactions or distance contracts, and the validity of 
electronic signatures. Whereas larger enterprises can call upon their (in-house) law-
yers, SMEs do not have the necessary expertise or the financial resources to master 
complex and varying legal rules. Moreover, security aspects of the Internet create 
distrust, as do national differences in consumer protection legislation. Uncertainty 
over payments, especially with respect to concerns about the security and confi-
dentiality of online payments, also often impede on the adoption of e-commerce 
(Riegebauer, 2004).

In Africa, the agricultural sector is largely dominated by small-sized enterprises 
farmers who are involved in subsistence farming with limited access to appropriate 
resources because they are constrained by poverty and receive little assistance from 
government (Koch, 2004). The lack of effective land policies constrains SMEs in 
terms of access to technology, land, capital, expertise, and good marketing infra-
structure. Consequently, despite the fact that Africa is endowed with huge arable 
land, water and animal resources – enough in fact to make it the world’s leading 
food producer - agriculture is characterised by low productivity and low returns. 
Effective land policies would, for example, include: security with regard to land 
ownership; capacity building for the effective use of the land; access to credit in 
order to buy land; access to farm technologies; provision of agricultural subsidies; 
and support services for land use.

The African agricultural sector suffers from poor or inadequate technologies - trac-
tors, combine harvesters, fertilizers, insecticides, pesticides, weed killers, etc - due 
to a lack of finance. The existing technologies are also underutilized for a number 
of reasons, such as lack of access to spare-parts, the lack of skills necessary to repair 
things when they break down, and illiteracy. Moreover farmers, especially those in 
the small-sized enterprises farming industry, often lack the capacity to use farming 
technologies. This is often because they do not have access to information about 
various farming technologies, how they work, and how they can benefit from them. 
African small-sized farmers are also unable to acquire modern technology because of 
reasons that Woherem (1993) lists as: stringent proprietary IPR conditions attached 
to the use of technologies; implantation rather than technology transfer from the 
developed world; lack of enabling policies; and biased contractual arrangements 
in favour of technology companies that are based in the developed world; the lack 
of policies that effectively promote the transfer of technological know-how to the 
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farmers; difficulty in acquiring information related to science and technology; lack 
of capital intensive technologies, making farmers largely reliant on labour intensive 
technologies that limit mass production; and the lack of understanding on how best 
to procure IT.

As mentioned, African countries generally lack enabling legislative and regula-
tory mechanisms to promote the transfer of technology from the developed or other 
developing worlds that make them. Little effort has been directed towards accessing 
private sector technological resources within individual countries (African Technol-
ogy Foundation, 2002). Furthermore, African research programmes have often been 
developed in isolation; as a result, a technology developed in one African country 
may not get used elsewhere because the infrastructure necessary to transfer it is 
non-existent. Toure (1996), in a status report on agricultural technology develop-
ment, transfer and commercialization in six African countries, found that although 
progress had been made, the continent remained significantly behind the developed 
world. He noted that for Africa to increase its agricultural productivity in order 
to attain food security, reduce poverty, provide employment, increase its exports 
and produce raw materials for industrial transformation, the commercialization of 
modern agricultural technologies is imperative.

Africa also suffers from a paucity of scientific research to facilitate effective 
technology transfer. For example, the safety of Genetically Modified (GM) tech-
nologies in the transfer of genes into local planting material has not been effectively 
researched (Koch, 2004). Consequently, it is difficult to develop bio-safety measures 
that help identify risks with regard to GM crop management. This is exacerbated by 
small-sized enterprises farmers’ suspicion that multinational companies involved 
in biotechnology, such as Syngenta and Monsanto, are making a killing in terms 
of their return on investments linked to intellectual property regimes. As a result, 
countries in the developing world are wary of the proponents of, or the multinational 
companies involved in, the transfer of GM technology.

Africa also suffers from a paucity of bio-safety laws and review systems able to 
assess the safety of GM trials, provide permission for such trials, and monitor their 
compliance with necessary risk management systems (Morris and Koch, 2002). 
Because of the absence of effective bio-safety laws, biotechnology is mired in the 
controversy that surrounds its viability and environmental impact. The lack of ef-
fective legal systems may also lead to the abuse, misuse or inappropriate application 
of GM products, as would poor understanding of biotechnology. There is also a 
general lack of understanding of IPRs associated with GM technology development 
by many African governments (Koch, 2004).
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intellectual pRopeRty challenges 
of smes in afRica

African farmers’ difficulties in terms of access to technologies are compounded 
by the complexities associated with the protection of intellectual property rights. 
Patents and plant breeders’ rights on protected materials often raise the cost of ac-
cessing new plant varieties, and this especially affects smallholder farmers in Africa 
who have almost no bargaining voice to rise against the multinational patents and 
IPRs holders of the western world (Omanya et al., 2005). The restrictive nature of 
IPRs’ protection limits the saving, exchange and selling of farmer-produced seed 
of the protected variety, while access to such protected resources and innovated 
inputs through license and contract fees creates significant financial challenges for 
subsistence farmers. Farmers in Africa are used to saving and storing seed for the 
next season, and also share seeds with neighbours. However, GM products do not 
allow saving or sharing. Moreover, because of the monopoly of IPR associated with 
GM products, they are very expensive to small-sized enterprises farmers, especially 
with regard to the costs of chemicals and seeds.

Before the 1980s, IPR was principally an instrument of national policy, meaning 
that countries tailored their IPR regimes in accordance with national economic and 
social conditions. But now, IPR has become a policy issue subject to international 
practice, where countries that fail to conform to new global standards are threatened 
with retaliation in the form of losing trade privileges (Shadlen, 2007). The inclusion 
of Trade Related Intellectual Property Rights (TRIPs) in the WTO international 
trade policy encourages poorer countries to adopt IPR systems that are inappro-
priate for their level of scientific and technological development. This is because 
TRIPs protects richer countries’ markets while encouraging the liberalization of 
poor countries’ markets. The legal instruments governing the global IPR regime 
were designed with a focus on the commercial sector, and do not take into account 
the situation of resource-starved farmers who produce, save, exchange, replant and 
sell planting resources at local level (Wekundah, 2004).

For Africa to make headway in dealing with IPR challenges, the effective and 
responsible management of IPRs should begin with the formulation of appropri-
ate policies in African member states that: set clear objectives and principles in 
obtaining access to, and the use of, such IPR and protected technologies; establish 
guidelines on how and when IPR protection can be sought and exercised; promote 
basic principles concerning the use of IPR and protected material by recipients; 
ensure rigorous and sustained negotiations with the developed world to ease trade 
barriers that inhibit African countries from effectively exporting to Europe and the 
US in particular.
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micRo cReDit challenges of smes in afRica

Small-sized enterprises in Africa face many challenges in their attempt to obtain 
credit from financial institutions on account of lack of business skills and experience, 
lack of collateral, and the poor quality of business plans, among other factors. The 
importance of micro-credit to assist small-sized enterprises is widely acknowledged. 
Kofi Anan, the former UN Secretary General, stated in a message at the Micro 
credit Summit at the Africa Advocacy Forum II (held at the UN headquarters in 
New York between the 10-13th of November, 2002) that micro-credit is a critical 
anti-poverty tool and a wise investment in human capital. He pointed out that now 
that the nations of the world have committed themselves to halving, by the year 
2015, the number of people living on less than a dollar a day, it was imperative to 
look even more seriously at the pivotal role that sustainable microfinance could 
play, and is playing, in reaching this Millennium Development Goal (Anan, 2002). 
It was recommended at the summit that a unified front of African microfinance 
institutions, researchers, trainers and financial supporters is needed to help African 
practitioners develop viable financing models for SMEs.

conclusion

The agricultural sector in Africa provides a perfect example of the challenges that face 
SMEs and the impact that the digital economy can bring to bear on their operations. 
SMEs face various challenges relating to information access, technology transfer 
(conventional and GM), intellectual property rights and access to micro-credit that 
hinder their participation in the global market. These challenges, in turn, have policy 
and managerial implications. In terms of information access, policies that enhance 
the liberalization of the telecommunications sector to encourage competition and 
the modernisation of infrastructure (especially broadband networks) are necessary 
implementations. Universal access interventions are also necessary to facilitate access 
to ICTs and electricity. Africa could benefit if efforts were made to transfer technolo-
gies from private/public sectors, and if enabling policies and regulatory frameworks 
were put in place for the transfer of technology from within and between countries. 
Moreover, incentives that allow the private sector to lead in innovative technological 
activities are required. Efforts could also be made in the area of IPRs, especially with 
respect to their effective and responsible management. Governments have to provide 
effective policy and regulatory mechanisms that enable SMEs to access micro-credit 
from banking institutions without demand for collateral. Until these challenges are 
addressed, Africa is bound to remain less competitive in the emerging global digital 
economy.



50  SMEs Industry

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

Governments can provide a support plan to enable SMEs to reconstruct busi-
ness processes, develop new businesses, and reduce costs of access to technology. 
Governments can also assist by providing training that helps SMEs cope with rapid 
advances in IT; improving SMEs technological power; exploring new sales channels; 
and helping SMEs add more value to their products and services. Managers of SMEs 
should prioritize the provision of information literacy to employees, especially with 
regard to the use of technology to access global markets. Finally, governments should 
work hand in hand with SMEs’ managers to enhance their e-readiness. E-readiness 
efforts would focus on enhancing access to modern technological infrastructure, 
developing competent ICT skills, enabling access to credit, and showing SMEs how 
to transact business processes online.
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Chapter 5

Digital Divide and SMEs

intRoDuction

There is a growing interest in how the digital divide affects the operations of SMEs. 
The digital divide among businesses is defined as the disparity between the effective 
use of ICT for gains in productivity (Wielicki, 2008). Often, SMEs are found to be 
on the wrong side of this divide, with insufficient funds and/or access to ICT as the 
most cited reasons for falling behind big corporations. A further common barrier to 
the use of ICT is cited as the lack of education and training. A study conducted on 
micro and small-sized enterprises (SMEs) from selected regions in Spain, Portugal 
and Poland on the use of ICT produced interesting results. It was found that the 
main barrier to the utilization of ICT and e-Business, and thus the main reason why 
SMEs struggle with the digital divide, is not so much the lack of access to IT as the 
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lack of proper knowledge, education and skilled owner-managers and employees 
within the enterprise (Arendt, 2008).

Riccardini (2003), during the UNCTAD Expert Meeting on Measuring Electronic 
Commerce in Geneva in September, 2003, underscored various policy actions needed 
to bridge the digital divide among SMEs. He suggested that actions were particularly 
necessary in the following areas: policies that govern businesses, households and 
government in the use of ICTs; economic sector policies; infrastructure development, 
especially broadband; e-government; and e-content and territorial development poli-
cies. The extent of the digital divide among SMEs can be established using various 
indicators, such as ICT usage, level of e-commerce and e-business adoption, the e-
public sector and e-government statistics. Such statistics would include e-commerce 
and e-business indicators such as purchases and sales of assets or services that occur 
through the Internet, Electronic Data Interchange (EDI), mobile phones or other 
computer-mediated networks Other indicators would include the goods and services 
ordered over those networks directly by an enterprise, although the payment and 
the delivery of the goods or services may be conducted on or offline.

Arbore and Ordaini (2006) investigated the digital divide factors affecting SMEs 
with regard to broadband access, and confirmed that the geographical situation of 
SMEs can be an obstacle, especially for small-sizedenterprises. In such instances, 
specific ICT organizational strategies - namely outsourcing solutions - are an important 
mitigating factor for size and location-based broadband disadvantages. Elsewhere, 
the Small and Medium Enterprise Administration Ministry of Economic Affairs in 
Taiwan identified some of the measures needed to bridge the digital divide among 
the SMEs in that economy as (Lin, 2007): e-commerce empowerment; recruiting 
an information society (IS) team; selecting e-products; delivering onsite services; 
creating IS revenue; providing e-commerce training; developing industry specific 
applications; developing e-applications; and promoting broadband.

A book launched in Costa Rica, written by Monge-Gonzalez, Alfaro-Azofeifa, 
and Alfaro-Chamberlain (2005) on the access, use, adoption and impact of ICTs 
on the productivity and competitiveness of micro-, small- and medium-sized enter-
prises (SMEs) in Central America, highlights how issues of the digital divide are 
obstacles to small-sized enterprises participation in the Net economy. In particular, 
the authors observed that access to ICTs is quite limited in the Central American 
Region, with a general lack of telephone lines, mobile phones and Internet con-
nectivity. The authors therefore concluded that in order to make SMEs in Central 
America more productive and competitive in a connected economy, there must be 
a drive to increase access to ICTs and improve their adoption by SMEs through 
training and implementation programs.
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the Digital DiviDe phenomenon anD DeBate

The digital divide remains the greatest obstacle for SMEs that wish to take their 
business transactions online. The debate about whether the digital divide between 
developing and developed countries is narrowing or widening has intensified over 
the last five years. Proponents of the view that the digital divide is narrowing be-
tween developed and developing countries cite Africa’s leadership in mobile phone 
growth in the world. Those with a contradictory view often point out that access to 
technology is positively correlated to economic development and wealth creation. 
They argue that since the dawn of the last century, the gaps in wealth and poverty 
within and between developed and developing countries have continued to grow. 
More recently, they have come to highlight the growing divide between people in 
society with broadband access and those without, and also cite the disparity between 
those in society with access to fiber optics (faster broadband) and those on slower 
broadband networks (coaxial, copper wires, satellites). The digital divide, seen from 
the perspective of broadband access and quality, has acquired the nomenclature, 
‘new digital divide’.

Citizens Online (2007) is of the view that the digital divide is wider than ever, 
with those stuck on the wrong side getting more deeply excluded and harder-to-
reach than ever before. The United Nations 2005 report (United Nations, 2005) is in 
agreement, observing that the spread of information technologies to a select group 
of the world’s people was worsening the disparities between the ‘e-haves’ and the 
‘e-have-nots’, thus fuelling the danger that this unequal diffusion of technology, 
far from its ideal of fermenting cohesion by providing opportunity, would result 
in reinforcing traditional patterns of economic and social inequalities that could 
lead to the weakening of social bonds and cultural organisation. During the 2003 
World Summit on Information Society (WSIS) in Geneva, Kofi Anan, the former 
Secretary General of the United Nations, lamented that for too many people, the 
gains that can be made out of ICT remain out of reach. Anan also recognized a 
tremendous yearning not for technology per se, but for what technology can make 
possible (WSIS, 2003).

The International Telecommunication Union (2005), in its publication ICT Op-
portunity Index in time for the second WSIS meeting in Tunis in 2005, also showed 
quite clearly that digital opportunities were unequally distributed across developed and 
developing countries, and suggested that the gap between the ICT-poorest countries 
and most others is actually growing. The publication quite literally concluded that 
the ‘have’ and ‘have-not’ countries are worlds apart. The G7 group of countries, in 
a conference on Information Society and Development in South Africa in May 1996, 
concluded that a large gap existed between industrialized and less industrialized 
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countries with respect to information infrastructure. At the time, the gap was oc-
casioned by far lesser investment in ICT infrastructure by developing countries.

In a report entitled African Region Communications Infrastructure Programme 
released in April, 2007 (Nyasato and Kathuri, 2007), the World Bank observed that 
the East and Southern African regions suffer bandwidth deficiency because they 
account for less than 1% of the world’s international bandwidth capacity. Addi-
tionally, countries in the regions lack direct terrestrial access to global information 
and communications infrastructure, relying on expensive satellite connectivity to 
link up to the rest of the world. As a result, users of telecommunications are faced 
with some of the highest costs in the world. To illustrate this, the report notes that 
the international wholesale bandwidth prices in the two regions are 20 to 40 times 
higher than in the United States, and international calls are on average 10 to 20 times 
more costly than in other developing countries. Moreover, Eastern and Southern 
Africa lack a fibre optic cable system. Consequently, the region relies exclusively 
on satellite links for voice and data transmission, at about ten times the cost and 
at transmission speeds of less than a quarter of what they’d enjoy with fibre optic 
links (Morris, 2007).

Despite this, the World Bank also believes that “the “digital divide” between rich 
and poor nations is narrowing fast, calling into question a costly United Nations 
campaign to bring hi-tech telecommunications to the developing world”. According to 
the World Bank, because of the explosive growth of telecommunications services in 
poor countries, the digital divide is narrowing. The World Bank report was based on 
the premise that people in the developing world were getting more access, especially 
to cell phone communications, far faster than they got access to new technologies 
in the past. The report further noted that half of the world’s population now enjoyed 
access to fixed-line telephones, and 77% to a mobile network - surpassing a WSIS 
campaign goal that called for 50% access by 2015 (Atkins, 2005).

The World Information Society Report for 2007, in advancing reasons for why the 
digital divide between developed and developing countries appears to be narrow-
ing, stated that:

Developing countries such as India and China are gaining on OECD coun-• 
tries in fixed line and mobile phone penetration
Less Developed Countries (LDCs) are catching up with developed countries • 
in mobile phones, Internet usage and broadband
Internet usage is increasing. For example, in 1997 low income countries ac-• 
counted for 5% of global Internet usage, and by 2005 this figure had risen to 
30%
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Africa is currently the leader in mobile phone penetration• 
There has generally been increased Internet growth in many countries • 
worldwide.

Although the developing world, particularly Africa, has experienced tremendous 
progress in mobile phone penetration, the continent remains behind with regard to 
PC and fixed line penetration, quality of access, amount and relevance of content, 
affordability of access, and IT usage. As far as affordability is concerned, a study 
by the Business Leadership Group on 15 countries worldwide found that ADSL 
(broadband) costs in South Africa were 139% higher than the average rate in the 
nations surveyed. The study noted that local calls at peak hours were 199% more 
expensive (Naidoo, 2007). Consequently, if the cost of access in South Africa is 
taken as the base measure of the rest of the continent (given that South Africa has 
well developed telecommunications infrastructure), then the situation in other coun-
tries can only be worse. This is confirmed by the World Bank, as cited by Nyasato 
and Kathuri (2007), when it observed that international phone calls and high-speed 
Internet connection charges in 25 East and Southern African countries were beyond 
the reach of most people belonging to the middle or lower income groups. When 
compared to the developed world, sub-Saharan Africa also has a lot of catching up 
to do with regard to digital literacy, universal access and universal service.

The digital divide is exacerbated when there is an inadequate electricity sup-
ply, which is necessary to power up computer operations, as faced currently by a 
number of African countries. The March 2007 report of the NEPAD Support Unit 
of Economic Commission for Africa (ECA) noted that electricity use per capita on 
the African continent was less than 2%. The report concluded that without access to 
sufficient, good quality and reliable energy, every social and development activity 
is critically constrained. Evidently, in order to achieve the MDGs in a sustainable 
manner, Africa needs to address the unique challenges that energy deficits create. 
African countries must also pursue initiatives that would secure access to energy 
for at least 35% of Africa’s population within 20 years, especially in rural areas 
(Economic Commission for Africa, 2006).

unpacking the Digital DiviDe

The concept of the digital gap (divide) can be traced back to the information tech-
nology ideology that emerged in the United States in the 1970s, when conservative 
politics started to embrace liberal, laissez-faire free market values and technological 
determinism (Birdsall, 1997). The conservatives were motivated and influenced by 
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the convergence of computing and telecommunications, which was perceived to be 
a technological foundation for economic growth. Later, the fusion of information 
technology with free market economics was adopted by major political parties in 
the United States. By the mid-90s, the Democratic Party captured and exploited the 
digital divide as a policy issue when Vice-President Albert Gore became a prominent 
advocate for the development of a National Information Infrastructure (NII) as an 
economic growth strategy. The concept of the digital gap (now divide) therefore 
evolved in the corridors of power of the political elite, and is consequently the creation 
of the highest echelons of society. Civilrights.org, (2005) quoting Wade Henderson, 
noted that “the digital divide debate is not about gadgets or even markets. It is a 
debate about who gets to speak and to hear, and for what price, and to whom”.

Other than the political dimension of the digital divide, the phenomenon, as already 
pointed out, is not just about access or lack of access to ICTs. Green (2000), citing 
data from the Education Week (2000) teacher survey, observed that when teachers 
were asked why they do not use software or the Internet for instruction, they cited 
the following reasons, which have nothing to do with access:

There is inadequate time to prepare and preview software or websites• 
There is a lack of training on software• 
It takes too much time to use technology• 
The schools’ computers are not powerful enough• 
Technologies are not aligned with curricula and assessment• 
It is difficult to find software that meets students’ needs.• 

There appears to be a perception-reality gap between those who believe that the 
digital divide is narrowing and those who believe in the opposite. The perception-
reality gap may be attributed to a number of factors. Since the ‘birth’ of the digital 
divide, the phenomenon has largely been perceived as an ICT-dependent artefact. 
Consequently, indices for measuring the digital divide have tended to be techno-
centric. Moreover the digital divide is, by and large, a Eurocentric creation, and in 
its application (as a construct) has hardly taken into account the peculiarities of the 
developing world. Woherem (1993) commenting on the use of ICTs in developing 
countries, pointed out that unless ICTs were integrated into the cultural milieu of 
communities, people would stand fewer chances of benefiting and therefore accepting 
such technologies. He observed that the software applications used in developing 
countries are based on western models and do not take into account local cultural 
sensitivities. Moreover, much of the technology used in the developing world was 
transplanted without any re-engineering to suit local conditions.

The digital divide is now increasingly evolving into (or exists side by side with) 
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the so-called new digital divide, alienating further those who have traditionally 
been removed from digital inclusion. For example, the EU conceived the idea of 
e-inclusion in the context of e-government to refer to the employment of modern 
ICT technologies to address issues of the access-divide and promote opportunities 
for the economic and social empowerment of all citizens (United Nations, 2005). 
E-inclusion envisages a future in which all people have access to social and eco-
nomic opportunities and can use technology. Measures of the digital divide have also 
tended to aggregate or disaggregate technologies when determining the level of the 
digital divide. The fallacy of (des) aggregating technologies is that each technology 
is unique in its diffusion, penetration and use. When findings from disaggregated 
measures are generalised across different technologies, they may not give a real 
picture of the depth and breadth of the digital divide. For example, the fact that 
Africa has the highest mobile phone penetration in the world does not mean that the 
digital divide is effectively narrowing between Africa and the developed world. This 
is primarily because PC penetration, Internet penetration, access to broadband, use 
of existing technologies, etc., remain low on the continent. Sciadas (2002) observes 
that there are old and new ICTs, and each is distinct in its attributes, functionality 
and numerous other characteristics, including pricing. There is therefore no reason 
to lump different ICTs in one group and expect similar patterns in their penetration, 
either across groups or over time.

The digital divide is also assessed based on the increasing number of ‘digital 
natives’ compared to the number of ‘digital immigrants’. ‘Digital natives’ refers 
to individuals who are born in a technologically advanced society, and who are 
therefore raised with technology, play as youngsters with technology, learn with 
technology and expect to spend their productive years working with technology 
(Broere and Kruger, 2007). ‘Digital immigrants’, on the other hand, are those who 
were already socialized in pre-digital ways before digital technology arrived on 
the scene (Prensky, 2001).

Bridging the digital divide is commonly but fallaciously perceived as bringing 
on board the people (often constituting the majority) who remain excluded from 
access to technology, especially those living in the rural areas of most developing 
countries. However, some of the so-called knowledge centres situated in rural areas 
in India (new India) - meant well in principle to bridge the urban/rural divide - found 
that some of the residents living next to these centers, either through omission or 
commission, were not keen to use them (The Economist Newspaper and the Econo-
mist Group, 2005). This contrasts sharply with the optimism of the 1990s that rural 
ICTs would allow previously marginalized communities to leapfrog development, 
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information societies and a host of other electronic age applications. This situation 
calls for research into the unexamined rural-rural digital divide. Crump and Mclroy 
(2003), discussing a community-based project in Wellington, New Zealand, wonder 
why when computing is available in a socially situated, convenient environment, at 
no cost, some people choose not to compute. Similarly, Lenhart, Horrigan, Rainie, 
Allen, Boyce, and Madden, et al. (2003), also in a research project in Wellington on 
economic and social inclusion, noted that the polarization of the “haves” and “have 
nots” based on the premise of physical access to ICTs is flawed. This is because 
not all “have nots” necessarily want to be “haves”, and not everybody views their 
engagement (even hypothetically) with ICTs as a positive force that would improve 
the quality of their lives.

In Northern Ireland (UK), the free provision of computers, fast Internet access 
and a website to residents/businesses of Ennis in 1997 to enhance ICT uptake and 
modernise society was met with limited success. Three years later, the initiative 
had little to show for it, because technology had been thrust into people’s hands 
without their participation and with little preparation. Training programs had been 
run, but they were not sufficiently accompanied by programs that demonstrated 
why people should use the new technology in the first place. Goode (2001) posits 
that the digital divide should really be looked at from the perspective of meaningful 
access. In order to use computers as tools for education, they must have relevant 
applications in the user’s life.

Bill Gates observed that community centres or similar ventures are distractions 
from real problems of development, and noted that 99% of the benefits of having 
access to a PC come when the person who sits down to use it has been provided with 
reasonable levels of healthcare and education (The Economist Newspaper and The 
Economist Group, 2005). Elsewhere, an e-readiness assessment study in Botswana 
in 2005 revealed that rural communities preferred interventions that would enhance 
access to anti-retroviral drugs, information about where they could fetch good market 
prices, and information on how to track lost cattle, as opposed to interventions that 
would gain them access to the Internet or computers (Maitlamo, 2005). Similarly, 
in an e-government presentation paper in South Africa, people were reported to be 
more preoccupied with issues of security, shelter, access to clean water, electricity, 
and access to health care facilities than with Internet connectivity (Geness, 2004). 
Warschauer (2002) noted that a social inclusion framework redirects the focus from 
providing access to technology to the effective integration of ICT into communi-
ties and institutions for social development. This kind of integration can only be 
achieved by paying attention to the holistic array of physical, digital, human and 
social resources available to or within local communities.

Although the debate on whether the digital divide is narrowing or widening is 
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healthy, it fails to recognise that the digital divide is not about a single technol-
ogy, but about a number of technologies (e.g. PCs, mobile phones, Internet, etc), 
and is driven by a complex set of factors that exist beyond wires. Moreover, the 
digital divide is not centred on affordability because research in extant literature 
has shown that there are people with ready access to information technologies in 
both the developed and developing worlds who are reluctant to use ICTs such as 
the Internet (Green, 2000; Warschauer, 2002). The digital divide has often been 
perceived as inequitable access to ICTs such as PCs, Internet, telephones, cable 
and other Internet-related technologies by individuals or groups of people in a 
country or across countries (Spectar, 2000). This perception of the digital divide 
was apparent at the World Summit on Information Society in 2003, when poorer 
countries, particularly those from Africa, lobbied successfully for the establishment 
of a “Digital Solidarity Fund” to help finance “infrastructure” that is “very much 
needed” to close the perceived technology gap. African member states argued that 
one of the main problems affecting access to ICT on their continent was lack of 
adequate requisite infrastructure, including telephone access, mass media and other 
forms of communication systems (PANOS, 2004).

Definitions of the digital divide that emphasize technologies may be viewed 
as the ‘first generation’ type. However, recent literature expands on the scope of 
the term, thus pushing the phenomenon to the next (second generation) level. For 
example, the International Telecommunications Union (2002) observes that the so-
called “new” or “quality” digital divide cannot be attributed to the lack of equipment 
or connections alone; rather the nature of the phenomenon is changing from “basic 
to advanced communications (i.e. from copper-based access to fibre optic access) 
and from quantity to quality”. Norris (2001) supports this view and suggests that 
the digital divide requires us to look beyond the issue of access to technology. The 
digital divide is therefore a multidimensional phenomenon encompassing three 
distinct aspects, namely: the global divide, which refers to differences in Internet 
access across industrialized and developing societies; the social divide, which is 
concerned with the gap between the information rich and information poor in each 
nation; and the democratic divide, which signifies the difference between those 
who do and those who do not use the panoply of digital resources at their disposal 
to engage and participate in public life.

Despite the increasing recognition that the digital divide goes beyond access 
to wires, efforts to bridge the phenomenon in the past have been driven by the 
first and second generation definitions. Examples include the Digital Opportunity 
Task Force (2002); National Information Infrastructure (NII) and Global Informa-
tion Infrastructure (GII) projects in the US (Miranda, 2006); African Information 
Society Initiative (AISI) (Amoako, 1996); New Partnership for Africa’s Develop-
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ment e-school programme (Association for Progressive Communications, 2005); 
East African Submarine Cable System (EASSy); SAT-3/WASC or South Atlantic 
3/West Africa Submarine Cable; Common Market for East and Southern Africa 
(COMESA) Telecommunications project (COMTEL); and Kenya’s government-
sponsored undersea fibre optic cable, known as The East Africa Marine System 
[TEAMS] (Morris, 2007).

The departure from the first and second generation definitions of the digital divide 
and the ushering in of what could be considered the third generation type may have 
emerged during the World Summit on Information Society (International Telecom-
munication Union, 2003) held in Geneva, Switzerland, in 2003. In its Declaration 
of Principles, the summit declared the common desire and commitment to build 
a people-centred, inclusive and development-oriented information society, where 
everyone can create, access, utilize and share information and knowledge; enabling 
individuals and communities to achieve their full potential by promoting sustain-
able development and improving their quality of life. In this declaration, WSIS 
went beyond access and explicitly/implicitly emphasized “access to information 
and knowledge, capacity building, building confidence and security in the use of 
ICTs; enhancing cultural and linguistic diversity, access to local content; and ethical 
dimensions for an inclusive information society”.

Like WSIS, recently developed indices for measuring digital inclusion, such as 
the digital opportunity index, information society index and e-government index, 
demonstrate how complex the digital divide phenomenon really is. For example, 
the Digital Opportunity Index (DOI) measures and evaluates the opportunities, 
infrastructure and utilization of ICTs. DOI monitors the growth of mobile communi-
cations, as well as more recent technologies such as broadband and mobile Internet 
access. It also looks at the falling prices of broadband and increasing broadband 
speeds (World Information Society Report, 2006).

Correspondingly, the Information Society Index examines how nations are 
positioning (or have positioned) themselves to compete in the global information 
economy. The index is based on variables such as: IT spending as a percentage of 
GDP, software spending, IT services’ spending, PC penetration, Internet users, home 
Internet users, mobile Internet users, e-Commerce spending, broadband house-
holds, wireless subscribers, secondary education levels, tertiary education levels, 
civil liberties, and government corruption (International Data Corporation, 2004). 
Likewise, the e-Government Index measures the extent of the digital or technologi-
cal divide between countries and focuses on current practices in government with 
regard to digital governance (delivery of public services), digital democracy (citizen 
participation in government), security, usability, content of websites and the type of 
online services on offer (Holzer and Kim, 2005). WSIS’s vision and its Declaration 



64  Digital Divide and SMEs

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

of Principles, together with the DOI, ISI, E-readiness and E-government indices, 
provide the framework and motivation for a new model that deconstructs the digital 
divide and attempts to explain how it develops.

Digital DiviDe anD the economic Development nexus

Governments the world over have been preoccupied with bridging the digital di-
vide, as they now believe that there is a direct correlation between digitization and 
economic development (Dutta et al., 2004; World Economic Forum, 2003). Zaidi 
(2005) defines economic development as growth in the GDP accompanied by rel-
evant social and institutional changes by which that growth can be sustained. These 
changes include reduced levels of absolute poverty, a better quality of life, high 
literacy levels, improved labour productivity, sophisticated techniques of production, 
development of physical and commercial infrastructure, higher savings, increased 
employment opportunities, a positive attitude towards life and work, and a stable 
political system. Efforts aimed at bridging the digital divide must therefore first and 
foremost uplift the socio-economic status of the people. Fink and Kenny (2004) 
point out that in many developing countries, people face far more critical challenges 
(such as lack of access to water, food, medical treatment and education) than the lack 
of Internet access. They conclude that international aid should be directed towards 
meeting basic needs rather than to narrowing the digital divide.

The digital divide is closely linked to socio-economic development; consequently 
efforts to address it should simultaneously address issues of poverty, especially in 
Africa where it seems to be on the increase. Dlamini (2004) argues that poverty in 
Africa appears to be on the rise, seeing as Africa’s GDP in 2004 accounted for only 
1.5% of the global GDP. Similarly, Africa’s share of trade during the same year 
was estimated at 2.1%. The correlation between high poverty levels and increased 
digital inequality has been established in literature. For example, the United Na-
tions Conference on Trade and Development (UNCTAD, 2006) found that a person 
in a high-income country is over 22 times more likely to be an Internet user than 
an individual in a low-income country. Similarly, secure Internet servers - a rough 
indicator of electronic commerce - are over 100 times more common in high-income 
than in low-income countries. In high-income countries, mobile phones are 29 times 
more prevalent and mainline penetration is 21 times that of low-income countries. 
The cost of Internet access in a low-income country is also approximately 150 times 
the cost of a comparable service in a high-income country. UNCTAD concludes 
that growth in the use of technology in business, schools and homes could raise the 
standards of living and help people prosper.
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BBC News (2008), in an article entitled ‘mobiles narrow digital divisions’, notes 
that mobile phone and net access are helping narrow the gulf between rich and poor 
nations. The efficiencies that these technologies bring have boosted development in 
poorer countries. The report estimates that mobile phone users in developing nations 
now make up over 58% of the total handset subscribers worldwide. In Africa, which 
has experienced the greatest increase in mobile phone subscribers and penetration, 
this technology has been said to have the potential to improve the economic life of 
the continent’s population as a whole. The report notes that among rural communities 
in Uganda and small vendors in South Africa, Senegal and Kenya; mobile phones 
are helping traders get better prices and allowing traders to sell goods faster, thus 
ensuring that less is wasted.

Peters (2003) also affirms that installing computers and connections in under-
developed communities is necessary to put ICT to use for socio-economic develop-
ment. The African Information Society Initiative (AISI), at its 21st meeting in May 
1995 during the Economic Commission for Africa (ECA) Conference of Ministers 
of Social and Economic Development and Planning, set to build Africa’s first in-
formation super highway (a process that is still ongoing in most countries), which 
would utilize ICTs to accelerate the socio-economic development of Africa and its 
people (Amoako, 1996).

causes of the Digital DiviDe

The causes of the digital divide in general are well documented in existing literature 
(Mutula, 2006). However, there are other emerging causes of the divide that have 
not gained much ground in digital divide literature. For example, Waters (2008) 
notes that in Africa, 70% of Internet traffic is routed through Europe and North 
America, thus driving up costs for businesses and consumers. This means that a 
great number of businesses are unable to get or maintain connectivity. In addition, 
Internet governance is skewed in favour of the developed world. For example, 
the English language has often been blamed for disrupting communication across 
the developed and developing worlds. Similarly, the requirement that all domain 
names must be entered in ASCII characters in order to support the Latin alphabet 
means that diacritical marks, and Asian or other international characters, are not 
supported. Consequently, the exclusion of a number of other languages from do-
main names limits Internet access. Users who are not familiar with English may 
encounter problems when accessing English language URLs. Additionally, the lack 
of foreign-script support makes it difficulty for indigenous businesses and entities 
to be represented on the Internet.
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The digital divide is also exacerbated by intellectual property regimes. For example, 
conventional practice with regard to copyright law states that the duration of copy-
right extends from the life of the author to fifty years after his/her death. After 50 
years, copyrighted materials move into the public domain and can be used freely 
without any charge. The US amended its law (Copyright Extension Act of 1998), 
increasing the duration of copyright to 70 years (House and Senate, 1998). The US 
has also tried to apply pressure on national governments, including those in Africa, 
to change the conventional copyright law (Kiggundu, 2007). This has implications 
in terms of the capacity of impoverished African countries to afford such material 
for sustained periods of time. At the same time, it gives the US leverage to allow 
its powerful multinational corporations to reap continuing profits at the expense 
of poorer countries.

Within electronic environments, large amounts of information are generated and 
used in digital formats in the form of e-books, databases, e-journals, etc. Most of 
the content providers of digital material are in the developed world, and whenever 
they enter into negotiations with information providers in developing countries, 
they insist on the inclusion in the agreements of contractual terms. These override 
traditional exceptions to copyright as contained in national legislations, such as fair 
use and fair dealing. It is therefore difficult for information providers to freely avail 
such information for academic use without breaking license agreements, further 
alienating developing countries from mainstream information.

The digital divide is also exacerbated by the high cost of digital information. The 
high cost of access to external databases and for the procurement of digital informa-
tion makes it increasingly difficult for libraries in the developing world to subscribe 
to new journals and books, or even maintain existing subscriptions. Libraries the 
world over have well established traditions of archiving hard copies of all the ma-
terials that they acquire, be they journals, books, newspapers or pamphlets. But it 
is increasingly becoming difficult for libraries to continue with this long established 
practice because digital content providers are insisting that once subscription is 
terminated (due to non-payment, for example), access to entire databases is also 
lost. Unlike print-based sources, there can be no copies made or put aside once 
access to an electronic resource is terminated.

Efforts to bridge the digital divide in developing countries are also in part ham-
pered by the fact that most countries have not implemented broadband technologies. 
For those that have made efforts to provide access to broadband, the cost remains 
prohibitive (Internet World Statistics, 2007).
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inteRventions to BRiDge the Digital DiviDe

Countries in the developing world need to take prudent measures to bridge the digital 
divide in their midst. Efforts should be made to establish Internet exchange points 
that would obviate the need for traffic within the continent to be routed through 
Europe or North America. The long term strategy for bridging the digital divide 
should include the implementation of ICT education in the curriculum throughout 
schools. Goode (2001:19) posits that if we do not educate our students on the ap-
propriate use of digital technologies, we are not preparing them for full participation 
in our democracy (and by extension, the information society).

Ray (2007) observes that mobile number portability in the UK has been a criti-
cal intervention in stemming the digital divide in the region. Number portability 
refers to keeping your phone number when you change networks. Other measures 
have included providing incentives that can help reduce the income tax levied on 
IT companies; VAT exemption on locally purchased ICTs; improving or enhancing 
the energy grid; reducing the costs of bandwidth available to public universities 
through subsidies; and capacity building in the area of ICT applications. Mobile 
technology can potentially minimize the digital divide, especially in developing 
countries. WiMAX, or “Wireless Maximised” technology, allows fixed-line telecom-
munications systems to utilize mobile technology to carry voice and data beyond 
the farthest reach of land lines and thereby deliver a wireless “final mile” that can 
reach up to 30 miles from copper lines in any direction. This could potentially ex-
tend Internet access to most developing populations and save at least some capital 
investment in new land-lines. Similarly, VSAT--Very Small Aperture Terminal--is 
a direct satellite-to-end-user technology that skips terrestrial wiring completely and 
thus presents an alternative to land-line communication.

Policies that promote open Internet access are also needed to stem the digital 
divide between developing countries and the developed world. In the US for ex-
ample, high speed Internet policies have been implemented to enable government 
to promote a more open Internet. High speed Internet is necessary for economic 
growth, employment, telemedicine, education, e-government, and public safety 
(Communication Workers of America, 2006). Developing countries could also 
benefit from open access initiatives in their attempt to bridge the digital divide. In 
order for this goal to be realized, authors, publishers, libraries and other stakeholders 
should work together to develop suitable business models. Developing countries 
may also exploit the opportunities offered by blogging to create local content. 
Blogs give authors ownership of the medium of communication, and allow users 
to instantly publish text or graphics on the web without the need for sophisticated 
technical knowledge. Blogs have great potential in improving interaction online 
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because they can be easily integrated with other learning technologies. In addition, 
they can effectively be used by all age groups and both genders as a medium for 
learning (Huffaker, 2004).

Developing countries, like the European Union member states (European Com-
mission, 2005), should develop policies that cater for vulnerable groups in society. 
National legislation and regulatory frameworks are needed that ban the sale of inac-
cessible technology products, while enhancing the growth of assistive technology. 
National strategies should emphasize the interoperability of products, education, 
universal service policies for electronic communications, affordable pricing of 
networks, and interactive content. Effective management of copyright may also 
assist developing countries in bridging the digital divide. Kiggundu (2007) suggests 
that developing countries should take a firm stand with regard to provisions in the 
Copyright and Neighbouring Rights Act of 2000, which expressly prohibits the in-
clusion of restrictive contractual terms in any contract entered into with information 
providers, and also by advocating in WIPO and WTO for such restrictive terms to 
be prohibited worldwide.

The world over, most countries are moving government services online. E-
government infrastructure provides an effective means to expand the technological 
capabilities of citizens and businesses for participation in the governance process 
and to meet the growing demands of citizens and businesses. E-government is also 
an important infrastructure for enhancing local content development. It therefore 
provides opportunities for bridging the digital divide, especially between urban 
and rural areas.

The developing world should embrace open source products to obviate the need 
for translators from the different application formats and allow the reuse of existing 
work across all projects easily. Allowing people to use the computer in their mother 
tongue would stimulate pride in their language, and learning something in one’s 
mother tongue is also naturally easier.

Benefits of BRiDging the Digital DiviDe

In the 1990s, governments the world over initiated efforts to bridge the digital divide 
in order to achieve digital dividends for their citizens in the social, economic and 
political spheres. Among the digital dividends envisaged were improved service 
delivery, the prudent management of public resources, and overall good governance. 
Since 2000, governments have been preoccupied with putting in place strategies 
to meet the Millennium Development Goals (MDGs) by the year 2015. Universal 
access to digital technologies is seen as an important catalyst in this endeavour.
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The World Summit on Information Society (WSIS, 2003) noted that the digital 
revolution, fired by the engines of information and communication technologies, 
has brought with it new fundamental ways of creating knowledge, educating people 
and disseminating information; conducting economic and business practices; run-
ning government; engaging in politics; providing speedy delivery of humanitarian 
aid and healthcare; and improving the living standards of millions of people around 
the world. Bridging the digital divide therefore creates opportunities for previously 
marginalized groups. Such opportunities include access to education, equal employ-
ment opportunities, and medical care.

The United States government integrated ICT into its policy documents primar-
ily to achieve economic development and increased productivity. The US advanced 
this idea by advocating Global Information Infrastructure (GII) through the World 
Trade Organization and the North American Free Trade Agreement (NAFTA). At 
the 1994 ITU international conference in Buenos Aires, Albert Gore noted that 
the NII and GII would lead to sustainable economic progress and improved health 
care, among other benefits. Moreover, GII would lead to a global free market and 
global decentralized democracies, more freedom for individuals, and more choices 
(Miranda, 2006).

The world over, countries that are highly digitally proficient are also performing 
well in terms of economic development. For example, countries such as Switzer-
land, Finland, Sweden, Denmark, Singapore, the United States, Japan, Germany, 
the Netherlands and the United Kingdom are among the world’s top ten performing 
economies, according to The Global Competitiveness Report, 2006-2007 (World 
Economic Forum, 2006). These countries are also leaders in e-governance systems 
and score highly on the digital opportunity index, e-readiness rankings, information 
society indices and e-government indices.

conclusion

Bridging the digital divide has become a preoccupation of many countries around 
the world, but emphasis has tended to focus on enhancing access to technologies. 
Consequently, there is a misconception that increasing access is panacea to narrowing 
the digital divide. However, as demonstrated in this chapter, there is overwhelming 
evidence to the contrary - that the digital divide between the developed and develop-
ing world seems to be widening despite claims that it is narrowing. Until the digital 
divide is properly deconstructed and understood, efforts to bridge it will remain fu-
tile. Moreover, as various measures such as e-readiness, information society, digital 
opportunity, and e-government indices have shown, bridging the digital divide is 
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positively correlated to economic development. Consequently, efforts to bridge the 
digital divide should first and foremost address issues of economic development, 
especially poverty reduction in society. Various efforts to bridge the digital divide 
should also be followed by impact assessments to determine whether the desired 
outcomes have been achieved. Impact studies would provide an indication of where 
changes in strategy and more investment with regard to infrastructure development 
and policy are needed.
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Section 3
E-Readiness Assessments

This section consists of Chapters 6, 7, and 8 (E-Readiness and Its Assessment, E-Readiness 
Assessment Methods and Tools, and E-Readiness of SMEs, respectively). Chapter 6 covers 
the international status of e-readiness across different jurisdictions (Europe, North America, 
Asia-Pacific, Middle East, and Africa), its implications for businesses (especially SMEs), 
and the importance of e-readiness assessments for businesses and governments. The purpose 
of Chapter 6 is to demonstrate how the level of e-readiness affects the competitiveness of 
businesses, and also to highlight managerial and policy implications. 

Chapter 7 covers measures of e-readiness, macro and micro e-readiness assessment tools 
(including the tools’ names, the developers of the tools, intended applications of the tools, 
the countries in which the tools have been used, and an overall analysis of the tools), 
strengths and weaknesses of e-readiness assessment tools, and choosing the right assess-
ment tool. The chapter aims to highlight the different types of tools available for use by 
SMEs or governments that wish to measure their e-readiness and gauge their position in 
the global digital economy. It also illustrates that while e-readiness tools for SMEs are 
limited, macro e-readiness tools that are used for measuring national e-readiness may be 
applied with adaptations. 

Chapter 8 (E-Readiness of SMEs) examines how the e-readiness of SMEs is assessed. It 
covers the strengths of SMEs over large scale enterprises in the digital economy, the types 
of transactions that SMEs undertake online, the e-readiness adoption process among SMEs, 
international e-readiness status of SMEs (in North America Europe, the Middle East, Asia-
Pacific, the Caribbean, and Africa), and how to get SMEs to reach an e-readiness status. 
The purpose of this chapter is to enable policy makers and managers of SMEs to compare 
the relative positions of SMEs in the global business environment so that they may put in 
place requisite policies and institutional infrastructure to enhance SMEs competitiveness 
in the digital economy.
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Chapter 6

E-Readiness and 
Its Assessment

intRoDuction

The level of e-readiness of the digital economy is expected to vary across different 
jurisdictions. The e-readiness ranking of nations, which has been a regular undertaking 
by various agencies since 2000, demonstrates that the world is, indeed, moving steadily 
into a new digital era, and that by extension, businesses are increasingly operating in 
the digital economy. The 2008 e-readiness ranking of nations and similar previous 
rankings suggest that collectively, the world is steadily moving up the e-readiness 
charts; for example, average e-readiness rose by 0.15 to 6.39 in the 2008 rankings, 
up from 6.24 in the previous year, with the United States being the 2008 global e-
readiness leader (with 8.95), followed closely by Hong Kong, which advanced up by 
two places (The EIU/IBM Business Institute for Business Value, 2008).

DOI: 10.4018/978-1-60566-420-0.ch006
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Countries that are leaders in e-readiness rankings, such as the US, Hong Kong, the 
Netherlands, Australia, Denmark, Switzerland, etc; have made significant improvements 
in the expansion of connectivity in broadband and WiFi, and have also enhanced the 
security of Internet connections. The 2008 e-readiness report reads that “…the gap 
between the “haves” and “have-nots” in [the e-readiness] rankings narrowed again 
in 2008, a hopeful indication of a contraction in the digital divide between developed 
and developing countries and movement into the digital economy”. The move of the 
world towards the digital economy is also reflected in the increasing penetration of 
mobile phones in regions that were traditionally marginalized in telecommunications 
ubiquity, especially in parts of the developing world such as Africa (The EIU/IBM 
Business Institute for Business Value, 2008).

The 2006 e-readiness report noted the following: “The world in 2006 is ever more 
“e-ready” — there are over 1bn Internet users and 2bn mobile-phone users worldwide, 
and most countries continue to make steady progress in most qualitative indicators of 
technology-related development” (The Economist Intelligence Unit and IBM Corpo-
ration, 2004. p. 3). Virtually all the countries included in 2006’s e-readiness rankings 
improved their scores over the next year. Moreover, both in relative and absolute 
terms, the improvement was greater in the lower tiers of the rankings than at the top. 
As a result, the distance separating the best from the rest was narrowed. Moreover, 
poorer countries were moving up the e-readiness scale faster than richer ones. With-
out a doubt, the commercialisation of the Internet and World Wide Web (WWW) has 
made significant contribution to the increasing use of this medium, especially with 
regard to communications, government and e-commerce.

Internationally, the phenomenon of e-readiness is regularly assessed by various 
agencies in government, academia, business and the NGO sector, and the results are 
then either published on an annual basis, or two years thereafter. For example, in 
2004, The Economist Intelligence Unit and IBM Corporation (2004, p. 3) ranked 64 
countries according to their e-readiness using both quantitative and qualitative indi-
cators, including technological infrastructure, the business environment, degree to 
which e-business was being adopted by consumers and companies, social and cultural 
conditions that influenced Internet usage, and the availability of services to support 
e-business. The results are shown in Table 1, Table 2, and Table 3.

e-Readiness status in europe

With the exception of Greece (27th), most countries in Western Europe made it into 
the top 25 list for that year, as shown in Table 1.

The countries in the top 25 tier were characterised by thriving economies, sophis-
ticated infrastructure, coordination between government and the private sector, and 
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the increasing growth of the Internet among businesses and consumers (Economist 
Intelligence Unit and IBM Corporation, 2004:8). In Eastern Europe, gradual market 
liberalisation had transformed the telecommunications and IT sectors. As monopo-
lies were privatised and competition was let in, services improved and prices fell. 
Countries such as Estonia, Latvia, Poland, Lithuania, Slovakia, Cyprus and Malta 
had decent infrastructure and e-business environments. The top ranked countries in 
Eastern Europe in the 2004 survey are reflected in Table 2.

The e-readiness status in Europe was boosted by the European Union, which 
launched a concerted and widespread campaign for the proliferation of the Internet 

Table 1. E-Readiness status in Europe 

Country Rank

Denmark 1

United Kingdom 2

Sweden 3

Norway 4

Finland 5

Netherlands 8

Switzerland 10

Germany 13

Ireland 16

Belgium 17

France 18

Table 2. E-Readiness status in Eastern Europe 

Country Rank

Estonia 26

Czech Republic 27

Hungary 30

Slovenia 31

Latvia 34

Poland 36

Lithuania 38

Slovakia 39

Bulgaria 50
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throughout the continent; the promotion of e-commerce in both the public and the 
private sector; the widespread adoption of the electronic delivery of government 
services; and the provision of online information. The concept behind this strategic 
thrust was encapsulated in the European Commission’s document entitled ‘e-Europe 
- An Information Society for All’. The EU recognised that e-commerce impacted 
positively on business performance and national economic growth. Consequently, 
non-participation in this revolution implied the risk of falling behind in the economic 
front, with all the implications that this would entail (Borg, 2004:6).

The EU, through its e-Europe 2002 ICT Action Plan, delivered major changes 
and increased the number of its citizens and businesses connected to the Internet. 
Most of the EU member states reshaped the regulatory environment for communica-
tions networks and services and e-commerce, and opened doors to new generations 
of mobile and multimedia services (Commission of the European Communities, 
2002:3). In all the European member states, Internet penetration has doubled, tele-
communications frameworks are largely in place, Internet prices have fallen, and 
e-commerce legal frameworks have been put in place.

e-Readiness status in north and south america

In North America, the United States and Canada were reported by the Economist 
Intelligence Unit to have achieved high rates of e-readiness in 2004, with absorp-
tion rates of approximately 70%, positioning them amongst the world’s leaders. In 
both countries, telecommunications infrastructure was strong, and businesses and 
consumers had swiftly and effectively integrated online processes into their daily 

Table 3. E-readiness status in North and South America 

Country Rank

Canada 10

Chile 28

Brazil 36

Argentina 37

Mexico 39

Colombia 41

Venezuela 44

Peru 47

Ecuador 56
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activities. In terms of e-readiness ranking within the Americas in 2004, the US 
led, followed by Canada, Chile, Brazil, Argentina, Mexico, Colombia, Venezuela, 
Peru and Ecuador, as illustrated in Table 3 (Economist Intelligence Unit and IBM 
Corporation, 2004:12).

The Latin American governments were reported to have also shown increasing 
support for e-commerce. For example, in Mexico, a law on digital signatures had 
just been passed. Most countries in the region were increasingly putting businesses 
online, and governments were creating policies and legislations that supported 
e-business development. Mobile penetration was also expected to grow, and the 
Internet was no longer the preserve of the rich (Economist Intelligence Unit and 
IBM Corporation, 2004:10). However, no country in Latin America featured in the 
world’s top 25. The ranking placed most of the countries in this region in the 2nd 
tier, e.g. Chile (28th), Brazil (35th), Argentina (37th) and Mexico (39th). Within the 
Americas, the United States is a good example of the positive impact of an e-ready 
country, as reflected in its leadership in the e-commerce revolution. Consumer 
spending via e-commerce in the US leapt from Euro 1,104 million in 1997 to Euro 
4,782 million in 1998; the European trends showed that Europe was still lagging 
far behind (Borg, 2004).

e-Readiness status in asia-pacific

The Asian-Pacific region was ranked by the Economist Intelligence Unit in 2004 
as the next best represented region in the e-readiness ranking after Western Europe. 
Singapore (7th) and Hong Kong (9th) were at the top, followed by Australia (12th), 
South Korea (14th), New Zealand (19th), Taiwan (20th) and Japan (25th). Most of these 
countries were characterised by access to broadband, telecommunications deregula-
tion, and next-generation infrastructure development (Economist Intelligence Unit 
and IBM Corporation, 2004:14).

e-Readiness status in the middle east

In 2004, the Middle East’s e-business development was only inching forward, 
especially when compared to Asia. Strict government control over Internet 
content and the over-regulation of service providers were reported to have been 
hampering development. Middle East governments had also, to some extent, 
restricted the entry of multinational companies into their markets. This was in 
a sharp contrast to Eastern Europe, where international competition was driving 
telecommunications development. Despite lagging behind in infrastructure and 
poor business environments, there were bright spots reported in 2004 by the 
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Economist Intelligence Unit, such as Israel (22nd), Turkey (45th), Saudi Arabia 
(48th) and Iran (57th).

e-Readiness status in africa

In Africa, e-readiness initiatives are being driven by the World Economic Forum 
and the e-Africa Commission’s ICT Task Team which is responsible for developing 
NEPAD’s ICT program and implementing its projects. The World Economic Forum 
and NEPAD’s E-Readiness Policy Programme aim to help African countries develop 
e-readiness policies and to remove or reduce the policy obstacles that limit the use 
of ICT throughout the region. Some of the activities undertaken by the programme 
thus far include (Bridges.org, 2003):

Establishing collaboration with the e-Africa Commission• 
Identifying key actors and mechanisms to engage them• 
Collecting information on basic e-readiness in African countries• 
Creating a framework for examining challenges• 
Proposing country groupings according to e- readiness levels.• 

Key findings with regard to studies undertaken by the World Economic Forum, 
NEPAD E-readiness Policy Programme and other agencies thus far, show that while the 
continent lags far behind its counterparts in the developed and transitional economies, 
there is growing unanimity among Africa’s leaders and pan-African institutions on 
the benefits and impact ICT could have on a wide range of development issues. The 
ICT policy reform process is moving forward in almost all the countries in Africa, 
but there is no uniform level of progress across the continent. In general, the state 
of infrastructure development across the continent varies widely from country to 
country, with a considerable imbalance in the level of infrastructure roll-out across 
urban and rural Africa. Rural locations suffer at the expense of urban development. 
Africa also has an extensive and diverse range of ground level initiatives underway 
to promote and facilitate the use of ICT. Generally, there is evidence of growth in 
the e-commerce sector, most notably in South Africa. However for the rest of Africa, 
the cost of basic telephony and Internet connectivity remain disproportionately high 
across the continent, with the vast majority of Africa’s population unable to pay for 
even basic access (InterAction, 2002).

The Information Society Index (ISI) measures have shown that Africa is very 
far behind other countries in the world as far as the ISI rating is concerned. ISI is 
an indirect indicator of a country’s level of e-readiness. ISI provides a measure of 
the free and rapid flow of information across the world. It measures the informa-
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tion wealth of countries based on variables such as broadband households; mobile 
Internet users; software sophistication; wireless telephone subscribers; PC penetra-
tion; and education levels. In 2003, for instance, a ranking by the International Data 
Corporation involving 53 countries worldwide placed South Africa and Egypt (the 
only countries from Africa) at 30th and 47th positions respectively with regard to 
the index (Minton, 2003). Correspondingly, the 2004 e-readiness ranking by the 
Economist Intelligence Unit of sub-Saharan Africa rated South Africa as the most 
e-ready country at 32nd position out of 64 countries surveyed globally. Africa faces 
the challenges of low levels of adaptation of ICTs by administrators and businesses; 
resistance to change; and the poor status of existing infrastructure. In most coun-
tries in Africa, the networks most often used for data transportation are telephone 
networks. These are mainly digitised but badly adapted for high rate data transfer. 
The use of alternative technologies (with high bandwidth) such as the extended 
digital subscriber line (xDSL), local radio loops and optical fibre could be used to 
set up high rate data networks.

Despite the constraints facing Africa in its efforts to enhance e-readiness, most 
countries are engaged in the reform process of the telecommunications sector with 
encouraging results, especially with respect to the development of the cellular tele-
phone system and the Internet. However, due to ineffective government policing of 
the liberalisation process, new telecommunications carriers have been prevented from 
competing against the de facto state monopolies. In addition, weak infrastructure 
development and high costs keep connectivity rates for voice and Internet services 
depressed (Economist Intelligence Unit and IBM Corporation, 2004:17).

impoRtance of e-ReaDiness assessments

Countries strive to attain some measure of e-readiness for various reasons. Foremost, 
they wish to become inclusive global information societies in which all persons are 
empowered to create, receive, share and utilise information for their economic, social, 
cultural and political development (Martin, 1997). By harnessing the potential of 
ICTs, national and local governments can now provide new and better responses to 
critical long standing issues such as poverty reduction, wealth creation, education, 
equity and social justice. Similarly, an understanding of the e-readiness of a country 
or community is essential for the provision of baseline information that can be used 
for planning and making comparisons across regions, countries, and organisations. 
E-readiness assessments can also be used as information gathering mechanisms that 
assist governments when planning strategies for ICT integration and also in making 
improvements on specific components of e-readiness (Rizk, 2004).
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E-readiness assessments are also useful in that they can help governments un-
derstand and identify key and relevant ICT-based development opportunities. For 
example, in order to put ICT to effective use, a country must be ‘e-ready’ in terms 
of infrastructure; be able to provide access to ICT to the population at large; must 
have a legal and regulatory framework on ICT use; and benchmark progress and col-
laborations. Furthermore, an e-readiness assessment should lead to the development 
of a strategy or the preparation of an action plan that would address the opportuni-
ties and constraints identified in order to further the objectives of a country in the 
area of ICT. E-readiness assessments enable governments to measure and achieve 
realistic goals within an information society or information-based economy. It is 
important to develop and conduct e-readiness assessments so that the results can 
be leveraged to catalyze action, improve global competitiveness, and use limited 
resources wisely. Furthermore, a well-conceived e-readiness assessment can help 
map a country’s regional and global position, improve competitive strengths, and 
promote those areas where it has an advantage over others. Understanding other 
countries’ e-readiness strengths and weaknesses can also help a country leapfrog 
technologies and policy decisions so as to position itself ahead of its neighbours. 
E-readiness assessments can help stakeholders make difficult decisions on how to 
use scarce resources and how to turn existing strengths into new revenues. They 
can also reveal which bottlenecks are worthy of the investment of time and money 
to remove. Using a globally recognized e-readiness assessment method can be 
helpful in securing the necessary funding to develop an e-strategy and implement 
e-programmes (Docktor, 2002).

The value of e-readiness assessments is based on the notion that countries with 
pervasive information infrastructures that use ICT applications possess advantages 
for sustained economic growth and social development (The SADC E-readiness 
Task Force, 2002, p.12). E-readiness rankings provide companies wishing to invest 
in online operations with an overview of the world’s most promising investment 
destinations. E-readiness rankings provide valuable insights into how governments 
can influence the rate and nature of the adoption of technology and applications 
(The Economist Intelligence Unit and IBM Corporation, 2004, p. 1).

conclusion

This chapter has discussed the global status of e-readiness and provided a compara-
tive picture of e-readiness across the world. North America and countries in Europe 
are leaders in e-readiness stature, and are significantly ahead of their counterparts 
in developing or transitional economies. The chapter highlighted the fact that coun-



E-Readiness and Its Assessment  85

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

tries with high levels of e-readiness are performing well in the digital economy. It 
also highlighted the value of e-readiness in enabling governments to measure their 
relative position against their counterparts both regionally and globally. E-readiness 
assessments are useful as information gathering mechanisms that assist governments 
when planning strategies for ICT integration and in making improvements on spe-
cific components of e-readiness. Such assessments help governments understand 
and identify relevant ICT-based development opportunities. The assessments also 
help businesses determine preferred investment destinations and more. The policy 
implications of the issues discussed in this chapter underscore the role of government 
in putting in place an institutional framework covering infrastructure and legislative 
mechanisms and regulations in order to create an environment conducive to improv-
ing e-readiness. How e-readiness is assessed, including the tools and methodologies 
used, are discussed in the next chapter.
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Chapter 7

E-Readiness Assessment 
Methods and Tools

measuRements of e-ReaDiness

E-readiness assessments are largely investigated at country-level across a number of 
sectors, and tend to adopt quantitative approaches that assign to countries’ numeri-
cal scores depending on how well they have performed on specific components of 
e-readiness measures. A weighted average is calculated based on the relative impor-
tance accorded to these components in order to determine the level of e-readiness of 
countries (Rizk, 2004). The results of e-readiness rankings of countries are regularly 
published annually by some agencies. For example, the Economist Intelligence 
Unit (Economist Intelligence Unit, 2001) annually publishes a comprehensive list 
of countries on the basis of their measured e-readiness. The ranking categorises 
countries on the basis of their overall e-readiness, as calculated from 89 indicators 
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across six weighted dimensions, namely connectivity, the business environment, 
consumer and business adoption, the legal and regulatory environment, support-
ing services, and social and cultural infrastructure. The result of the calculations is 
the classification of the world’s largest economies on the basis of their perceived 
adopter category.

Globally, a number of countries have already attained significant levels of e-
readiness, while others are at various stages of implementation. Countries that have 
attained significant levels of e-readiness are invariably situated in the developed 
world, and include among others, the United States, Canada, Singapore, Sweden, 
Japan, Finland, Britain, Norway and Australia. Most countries in the developing world 
are still striving to implement relevant infrastructures to attain levels of e-readiness 
sufficient enough to partake in the emerging global information economy.

macRo e-ReaDiness assessment tools

There are several macro e-readiness assessment tools and methods that have been 
developed by various organisations. These organisations include, but are not limited 
to: Computer Systems Policy Project (CSPP); Centre for International Development, 
Harvard University, 2004; Economist Intelligence Unit, 2004; United Nations Devel-
opment Programme, 2004; United Nations Conference on Trade and Development 
(UNCTAD), 2004; and SADC E-Readiness Assessment Task Force. Some of the 
most commonly used macro e-readiness tools include, among others: the Readiness 
Guide for Living in the Networked World developed by the Computer Systems Policy 
Project (CSPP); Network Readiness Index of the Harvard University’s Centre for 
International Development (CID); E-readiness Rankings of the Economist Intel-
ligence Unit; and the Technology Achievement Index of UNDP.

Each of these tools uses a different definition of e-readiness and methods for its 
measurement. Moreover, the e-readiness assessments are very diverse in their goals, 
strategies and results (Bridges.org, 2003). On average, however, the tools measure 
the level of infrastructure development; connectivity; Internet access; applications 
and services, or network speed; quality of network access; and ICT policy. The 
tools also measure:

The ICT training programs in place• 
Adequacy and availability of human resources• 
Level of computer literacy• 
Relevant content.• 
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Largely, all the tools for e-readiness assessments have been designed for macro 
level assessments and are used to measure, for example, policy making, the state 
of Internet acceptance and growth, comparative analyses of countries, and stages 
of ICT development in countries (Dutta and Jain, 2004). In addition, the focus of 
each method or tool reflects the purpose for which it was designed. Moreover, the 
methods used in most macro e-readiness assessment studies vary from one tool to 
next. For example, APEC’s Guide relies on questionnaire-based data, while Mo-
saic’s methodology tends to be qualitative. Other organisations or agencies, such as 
CID, use a combination of questionnaires and raw data. McConnell’s International 
provides a qualitative reference guide, whereas the World Information Technology 
and Service Alliance (WITSA) uses a survey-based method.

In selecting an appropriate tool for e-readiness, certain parameters need to be 
satisfied. The right tool should also depend on the users’ goals, and requires users 
to choose a tool that measures what they are looking for and do it against a standard 
that fits their own view of an ‘e-ready’ society (Bridges.org, 2003). Accordingly, 
the tool should, among other things:

Measure performance in all areas that are identified as important• 
Be flexible enough to cover areas that it does not normally cover• 
Provide assessments at both macro and micro level, i.e. from country down • 
to the sectoral level
Allow for the benchmarking of a community against other communities in • 
each of the identified areas
Be simple enough for a layman to understand.• 

Overall, although e-readiness methods and tools differ in definition, approach and 
objectives, they are all designed to gauge how ready a society or an economy is to 
benefit from IT and e-commerce.

the natuRe of e-ReaDiness assessment tools

e-Readiness Ranking tool

The E-readiness Ranking Tool was developed by the Economist Intelligence Unit, 
which is the business arm of the Economist Group and publisher of the Economist 
magazine. Since 2000, the Economist Intelligence Unit regularly publishes an annual 
e-readiness ranking of the world’s 60 largest economies. The E-readiness Ranking 
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Tool defines a country’s e-readiness as essentially a measure of its e-business envi-
ronment, and bases its measure on a collection of factors that indicate how amenable 
a market is to Internet-based opportunities. The ranking allows governments to 
gauge the success of their technology initiatives against those of other countries. It 
also provides companies that wish to invest in online operations with an overview 
of the world’s most promising investment locations (Economist Intelligence Unit 
and IBM Corporation, 2004: ii). The tool is described in Table 5.

E-readiness assessment using this tool makes use of nearly 100 quantitative and 
qualitative criteria organized into six distinct categories, namely:

Connectivity and • technological infrastructure
Business environment• 
Consumer and business adoption• 
Legal and policy environment• 
Social and cultural environment• 

• Supporting e-services.

Table 5. E-readiness ranking tool 

Tool Name Developer & countries 
studied

Intended application Overall analysis

E-readiness Ranking 
Tool

The Economist Intelli-
gence Unit and Pyramid 
Research, 2000 Has, since 
2000, published annual e-
readiness rankings of the 
world’s 60 largest econo-
mies. In 2004, it expanded 
the number of nations 
covered to 64.

Intended to allow the 
ranking of governments 
to gauge the success of 
their technology initia-
tives against those of other 
countries. It also provides 
companies that wish to 
invest in online operations 
with an overview of the 
world’s most promising 
investment locations.

The Economist Intelli-
gence Unit is the business 
information arm of the 
Economist Group and 
publisher of the Economist 
magazine. Nearly 100 
quantitative and qualita-
tive criteria, organized 
into six distinct categories, 
feed into the e-readiness 
rankings. The criteria 
assess countries’ tech-
nological infrastructure, 
their general business 
environment, the degree 
to which e-business is be-
ing adopted by consumers 
and companies, social and 
cultural conditions that in-
fluence Internet usage, and 
the availability of services 
to support e-business. 
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Connectivity and technological infrastructure is given an overall weight value of 
25% - it measures the access that individuals and businesses have to basic fixed 
and mobile telephony services, PCs and the Internet. Others are the affordability, 
quality and reliability of services.

Business environment is given an overall score of 20% - it evaluates the general 
business climate by screening 70 indicators covering elements such as the strengths of 
the economy, political stability, regulatory environment, taxation, competition policies, 
the labour market, quality of infrastructure, and openness to trade and investment.

Consumer and business adoption has an overall weight of 20% – it assesses how 
prevalent e-business practices are in each country, e.g. the share of retail commerce 
conducted online, and the extent of Internet use to overhaul traditional business 
processes.

Legal and policy environment is given an overall weight score of 15% - it assesses 
a country’s overall legal framework and specific laws governing Internet use, that 
is the ease of registering new businesses, strength of protection of private property 
(intellectual property), and more.

Social and cultural environment has an overall weight score of 15% - it assesses 
literacy and basic education as preconditions to being able to navigate the web; a 
population’s e-literacy - its experience using the Internet and its receptivity; and 
technical skills of the workforce.

Supporting e-services is given a weight score of 5% - it measures consulting and 
IT services and back office solutions, taking into account technological standards.

Readiness guide for living in the networked World

This tool was developed by the Computer Systems Policy Project (CSPP), a public 
policy advocacy group comprising the chairperson and chief executive officers of 
the United States IT companies. It is a self-assessment tool that is designed to help 
individuals and communities determine how prepared they are to participate in the 
Internet (or networked) world. The tool measures the prevalence and integration of 
ICTs in homes, schools, businesses, healthcare facilities, and government offices, with 
an additional focus on competition between access providers, speed of access, and 
government policy. Measurements are divided into five categories, namely:

Infrastructure• 
Access• 
Applications and services• 
Economy• 
Enablers - policy, privacy, security and ubiquity.• 
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Readiness for the networked World

This tool, or guide as it is called, was developed by the Centre for the International 
Development (CID) at Harvard University, and was first published in 2000. It 
measures 19 different aspects of e-readiness, including:

Availability of network access• 
Speed and quality of network access• 
Use of ICTs in schools, the workplace, economy, government and everyday • 
life

Table 7. Readiness for the networked world 

Tool Name Developer & 
countries studied

Intended application Overall analysis

Readiness for the 
Networked World

Centre for Interna-
tional Development 
(CID), Harvard Uni-
versity, 2001 Con-
ducts analyses leading 
to the evaluation of 
a mix of developed 
and developing coun-
tries.

The tool is intended for 
government policy makers 
to assess the state of the 
networked readiness of a 
community. It is targeted at 
communities in developing 
countries seeking to define 
strategies to participate in 
the networked world.

This tool builds on the CSSP frame-
work and has been developed in an 
academic setting. It presents a more 
balanced approach. The CID tool 
looks at 19 different categories or 
indicators that fall into 5 distinct 
groups: 1. Networked access 2. 
Networked learning 3. Networked 
society 4. Networked economy 5. 
Networked policy The tool analyzes 
each of the 19 indicators by classify-
ing a country according to one of four 
categories or stages of development. 
The tool itself does not compare 
different communities, but rather 
presents an assessment based on the 
given inputs to various questions.

Table 6. Readiness for living in the networked world 

Tool Name Developer & 
countries studied

Intended application Overall analysis

Readiness for Liv-
ing in the Net-
worked World

The Computer Sys-
tems Policy Project 
(CSPP), 1998 The 
tool is generally ap-
plicable; it does not 
examine any given 
country.

The CSSP self assessment 
tool is designed to help 
determine how prepared 
a community or a country 
is for participation in the 
networked world.

The CSSP is a public policy advocacy 
group and is comprised of chairper-
sons and chief executive officers of 
leading US information technology 
companies. The tool offers a series 
of 23 questions under 5 distinct 
groups: 1. The network (infrastruc-
ture) 2. Networked places (ac-
cess) 3. Networked applications and 
services 4. Networked economy 5. 
Networked world enablers



E-Readiness Assessment Methods and Tools  93

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

ICT policy• 
ICT training programs.• 

apec’s e-commerce Readiness guide

This tool was created by the Asian Pacific Economic Cooperation (APEC) Electronic 
Commerce Steering Group in 2000. Its aim is to help governments develop their own 
focused policies and adapt to their specific environment for the healthy development of 
e-commerce. The tool measures six categories of readiness for e-commerce, i.e.: basic 
infrastructure and technology (speed, pricing, access, market competition, industry 
standards, foreign investment, etc); access to network services (i.e. bandwidth, industry 
diversity, export controls and credit card regulation); and the use of the Internet (i.e. 
usage in business, government and homes). Other measures include:

Promotion and facilitation (referring to industry led standards)• 
Skills and human resources (i.e. ICT education and the workforce)• 
Positioning in the digital economy (i.e. taxes and tariffs, industry self-regula-• 
tion, government regulations and consumer trust).

• Basic infrastructure and technology
Access to necessary services• 
Current level and type of use of the Internet• 
Promotion and facilitation activities• 
Skills and human resources• 
Positioning in the digital economy.• 

Table 8. APEC e-commerce readiness assessment guide 

Tool Name Developer & 
countries studied

Intended application Overall analysis

APEC e-Com-
merce  Read i -
ness Assessment 
Guide

Asia - Pacific Elec-
tronic Cooperation 
(APEC), 2000 The 
tool has been used 
to evaluate various 
countries, such as 
Hong Kong and Ma-
laysia

Helps member govern-
ments develop policies that 
promote e-commerce

The guide was created with the 
influence of industry to assist with 
the policy making efforts of gov-
ernments. It is comprehensive in 
its coverage of e-readiness factors, 
with little analysis of the impact of 
past initiatives. It examines broader 
indicators of e-commerce, and these 
are encompassed in a series of ques-
tions that provide direction for the de-
velopment of desirable e-commerce 
policies and the removal of barriers 
to electronic trade.
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Risk e-Business tool (Ready? net.go)

This tool was developed by McConnell International (2000) in collaboration with the 
World Information Technology and Services Alliance (WITSA), and was first released 
in August 2000. Its aim is to assess a national economy’s e-readiness or capacity to 
participate in the global digital economy. It measures e-readiness in five areas:

Connectivity (infrastructure and access and pricing)• 
E-leadership (government policies and regulations)• 
Information security (intellectual property, privacy, and electronic • 
signatures)

• Human capital (ICT education and available skilled workforce)
E-business climate (competition, political and financial stability, foreign in-• 
vestment and financial infrastructure).

mosaic’s global internet Diffusion framework

This tool was developed by the Mosaic Group. Its aim is to measure and analyze the 
growth of the Internet throughout the world. It measures six dimensions: pervasive-
ness (per capita usage); geographic dispersion; sectoral absorption (use within major 
sectors of the economy); connectivity infrastructure; organizational infrastructure 
(state of the Internet service market); and sophistication of use. A country’s movement 
along these dimensions is shaped by a set of determining factors, including metrics 
such as teledensity, PC density, per capita GDP, foreign and domestic investment, 
educational systems, and government policy. The analyses focus on major social, 
economic, political, legal and regulatory environments as they affect the countries’ 
Internet status. The tool does not define an ‘e-ready’ society; rather it defines the 
readiness for growth of Internet infrastructure and its use. The tool uses a combina-
tion of statistics, narrative descriptions and comparisons to explain the growth of 
countries’ Internet pervasion, focusing on the Internet statistics described above. 
Essentially, it is used to describe, in depth, the relative growth of the Internet in the 
given countries. The rest of the details about this tool are explained in Table 10.

This tool analyses internet diffusion along six indicators namely:

Pervasiveness - level of use by individuals• 
Sectoral absorption - level of use by academic, commercial, health and gov-• 
ernment sectors
Connectivity infrastructure -quality and robustness of the underlying network • 
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infrastructure
Organizational infrastructure - the number of and robustness of the organiza-• 
tions (for example ISPs) providing the infrastructure
Geographic dispersion - how geographically dispersed the organizations pro-• 
viding the infrastructure are

Table 9. Ready? Net.Go 

Tool Name Developer & 
countries studied

Intended application Overall analysis

Ready?Net.Go McConnell Interna-
tional, 2001 The 2001 
report covered 53 
countries with an em-
phasis on developing 
countries, although 
no geographic region 
was predominant.

Designed to assess a coun-
try’s e-readiness or capac-
ity to participate in the 
global digital economy. 
It aims to evaluate who is 
ready, i.e. which countries 
are enabling businesses, 
governments and citizens 
to flourish in the net-
worked economy.

McConnell International is a con-
sulting firm helping clients with 
technology policy and strategy 
formulation. Clients include govern-
ments, NGOs, multinational orga-
nizations, and private sector firms. 
It analyzes a country’s e-readiness 
based on the following criteria: 1. 
Connectivity - whether networks 
are easy and affordable to access 
and use 2. E-leadership - the role that 
government and businesses play to 
promote the use of networked tech-
nologies in a country, and whether 
e-readiness is a national priority 3. 
Information security – whether the 
processing and storage of networked 
information can be trusted 4. Human 
capital – whether the right people are 
available to support e-business and to 
build a knowledge-based society 5. 
E-business climate - how easy is it 
to do e-business today?

Table 10. Framework of global diffusion of the Internet 

Tool Name Developer & 
countries studied

Intended application Overall analysis

Mosaic’s Global 
Internet Diffusion 
Framework

The Mosaic Group, 
2001 The tool has 
been used in 25 coun-
tries in Asia, the Mid-
dle East, and Central 
Europe. It has also 
been used in Finland 
and Hong Kong.

Designed to assess the state 
of Internet diffusion in a 
country. It is useful for busi-
ness stakeholders wishing 
to make use of and invest 
in the Internet; in debates 
about how to positively 
or negatively influence a 
policy’s use and develop-
ment; and to researchers 
studying the large-scale 
diffusion of complex inter-
related technologies.

The tool is rooted in academia. The 
framework analyses the diffusion of 
the Internet in a country along six 
main lines
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Sophistication of use - how intense the adoption of the technology has been.• 

The tool addresses all stakeholders: individuals, businesses and government. It is 
particularly suited for the study of a given community. While the tool is useful for 
policy making, it makes the comparative analysis of nations’ complex. The tool 
relies on a questionnaire as its primary source of data.

World information technology international 
survey of e-commerce

This tool was developed as a result of a survey carried out by the World Information 
Technology and Services Alliance (WITSA) in 2000. It defines a country’s e-readiness 
according to whether the country encourages consumer trust in e-commerce secu-
rity and privacy; offers better security technology, more trained workers and lower 
training costs; has less restrictive public policies and new business practices adapted 
to the information age; and offers lower costs for e-commerce technology. The tool 
functions as an international survey that solicits the views of information technology 
industry associations on the best ways to encourage the growth of electronic commerce. 
The tool focuses on the direct experiences of companies with e-commerce and their 
subjective views of what is needed to promote e-commerce. The questions cover a 
range of issues, including barriers to the technological industry, the role of consumer 
trust, problems with e-commerce technology, internal business practices that support 
e-commerce, workforce problems, taxes, public policy issues, and resistance from 
consumers (Bridges.org, 2001).

The assessment is carried out by asking technology companies a series of questions 
on their experiences with regard to barriers they come across when using e-commerce 
technology and recommendations for improving e-commerce. The output from the 
survey is usually presented in the form of a report that publishes and compiles answers 
from survey participants through charts and a narrative account of the answers. This 
tool has been used in 27 countries, with a good mix from both the developed and 
developing worlds (Dutta and Jain, 2004). Recommendations that have been made 
using this tool include working on solutions dealing with consumer trust, technology, 
creating a skilled workforce, public policy (such as trade, taxation, and encryption), 
new business models for ICT integration, and the cost of e-commerce. Further details 
about the tool are reflected in Table 11.
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saDc e-Readiness assessment tool

This tool was developed following the recommendations of the South African Devel-
opment Community (SADC) Heads of States’ declaration on ICT held in Blantyre, 
Malawi, from the 5th – 14th of August, 2001. This was followed by the setting up 
of an ICT Task Force which was charged with the responsibility of studying the 
e-readiness status of member states. The Task Force consisted of representatives 
from a few member states, academia and the private sector. The work of the Task 
Force was largely underpinned by the New Partnership for Africa’s Development’s 
(NEPAD) philosophy that new solutions befitting Africa need to come from the 
continent. The Task Force team formulated a framework for e-readiness assessment 
after conducting a review of other e-readiness studies. This framework was used to 
conduct e-readiness studies at macro level in all 14 SADC member countries.

The SADC E-readiness Framework measures e-readiness based on variables 
such as (SADC E-readiness Task Force, 2002): basic quality of telecommunications 
services and underlying infrastructure (e.g. the availability of landlines); legislation 
and policy frameworks; cultivation of ICT awareness and positive attitudes; general 
email and Internet use; education and training; PC penetration in businesses; afford-

Table 11. International survey of e-commerce tool 

Tool Name Developer & 
countries studied

Intended application Overall analysis

International Sur-
vey of e-Com-
merce tool

The World Infor-
mat ion  Technol -
ogy and Service 
Alliance (WITSA), 
2000 Has surveyed 
27 states, with a good 
mix of developing and 
developed countries.

The tool seeks to deter-
mine: 1. What factors are 
most important for the de-
ployment of e-business? 2. 
The degree of business 
and consumer use of e-
commerce. 

WITSA is a consortium of 38 IT 
industry associations that are often 
involved in policy-influencing activi-
ties. Their cross national perspectives 
are reflected in this tool; it has no 
special focus but highlights eight 
global issues in the development 
of e-business: 1. Trust, security and 
privacy 2. Technology 3. Workforce 
issues 4. Public policy 5. Taxation 6. 
Business processes 7. Costs 8. Con-
sumer attitudes The tool is not meant 
to provide an understanding of coun-
try specific readiness measures of e-
commerce. The results are important 
for policy makers seeking to under-
stand the primary concerns around 
the development of e-business. Most 
of the factors considered in this tool 
are policy issues that fall under the 
remit of governments rather than the 
private sector.
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ability of telecommunications services; e-commerce adoption; content development; 
and the use of the Internet for global trade and other commercial activities. The 
framework also measures human factors that enable the use of technology. Such 
human factors include: education and training; access to media such as television 
and radio; relevant local content; the availability of electricity; ICT usage skills; and 
the application of different technologies. The tool has three levels of e-readiness 
which overlap as described below:

• Fundamental level: This level consists of the ground level enablers of e-
readiness. It covers basic telecommunications, such as voice services, and 
basic underlying infrastructure and human factors that enable the use of tech-
nology. The latter include electricity, education, and access to media.

• Middle level: The second step in technology adoption involves access to 
more advanced telecommunications (data) services, including e-mail and the 
Internet, and the first stages of ICT infrastructure, with a specific focus on 
priority applications such as e-government, e-education, and e-health. The 
focus here therefore also rests on PC penetration in schools, clinics, commu-
nity centres, government offices and businesses.

• Advanced level: The advanced level consists of latter stages and higher 
levels of ICT infrastructure and its applications, and implies the use of the 
Internet for global trade and other commercial activities. This calls for the ex-
istence or establishment of well developed banking infrastructure and other 
commercial and legal support mechanisms and policy frameworks.

More details about this tool are described in Table 12.

the World Bank e-Readiness assessment framework

The World Bank E-readiness tool provides a framework to support information 
and communication technologies in its client countries. The World Bank identifies 
six crucial areas wherein governments need to take action. These include (World 
Bank Group, 2002):

Establishing general competition and legal frameworks• 
Developing access infrastructure• 
Developing e-commerce, content and convergence• 
Promoting ICT application in government and the private sector• 
Developing Human resources skills.• 
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negotiating the Digital Divide guide

This tool was developed by the Centre for International Development and Conflict 
Management (CIDCM) at the University of Maryland in partnership with the United 
States Agency for International Development. It was designed to assess the advance-
ment of the Internet, with a particular focus on the sub-Saharan African region. Thus 
far, the tool has been used to assess the e-readiness of countries such as Ghana, 
Senegal, Kenya, China and Brazil (Dutta and Jain, 2004). The tool examines the 
deployment of the Internet as categorized into four stages:

Table 12. SADC e-readiness framework 

Tool Name Developer & 
countries studied

Intended application Overall analysis

SADC E-readiness 
Framework

SADC E-readiness 
Task Force, 2002 The 
framework was de-
veloped to conduct 
a study on 14 SADC 
member countries to 
establish their status 
of e-readiness.

The tool was developed 
to determine the level 
of e-readiness in SADC 
member countries accord-
ing to competence in e-
governance, e-services, e-
business, ICT awareness, 
infrastructure, and policy 
and regulatory frame-
works, among others.

The tool has three overlapping levels 
of e-readiness: fundamental, middle, 
and advanced.

Table 13. World Bank e-readiness assessment framework 

Tool Name Developer & 
countries studied

Intended application Overall analysis

World Bank E-
readiness Assess-
ment Framework

The World Bank. The 
framework places an 
emphasis on the de-
velopment of reliable, 
comprehensive infor-
mation infrastructure 
in developed and de-
veloping countries.

1. The tool is based on the 
philosophy that countries 
with pervasive informa-
tion infrastructures that 
use innovative information 
technology applications 
possess advantages of 
sustained economic growth 
and social development. 2.
The tool focuses on the 
following ICT strategies: - 
Access infrastructure - E-
commerce and conver-
gence - Promoting IT and 
IT-enabled industries - 
E-governance - Human 
resources and capacity

The tool focuses on 6 key areas: 1. 
General competition and policy and 
legal frameworks 2. Access infra-
structure 3. E-commerce, content and 
convergence legislation 4. Promoting 
ICT application in the government, 
private and social sectors 5. Industrial 
policies for the IT industry 6. Human 
resource skills
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Pre-commercial• 
Commercial• 
Competitive• 
Consolidated.• 

The guidelines for the use of the tool recommend a combination of question-
naires and statistical analyses. It identifies the deployment of the Internet as being 
divided into four stages, namely:

1.  Pre-commercial
2.  Commercial
3.  Competitive
4.  Consolidated.

The tool also considers the ease and speed of negotiation between the different 
actors, i.e. individuals, businesses, governments and NGOs. Global Technology 
Index (GTI)

This tool was developed in 2002 by Dr. Howard Rubin, an IT consultant from 
Metricnet.com (a research firm that provides information consultations). The tool 
covers more than 50 countries spread across all the world’s most important com-
mercial zones. It has an even mix of developed and developing countries. The tool is 
meant to measure the economic dynamism, strength, and technological capabilities 

Table 14. Negotiating the digital divide 

Tool Name Developer & 
countries studied

Intended application Overall analysis

Negotiating the 
Digital Divide

Centre for Interna-
tional Development 
and Conflict Manage-
ment (CIDCM), Uni-
versity of Maryland.

The tool focuses on ana-
lyzing the development of 
the Internet in developing 
countries, particularly in 
African countries.

This tool is the work of CIDCM, 
an academic institution involved in 
conflict management and preventive 
diplomacy, in partnership with the 
U.S. Agency for International Devel-
opment. The tool was designed not 
only to assess the advancement of the 
Internet, but also its enablement, with 
a particular focus on the sub-Saharan 
African region. CIDCM seeks a re-
usable model; however, the individual 
studies are nation-specific.
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and potential of a country. This tool covers five factors to measure the GTI, namely 
(Dutta and Jain, 2004):

Knowledge jobs• 
• Globalisation

Economic dynamism and competition• 
Transformation into the digital economy• 
Technological innovation capacity.• 

More details about this tool are presented in Table 15.

international Records management 
trust (iRmt) e-Readiness tool

IRMT is a UK-based non-profit organization that was established in 1989 to help 
build solutions for managing public sector records in developing countries. Over the 
last decade, it has played a pioneering role in addressing the relationship between 
records management and good governance. IRMT supports governments worldwide 
in building the infrastructure for managing public sector records. In partnership 
with public sector institutions, international donors, professional associations and 
academic institutions, it provides free records management training and resource 
materials, including the e-records readiness tool. The e-records readiness tool has 
been designed to enable governments to conduct high level assessments on key 
areas of e-records readiness in relation to other aspects of government in order to 
determine whether the records and information management infrastructure is capable 
of supporting government initiatives (IRMT, 2004).

IRMT’s (2004) e-readiness tool uses a brief questionnaire to provide a risk as-
sessment of e-records readiness in government at national and enterprise level. The 
tool consists of twelve components of e-records readiness. Areas addressed by the 
tool include: staff competencies in maintaining software and hardware; training 
programmes for information management staff; relevant ICT qualifications and 
experience; human resource strategies; ability of staff to recognize the importance 
of well managed information; availability of telecommunications infrastructure 
to support growing volumes of work; adequacy of electric power; formal records 
management practices; provision for the storage and retrieval of information; access 
to online/electronic information; information management policies & responsibili-
ties; tools and procedures for information management; availability of information 
management products and technologies; internal and public awareness programmes 
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of information management; compliance with information management procedures, 
i.e. security, backup, confidentiality, etc; guidelines for good practices in computer 
systems’ security, backup and business continuity planning; adequacy of resources for 
e-records management; documentation standards and system engineering procedures 
for ICT; and ICT systems and formal requirements management processes.

The IRMT e-readiness assessment tool also provides guidelines for the manage-
ment of electronic records; standards/formats for the storage and retrieval of data; 
information management policies on centralization/decentralisation; basic clas-
sification schemes for the information in place; policy on how information should 
be organized; ease of access to records or information; ICT strategies; presence of 
information management units; regular budgets to support information manage-
ment; ICT awareness initiatives to new members of staff; published rules of access 
to information; and supportive legal and regulatory frameworks for information 
management. Other aspects of the IRMT tool include:

Legal framework for e-commerce activities• 
Freedom of information and protection of privacy• 
Adequacy of a nation-wide ICT infrastructure• 
Reliable electrical power sources.• 

e-europe model for Building skills in information society

In a knowledge economy, knowledge and information are paramount; therefore 
citizens need new skills to adapt to rapidly changing life and work environments if 

Table 15. Global technology index 

Tool Name Developer & 
countries studied

Intended application Overall analysis

Global Technol-
ogy Index

Dr. Howard Rubin, 
Metrinet.com, 2002.

Intended to measure the 
economic dynamism, 
strength, and the techno-
logical capabilities and 
potential of a country.

Metricnet.com is a data collection and 
distribution service and a division of 
the META group. The 2002 Global 
Technology Index is one of many 
such reports available at metricnet.
com. The data for this report, how-
ever, is derived from statistics from 
independent data sources. The five 
factors used to measure GTI are: 1. 
Knowledge jobs 2. Globalization 3. 
Economic dynamism and competi-
tion 4. Transformation into the digital 
economy 5. Technological innova-
tion capacity
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they are to fully participate in society. In order to ensure that everyone effectively 
uses and benefits from ICT in life and work, communication and learning initia-
tives have come to be an important priority in Europe. The e-Europe Action Plan 
focuses on the following areas in terms of human resource development (e-Europe 
Action Plan, 2004): digital literacy; access and effective use of ICT; addressing 
digital divide issues; ICT skills development; lifelong learning, particularly for 
those whose access to these technologies is limited because of distance, social 
situation or special needs; and information literacy to cope with the vast amount of 
information being generated.

World economic forum framework

The World Economic Forum Framework is summarised in Table 16 below.

micRo e-ReaDiness assessment tools

While there are several tools available for measuring e-readiness at macro or na-
tional level, there is a paucity of tools for sectoral assessments. There is a fallacious 
assumption about ICT and small-sized enterprises that the significance of ICT at 
national level is the same as the significance at an individual firm level. However, 
e-readiness at sectoral level is influenced by a different set of economic, social and 
geographical circumstances; therefore similar strategies cannot be applied wholly 
to such an environment without being tailor-made to suit its specific needs for the 
short, medium and long term. Industry sector differences and management char-
acteristics and the supplier-customer environment of firms are some of the factors 
that influence the degree of e-readiness of SMEs.

A few studies globally have attempted to evaluate e-readiness from a micro-
perspective. Only a small number of e-readiness assessments at micro-level with 
respect to ICT adoption in SMEs have been undertaken in the United States, Australia, 
Europe and Asia. Micro e-readiness studies are important as they capture many of 
the factors that may escape macro-analyses, and hence offer a more accurate pic-
ture of the phenomena. Rizk (2004), in a study on the Egyptian SMEs in the textile 
industry, assessed the firms’ levels of connectivity, awareness and use of ICTs in 
marketing, production and management. Rizk ranked the level of e-readiness of 
each firm by averaging all the variables under study according to low, medium 
and high scores. Using the same categorisation, Rizk was able to show the level 
of e-readiness of each firm on a given variable. Rizk also assessed the effect of a 
firms’ size on their preparedness to embrace ICTs and identified the nature of and 
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the barriers to the ICT use of these firms. Rizk’s Micro E-readiness Assessment 
tool is shown in Table 17.

Agriculture and Food Canada (2001), in a study on the e-readiness of SMEs in 
the agricultural sector in Canada, defined the degree of e-readiness of a business 
along a continuum on a scale of 1 to 7, as follows:

1.  Limited use of computers
2.  Reasonable use of computers
3.  E-mail and access to Internet
4.  Corporate website (info only)
5.  Interactive corporate website
6.  Taking orders/ordering over the Internet
7.  Taking payments on the Internet.

The logic behind the seven point scale is that it can allow for a grouping of SMEs 
along a continuum of current and expected degrees of ‘e-readiness’. Under this scale, 
companies that undertake activities falling under levels 6 and 7 can be said to have 
achieved a high sophistication of e-readiness. Moreover, it is assumed that the degree 

Table 16. World Economic Forum Framework 

Tool Name Developer & 
countries studied

Intended application Overall analysis

World Economic 
Forum Frame-
work 

World Economic Fo-
rum.

The tool emphasizes the 
importance of telecom-
munications deregulation 
and liberalization and the 
benefits it can bring to the 
ICT industry. 

The tool focuses on three main 
areas: 1. Regulatory environment 
–macro-economic, industrial sector 
specific policies. 2. Infrastructure 
– computer hardware, satellite con-
nections, etc. 3. Ground level initia-
tives such as public access to ICT by 
communities, and entrepreneurship.

Table 17. Rizk’s micro e-readiness Assessment tool 

Tool Name Developer & 
countries studied

Intended application Overall analysis

Rizk’s Micro E-
readiness Assess-
ment tool

Nagla Rizk, 2002 The 
tool has been used to 
assess the e-readiness 
of micro-enterprises 
in Egypt’s textile sec-
tor.

An attempt to model e-
readiness at micro level 
by adapting and modifying 
macro e-readiness tools.

The tool covered 6 areas, namely: 1. 
E-infrastructure 2. Human capital 3. 
Connectivity 4. ICT awareness 5. 
ICT usage 6. Barriers to ICT usage
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of e-readiness is a function of a firm’s, CEO’s and stakeholder’s characteristics; and 
the nature of stakeholder interaction. Other measures include:

Supplier environment• 
Customer environment• 
Present day e-business and e-readiness of the company• 
Perceived costs and benefits• 
Barriers for adopting e-commerce.• 

A summary of the Agriculture and Food Canada E-readiness Assessment Tool is 
reflected in Table 18 below.Other micro e-readiness assessment tools are presented 
in Tables 19 and 20.

stRengths anD Weaknesses of 
e-ReaDiness assessment tools

Each of the existing e-readiness tools has its own strengths and weaknesses. For in-
stance, APEC’s e-commerce readiness guide’s strengths lie in its comprehensiveness 
and ease of use. However, its major weakness, as with all the other assessment tools, 
is that it is meant for macro level assessment and is not suitable for the assessment 
of sectoral e-readiness (for example of SMEs). The tool also does not give enough 
attention to information access - a critical element for SMEs wishing to partake in 
the digital economy.

From an information science point of view, the way information is structured, 

Table 18. Agriculture and food Canada e-readiness assessment tool 

Tool Name Developer & 
countries studied

Intended application Overall analysis

Agriculture and 
Food Canada Mi-
cro – E-readiness 
Assessment Tool

Agriculture and Food 
Canada, 2001 The 
tool has been used to 
study the e-readiness 
of SMEs in the food 
and agricultural sector 
in Canada.

Intended to measure e-
readiness on a 7 point scale 
that allows the measure of 
not only the current degree 
of e-readiness, but the ex-
pected degree as well.

The tool defines the degree of e-readi-
ness of businesses along the following 
continuum of seven levels Leve1: 
Limited use of computers Level 2: 
Reasonable use of computers (no 
e-mail) Level 3: E-mail and access 
to the Internet Level 4: Corporate 
websites (info only) Level 5: In-
teractive corporate websites Level 
6: Taking orders/ordering over the 
Internet Level 7: Taking payments/
paying over the Internet
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stored, retrieved and manipulated through the formalism of information modelling 
is of critical importance in the e-readiness assessment tools. It is important that the 
assessments of information readiness (as part of e-readiness) within SMEs consider 
how the information systems available connect the users to the information sources 
relevant to their needs, with expectations that the users would be able to retrieve 
and internalise that portion of information required to achieve knowledge and 
satisfy their needs. However, most existing macro e-readiness tools have relegated 
the importance of information to the periphery and instead put more premium on 
infrastructure, legal and policy frameworks, the business environment and human 
resources.

The existing tools apply mostly quantitative as opposed to qualitative methods. 
Qualitative tools would focus more on human factors, such as perception, attitudes, 

Table 19. SME survey tool (South Africa) 

Tool Name Developer & 
countries studied

Intended application Overall analysis

SME survey tool 
(south Africa)

Hewlett  Packard, 
ABSA bank and Price-
WaterhouseCoopers 
in South Africa.

Used to study the annual e-
readiness of SMEs in South 
Africa.

The tool measures the competi-
tiveness of various firms in the 
following areas: 1. Productivity 2. 
Profitability 3. Cost reduction 4. 
Market share The tool measures: 1. 
Use of ICTs 2. ICTs implemented 3. 
Support provided 4. Barriers to ICT 
use 5. Services which ICTs are used 
for 6. Impact of ICTs

Table 20. Holistic approach (Ireland) tool 

Tool Name Developer & 
countries studied

Intended application Overall analysis

Holistic approach 
(Ireland)

Ramsay et. al (2003) Designed to measure the 
e-opportunities of service 
sector SMEs in Ireland.

The tool is divided into three stag-
es: Stage 1: Covers organizational 
demographics such as: 1. Types of 
services offered 2. Market environ-
ment 3. ICTs, i.e. attitudes to e-
business or awareness of benefits, 
actual Internet access, and Internet 
usage. Stage 2: Covers web sophis-
tication functionalities such as: 1. 
Nature of services 2. E-commerce 
usage 3. Level of sophistication and 
functionality of websites Stage 3: 
Covers case studies including: 1. 
Internal e-enablers 2. Internet com-
merce usage 3. The real barriers
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acceptance of ICT, and the like. The e-readiness tools available also do not assess the 
impact of e-readiness on enterprises or organisations. In general, the existing methods 
and tools were developed to measure the e-readiness of countries and make compari-
sons based on the average scores of various variables. The tools seem to operate on 
the principle of ‘one-size-fits-all’. The existing tools also fall short of integrating the 
various metrics of existing e-readiness assessment models. For example, whereas 
Harvard University’s model looks at how ICTs are currently used in society, APEC’s 
tool focuses on government policies for e-commerce (Bridges.org, 2001). APEC’s 
tool also provides very little coverage of technology in society; locally relevant con-
tent and products; and the training required for people to perform electronic business 
transactions. Moreover, APEC’s survey measures specific environments against a 
single standard of how a country should be in order to promote e-commerce, implying 
that the same structure of e-commerce is applicable to any country.

The rest of the e-readiness tools seek to measure e-economy metrics and e-society 
indicators. The e-economy assessment tools look at the ability of ICT to impact on 
the economy, while e-society assessment tools look at the potential impact of ICT 
on greater society (Grigorovici et al., 2003:26). In general, a common parameter in 
macro e-readiness assessments is the inclusion of some measure of physical infra-
structure/usage (e-infrastructure) and education (including knowledge of ICTs). These 
represent the lowest common denominator for assessing the macro e-readiness of 
countries, and are complemented by policy and economic environment settings.

The macro e-readiness assessment tools have also been criticized for ignoring 
the internal divides existing between developed and developing countries. For ex-
ample, the Harvard framework of e-readiness proves insufficient because it limits 
itself to gathering certain facts about the penetration and use of ICT (mostly in the 
form of global averages), while completely neglecting socio-economic contexts 
and historical and cultural backgrounds. The Harvard framework does not take into 
account the more general effects of an illiterate society. It is also biased in favour 
of the middle class consumer of developed countries, and does not identify or offer 
bridging solutions that could benefit more people, especially the illiterate and the 
poor. Harvard’s e-readiness assessment assumes that one is either connected to the 
Net or not, an assumption that does not apply to large portions of developing coun-
tries. The Harvard method also ignores the fact that the Internet boom in developed 
countries has had a solid background sustained by the consistent development of 
in-house, applied ICT, accompanied by the systematic re-engineering of business 
processes in both the public and private sectors, even long before the public form 
of the Internet appeared (Arce and Hopmann, 2002:1, 22).

The macro e-readiness tools are limited in scope and also lack detailed descrip-
tions of how to use the tools in practice. Across the board, most tools simply state 
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what factors are necessary for e-readiness, but do not provide any detailed rationale 
as to why (Bridges.org, 2001).

choosing the Right e-ReaDiness assessment tools

Choosing the right e-readiness assessment tool depends on the users’ goals and 
needs. For example, if the goal is to assess a country’s preparedness for e-commerce, 
APEC might be the best-suited tool, first because it is quite detailed with its 100 
questions, and second because it is straightforward to use. However, if the goal is 
to assess the current level of technology in a region in order to forecast future tech-
nological growth, there are a number of options. Questionnaires, such as the CID 
and CSPP guides, measure a wider set of statistics, such as bandwidth, reliability, 
pricing, and usage in homes, schools, businesses, and government. However, these 
are very rough measurements because the granularity is low for answers – users 
can only choose from one of four multiple choice answers.

CSPP and CID are therefore considered best for a quick but rough assessment 
of the use of technology. On the other hand, if the goal is to understand the relative 
roles of political, economic, and social factors in technology’s growth and use, then 
the use of statistical methods, such as McConnell’s International’s method, are better 
suited. If the goal is to understand why particular countries progress differently, the 
case-study method used by Mosaic and CIDCM may be appropriate. However, if 
the goal is to assess the effects of the technology on the lives of people and consider 
how widely the technology is being used, then the digital divide reports may be more 
helpful. The digital divide reports focus on education, local and relevant content, 
and the effective use of technology across society (Bridges.org, 2001). Clearly, 
none of the existing e-readiness assessment tools is exhaustive with regard to the 
parameters one would wish to measure in any e-readiness assessment study. Bridges.
org (2001) noted that it might be faulty to use a single standard of measurement 
at all. This is because there has been no single social, political, and/or economic 
model identified as the most successful in harnessing information technology. The 
attempt in this book to model an integrated tool (described elsewhere in this book) 
could help partly fill this lacuna.

conclusion

This chapter discussed various e-readiness assessment tools. Largely, the existing 
e-readiness assessment tools are designed to investigate macro levels and not micro 
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sectoral entities such as SMEs. Macro e-readiness assessment tools are diverse, as 
reflected in the various definitions and methods of assessment. The choice of the tool 
therefore mainly depends on its purpose, and who is carrying out the investigation. 
The existing tools focus more on ICTs and the business environment, but pay little 
attention to information access, which is an important variable in empowering small-
sized enterprises in the global competitive networked world. The macro e-readiness 
tools that exist fail to address the impact of e-readiness on business organisations, and 
often do not provide suggestions on what is needed to move a country, for example, 
up the e-readiness ladder. The existing macro e-readiness assessment tools are also 
largely quantitative, with their methods of data collection mainly based on short 
survey questionnaires, and as such, very little information is captured on people-
centric issues such as perceptions, attitudes, skills, and awareness. Without these 
detailed qualitative aspects of e-readiness, a void exists in decision making processes 
on how improvements can be made to enhance the status of business organisations. 
Furthermore, the existing e-readiness tools were designed to model situations in 
developed countries, and therefore their application to different environments (for 
example, to developing countries) may not reflect accurate results.

This chapter has significant implications for governments and managers of small-
sized enterprises. Governments must deploy suitable e-readiness tools to ensure that 
accurate results are obtained to assist in planning and policy formulation. Without 
accuracy, resources may be wasted by investing in areas that are unprofitable. 
Similarly, managers of SMEs must be conversant with appropriate e-readiness tools 
if they are to effectively use e-readiness outcomes in order to identify their actual 
competitive position in the world.

RefeRences

Agriculture and Food Canada. (2001). The e-readiness of Canadian Agriculture and 
Food Canada SMEs. Retrieved on March 21, 2004, from http://www.agr.gc.ca/misb/
fb/food/ecommerce/eready/introduction_e.html

APEC. (1995). APEC survey of technology information needs and training oppor-
tunities for SMEs, APEC Committee on SME. Manila, Republic of the Philippines: 
Coordinating Agency, Dept. of Trade and Industry. Retrieved on August 21, 2004, 
from http://www.actetsme.org/index.html

Arce, M. E., & Hopmann, C. (2002). The concept of e-readiness and its application 
in developing countries: Methodological problems and results for the e-readiness 
of Nicaragua (pp. 1-25). Managua: Nicaragua National Chamber of Industries.



110  E-Readiness Assessment Methods and Tools

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

Bridges.org. (2001). Comparison of e-readiness assessment models: Final draft. 
Retrieved on July 16, 2003, from http://www.bridges.org/eredainess/tools.html

Dutta, S., & Jain, A. (2004). The networked readiness of nations: Global information 
technology report 2003-2004. Retrieved on August 25, 2004, from http://unpan1.
un.org/intradoc/groups/public/documents/APCITY/UNPAN014654.pdf

Economist Intelligence Unit & IBM Corporation. (2004). Scandinavia consolidates 
lead in fifth annual economist intelligence unit e-readiness rankings. Retrieved 
on April 14, 2007, from http://www.store.eiu.com/index.asp?layout=pr_story-
andpress_id=1260000726 e-Europe Action Plan. (2004). Building skills for the 
information society. Retrieved on November 8, 2004, from http://europa.eu.int/
information_society/edutra/skills/index_en.htm

Economist Intelligence Unit Limited. (2001). E-readiness rankings. New York: 
Economist Intelligence Unit.

Grigorovici, D. M., Schement, J. R., & Taylor, R. D. (2003). Weighing the intan-
gible: Towards a framework for information society indices. University Park, PA: 
Institute for Information Policy, Pennsylvania State University.

IRMT-International Records Management Trust. (2004). The e-records readiness 
tool. London: IRMT.

McConnell International. (2000). Risk e-business: Seizing the opportunity of global 
e-readiness. Retrieved on September 14, 2004, from http://www.mcconnellinterna-
tional.com/ereadiness/EreadinessReport.htm

Rizk, N. (2004). E-readiness assessment of small and medium enterprises in Egypt: 
A micro study. Cairo: American University. Retrieved on August 9, 2004, from http://
www.sba.luc.edu/orgs/meea/volume6/Rizk.htm

SADC E-readiness Task Force. (2002). SADC e-readiness review and strategy (p. 
1060). Johannesburg: SADC.

UNCTAD. (1998). Handbook on foreign direct investment by small and medium-
sized enterprises: Lesson from Asia. Geneva: UNCTAD.

World Bank Group. (2002). Building Africa’s communication infrastructure (p. 
105). Washington, D.C.: The World Bank.

World Information Technology and Services Alliance. WITSA. (2000). The world 
information technology and services alliance international survey of electronic 
commerce. Retrieved on April 12, 2007, from http://www.witsa.org



E-Readiness of SMEs  111

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

Chapter 8

E-Readiness of SMEs

intRoDuction

Increasingly, SMEs are achieving and sustaining competitive advantages using ICT 
that are propelling and accelerating the globalization of businesses. The growth of 
the Internet has created a global, cost-effective platform for businesses to com-
municate and conduct commerce. The Internet is making it possible for SMEs to 
enjoy the benefits that were once only afforded to larger businesses. A study by 
Ramayah et al. (2003) in Malaysia revealed that most SMEs in that country are 
increasingly embracing e-commerce and spending increasing amounts of money 
on information technology, with subsequent higher revenues. SMEs in the digital 
economy have significant advantages over larger competitors (Dejonckheere et al., 
2003) arising out of:
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Increased outsourcing of information activities, resulting in new business • 
opportunities
The low degree of capital intensity of many e-businesses, which has resulted • 
in relatively low start-up and exploitation costs
Enhanced speed of decision-making and innovativeness• 
Electronic networking and clustering, which allow SMEs to combine the • 
advantages of being small-sized with the various benefits of large scale 
enterprises.

Despite the increasing awareness amongst SMEs of the importance of ICT to 
enhance their businesses, most are only able to implement basic online transactions 
such as daily sales, customer liaison, advertising company products, soliciting prices 
and communicating via e-mail. In developing countries, it would seem SMEs are 
not under pressure to move most of their transactions online, in part because most 
clients, including governments, do not have the requisite infrastructure. Selhofer 
(2003) observes that e-business requires appropriate network access (including suf-
ficient bandwidth), internal hardware and software solutions, and procedural and 
managerial readiness to deal with online transactions, from simple web presence to 
the fulfilment of customer orders. The various levels of transacting business online 
by SMEs can be grouped into four progressive stages as follows:

Stage 1: Websites at this stage offer goods and services in the form of static 
information on web pages. Examples of the kind of information one finds here in-
clude online brochures and information services. At this point, there is usually no 
individual ordering or other online services.

Stage 2: Websites are interactive, with dynamic feedback and individualised 
product information. Here one comes across real time statistics, database search 
options, product catalogues and e-mail interfaces.

Stage 3: The websites in stage 3 provide interactive features to customers, with 
the possibility of online ordering and payments with a credit card. Typical examples 
of applications and information at this stage are online shops; online markets (shop-
ping malls); airline or theatre ticket sales; online contracts, etc.

Stage 4: Websites provide more sophisticated interactive features. Examples are 
suppliers of music on demand and software distributors, and general online sales, 
transactions and distribution.

Most SMEs in developing economies are reported to be at stage 1, with a few 
at stage 2, suggesting that their e-readiness status is very far from allowing them to 
effectively participate in the global business environment.
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e-ReaDiness Decision aDoption 
pRocesses among smes

There are various factors that influence the e-readiness adoption decisions of SMEs. 
One such aspect is the degree and level of communication that is required across the 
enterprise. It is generally expected that firms with dispersed, multi-location facilities 
would be more advanced in their use of the Internet as a means of communication. 
Firms in a single location do not require any sophisticated method to communicate 
with their employees; hence single location firms, in relation to multiple location 
firms, generally rank lower in terms of their degree of e-readiness. The type of a 
firm’s ownership may also be linked to the degree of the firm’s e-readiness. The 
degree of a firm’s e-readiness tends to be highest if the firm is publicly owned, fol-
lowed by firms that are private but non-family owned, and lastly by firms that are 
family owned (Agriculture and Food Canada, 2001).

The characteristics of senior management, especially of the chief executive, 
might also have an important impact on the level of e-readiness. E-readiness as-
sessments of SMEs in the US and Canada have shown that the lower the education 
level and higher the age and tenure of the chief executive, the lower is his/her inter-
est in enhancing a firm’s degree of e-readiness. Comparatively, a chief executive 
with a higher level of education tends to promote a higher degree of e-readiness 
in his/her firm. Generally, small-sized enterprises rank lower in terms of their 
degree of e-readiness compared to larger firms. A firm’s decision to undertake an 
e-readiness investment is often first based on the amount of investment required to 
become e-ready, and second on the perceived benefits that can be gained by doing 
so (Agriculture and Food Canada, 2001). The e-readiness adoption decision is also 
influenced by the nature of the supplier, customer interactions and the environment. 
In particular, the number of suppliers, their geographical proximity, and the number 
and complexity of transactions and contractual relationships influence e-readiness 
adoption decisions.

The simpler and smaller the number of transactions, the lower the business’s 
reasons for adopting a very high degree of e-readiness. Firms will have a higher 
propensity for e-readiness if they are dealing with suppliers that are heavy users of 
technology and who encourage them to use the Internet. Furthermore, the farther 
away the major suppliers, the greater the logic behind using electronic means to 
transact with a firm’s customers; consequently, the greater the influence on the 
degree of the firm’s e-readiness. The adoption of the Internet by SMEs can also be 
influenced by the e-readiness status of the customers they transact business with. 
Thus, the impetus to improve the degree of e-readiness can stem from the SMEs 
side of the equation and/or from the customer side.
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The degree of e-readiness has been found to vary according to a firm’s size as 
measured by annual sales. In Canada’s Agricultural sector, firms with annual sales 
greater than US$ 75 million have the highest percentage of respondents with high 
scores in their degree of e-readiness, while firms with annual sales of less than US$ 
1 million have the highest percentage of respondents ranked with low levels of e-
readiness. The degree of e-readiness also varies by size as measured by the number 
of employees. Firms with less than 50 employees tend to have the highest percent-
age of respondents with low scores in their degree of e-readiness, while firms with 
more than 50 employees have a higher percentage of highly ranked respondents in 
terms of the same (Agriculture and Food Canada, 2001).

The growing impetus for the adoption of ICTs in SMEs around the world is 
also being driven by the falling costs of hardware and software, more user friendly 
software, easy to install personal computer networks, and a number of other related 
factors. The most widespread use of the new technologies exists largely in enter-
prises that have adopted the most thorough range of work organisation changes, 
such as the decentralisation of decision making and the organisation of work into 
semi-autonomous task-oriented teams. E-readiness adoption is affected by a mul-
tiplicity of other factors. The World Economic Forum (2002:15-18) suggested that 
three major factors motivated developing countries’ decision-makers to improve 
e-readiness and promote the adoption of ICT in their countries. The first was that 
ICT promises enormous benefits as part of the solution to economic and social 
problems by empowering people in developing countries and enabling them to better 
themselves. Another motivation is that countries face the threat of being left even 
further behind if they do not address the growing digital divide, both between and 
within countries. There is also growing pressure from the international community, 
especially foreign donors and lending agencies, for recipient countries to integrate 
ICT into their development aid programmes.

As already mentioned, e-readiness adoption decisions are also influenced by the 
traditional costs and benefits of economic investment, the complexity of technol-
ogy, and the e-readiness of the SMEs’ supplier-customer chain. Southwood (2004a) 
observes that in Kenya, for example, the country’s national carrier (Kenya Air-
ways), driven by its vision of becoming a world class airline, realized after market 
analysis that it suffered various handicaps by having its market base in Africa, key 
among which was the lack of access to proper ICT infrastructure. The company 
acknowledged that it had a customer base outside Kenya who perceived buying 
tickets over the Internet as normal. Recognizing that the travel market was moving 
into cyberspace, the airline came to realize that it had to move with its competitors 
into that environment. The airline was also driven by lower Internet tariffs to start 
online ticket sales.
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inteRnational e-ReaDiness status of smes

Levels of e-readiness have implications for the capacity of SMEs to partake in the 
global digital economy. Generally, most governments across the world have been 
investing in ICTs to enable SMEs to enhance their productivity and competitiveness. 
Information Society Index measures have shown that half of the countries from West-
ern Europe, North America and Australasia, dominate other countries in e-readiness 
leadership. There was a clear correlation between information wealth and economic 
prosperity. The Information Society Index is a new measure developed to understand 
the free and rapid flow of information across the world (Minton, 2003).

e-Readiness of smes in north america

Countries in North America with well developed ICT infrastructure invariably have 
most of their SMEs increasingly going online. For example, a survey of e-readiness 
of SMEs in the agricultural sector of the United States showed that a significant 
number of firms were poised to reach their highest level of e-readiness in the near 
future. Similarly, Canada was, in 2003, the world’s most connected country and 
a global leader in the digital economy, with approximately 85% of its SMEs and 
larger enterprises using the Internet. Findings on the degree of e-readiness of the 
United States’ SMEs within the agricultural sector revealed that 69% of the SMEs 
had websites, and 31% accepted credit cards as payment for business to business 
(B2B) transactions (Consulting and Audit Canada, 2004:12).

In 1998, Canada had 70% of its medium-sized businesses connected to the Inter-
net and with a website compared to 76% in 1999. Similarly in 1998, only 6% of its 
small-sized enterprises had a website, compared to 11% in 1999. The percentage of 
Canada’s SMEs that were connected to the Internet rose from 15% in 1996 to 69% 
by 2000. Increasingly, SMEs in Canada have become adept at using the Internet for 
communication purposes. The study on the ICT use amongst SMEs in the agricultural 
sector in Canada revealed that a larger majority of the firms were using e-mail as 
a communication medium, and approximately 25% of the firms had a website. In 
addition, 6% of the firms processed orders or accepted payments over the Internet. 
The results of the study further revealed that 60% of the companies enabled online 
purchases. It was expected that over the next two years, 85% of the firms would 
increase their online transactions (Agriculture and Food Canada, 2001).

Canada has taken deliberate efforts to enhance the participation of its SMEs 
in the global digital economy. Canada’s strategies business site (http://strategies.
ic.gc.ca/) is maintained by Industry Canada as a one-stop kiosk for Canadian firms 
seeking to find information about carrying out business in Canada and abroad. It 
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includes important information for foreign firms wishing to invest in Canada. Vari-
ous databases are found on this site, including a business registry. Through another 
portal - the BusinessGateway.ca - business start-ups can carry out an online entre-
preneurial self assessments, identify niche market opportunities, select appropriate 
technology solutions, prepare a business plan, find skilled staff, identify financing, 
and incorporate a company (Consulting and Audit Canada, 2004).

e-Readiness of smes in europe

Within Europe, the e-Europe Action Plan was endorsed by the member states of 
the European Commission in June 2000. The plan outlined the measures that the 
member countries were to take in order to achieve an information society. Among 
the measures of the plan were encouraging SMEs to go digital through coordinated 
network activities for the exchange of knowledge on best practices; e-commerce 
readiness; and mainstreaming e-commerce into SMEs’ business strategies. In addi-
tion, the Action Plan envisaged that by 2005, Europe should have a dynamic business 
environment with a public policy to provide added value in the area of legislation 
affecting e-business (Commission of the European Communities, 2002:8). By the end 
of 2003, the European Union member states had established a European e-business 
support network, federating existing European national and regional players in this 
field with a view to strengthening and coordinating action in support of SMEs in the 
field of e-business. The commission was further expected to foster geographical and 
sectoral clusters of SMEs working online to encourage innovation in e-business, the 
sharing of best practices, and the promotion of guidelines and standards. Further-
more, the commission developed a comprehensive policy in the field of e-business 
aimed at establishing the Internet market for the information society, and launched 
a ‘Go Digital’ initiative to help SMEs better use e-business.

A number of countries within Western Europe have since created a thriving and 
elaborate SME sector using ICTs, a good example of which is Turkey. The Turkish 
government’s SME efforts are directed at forming platforms that prepare the SMEs 
for e-finance. Efforts are being made to create awareness of the benefits of access 
to the right information at the right time via the Internet. Third parties are creating 
electronic market platforms for many products, from raw materials to semi-finished 
goods, bringing together partners, suppliers, purchasers and intermediaries. They 
are also allowing electronic communication and coordination across the supply 
chain (Gungen, 2003). Turkish banks have set up a strategy focusing on the spe-
cialised needs of SMEs. Services such as a credit scoring system to improve risk 
management, credit cards for the settlement of B2B transactions, Internet credit 
card processing services, electronic bill payment systems, and visa authentication 
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payment programmes, are provided to SMEs. Turkey’s SME sector is actually 
primarily serviced by Disbank, a private bank that caters for its ICT needs. The 
services that it provides include software and hardware for accounting, bill produc-
tion, e-banking and insurance. The bank also offers PC training, technical support, 
and free advertising on the bank’s website.

The government of Turkey is further involved in providing trade related infor-
mation to SMEs aimed at increasing their ability to do business electronically and 
help them develop international trade. For instance, the Trade Points Programme, 
a Turkish arm of UNCTAD, facilitates access to the latest ICTs by making them 
available to trade operators in developing countries and to SMEs worldwide at rea-
sonable cost. The National Productivity Centre also provides consultancy services 
to SMEs at very low costs. The ISP and ICT companies have special offers for 
SMEs, such as special payment options, leased and tailored technology training, 
unlimited Internet access, Internet credit card processing, and the management of 
credit card transactions. A typical ISP offer would tend to include unlimited Internet 
access, a static IP address, domain name, web space and e-mail address. There are 
also special portals for SMEs through which financial news and interpretations, 
macroeconomic data and information can easily be accessed (Gungen, 2003). For 
example, Koc Group and Microsoft Turkey have jointly established a business 
portal known as kobiline.com that targets SMEs. The site provides expert advice, 
consultations, a product catalogue, company information, order taking, product 
search, seller search, free email, and web space. Further on, there is toptanpazaryeri.
com, also a business portal targeting SMEs and a major B2B and contact centre of 
Turkish international trade.

In Malta, the government has made a commitment to nurture existing and new 
IT businesses, whether they are locally or overseas-owned. A special package of 
incentives, drawn up with the specific intent of building up this sector as a sup-
porting pillar for the emergent information economy, has been put in place (Borg, 
2004:12). The government has also undertaken to ensure that any barriers and 
unnecessary regulations that prevent business growth are removed, and that the 
necessary aids for investment in this field are readily available. Malta’s government 
is also involved in implementing a nationwide capacity building exercise that aims 
to achieve widespread digital literacy on a national scale via targeted initiatives, 
placing particular emphasis on the ability to use the Internet.

The government of Estonia in the former Soviet Union Republic has also been 
promoting connectivity and building ICT infrastructure in various sectors of its 
economy to enhance development. A report of e-readiness on 42 countries rated 
Estonia among the top 20 most advanced nations. The government of Estonia’s e-
readiness and IT related expenditure over the 7 years prior to 2000 was estimated 
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at 1% of the total national budget. The government was also involved in reforming 
the institutional infrastructure in the SME sector, the objective being to increase 
efficiency by streamlining the various functions and responsibilities (Trend Chart 
on Innovation, 2000).

e-Readiness of smes in the middle east

The Middle East has one of the most thriving, emerging SME sectors in the world. 
As an example, a study that was carried out in Jordan between December 2002 and 
February 2003 to determine the level of technology and Internet adoption amongst 
SMEs in the country, found that 78% of the country’s SMEs used computers, 67% 
used the Internet, and 52% had LANs set up in offices. The study revealed that SMEs 
in Jordan were supported by the National Fund for Enterprise Support, whose aim 
it is to help SMEs become more efficient and capable of competing regionally and 
globally. The support for SMEs was facilitated through a financial management 
development project subsidy. Overall, Jordan’s SMEs across several different eco-
nomic sectors showcased satisfactory adoption of ICTs (PRWeb, 2003).

e-Readiness of smes in asia-pacific

In Asia, a study on the ICT infrastructure in the Philippines, focusing on the coun-
try’s e-readiness at both macro and micro level and with a special interest in the 
SME sector, established that strategic areas key to technological development in the 
country include ICT infrastructure and its systems, the development of an e-business 
environment, human resources, IT education, and legal and policy frameworks (Press 
Release, 2002). The government of the Philippines enacted an e-commerce Act in 
2000 and became one of the first countries globally to put in place a law governing 
e-commerce transactions (Sachs, 2003).

In the case of Japan, the Information for Development Program (InfoDev), with 
support from government, launched a three year incubator initiative in 2002 aimed 
at enhancing the entrepreneurship, innovation and competitiveness of small-sized 
enterprises in developing countries. The initiative meant to strengthen the incubators 
of small-sized enterprises and similar programs in recipient countries, and through 
them, stimulate the emergence and growth of innovative, highly competitive and 
ICT-enabled SMEs. The initiative also sought to foster the international dissemina-
tion of successful practices on business incubation, especially on the effective use 
of ICT and e-services, to achieve greater efficiencies, higher productivity and better 
performance in these programs and their client small-sized enterprises (Hernandez, 
2003).
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e-Readiness of smes in the caribbean

In the Caribbean, several SMEs have grown and expanded into international markets 
through the use of ICTs by raising the quality of their products, and improving on 
customer services, information access and flow. In Jamaica, for example, there is a 
growth in the use of ICT in the SME sector, which has been attributed to increased 
awareness and the dramatic drop in the global costs of hardware and software. The 
Jamaican experience emphasizes the importance of differentiation and access to 
finance as factors that could encourage SMEs in competition and expansion into 
international markets (Southwood, 2004). Perhaps recognizing this, the govern-
ment of Trinidad and Tobago released a national ICT plan in 2004 that sought to 
encourage SMEs to transform into e-businesses in order to compete in arenas that 
were traditionally only open to larger players (Houng, 2004).

e-Readiness of smes in africa

The e-readiness status of SMEs in Africa is still largely un-researched. However, 
it would seem as though some strides are being made in a few countries. Within 
the SADC states, for example, there is general acknowledgement that e-commerce 
presents a major opportunity for SMEs to compensate for the countries’ traditional 
lack of access to national and international markets. Although small-size entrepre-
neurship is widespread throughout the SADC region and its potential for improving 
local economies is well recognised, the SMEs are less able to manage and sustain 
the costs involved in adopting and investing in new technologies. There is therefore 
a strong rationale for getting governments in this region to address the problems 
that impede SMEs from adopting and using ICT and electronic commerce (SADC, 
1999:35).

Within certain individual countries, such as South Africa, annual reviews of 
the e-readiness of SMEs have regularly been commissioned. The Sunday Times’ 
Business Times supplement - a reputable weekly newspaper – has, since 2003, 
commissioned e-readiness assessments of SMEs in the country. In one such study, 
Gordon (2003) found that a number of companies in the SME sector were fairly 
well plugged into technology. During 2003, e-readiness assessments of SMEs in 
South Africa showed that:

69% of SMEs had three or more PCs• 
More than 11% had none• 
87% of those companies with PCs did not use the Internet to buy products• 
11% used the Internet intermittently.• 
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The study largely concluded that there was huge growth potential for the Internet 
and networking technologies within the SME sector in South Africa. The study 
revealed that in the micro-enterprise sector, for example:

84% of employees had Internet access• 
84% had access in the very small category• 
89% had access in the small category• 
93% had access in the medium category• 
30% of the micro-organisations had websites• 
5% of very small companies had web presence• 
60% in the medium category had web presence.• 

Gordon (2003) noted that 74% of the companies believed that the Internet held future 
possibilities that they were yet to exploit. And on the whole, South Africa had more 
SMEs during 2003 reported to be using ICTs compared to the number of businesses in 
Mauritius that were connected to the Internet (Aubeelack, 2004:16-17). South Africa 
has a strategy known as Godisa aimed at nurturing innovation and incubating successful 
technology-based enterprises. It aims to stimulate economic growth and development as 
well as enable long term employment creation through technological innovation and the 
enhancement of productivity, sustainability and international competitiveness (Daniels, 
2004:26). With the growing use of ICTs amongst SMEs in South Africa, companies 
offering new services have emerged. For example, Netsurit is an IT consultancy that 
specialises in the maintenance and service of SME networks (Netsurit, 2003). Netsurit 
provides SMEs with services such as Internet technology, e-commerce, e-privacy, e-
services, portals, e-business and security, e-marketing, advertising, and software.

The Bodibeng technology incubator of South Africa focuses on ICTs and electronic 
technology, and supports hi-tech entrepreneurs in starting and growing their businesses 
by offering networking, mentoring and coaching. South Africa’s other ICT initiatives 
developed to support SMEs include Softstart and the KZN (KwaZulu Natal) Innovation 
Support Centre in Durban, respectively. Softstart aims to assist innovative, early stage 
software entrepreneurs by providing mentoring and support for the growth of sustainable 
business. The KZN Innovation Support Centre provides technical and business support 
that enables innovators in the electronic, information and communication technology 
sectors to sell their ideas on the market. It provides business, research, technical, man-
agement and marketing skills to support innovation (Daniels, 2004:29).

Further north of Africa, the Egyptian private sector and its government have played 
a key role in investing in ICTs in the SME sub-sector in order to ensure their sustain-
ability and improve their profitability (Maksoud and Youseff, 2003).
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pRopelling smes to an e-ReaDiness status

There are several drivers that have the potential to propel a firm, community or nation 
to a high e-readiness status. In order for e-readiness to be achieved, a country needs 
robust infrastructure that consists of, among other components: telecommunications 
services, IT hardware and software, an adequate power supply, high teledensity, 
Internet access, high bandwidth, and good quality networks. A strong infrastructure 
in terms of telephone penetration and bandwidth would define the access points for 
services offered by governments and businesses. E-readiness also has legal oriented 
issues, such as national IT policies, cyber laws, consumer protection, security of 
transactions, and policies on the use of IT, that should be addressed (Department 
of IT eTechnology Group -India, 2003).

Consulting and Audit Canada (2004:34) indicated that the evolution of e-readiness 
is the spur behind a knowledge-based society, wherein ICT plays an important role 
in accelerating the creation and sharing of knowledge. To share information, four 
components are important, namely ICT infrastructure, language tools, structure, and 
content. ICT infrastructure refers to the physical components necessary to access the 
Internet, such as computing devices or the hardware required to store bits of data. 
ICT language tools and services are the means through which ideas are transformed 
into digital content. They make it possible to codify information, be it text, video or 
graphics, so that it may be transmitted along electronic networks. Structure generally 
refers to the conventions that have been adopted for interpreting codified language. It 
enables data to be organized and arranged in a way that is comprehensible to the users 
of ICT. The content is also important, because it is critical to the use of the infrastruc-
ture. It is therefore important for e-readiness assessments to take cognisance of these 
components because they are critical in the creation and sharing of information.

Investment in establishing high e-readiness capability and the ongoing maintenance 
costs can be justified if they are more than offset by the benefits. Such benefits would 
include (Agriculture and Food Canada, 2001):

Avoidance of market erosion• 
Market expansion• 
Decreased inventories• 
Decreased transaction costs.• 

The costs in general refer to both the cost of introducing e-readiness investment 
and the maintenance costs. The costs of introducing e-readiness would vary accord-
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ing to the scale of economies as determined by the number of transactions and the 
size of the supplier/customer network. The unit costs would usually vary inversely 
to the activity of transactions and the size of the network. It is necessary to assess 
the e-readiness of the firm’s own supplier-customer network before a decision to 
adopt is made, because it is possible that although the firm may have achieved a 
certain level of e-readiness to transact business over the Internet, its suppliers and 
customers might not be ready to do so. Furthermore, the size of the firm and the 
characteristics of its management influence the firm’s degree of e-readiness. It is 
also possible that some SMEs might not be logical candidates for e-commerce (e.g. 
levels 6 and 7 based on Agriculture and Food Canada’s model of e-readiness) at a 
particular point in time, whereas other larger firms might find it critical to do so.

E-readiness adoption decisions are like any other capital expenditure decision, 
and each firm decides the level at which the benefits outweigh the costs before 
moving forward to ensure that it reaches and maintains or surpasses that level. As 
already pointed out, a firm’s specific variables, such as the management’s propensity 
to change and the education level of management (especially the chief executive), 
are important in determining the degree to which an individual firm adopts the 
Internet as its principal means of doing business. The priorities of different firms 
will inevitably differ as far as e-readiness adoption decisions are concerned. For 
example, the adoption of e-commerce might not necessarily be appropriate for 
all firms in an industry, even if on average there are benefits to be gained from it. 
Take for example, an SME that is owned by one person and is local; buys a single 
homogenous product from one long-term supplier with no expected changes to that 
purchase; and sells this exclusively to a large long-term buyer with standard monthly 
invoices and payments, with no major expected changes in this relationship. Such a 
firm would have no immediate requirement for an expensive e-commerce platform 
or even a website (Agriculture and Food Canada, 2001).

The World Summit on Information Society, through its Declaration of Principles, 
implicitly outlined what governments, civil society, NGOs, the Media and the private 
sector need to do in order to participate in the digital economy. In particular, the 
Declaration of Principles (WSIS, 2003) called on governments to: build institutional 
capacities to collect, organize, store, and share information and knowledge; stimulate 
the creation, processing, and dissemination of information to all people; conserve 
local content; enable access for all people to information through the use of ICTs; 
facilitate speed and ubiquity of information flows through ICTs; enhance informa-
tion sharing within countries and across the globe; use ICTs to improve productivity 
and the quality of life; create, receive, share and utilize information in any media, 
regardless of frontiers; develop high quality ICT networks; enhance effective legal 
and regulatory frameworks for unhindered access by individuals to communication 



E-Readiness of SMEs  123

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

media and information sources; build secure networks to enhance information and 
establish trust in the use of ICTs; protect privacy through confidentiality; provide hu-
man resource development strategies; develop human capacity to exploit the benefits 
of ICTs; build public awareness on the capabilities of ICTs; put in place education 
and training programmes on ICTs; put in place continuous training programmes for 
the benefit of all; facilitate the free flow of information and ideas from a diversity 
of sources; and enhance linguistic diversity and multilingualism.

The Declaration of Principles also called for creating conducive conditions for 
the production, processing, and dissemination of local content; eliminating illiteracy 
and enhancing ICT literacy; bridging the digital divide; enhancing universal access 
through the deployment of affordable ICTs, including radio and television; improv-
ing connectivity; using open standards to enhance affordable access to ICTs and 
interoperability; providing a supportive and predictable policy, legal and regulatory 
framework; and enhancing innovation and competition. Lastly, the Declaration of 
Principles proposed:

Enhancing the use of ICTs in people’s everyday lives• 
Providing technical assistance and support with regard to ICTs• 
Recognizing the benefits of ICT applications• 
Making available appropriate electrical power sources.• 

SMEs that have a high prevalence of best practices in the use of ICT are more 
likely to be productive than those that do not. Such enterprises recognise the need 
to manage information through formal strategies and structures. Businesses that are 
able to effectively employ important information and communication technologies 
also find more sophisticated and efficient ways to manage their external relationships 
and communications. Pervasive ICT usage in organizations helps them formulate 
a critical mass of electronic transactions that support a networked economy, both 
in terms of the network size and the demand for associated goods, services, and 
labour policy reforms. Businesses that invest more heavily in computer technology 
are more likely to be staffed with people that are trained to take advantage of it. 
When skilled people have access to technology, their productivity is significantly 
enhanced, and when this is the case across the board, the economy grows by leaps 
and bounds.

Small-sized enterprises in developing countries can enhance their competitiveness 
by using ICTs to participate in new export sectors, streamline business activities, 
and link more effectively with trade development partners. Competitive advan-
tages can also be achieved if SMEs go beyond mere Internet access to developing 
e-business capacity and investing in strategic alliances. Moreover, SMEs stand to 
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compete well in the international market if they have the human resource capacity 
(technical and managerial) to harness ICTs effectively for daily use. They also need 
to have access to affordable ICTs such as personal computers, Internet applications 
and related software.

Rao (2003) proposes five recommendations that can help SMEs join the Internet 
and wireless world, namely:

Focusing on in-house applications, ranging from anti-virus protection and • 
website design to knowledge management and business intelligence
Developing in-house competency to harness tools for e-business• 
Combining physical and electronic channels• 
Developing alliance strategies• 
Improving their web presence.• 

Public policy and legislation can help or hinder the development of a mature 
networked economy. A favourable climate can be created by an appropriate leg-
islative and regulatory regime that encourages communities, organisations and 
individuals to invest in and use ICTs. Important areas, such as Internet access and 
availability, the use of ICT in schools, and the growth of e-commerce; are all influ-
enced by public policy and legal frameworks. Furthermore, any country wishing 
to participate actively in the modern connected world should have in place policies 
and legislations that ensure that electronic commercial transactions can be enforced 
and electronic documents and signatures authenticated. Citizens must be able to 
trust the electronic environment because issues of transactional security, privacy, 
and data integrity have been addressed. The potential for fraud and the cross-border 
transmission of objectionable content as well as new criminal behaviour must also 
be addressed and enforcement arrangements agreed upon.

The legislative and policy regimes surrounding the provision of telecommunica-
tions services are a key element in determining whether a society is in a strong posi-
tion to take advantage of e-communication possibilities. This element of e-readiness 
can influence the strength, capacity and flexibility of the infrastructure; the vibrancy 
of the competitive environment; the choices available to consumers; the likelihood 
of investment in e-commerce; and the stability of a legal structure that promotes 
innovation and attracts foreign investment. A high degree of e-readiness in this area 
is showcased by modern, flexible legislation and a competent credible regulator 
armed with a strong mandate and a range of powers that foster and enforce competi-
tion and a fair regulatory playing field. The favourable climate that legislation can 
create for Internet use and e-commerce encourages communities, organizations and 
individuals to invest and use information and communication technologies.
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In order for SMEs to effectively compete in an international market, it is impor-
tant for governments to facilitate access to credit and finance. Governments should 
identify various business models that SMEs can afford, manage and maintain to 
participate in international markets the way businesses in the US, Britain and other 
developed countries do. Governments should also provide a one-stop portal that 
supplies updated information on business and also provides a link to international 
marketing initiatives. Affordable information and communication technology and 
services are also part of the necessary preconditions for participation in the net-
worked world. Due to the high costs of Internet connectivity, a funding mechanism, 
perhaps in the form of a SMEs access fund, is necessary to enhance connectivity. 
Sachs (2003) notes that in communities where the sum of ISP and telephony fees is 
prohibitively high, a disincentive to use the network exists and access is curtailed. 
The provision of tiered pricing packages could improve affordability for many 
subscribers by allowing them to purchase only what they need. Governments need 
to strive to ensure that PC technology is accessible to those who want it by provid-
ing grants, subsidies and corporate donations, especially seeing as this has proved 
effective in countries such as Estonia, Malaysia and Mauritius (World Economic 
Forum, 2003). Governments can also provide incentives in the form of effective 
business support services to facilitate the development of appropriate partnership 
arrangements; avail long term finance; and create an appropriate and effective legal 
and regulatory framework that safeguards intellectual property rights, brand protec-
tion and local contract enforcement.

conclusion

Internationally, SMEs in developed economies, such as those found in North America, 
Europe and parts of Asia, have attained high levels of e-readiness compared to those 
in developing countries. SMEs in developing economies face myriad problems, in-
cluding poor awareness of the benefits of ICTs; lack of access to credit; inadequate 
information to make informed decisions; lack of expertise; high cost of access to 
ICT infrastructure; high taxation, etc. Propelling SMEs to high e-readiness statuses 
requires, among other actions, the provision of robust infrastructure (e.g. Internet 
access, quality networks, enabling policies, affordable hardware, etc).

Despite the challenges facing SMEs, they are increasingly integrating ICTs into 
their business transactions, especially in terms of the use of the Internet and the 
World Wide Web. There is a distinctive pattern of progression in the adoption of 
the Internet among SMEs, from first using simple static websites, to the interactive 
stage, where ordering and payment can be made online. Publicly owned SMEs are 
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more likely to adopt ICTs, followed by private, non-family owned enterprises, and 
lastly family owned enterprises. A number of factors motivate SMEs to adopt ICTs 
in their business transactions, key among which are the perceived benefits (e.g. ease 
of communication, advertising, creating portals, online banking, e-procurement and 
e-payments). Other factors that influence the adoption of ICTs by SMEs include 
the educational level of the CEO, sophistication of the intended online transactions, 
and the costs of technology.

Governments and the managerial authorities in SMEs must provide leadership 
by enhancing national policy frameworks (the role of government) and promoting 
organisational readiness (the role of SME managers) to create an enabling electronic 
business environment where enterprises can grow and partake in the global digital 
economy. Governments must also ensure affordable access to infrastructure (e.g. 
telecommunications, computers, etc) and facilitate an enabling legal environment 
that supports electronic necessities like digital signatures and encryption. At or-
ganisational level, management authorities must ensure that requisite infrastructure 
and adequate skills are available to enable their enterprises to transact business 
electronically.
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Section 4
Digital Economy Applications

This section consists of Chapters 9 and 10 (E-Government Readiness and E-Business and 
E-Commerce, respectively). Section 4 expands on the previous section by examining how 
e-readiness is critical in the implementation of e-applications such as e-government and 
e-business/commerce. Governments have a major role to play in providing an environment 
that is conducive for electronic business transactions by laying requisite infrastructure and 
enhancing a legal and policy-driven framework. Chapter 9 therefore covers the nexus be-
tween e-government and the digital economy, applications of e-government in society, global 
e-government trends, global e-government rankings, e-government survey methodologies, 
benefits of e-government systems, challenges of implementing e-government systems, and 
the policy and managerial implications of implementing e-government systems. Chapter  
10 covers e-commerce and e-business as major applications of the digital economy, the 
development of e-commerce, types of e-commerce, determinants of e-commerce adoption 
by SMEs, e-government/e-commerce nexus, e-commerce implementation in e-government 
settings, e-commerce readiness (connectivity, business environment, legal and regulatory 
environment, social/cultural infrastructure, etc.), methodologies for assessing e-commerce 
readiness, and e-commerce challenges. The chapter aims to provide information that can 
prepare SMEs for an e-commerce environment. It also aims to show how e-commerce may 
offer SMEs ways of finding new customers and suppliers, especially in international and 
regional markets which they have not easily been able to reach before. 
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Chapter 9

E-Government Readiness

intRoDuction

The United Nations (2008) believes that in a world characterised by rapid changes 
driven by globalization and the emerging knowledge-based economy, e-government 
provides the means to achieve maximum cost savings and improved service delivery 
to both citizens and businesses. In short, the digital economy and e-government can 
be said to be inextricably intertwined. Global e-commerce growth and expansion 
in the private sector are linked to an online population that is projected to reach 
some 1.8 billion by 2010 (United Nations, 2008). Most of this population will be 
using e-government infrastructure to go online. Moreover, the widening scope of 
digital technologies through e-government means that few (if any) industries are 
exempt from some degree of transformation and electronic commerce. The UN 
2008 E-government Readiness Report showed that in the United States alone, online 
retail sales were expected to reach nearly $120 billion by 2008 (United Nations, 
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2008). In less developed countries, similar trends are apparent, with Argentina, for 
example, having recorded a more than 100% increase in e-commerce levels from 
2005 to 2006 - more than $3.3 billion online transactions were recorded in the latter 
year. Much of e-government reflects private sector activity, which has both encour-
aged and pressured public sector organizations to act in a similar manner. Fiscal 
constraints imposed by a quasi-competitive system of global investors, as well as a 
strategic desire to generate cost savings and reallocate spending to new priorities, 
make the nexus between technology management and efficiency a central concern 
in government (United Nations, 2008).

E-government is being applied in various ways in society. Some of the ap-
plications include e-administration, e-business, e-services, and e-society. These 
applications define the level of interactions that define relationships between the 
government and their respective stakeholders. E-administration applications arise 
from interactions within and between government agencies, as well as between dif-
ferent spheres of government at local and provincial levels. These interactions are 
sometimes referred to as government-to-government transactions, or simply G2G. 
Such applications seek to improve the operational efficiency and effectiveness of 
government. E-administration applications provide facilities that enable electronic 
communication and the sharing of information and knowledge. They also permit 
simultaneous access to information, thus shortening the bureaucratic red tape as-
sociated with the transmission of information.

E-business applications aim to improve interactions and relationships between 
the government and its customers (e.g. suppliers) who are usually members of the 
business community. This interaction is generally referred to as government to 
business or simply G2B. However, the interactions and relationships could be with 
business entities, citizens or any other legal entity in which the government has a 
business interest. E-business applications digitize most government procurement 
and disposal of assets, thus cutting the red tape, middlemen and time required to 
process applications or obtain information, and hence reducing operational costs, 
unnecessary delays, paperwork and redundant data capture. Consequently, these 
applications can improve the business and economic competitiveness of a country. 
By permitting direct interaction between the respective parties, e-business cuts out 
the middleman and transfers the resulting cost benefits to the buyers. This leads to 
the increased affordability of goods and services. In addition to speeding up process-
ing time, e-business creates a more transparent business environment, thus leading 
to better and timelier decisions and actions. It also leverages new technologies for 
better communication between the respective parties (Oyomno, 2003).

Electronic services (e-services) enable interactions between the government and 
citizens, through which the latter gain access to a wide range of public services. 
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These applications are referred to as government-to-citizen, or G2C. However, these 
interactions and relationships may not be limited to citizens only. They may also 
include non-citizens and other legal entities that the government interacts with in 
order to deliver public services. E-services enable all branches and levels of gov-
ernment to function as a single coordinated entity, thus expanding a government’s 
availability and accessibility, and moving government in the direction of ‘anytime, 
anywhere and by any means’. The goal of ‘anytime’ availability is basically the pro-
curement of around-the-clock service. E-services provide further choices by allowing 
consumers to use a variety of technologies to gain access, such as the telephone, 
fax, e-mail, kiosks, face-to-face interaction, and more. Typical public services that 
can be delivered electronically include permits and registration, directory services, 
public information and records, social grants, school and library information, and 
revenue collection.

E-society applications, on the other hand, enable government to engage with the 
collective membership of communities and societies that comprise the nation. These 
applications create convenient channels for consultations and dialogues between 
the government and its stakeholders, thus facilitating interactions and relationships. 
These applications are generally referred to as government-to-society, or simply as 
G2S. E-society applications give communities a collective voice in their dealings 
with the government in order to enhance the quality and effectiveness of communica-
tion, and encourage active and productive participation in the governance process. 
E-society applications’ capacity to enable interactive participation and multiple 
consultations between the government and all its stakeholders is sometimes referred 
to as ‘e-democracy’ (Oyomno, 2003).

gloBal e-goveRnment tRenDs

E-government refers to the application of information and communication technol-
ogy within public administration to optimise its internal and external functions, 
[thereby providing] government, the citizens and businesses with a set of tools that 
can potentially transform the way in which interactions take place, services are 
delivered, knowledge is used, policies are developed and implemented, citizens 
participate in governance, public administration is reformed, and good governance 
goals are met (UNDESA, 2006). Several concepts revolve around e-government. 
For instance, the concepts of e-government, e-governance and connected gover-
nance are sometimes used interchangeably. However, e-government connotes the 
application of ICTs to facilitate social governance processes or objectives, such as 
information for political participation, consultation and consensus-seeking among 
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governments, public servants, politicians and citizens (Sheridan and Riley, 2006). 
E-governance is an advanced level of e-government, where citizen-government 
engagement takes place electronically.

The term connected or networked governance is a deepened form of e-governance 
and refers to governmental collective action to advance the public good by engaging 
with the creative efforts of all segments of society. It is about influencing the strategic 
actions of other stakeholders (United Nations, 2008). Connected governance efforts 
are also aimed at improving cooperation between government agencies; allowing 
for enhanced, active and effective consultation and engagement with citizens; and 
facilitating the greater involvement of various stakeholders, both regionally and 
internationally. Connected governance provides better organized, aligned and often 
integrated information flows, new transactional capacities, new mechanisms for feed-
back and consultation, and more participative forms of democracy. For those engaged 
in the management and delivery of public administration, connected governance is 
about driving down costs and improving the effectiveness and efficiency of back 
office functions. For those working at trans-national level, connected governance is 
about removing barriers to international cooperation and development and creating 
a global agenda of connected governance (United Nations, 2008).

The other evolving concept around e-government is what has come to be known 
as e-government-as-a-whole, which focuses on the provision of services at the front-
end, supported by integration, consolidation and innovation in back-end processes and 
systems to achieve maximum cost savings and improved service delivery. A related 
but also new concept, the whole-of-government, refers to “public service agencies 
working across portfolio boundaries to achieve a shared goal and an integrated gov-
ernment response to particular issues” (United Nations, 2008). The distinguishing 
characteristic of the ‘whole-of-government’ approach is that government agencies 
and organizations share objectives across organizational boundaries, as opposed to 
working solely within an organization. It encompasses the design and delivery of 
a wide variety of policies, programmes and services that cut across organizational 
boundaries. The ‘whole-of-government’ concept is a holistic approach to ICT-enabled 
public sector governance (United Nations, 2008).

All emerging forms of e-government aim to enhance service delivery by simpli-
fying bureaucratic procedures; facilitating efficiency and transparency; improving 
information sharing and the innovation of service; and increasing the level of citizen 
empowerment. Because of the benefits that can be accrued from the implementa-
tion of e-government, the UN and the World Bank have adopted e-government 
as a developmental instrument (Cloate, 2007). E-government is a trend emerging 
around the world aimed at reforming the public sector through the involvement of 
citizens, the private sector, and non governmental organisations that both want and 
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need governments to provide quality services. These constituents are demanding 
from government top performance, efficiency, proper accountability, public trust, 
and enhanced service delivery. The success of government leaders is increasingly 
being measured according to the benefits they are creating for their constituents. 
In response, governments are introducing innovations in their organizational struc-
tures, practices and capacities; in the ways they mobilize, deploy and utilize human 
capital and information; and in the technological and financial resources they use 
to improve service delivery to their citizens.

E-government is perceived as a panacea to the deficiencies of traditional forms 
of government, wherein citizens physically go to government offices to apply 
for passports, birth certificates or death certificates; file tax returns, etc.; with the 
consequent delays that arise out of long queues, lost files or the absence of rel-
evant officials. E-government enhances the overall service/product quality when 
compared to traditional forms of government where there is an unnecessary level 
of red-tape, bureaucracy and restrictive procedures and processes. E-government 
ensures that government processes and services observe the law and maintain their 
integrity in satisfying citizen needs through the delivery of relevant, value-added 
and high-quality services. These services are expected to enhance accountability and 
integrity in government; offer the prospect of cheaper and more effective manage-
ment and processing of information; facilitate the free flow of information between 
departments; enhance transparency, especially with regard to the procurement of 
services; provide opportunities to work in partnership with the private sector; and 
enable citizens to participate directly in governance, especially in influencing policy 
decisions. E-government also enables governments to offer services and information 
through new media like the Internet; improves communication between different 
parts/levels of government so that people do not have to be asked repeatedly for 
the same information by different service providers; provides staff in offices with 
better access to information so that they can deal with members of the public more 
efficiently and more helpfully; makes it easier for different parts of government to 
work in partnership with central government, local authorities, the post office, private 
sector companies, etc; and transforms government into a learning organization by 
improving access to organizational information (Chadwick and May, 2003).

The impetus for thinking about more online dimensions to public sector op-
erations came into being in the 90s, when the mainstream advent of the Internet 
began to translate into dramatic declines in the cost of both communicating and 
processing information. Networking and the more transformational potential of 
the Internet also promised more in terms of rethinking how and why governments 
function. The initial face of e-government then was the website, initially static in 
form but soon enriched and transformed into a ‘portal’ with online functionality and 
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multiple applications. During the 90s, as countries and other jurisdictions began to 
develop their web presence, it became apparent that the mere online listing of gov-
ernment departments and agencies would not be the most effective way to develop 
more transactional and interactive capacities in an efficient and effective manner. 
According to Remmen (2004), three different notions of e-government emerged 
during this period, namely efficiency (i.e. cost reductions); public service (better 
quality; easier, 24/7 access; and new services); and democracy (participation and 
interactive dialogue).

E-government is emerging as a powerful tool for the support of business enter-
prises, especially SMEs (notwithstanding the challenges they have to overcome), 
which have traditionally been marginalized from mainstream business by large 
businesses. Adeshara et al. (2004) studied SMEs’ acceptance of e-government ser-
vices in the UK, and found that most SMEs used e-government services for their 
business needs. Moreover, most SMEs appreciated the value of e-government in 
enhancing their business competitiveness locally and internationally. As far as the 
dependency on e-government services is concerned, 9% of the companies were 
found to be highly dependent on e-government services. In terms of awareness, 
38% of the companies became aware of the government websites and e-government 
services through a search engine, and 24% were linked to e-government services 
through other websites. 14% were informed about e-government services by word 
of mouth, 6% through post, and 6% through television.

With regard to the problems that affect the propensity of SMEs’ use of e-gov-
ernment services, 28% of the companies expressed concern about the security of 
transactions, 21% were wary of privacy violations, 21% were concerned about how 
quickly and easily they could use the services, and 20% were concerned about the 
cost of services. Overall, the study concluded that there is a demand for e-government 
services amongst the UK’s SMEs, but the percentage of companies using them is 
still moderate. The most frequently used e-government services consisted of online 
legal advice, self assessment tax returns, training, information on how to write a 
business plan, and grants and support schemes. Policy and managerial decisions 
should therefore aim to create awareness; enhance education and training; strengthen 
the legal and regulatory framework of e-transactions; and enable affordable access 
to requisite infrastructure.
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gloBal e-goveRnment ReaDiness Rankings

The past five years have witnessed global efforts to assess governments’ preparedness 
to participate in the networked world. Several surveys on e-readiness in general and 
e-government readiness in particular have placed most countries in the develop-
ing world, especially those in Africa, in the bottom tier of the world’s League of 
Nations. The 2008 e-government readiness survey by the United Nations (2008) 
shows that there are large differences between the five regions of the world in terms 
of e-government readiness indices, with Europe (0.6490) having a clear advantage 
over the other regions, followed by the Americas (0.4936), Asia (0.4470), Oceania 
(0.4338) and Africa (0.2739). The poor performance of developing countries is 
apparent. During the 2008 survey, European countries made up 70% of the top 35 
countries, while Asian countries made up 20% of the same. The report notes that a 
large part of the success of European countries can be attributed to their investment 
in infrastructure and connectivity, most notably in broadband infrastructure. During 
the 2008 survey, there were no countries in the top 35 from the African, Caribbean, 
Central American, Central Asian, South American and Southern Asian regions. 
From Africa, for example, South Africa took 61st position, followed by Mauritius 
(63rd), the Seychelles (69th), and Nigeria (79th).

A similar survey of 191 UN member states for the E-government Readiness 
Index of 2005 showed that while developed and transitional economies had made 
remarkable strides in electronic government, African states’ performance remained 
poor. The 2005 UN Report (Holzer and Kim, 2005) noted that despite some progress 
with regard to e-government implementation, a serious access divide existed across 
the world between developed and developing countries. Of particular concern were 
countries belonging to the regions of Africa, South Asia and Central Asia. These 
countries showed little relative progress in 2005 with respect to outreach and access 
to citizens. A study conducted by the United Nations and the American Society for 
Public Administration in 2005 on the global digital government of 98 municipalities, 
found that only the city of Cape Town (South Africa) from Africa made it to 31st 
place (Holzer and Kim, 2005). The evaluation focused on, among other variables, 
the delivery of public services; digital democracy (citizen participation in govern-
ment); and the security, usability, and content of websites.

e-goveRnment ReaDiness suRvey methoDologies

The E-government Readiness surveys are generally based on a holistic view of de-
velopment that incorporates human capacity, infrastructure development and access 
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to information and knowledge; ‘government to citizen’ (G2C) and ‘government to 
business’ (G2B) transactions; and e-government leadership. Other considerations 
include methods of delivery (such as the Internet and cellular phones, as well as 
access to PCs), and the capacity of a country to absorb content and services. How-
ever, the surveys’ focus may vary from year to year depending on various critical 
issues of the time. Measures and indicators of the quality of web content include 
interactivity, dynamic versus static sites, community-centric or citizen-centric sites, 
regularly updated content, and downloadable content, to name a few (United Nations 
Division for Public Economics and Public Administration, 2002).

The E-government Readiness Index is a composite index that pulls together the 
web measure index, the telecommunications infrastructure index, the human capital 
index and the e-participation index. The web measure index of 2008, for example, 
is based on a five-stage model that builds on the previous levels of sophistication 
of a member state’s online presence. As a country migrates upwards through the 
various stages, it is ranked higher according to the web measure index. The web 
measure survey assessments of 2008 were based on a questionnaire, which allocated 
a binary value to the indicator based on the presence or absence of specific electronic 
facilities or services. The primary site was the national portal or the official govern-
ment home page of the member states. Where no official portals were available, 
other governmental sites were assessed. The phases of the web measure index are 
those that have been discussed already, namely emerging, enhanced, interactive, 
transactional and connected (United Nations, 2008). As countries move upwards 
in their attempts to reach the stage of a connected government, they pass through 
many thresholds in terms of infrastructure development, content delivery, business 
re-engineering, data management, security, and customer management. The web 
measure index provides member states with a comparative ranking on their ability 
to deliver online services to their citizens (United Nations, 2008).

The telecommunications infrastructure index, on the other hand, is a composite 
index of five primary indices that relate to a country’s infrastructure capacity based 
on the delivery of e-government services. These are (United Nations, 2008):

Internet Users /100 persons• 
PCs /100 persons• 
Main Telephones Lines /100 persons• 
Cellular telephones /100 persons• 
Broadband /100 persons.• 
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Each index represents 20% of the overall telecommunications infrastructure index. 
The source of the telecommunications infrastructure data obtained for each member 
state is the International Telecommunication Union (ITU). Constructing five separate 
indices for the indicators standardizes the data across countries (United Nations, 2008). 
The human capital index is a composite of the adult literacy rate and the combined 
primary, secondary and tertiary gross enrolment ratio, with two thirds weight given 
to the adult literacy rate and one third to the gross enrolment ratio. The data for the 
adult literacy rate and the gross enrolment ratio is drawn primarily from the United 
Nations Educational Scientific and Cultural Organization (UNESCO).

The e-participation index measures the extent to which governments are able to 
establish more transparency by allowing citizens to use new channels of influence 
that reduce barriers to public participation in policymaking. Moreover, e-participation 
looks at how governments are able to create an environment that allows citizens 
to voice their views online and more importantly, to create a feedback mechanism 
showing citizens that their views are taken seriously. The e-participation index 
assesses the quality and usefulness of the information and services provided by 
a country in order to engage its citizens in public policy through information and 
communication technologies. Member states’ levels of e-participation are assessed 
according to their institutional capacity, leadership role, and willingness to engage 
with their citizens by supporting and marketing participatory decision-making when 
developing public policies; and the structures put in place to facilitate citizens’ ac-
cess to public policy dialogue (United Nations, 2008).

In calculating the e-participation index, a total of 21 citizens’ informative and 
participatory services and facilities were assessed across 189 countries in the 2008 
survey. This was only in instances where these services and facilities were online and 
where data was available. Questions were grouped under three categories, namely 
e-information, e-consultation and e-decision making. Each country was assessed 
on a scale of 0-4. The index was constructed by standardizing the scores.

E-information refers to a government website that offers information on the list of 
elected officials; government structures, policies and programmes; points of contact; 
budget; laws and regulations; and other information of public interest. Informa-
tion is disseminated using a number of online tools such as community networks, 
blogs, web forums, text messages (micro democracy), newsgroups, and e-mail lists. 
E-consultation, on the other hand, consists of a government website that provides 
the tools necessary for e-consultation and allows citizens to set the agenda for de-
bates through e-petitioning. The government ensures that its elected officials have 
a website to communicate directly with their constituents. It maintains an archive 
of their discussions and provides feedback to citizens. Lastly, e-decision refers to 
the government’s willingness to take into account the e-inputs of citizens in their 
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decision-making processes. The government informs its citizens on what decisions 
have been taken based on the consultation process (United Nations, 2008).

Benefits of implementing e-goveRnment systems

In general, most governments across the world are moving to implement public 
sector reforms, which in many ways include ushering in a period of e-governance 
for various reasons. For one, there is increasing access to the web at home, work, 
school, and in cyber cafes. Governments also recognize that counter transactions 
often consume more staff time and more paper supplies than electronic transac-
tions. Furthermore, as the online population grows, customers expect governments 
to have an Internet presence and offer online transactions (The New York State 
Archives, 2005).

Through e-governance, citizens become better informed and more involved in the 
activities of government. Essentially, e-governance in many ways compels govern-
ments to be more accountable, as it integrates operations across jurisdictions while 
blurring departmental boundaries, resulting in increased productivity and efficiency 
(New York State Archives, 2005). Through e-government, it is possible to achieve 
greater convenience and revenue growth. E-governance also enhances democratic 
processes and strengthens support for public policies.

Foreign investors look at different locations and their resources, skills, technol-
ogy and infrastructure before making investment decisions. They also look at how 
helpful and efficient the respective governments are, how easy it is to get things 
done (e.g. applying for trade licenses), and how efficient the legal systems are. If 
the government process is very slow and difficult, investors are pushed to reconsider 
their choice of location, as it may not be a good place to do business. E-governance 
can also help decrease the possibility of maladministration and corruption by tak-
ing the human factor out of many processes through automation, particularly in 
the fields of procurement and in revenue collecting activities such as taxation and 
customs duties.

challenges of implementing e-goveRnment systems

The United Nations (2008) observes that in some instances, governments have spent 
vast amounts of money building online systems and products only to find that their 
citizens do not fully utilize them. A number of reasons could be behind this, such as 
the citizens’ unwillingness or disinterest; misunderstanding the needs of the people; 
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inadequate infrastructure; inadequate delivery of services; poor access to useful 
and accurate content; language, social and cultural barriers; lack of trust; and/or 
lack of confidentiality. The UN report concludes that in order for e-government to 
be successful, people must be willing and have the trust and confidence to use the 
e-government services provided to them

Citizen-government engagement in e-government environments presupposes 
the ability of the citizens and their willingness to use technology. Yet in most 
countries, especially in the developing world, low overall literacy levels bar ef-
fective e-government implementation. This is further exacerbated by low Internet 
penetration in (most) developing countries. Africa, for example, has the lowest 
Internet penetration in the world at 3.6% (Onyancha, 2008 citing Internet World 
Statistics, 2007). E-government operations may also be undermined by citizens’ 
lack of technological competence.

The interconnectedness of the e-government environment raises issues of trust, 
which must be guaranteed by government for citizens to accept and interact in an 
e-environment. Such issues include, for example, privacy, the security of network 
infrastructure, data protection, integrity of the content provided, continued avail-
ability of infrastructure, protection of citizens on issues of intellectual property 
(as government portals often link to other websites in businesses, academia, etc), 
consumer protection, availability of an enabling legal framework that enhances e-
commerce and stems uncompetitive behaviour, freedom of access to information, 
and more ((Bridges.org, 2001).

Many countries fail to involve the public in electronically-enabled decision-making 
processes because politicians fear that e-democracy may result in a loss of power. A 
number of historical anecdotes litter the landscape of bad governance, thus giving 
credence to the doubts citizens may have about the sincerity of their governments 
to improve service delivery through e-environments. They include, for example, 
restrictions of access to government-held information; scuttling of the free press; 
human rights violations; lack of democracy; and endemic corruption in places such 
as Zimbabwe Kenya, Tanzania and Uganda (Githongo, 1998). In Egypt, for example, 
government officials beat Ahmed Maher Ibrahim, a 27-year-old civil engineer, for 
using Facebook to support calls for a general strike on May the 4th, 2008 - President 
Mubarak’s 80th birthday. These kinds of actions do not inspire citizens to believe 
that governments can become any better in matters of transparency, accountability, 
freedom of access to information, etc; even with e-government implementation.

During the WSIS Summit in Tunis in 2005, civil society held demonstrations 
against the Tunisian and Moroccan governments, complaining about brutal state 
repression against free press and freedom of expression (World Information Society 
Report, 2006). In Kenya, the founding father of the nation, Mzee Jomo Kenyatta, 



E-Government Readiness  141

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

was fond of stating: “Serikali ni Siri Kali” (translated literally from Swahili to mean 
‘government is top secret’). Governments that have traditionally restricted access to 
public information cannot be expected to embrace e-government whole-heartedly 
and avail information that would enable citizens to question their public policies, 
accountability and integrity. By and large, government systems in developing coun-
tries, especially in Africa, are characterised by bureaucracy and red tape, which in 
some countries are seen as a form of power and also a source of side income for 
corrupt civil servants. For instance, a person applying for a trading license may 
have to pay the person who dishes out the application forms, bribe the clerk to 
have their application stamped, and pay a string of other people just to get the ap-
plication considered, let alone granted. E-governance breaks bureaucracy, which is 
not desirable to many [corrupt] government workers as this would directly affect 
their food-chain. Some governments fear the potential of the Internet and wish to 
control it and the companies that provide the services and products tied to it; and 
users fear the consequences of using it as a medium for openness and accountability 
(Ganesan, 2008).

Bagire (2005) observes that in many [developing countries] where websites 
exist, they contain little information of value to the public. In Africa for example, 
while information on “who is who” in the ministry, its organizational structure, and 
its mission will often be abundantly available, the average website will not have 
public service information, for instance on how to apply for a particular service, who 
the right officer/person to approach is, and where on the website to download and 
electronically submit application forms. The Ibrahim Index on African governance 
expressed concern about the difficulties that were faced in collecting secondary 
data from government websites, saying “not all African countries have websites 
and where they do, they may not post useful data” (Rotberg, 2007:20).

Furthermore, although most governments in the developing world are implement-
ing e-government systems, little awareness is being created among the people. This 
is made worse by the lack of citizen involvement in the planning process. Xiong 
(2006), in the context of e-government in China, noted that if people have never heard 
of e-government, and have no interest, no equipment, and no knowledge or skills on 
how to access and use online government information and services, e-government 
is meaningless. Most developing countries also face problems related to the poor 
organization of knowledge in government portals, which deny citizens the benefits 
that could be gained from sound information and knowledge management practices. 
Identifying the right processes to capture, store and share knowledge is an essential 
aspect of knowledge management (United Nations, 2008).

In the developing world, where most people cannot effectively access the In-
ternet because of factors already discussed, whatever e-government initiatives are 
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made cannot go further if issues related to Internet access are not addressed. This 
situation is only made worse by power shortages. Cokayne (2008), citing the IMF 
in an article published in the Sunday Times (South Africa, May 19, 2008:18), warns 
that the power crisis in sub-Saharan Africa is a constraint to economic growth. 
The report indicates that the adverse effect of the power crisis affects productivity 
by 30 - 60%, ahead of red tape and corruption. It is estimated that more than 48 
countries in Africa have suffered acute energy crises in recent years, and the overall 
generating capacity of these countries, at 63 gigawatts, is comparable to that of 
Spain (Cokayne, 2008).

Way foRWaRD in implementing 
e-goveRnment systems

The phases of the e-government evolution act as both a benchmark and a framework 
for governments to enhance their e-government statuses and provide an enabling 
environment for the growth of business transactions. The first phase in the evolu-
tion is the Infrastructure phase, which requires information infrastructure - both 
within the public sector and across society at large – that can facilitate reliable and 
affordable Internet connectivity for all citizens, businesses and stakeholders in a 
given jurisdiction. This is followed by the Integration phase, which is basically 
concerned with leveraging new infrastructure within the public sector in order 
to better share information (both internally and externally) and bundle, integrate, 
and deliver services through more efficient and citizen-centric governance models 
using multiple delivery channels. The third and final phase is the Transformation 
phase, which is aimed at pursuing service innovation and e-government across a 
broader prism of community and democratic development through more networked 
governance patterns within government, across various government levels, and 
amongst all sectors in a particular jurisdiction. Governments must aim to reach the 
transformation phase, as this would provide more even ground for e-business and 
e-commerce growth (United Nations, 2008).

A different model of e-government development consists of five stages, namely 
emerging, enhanced, interactive, transactional, and connected. The Emerging stage 
is characterised by a government’s online presence, mainly consisting of a web 
page and/or an official website; and links to ministries or departments of educa-
tion, health, social welfare, labour and finance. Much of the information is static 
and there is little interaction with citizens. At the Enhanced stage, governments 
provide more information on public policy and governance. Here, they have links 
to archived information in a format that is easy for citizens to access and use, such 
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as documents, forms, reports, laws and regulations, and newsletters. During the 
Interactive stage, governments deliver online services such as downloadable ap-
plication forms for tax payments or license renewals. At this stage, the start of an 
interactive portal or website with services that enhance convenience for citizens are 
evident. The Transactional stage is characterised by governments’ introduction of 
two-way interactions between citizens and government. It includes options for pay-
ing taxes, applying for ID cards, birth certificates, passports, license renewals, and 
other similar G2C interactions, and allows the citizen 24/7 access to these services 
online. All transactions are conducted online. Finally, the Connected (integrated or 
seamless) stage is characterised by a government’s transformation into a connected 
entity that responds to the needs of its citizens by developing integrated back office 
infrastructure. This is the most sophisticated level of online e-government initiatives, 
and is characterized by (United Nations, 2008):

Horizontal connections among government agencies• 
Vertical connections between central and local government agencies• 
Infrastructure connections with addressed interoperability issues• 
Connections between governments and citizens• 
Connections between various stakeholders, such as the government, private • 
sector, academic institutions, NGOs and civil society
The support and encouragement of e-participation and citizen engagement by • 
governments in the decision-making process.

Governments can enhance the development of the digital economy by creating 
an environment in which the citizenry have more trust in their government. The 
interaction between a government and its citizens, and the responsiveness of the 
government to optimise its public service delivery outputs and outcomes within 
the constraints that it faces, have the potential to improve the trust with which [the 
government] is viewed by citizens. Building and maintaining trust in e-government 
requires an understanding of both the many levels of interactions where trust must 
be earned, and of cultural differences. Factors that affect trust relate to culture, in-
formation, content, and the nature of the system. It is therefore important to build 
citizen-centric e-government to uphold information rights that focus on human 
dignity, fundamental human rights, and earning trust. Building citizens’ trust in e-
government must take cognisance of ethical issues such as privacy, accuracy, and 
access. It is also important for leaders to promote knowledge sharing as a means of 
instilling trust among its employees and citizens (United Nations, 2008). Issues of 
privacy, confidentiality, data integrity and the availability of information are also 
important in environments where information is shared.
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If privacy is not assured, people may not endear to e-government systems. Oak 
(2008) reminds us that Internet privacy is particularly important when website us-
ers give out their personal details on the Internet. For websites that facilitate online 
shopping, users are required to input their credit card numbers. Privacy in such an 
environment is of the utmost importance to instil trust in the perpetual use of the 
e-government services. Likewise, in the case of emailing sites where third parties 
are allowed to store or read emails without informed consent, there is likely to be 
distrust of the service among subscribers.

Citizens and businesses would also be encouraged to operate in an e-government 
environment if the information they seek and access is accurate and reliable. Informa-
tion on government websites that contains errors will not meet the needs of citizens 
or businesses, who may feel that their interests and needs are not being taken seri-
ously. Information on e-government portals may also link to information that does 
not necessarily belong to government; therefore governments should ensure that 
citizens and businesses accessing such information are insulated from any copyright 
violations that may arise thereof. In electronic commerce environments, businesses 
and customers expect to have quick access to information and direct responses to 
their requests. It is important for e-government systems to respond to this need.

Confidentiality ensures that only those with sufficient privileges and a demon-
strated need may access certain information. For a business, exposing confidential 
information to theft could have a significant impact on matters such as stock prices, 
revenues and competitive advantages. Integrity, on the other hand, relates to the 
protection of content/information against corruption or the alteration of information. 
The integrity of information is threatened when it is exposed to corruption, damage, 
destruction or other disruptions to its authentic state. It is important for businesses 
to trust the mechanisms used for the storage and transmission of information in the 
electronic environment. E-government environments must ensure the integrity of 
their content at all times.

Since an e-government environment provides a platform for e-commerce trans-
actions, a legal oriented framework is necessary to cater for cyber laws, consumer 
protection, and the security of transactions (Department of IT eTechnology Group 
-India, 2003). A consumer protection framework would deal with uncompetitive 
behaviour in the market and create a level playing field for all businesses. Investors 
in an e-economy would need assurance in the form of an environment that could 
enhance the profitability of their investments, and a competition policy is an im-
portant consideration in this respect. OECD countries have developed guidelines 
for consumer protection in the context of e-commerce that provide a solid base for 
consumers to receive the same level of protection when they shop online as they 
would if they bought from a local store (OECD, 1999).
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Governments can cultivate trust in their citizens and businesses with regard to 
the use of e-government services when they take steps to cater for all in society, 
including the disabled and the elderly by, for example, implementing adaptive tech-
nologies. Governments also need to take into consideration their citizens’ level of 
comfort with the various ICTs available in order to deliver effective online services. 
For the youth, this might mean providing online services via cellular phones and/or 
creating an efficient and robust portal that can respond to their need for speed and 
portability. For senior citizens, it might mean providing one-stop centres through 
which they can receive assistance on how to access online services without needing 
an even moderate knowledge of ICTs. For others, it might mean providing integrated 
portals whose back office operations are interlinked, thereby providing a seamless 
transition from one service to next (United Nations, 2008).

conclusion

E-government and the digital economy are inextricably intertwined. Thus, in 
order for businesses to be able to effectively utilise e-government systems in the 
knowledge economy, an enabling environment is important. Southwood (2005) 
provides a list of questions that can assist in determining e-government (or e-
business) readiness, as follows: Is the infrastructure for data systems ready? Are 
management systems, records and work processes in place? Is the legal infra-
structure ready (e.g. the laws and regulations required permitting and supporting 
the move to e-government and facilitating the acceptance of digital signatures)? 
Are the institutional infrastructures needed to facilitate and drive e-government 
in place? Is our human infrastructure ready (i.e. do we have in place the attitudes, 
knowledge and skills required to initiate, implement and sustain e-government 
initiatives?)? Is our technological infrastructure ready? And is our leadership and 
strategic thinking ready (i.e. is there the internal authority and vision to drive 
forward e-governance?)?

Governments must take the necessary steps to address issues related to trust, 
especially privacy/confidentiality, security, integrity, availability, and universal 
access, in order to inspire businesses’ use of electronic government systems. 
Moreover, a legal framework to ensure that electronic commercial transactions 
are enforced and electronic documents and signatures authenticated should be 
put in place. The protection of consumers in e-commerce contexts is important, 
as this provides a solid base from which to offer consumers online protection and 
security. National strategies that emphasise the interoperability of products and 
the affordable pricing of network and interactive content are good indicators of a 
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government’s commitment to an e-government system that can support business 
transactions effectively in an electronic environment.

RefeRences

Adeshara1, P., Juric, R., Kuljis, J., & Paul, R. (2004). A survey of acceptance of e-
government services in the UK. Journal of Computing and Information Technology–
CIT, 12(2), 143–150.

Bagire, V. (2005). How e-governance breaks bureaucracy: Collaboration on 
international ICT policy for east and southern Africa (CIPESA). Nairobi: Kenya 
Government.

Bridges.org. (2001). Comparison of e-readiness assessment models: Final draft. 
Retrieved on July 16, 2003, from http://www.bridges.org/eredainess/tools.html

Chadwick, A., and C. May (2003). Interactions between states and citizens in the 
age of Internet: E-Government in the United States, Britain, and European Union. 
Governance, 16(2), 271–300. doi:10.1111/1468-0491.00216

Cloate, F. (2007, June 26-29). Knowledge management and trust in government: 
Lessons from South Africa. Global Forum on Reinventing Government: Building 
Trust in Government, Vienna, Austria.

Department of IT eTechnology Group (India). (2003). Assessment of central ministries 
and departments: E-governance readiness assessment 2003: Draft report 48.

Ganesan, A. (2008). Global Internet freedom: Corporate responsibility and the rule 
of law: Testimony to the U.S. Senate Judiciary Committee, Subcommittee on Hu-
man Rights and the Law. Retrieved on July 25, 2008, from http://hrw.org/english/
docs/2008/05/20/usint18894.htm

Githongo, J. (1998). Tanzania’s poor score on graft. Retrieved on July 18, 2005, 
from www.nationaudio.com/News/East Africa/2809/Regional/Regional.6.htm

Holzer, M., & Kim, S. T. (2005). Digital governance in municipalities worldwide: 
A longitudinal assessment of municipal Web sites across the world. Retrieved on 
February 15, 2007, from http://unpan1.un.org/intradoc/groups/public/documents/
ASPA/UNPAN022839.pdf

New York State Archives. (2005). Managing government records/e-government. 
Retrieved on July 19, 2005, from http://www.archives.nysed.gov/a/nysaservices/
ns_mgr_pub58_intro.shtml



E-Government Readiness  147

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

Oak, M. (2008). Ethical issues of Internet privacy. Retrieved on July 26, 2008, from 
http://www.buzzle.com/articles/ethical-issues-of-internet-privacy.html

OECD. (1999). The role of communications infrastructures in advancing electronic 
commerce. Paris: OECD.

Onyancha, O. B. (2008, July 31-August 4). E-Governance in Africa: Challenges, 
trends, and issues. Paper Presented at Moi University 3rd Annual International 
Conference.

Oyomno, G. Z. (2003). Towards a framework for assessing the maturity of govern-
ment capabilities for e-government. Johannesburg, South Africa: LINK Centre, 
Graduate School of Public and Development Management, University of the Wit-
watersrand.

Remmen. A. (2004). Images of e-government–experiences from the digital North Den-
mark Aaolborg: Department of Development and Planning, Aalborg University.

Rotberg, R. (2007). The Ibrahim index on African governance: How we achieved 
our rankings. African Business, 336, 20.

Sheridan, W., & Riley, T. B. (2006). Comparing e-government and e-governance. 
Retrieved on December 12, 2006, from http://www.electronicgov.net/pubs/re-
search_papers/SheridanRileyComparEgov.d Southwood, R. (2005). E-Government 
special–does it exist in Africa and what can it do? Balancing Act Issue, 93.

UNDESA. (2006). E-Government readiness assessment methodology. Retrieved on 
December 12, 2006, from http://www.unpan.org/dpepa-kmb-eg-egovranda-ready.
asp

United Nations. (2008). UN e-government survey 2008: From e-government to 
connected government. Retrieved on January 28, 2008, from http://unpan1.un.org/
intradoc/groups/public/documents/UN/UNPAN028607.pdf

United Nations Divisions for Public Economics and Public Administration. (2002). 
Benchmarking e-government: A global perspective. New York: United Nations, 
DPEPA. Retrieved on July 31, 2002, from http://unpan1.un.org/intradoc/groups/
public/documents/un/unpan003984.pdf

World Information Society Report. (2006). Digital opportunity index 2005. Retrieved 
on February 13, 2007, from http://www.itu.int/osg/spu/publications/worldinforma-
tionsociety/2006/World.pdf

Xiong, J. A. (2006). Current status and needs of Chinese e-government users. Car-
bondale, IL: Southern Illinois University.f



148  E-Business and E-Commerce

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

Chapter I0

E-Business and 
E-Commerce

intRoDuction

E-business and e-commerce are applications around which the digital economy re-
volves. The concept ‘e-business’ was originated by IBM in 1997 to refer to the sum 
total of buying and selling goods and services, servicing customers, and collabora-
tion amongst business partners online. E-business consists of electronic applications 
that offer production planning, scheduling, outsourcing, and other business-related 
operation processes. E-commerce is still evolving; as of yet, a widely accepted 
definition has not been agreed on (Coppel, 2000). Loosely defined, e-commerce 
refers to doing business over the Internet; in other words the buying and selling of 
goods and services that can be delivered offline as well as the creation of products 
that can be digitised and delivered online (e.g. computer software). Activities in e-
commerce may include order registration, electronic advertising, electronic billing, 
electronic marketing, online delivery and tracking, and customer services support. 
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The concept of e-commerce appears to be more widely used than e-business, per-
haps because more companies tend to transact electronically without indulging in 
customer support. Customer support may be contracted to a third party.

A practical example of the development of e-commerce can be illustrated in 
the form of a global engineering company that operates with a lean manufacturing 
process and has considerably reduced the travelling of its engineers to businesses/
clients/suppliers to gather orders because this type of trip is now often completed 
through the Web. When an order is received, the tooling planner decides what tools 
are needed to process the order based on electronically transferred drawings. However, 
these drawings require the use of appropriate software so that the specifications of 
the drawings can be determined (Ehrlich, 2005). Before the web-based processing 
of orders was adopted, the fax machine was introduced and increased the span of 
communication, decreasing the time necessary for data transmission. However, it did 
not cater for prints; therefore the manual transfer of prints was still necessary. What 
followed was the development of Electronic Data Interchange (EDI). The introduc-
tion of EDI required the purchase of special technology in order to read the EDI files 
and interpret the data. EDI was an interface specially developed to electronically 
exchange data. Of course, this process has now been upgraded and replaced with 
web-based order processing. The engineering company, in this instance, can now 
utilize a web interface for each customer and retrieve their orders.

In its rudimentary form, e-commerce was initiated in the 1970s in the private 
sector before PCs were ushered into the public domain. The evolution of the Internet 
and the late 90s hype about e-government, coupled with pressure from businesses in 
anticipation of reaping great benefits, gave impetus to the growth of e-commerce, 
both in the private sector and in government. However, contrary to popular belief 
governments (or rather e-governments), are not the chief architects of e-commerce. 
Governments, motivated by the increased automation of their business transactions, 
are simply reengineering e-commerce business processes and adding them to their 
emerging e-applications, such as e-health, e-voting, online communities, e-procure-
ment, e-taxation, e-judiciaries, etc. Both e-governments and e-commerce are public 
sector reforms that aim to enhance service delivery and good governance.

LeClaire (2005) divides the development of e-commerce into three stages. 
The 90s, at the height of the Internet revolution, is dubbed phase I. The period 
from 1996-2000 is known as the hype era or phase II, followed by the post-hype 
era or phase III between 2001 and 2004. Phase I was largely characterised by the 
growth of the Internet. At the time, much of the connectivity was in the form of 
slow dial-ups and online billboards. The most important development in Phase II 
was the emergence of the Netscape web browser in 1994, which opened the door 
for online retailers such as eBay and Amazon.com. Amazon was the first firm to 



150  E-Business and E-Commerce

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

offer online ordering services. Phase II of e-commerce was also characterised by 
increased online insecurity, particularly relating to lack of availability of service. 
This form of insecurity had a negative impact on consumer confidence. Thereafter, 
the Internet bubble burst, forcing many online service providers to close shop. The 
current phase of e-commerce, i.e. phase III, has been characterised by increasing 
confidence and trust in online shopping, thus once again enhancing online business 
growth. Increasingly, e-commerce is now witnessing the development of afford-
able, easy-to-use solutions that make it possible for entrepreneurs to transform 
their unique ideas into successful online businesses, such as online order fulfilment 
technologies and shipping.

While Electronic Data Interchange (EDI) - a standard for processing and trans-
mitting information between computers over private value-added networks - ex-
isted for several years prior to the Internet and WWW commerce, its use and scope 
were (and still remain) limited. The slow growth of traditional e-commerce could 
therefore partly be attributed to the fact that e-commerce largely relied on such 
private, value-added networks, which were also characterised by high costs and 
limited connectivity because they operated on proprietary protocols and standards. 
Moreover, value-added networks relied on store and forward methods and not real-
time transactions. E-commerce using EDI was suitable for the processing of batch 
transactions, such as passing purchase orders and invoices, but not for advertising 
and interactive applications because such applications require high bandwidths that 
EDI does not offer. On the plus side, value-added network connectivity provides 
relatively strong security, reliability and confirmation of receipt (Pyle, 1996).

types of e-commeRce

Various forms of e-commerce can be grouped according to the parties involved in 
the online purchase or sale of goods and services, i.e.: business-to-business (B2B), 
government-to-business (G2B), business-to-consumer (B2C), consumer-to-consumer 
(C2C), consumer-to-government (C2G), consumer-to-business (C2B), government-to-
government (G2G), and public-to-government (P2G). Business-to-consumer (B2C), 
for example, refers to individual consumers purchasing products from manufactures or 
service providers; business-to-business (B2B) consists of sellers and buyers as business 
entities; and business-to-government (B2G) means that governments participate in 
e-commerce transactions with business entities, e.g. public procurement. Traditional 
types of e-commerce involve transactions between businesses and consumers (B2C) 
and between business partners (B2B).

E-commerce covers two main types of activities, namely indirect electronic com-
merce (electronic ordering of tangible goods; these must still be physically delivered 
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using traditional channels such as postal services or commercial couriers), and direct 
electronic commerce (the online ordering, payment and delivery of intangible goods 
and services such as computer software, entertainment content, or information 
services on a global scale) [Fan, 2000]. The Internet’s significant revolution and 
growth in the 90s has been largely responsible for the rapid growth in e-commerce 
sales, especially B2C. For example in the United States (where most e-commerce 
transactions take place), sales in the final quarter of 1999 were estimated at 0.7% 
of the country’s total retail sales, while in Europe, B2C penetration in early 2000 
was estimated at just over 0.2% of that region’s retail sales (Coppel, 2000).

During the 90s, e-commerce implementation, spurred on by the growth of the 
Internet and the World Wide Web, engendered many opportunities and challenges 
that demanded prudent interventions at policy, legislative and regulatory levels. In 
1991, the Internet had less than 3 million users around the world, and its application 
to e-commerce was non-existent. However by 1999, an estimated 250 million users 
accessed the Internet, and approximately one quarter of them made purchases online 
from electronic commerce sites that were worth approximately US$ 110 billion 
(Coppel, 2000). Come 2006, the number of Internet users globally was estimated 
at over 1 billion, while mobile phone users were estimated at 2 billion (Economist 
Intelligence Unit, 2006).

In a significant way, Internet commerce continues to change the way products 
are customised, distributed and exchanged, and how businesses and consumers 
search for and use products. However, e-commerce is still in its infancy and the 
opportunities that it engenders are yet to be fully exploited. In the United States 
and Europe, where e-commerce transactions are growing increasingly pervasive 
(especially in e-government environments), applications such as the online issuance 
of purchase orders; electronic signature of purchase orders; drivers license and I.D. 
card applications and renewals; vehicle registration; tax payment; and registration 
of changes in address; are becoming the norm rather than the exception (Boston 
Consulting Group, 1999).

Determinants of e-commerce adoption 
and growth by and in, smes

There are several factors that determine whether or not SMEs can adopt e-commerce. 
Most SMEs will not adopt e-commerce if the benefits do not outweigh the costs 
of developing and maintaining the system. SMEs are generally concerned about 
costs because they generally suffer from budget constraints and are less sure of 
the expected returns on their investment. Some SMEs cannot afford to adopt so-
phisticated ICT solutions, for instance the purchase of secure web applications for 
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credit card transactions. SMEs with a small number of employees may not need 
sophisticated websites, but might be encouraged to adopt a simple website without 
any e-commerce functionalities as long as they are able to afford the cost of basic 
Internet services (Bricklin, 2002). E-commerce maintenance and upgrades can be 
very costly, especially when firms aim for a highly sophisticated virtual shop on 
top of website maintenance, telephony, and Internet service provider (ISP) and 
site hosting charges. Moreover, website maintenance and upgrades may increase 
over time as the volume of online transactions grows, and this may raise costs and 
generate excessive workloads in terms of staff time. The price of Internet access is 
a key determinant in the level of Internet and e-commerce use by individuals and 
businesses. Countries with lower access costs typically have a greater number of 
Internet hosts, and electronic commerce has developed rapidly in countries with 
flat-rate access. OECD (2004) observes that for low-income and rural populations, 
universal access programmes are necessary to make adequate telecommunications 
available in areas where telecommunications operators cannot otherwise expect to 
provide network access.

A cross-country and cross-sector study by OECD’s Electronic Commerce Busi-
ness Impacts Project (EBIP) of 217 firms that were early adopters of the Internet 
and e-business strategies (OECD, 2002), revealed that these firms view competence 
factors such as management attitudes, skills levels and training, as the most likely 
to successfully influence businesses on the path to adopting e-business strate-
gies. Technological factors, such as how to ensure interoperability with different 
e-commerce systems and improve network reliability and flexibility, were also 
highly favourable, although they were of less concern than competence factors. 
Cost factors, including the costs of reaching customers, engaging in e-commerce, 
and telecommunications, were also viewed positively in light of the benefits that 
can be gained from e-commerce and e-business. Comparatively, confidence factors 
such as brand image, transaction security, legal structures, and IPR issues, were of 
lower concern.

Policies that would affect the adoption and use of e-business strategies include 
those designed to expand and improve the quality of network infrastructure and 
the legal and regulatory environment, foster technological diffusion and create a 
favourable business environment. Specific policies for SMEs further tend to focus 
on ICT and e-business awareness programmes, business consultation services, and 
employee and management training to enhance ICT and managerial skills (OECD, 
2004). ICT and e-commerce offer benefits for a wide range of business processes. 
For instance, ICTs enhance and speed up communication within and outside the 
firm. This increases the efficiency of the managers of the firms, especially if they 
are not in close proximity to the business. Sharing information electronically also 
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enhances the efficiency of business processes such as ordering, invoicing and back-
office operations. Through knowledge management systems, firms are able to store, 
share, and effectively use their acquired knowledge. The Internet allows SMEs to 
reach out to new customers, expand their markets geographically, and transmit and 
order information seamlessly between or across different systems. The Web also 
provides small players with an opportunity to join and compete in a wide variety of 
supply chains, including those previously inaccessible because of the use of costly 
closed EDI networks (Sakai, 2002).

The growth and development of e-commerce has been found to follow patterns 
similar to those of Internet adoption, assimilation and use across the world. Income, 
education and age are the main factors determining the profile of Internet users, 
especially B2C buyers. In the United States, surveys in 2003 showed that growth 
in the Internet population had occurred across every demographic group. However, 
there remained several factors that separated Internet users from lesser- or non-users. 
For example, younger Americans were significantly more wired than older Ameri-
cans; well-to-do Americans were more wired than less well-off Americans; and the 
employed were far more wired than the unemployed. Moreover, White Americans 
were more wired than African-Americans and Hispanics; well-educated Americans 
were more wired than those who only completed high school; suburban and urban 
residents were more wired than rural residents; and the parents of children living 
at home were more wired than parents whose children were away (US Department 
of State, 2003).

The business use of the Internet also reveals a dichotomy, wherein usage is sub-
stantially higher among large than small-sized enterprises. For example in Japan, 
Internet penetration among firms with more than 300 employees was estimated to 
be as much as 80%, while in firms with less than six employees it was only 20% 
(Romer, 1990). Financial, legal and other service industries were found to have 
higher Internet penetration rates than those in manufacturing and mining. It has 
also been established that the relative level of capital spending on communications 
infrastructure and Internet applications’ software development generally tends to 
be higher in countries with mature and liberalised telecommunications markets, for 
example the United States, United Kingdom, Japan, Finland, Sweden and Australia 
(Romer, 1990).

The increasing growth of electronic commerce over the Net has been motivated 
by factors that include, but are not limited to: pressure from business leaders across 
the world wishing to enhance their competitiveness and facilitate entry into global 
markets; global public sector reforms; the digital revolution, especially of the In-
ternet and WWW; open nature of the Internet compared to traditional infrastructure 
such as value added networks; increasing use of ICT by government; the need for 
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government to enforce tax compliance; and the increasing partnerships between 
different levels of government and the private sector. Payne (n.d) outlines some of 
the benefits of e-commerce to businesses, especially SMEs, as follows:

It helps them find new customers, partners and suppliers, both domestically • 
and internationally
Serves current and new customers better, hence offering more value to them• 
Improves the efficiency of the business’ processes• 
Offers entirely new services and products, some of which even lead to the • 
start of new businesses.

Due to pressure from international monetary agencies such as the World Bank 
and the International Monetary Fund, governments are undertaking public sector 
reforms in order to reorganise the management of public procurement, and this pro-
cess includes implementing e-government and e-commerce systems. Consequently, 
sizeable business-to-government (B2G) transactions are increasingly being imple-
mented. Similarly, governments the world over are increasingly using the Internet 
for the transmission or receipt of information from business enterprises and citizens 
in order to improve service delivery and enforce tax compliance. Generally, there 
is also a growing increase in e-commerce worldwide, motivated by factors such as 
the low cost of using the Net. Through the Internet, buyers and sellers are drawn 
together in more efficient ways to create new market places and opportunities for 
the reorganisation of economic processes, which in essence is what e-commerce 
is all about.

Among the things that e-commerce is expected to do, are the following: stimu-
late productivity and economic growth; enhance efficiency in the management of 
the chains of supply and distribution; minimise barriers to entry into new markets; 
improve access to information that is customized to meet individual needs; and of-
fer businesses, individuals or governments infrastructure that enables the creation 
of virtual markets for goods and services that hitherto never existed. Generally, 
e-commerce provides opportunities for doing business worldwide without the 
constraints of time and place.

SMEs have been found to use ICTs for e-commerce in applications such as com-
munication via e-mail; providing information about a company’s products, services 
and technologies via corporate websites; ordering and exchanges with regular cus-
tomers; recruitment; and receiving customer feedback. Some SMEs also purchase 
standard materials, office equipment and software over the Internet.

While many studies provide evidence of the positive effects of ICT adoption on 
a firm’s performance, others have shown no relationship between the two (Bitler, 
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2001). For example, although computers and access to the Internet have become 
common in most OECD countries, sales and purchases over the Internet have yet to 
take off. Furthermore, while the available data suggests that electronic commerce 
is growing, it still accounts for a relatively small portion of economic activity for 
firms of all sizes. Baldwin and Sabourin (2002) note that a study on Canadian 
manufacturing establishments with ten or more employees showed that those with 
higher growths in productivity were more likely to be using greater numbers of ad-
vanced ICTs. OECD analyses have also shown that the overall impacts of ICTs and 
e-business strategies on a firm’s performance are positive; yet even then, ICTs are 
not a panacea in and of themselves. Most Internet e-commerce involves domestic 
rather than cross-border transactions. Baldwin and Sabourin (2002) suggest that 
most SMEs still appear to be at the point where establishing a website or adopting 
e-commerce is the main issue. The successful integration of external and internal 
business processes in e-business also necessitates organisational and managerial 
changes, which may entail proportionally greater costs and risks for SMEs. Fur-
thermore, small-sized enterprises generally have fewer incentives to integrate their 
business processes than larger firms, which have more complex business processes 
and resources to harmonise and co-ordinate.

e-commeRce: e-goveRnment nexus

Both e-commerce and e-government are public sector reforms that aim to improve 
service delivery to citizens and businesses and force governments to become more 
transparent and accountable in the way they carry out their businesses. Most work in 
government is of e-commerce nature because they entail the provision of services that 
largely involve monetary transactions, such as filing claims. Besides, both e-commerce 
and e-government enhance government-to-citizen and business-to-consumer service 
delivery by providing real-time access to information and transactions. For example, 
the one-stop e-government service concept provides citizens with single-faced 
government with which they can interact in seeking services. To meet the demand 
of one-stop government service, e-government systems usually maintain client data 
relating to the client’s needs and situation. The benefits of e-commerce provision 
in e-government environment are that governments can eliminate middlemen and 
market their services directly to users by accepting orders via the Internet.

E-government and e-commerce application rely largely on ICT in the new global 
economy for the purpose of inter-linking governments to stakeholders such as busi-
nesses, communities locally and globally. This makes governments more competitive 
in both local and international markets. Moreover, businesses and governments also 
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need to advertise and promote their services, and ICTs provide an important means 
by which this need can be achieved. ICT is the nexus-glue that links government 
and business, because it enables government (through e-government) and business 
community (through e-commerce) to do business together easily. The National 
Electronic Commerce Coordinating (2000) points out that in the United States, 
most transactions in government involve the exchange of services, products and 
money, making e-commerce a critical component of e-government. Moreover, the 
growth of e-commerce and the move towards e-government provides opportunities 
for governments and their citizens to interact with each other in a timely manner. 
The growing use of the Internet and the ability to buy goods and services anytime, 
whether day or night, has impacted on the way governments try to provide services 
to their citizens .and do business with the business community. Governments have 
attempted to ease the burden of a number of bureaucratic processes by allowing 
citizens and businesses to pay for and obtain certain services online. Citizens, in 
turn, are expecting more from their governments, and in certain circumstances, are 
willing to pay extra to avoid the inconvenience of doing business with government 
constituencies only during their business hours.

e-commeRce implementation RequiRements 
in an e-goveRnment setting

A healthy environment is necessary for the successful implementation of e-commerce. 
In particular (and especially in the telecommunications sector), economic and 
regulatory reforms that lower the cost and improve the quality of Internet access 
are crucial for e-commerce to thrive. Lower prices would, for example, stimulate 
greater computer diffusion into a country’s households. Investment in network ca-
pacity and the speed of data transmission are also important for e-commerce uptake 
(Romer, 1990). In the business sense, when introducing e-commerce it is important 
to vigorously market the new solution across the entire organization and dedicate 
full-time project staff to the implementation process. Education and training are also 
key elements during the implementation process, and should not be forgotten.

When implementing e-commerce between government (through e-government) 
and the business community, it is important to address auditing and control issues. 
Auditors can assist to identify the key risks associated with these e-commerce 
applications, and also assess the effect of these risks on the audit work (The US’ 
National Electronic Commerce Coordinating Council, 2000). As already mentioned, 
the design and operation of e-commerce systems in e-government need to address 
issues related to transparency and accountability. Moreover, the designers of e-
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commerce systems in an e-government environment need to understand that critical 
business-related issues should guide the transformation of traditional governments 
to e-government environments. Establishing effective IT infrastructure is the first 
step on the road to a well-controlled e-government environment. E-commerce 
implementations in e-government environments should also address leadership 
and governance; privacy and security; technology; legal and customer readiness; 
access; and applications and competencies (The US’ National Electronic Commerce 
Coordinating Council, 2000).

E-commerce implementation in government is still a new innovation and is thus 
not yet that well understood. Consequently, strong leadership on the part of those 
charged with the responsibility of running governments is paramount. Also important 
in the e-commerce implementation process is the government’s willingness to change 
traditional structures and business processes. These changes may be accomplished 
through legislations that reorganize the traditional government model or through 
strong IT leadership and policies. Governments need to be aware of potential cost-
savings, and must hold their government agencies accountable for the achievement 
of the results enabled by new technologies. Moreover, successful e-commerce 
implementation requires adequate managerial support, adequate funding, sufficient 
project management, clearly defined project objectives, technology choices that meet 
business requirements, process integration, proper planning, aligning plans with 
practice, re-engineering business processes, ensuring that organizational structures 
lend themselves to coordination, and ensuring that organizational culture does not 
inhibit people’s ability to perform. It is important to ensure that before e-commerce 
applications are implemented in a government’s corridors, a written enterprise-wide 
strategic plan for e-commerce is promulgated and put in place. Such a plan would 
include a framework for the prioritization of business objectives and their related e-
commerce activities; measurable results and milestones; the monitoring of activities; 
and a mechanism for identifying issues and initiating corrective action (National 
Electronic Commerce Coordinating Council- NECCC, 2000).

E-government, like the e-commerce environment, exacerbates issues of privacy. 
Given that governments collect large amounts of information on citizens and private 
enterprises, and given that this information is stored in electronic form, measures to 
enhance the privacy of these entities is crucial in order to instil confidence within 
parties interested in electronically transacting with governments. Some of the in-
formation that governments collect and store includes corporate filing information, 
tax information, and regulatory information. The implementation of e-commerce 
demands that privacy policies and laws are harmonized and made consistent; organiza-
tions dealing with government comply with privacy policies and laws; fraud scams, 
such as identity theft, do not occur; access to data is not inappropriately granted or 
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refused; sensitive information is not disclosed without authorization and litigation; 
and legal liability does not proliferate. Overall, e-commerce implementation should 
ensure that consistent and legal privacy policies are established to overlook the e-
government system. Moreover, governments should have a clearly written privacy 
policy defining the type of personal information collected and how it is collected; 
the intended use of and ultimate disposal of the collected data; and the identity of 
third parties, especially in cases where information is shared (National Electronic 
Commerce Coordinating Council, 2000).

As with privacy, security issues cause great concern for the parties involved in 
e-commerce transactions. With more citizens and businesses submitting information 
to governments over the Net, the risk of aspects of it being stolen increases. The type 
of information most liable to theft includes user identification, passwords, credit 
card numbers, bank account numbers, etc. In the event of the loss or theft of such 
information, governments could be liable to litigation. It is therefore important to 
have in place an effective security system that protects data when it is stored and 
during transmission to or from government.

E-commerce within governments involves various parties, such as citizens, pri-
vate sectors, other governments, suppliers, and international players with different 
systems and laws governing their operations. Successful e-commerce implementation 
in governments therefore demands interconnectedness and the standardization of 
hardware and software to ensure compatible communications across different systems. 
Systems should be developed with enough flexibility to accommodate changes in 
technology and provide a sustained ability to communicate. E-commerce’s technology 
implementations should ensure that systems interface with each other appropriately 
to enhance efficient processes. Moreover, systems need to be secured and unproven 
technologies should not be used, as these could lead to system failure. The systems 
deployed should also not have a single point of failure that would interfere with a 
system’s operations or business continuity in the event of a catastrophe. In order 
to achieve this, security requirements demand, among other things, establishing 
methods that ensure uninterrupted service delivery, such as maintaining a mirror 
image, redundant communication lines, and other related backup facilities (National 
Electronic Commerce Coordinating Council, 2000).

In order for e-commerce implementation to have the desired impact on government, 
there is a need to ensure that the various stakeholders with whom the government 
is dealing are ready for e-commerce operations. A major problem has always been 
that all sectors of society do not benefit equally from ICTs because not all sectors of 
society have equal access to technology. The so-called digital divide manifests itself 
in various forms, such as the inability to afford or access a computer; disabilities, 
e.g. visual impairment; linguistic problems; lack of Internet access for those living 
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in rural areas or inner city neighbourhoods; computer illiteracy; and no access to 
bank accounts or credit cards for prolonged or online payment. The implementation 
of e-commerce further requires adequate and well equipped human resources. The 
competency of the individuals developing, implementing, and supporting technology 
drives the effectiveness and efficiency that can be achieved through e-commerce 
and e-government. Moreover, personnel should be in possession of proper skills in 
order to perform as expected.

Alliance for Global Business (1999) provides a comprehensive checklist of ‘dos’ 
if a digital economy that is driven by e-commerce is to succeed. It points out that 
the development of a digital economy is more likely to be successful if the develop-
ment of electronic commerce is led primarily by the private sector in response to 
market forces. Moreover, participation in electronic commerce needs to be pursued 
through an open and fair competitive market. Government intervention, when re-
quired, should support a stable, international and legal environment, promote the 
fair allocation of scarce resources, and protect public interest. Such an intervention 
needs to be clear, transparent, objective, non-discriminatory, proportional, flexible, 
and technologically neutral. Mechanisms for private sector input and involvement 
in policy-making should be promoted and widely used in all countries and inter-
national forums. Because electronic commerce is global, the government policies 
that affect it should be internationally coordinated and compatible. Such policies 
should also facilitate interoperability.

The transactions conducted using e-commerce should receive neutral tax treat-
ment in comparison to non-electronic transactions. The taxation of electronic com-
merce has to be consistent with established and internationally accepted practices, 
and administered in the least burdensome manner. Regulation of the underlying 
telecommunications infrastructure, when necessary, could enable actors to com-
pete globally in an open and fair market. The protection of users, in particular with 
regard to privacy, confidentiality, anonymity and content control, should also be 
pursued through appropriate policies. A high level of trust in the global information 
infrastructure can be encouraged through mutual agreement, education, furthering 
technological innovations that enhance security and reliability, the adoption of ad-
equate dispute resolution mechanisms, and private sector self-regulation (Alliance 
for Global Business, 1999).
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e-commerce Readiness

The subject of e-readiness has already been addressed in chapter six, but will be 
repeated in this section in the context of e-commerce readiness. Likewise, some 
of the e-readiness tools that have already been covered will be repeated here in the 
context of assessing e-commerce readiness. The concept of e-commerce readiness 
is hardly defined explicitly in literature. The Computer Systems Policy Project 
(CSPP) refers to it as the availability of efficient telecommunications services and 
IT industries; the supporting environment of education, business and government; 
and a relevant policy and legal environment (Pentland and Figueres, 1999). The 
Economist Intelligence Unit/Pyramid Research (2000) describes e-readiness as the 
extent to which a country’s business environment is conducive to Internet-based 
commercial opportunities. It is a concept that spans a wide range of factors, from the 
sophistication of the telecoms infrastructure, to the security of credit-card transac-
tions and the literacy of the population. The Economist Intelligence Unit/Pyramid 
Research categorizes countries according to their level of readiness, beginning with 
e-business leaders, which are countries that already have most of the elements of e-
readiness in place, although there are still some concerns about regulatory measures. 
E-business contenders are countries that have both satisfactory infrastructure and a 
good business environment. However, parts of the e-business equation in this cat-
egory are still lacking. E-business followers constitute the largest group of countries, 
and while they have started to create an environment conducive to e-business, they 
still have a great deal of work ahead. Finally, the business laggards are countries 
that risk being left behind and face major obstacles to e-business growth, primarily 
in the area of connectivity.

In determining the level of e-readiness, the Economist Intelligence Unit/Pyra-
mid Research (2000) weighs factors that they believe determine whether or not a 
country is prepared to seize the opportunities presented by the Net when guided 
by an overall positive business climate. The use of specific elements of Internet 
and e-business infrastructure, such as connectivity, social and cultural factors, the 
legal environment for e-business, the business environment, the development of 
e-commerce, and the existence of supporting e-services, form six categories that 
feed into their rankings. Specifically, the categories are as follows:

Connectivity (30%): They point out that e-business thrives on adequate tele-
communications and Internet infrastructure; consequently they use connectivity 
measures to assess the access that individuals and businesses have to basic fixed 
and mobile telephony services, including voice, narrowband and broadband data. 
Affordability and the availability of services are also important determinants of 
connectivity.
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Business Environment (20%): This aspect covers the general business climate 
based on 70 indicators, including criteria such as the strength of the economy, 
political stability, the regulatory environment, taxation, and openness to trade 
and investment.

E-commerce Consumer and Business Adoption (20%): This measure consists 
of payment and logistics systems that evaluate the extent of credit-card ownership; 
the existence of secure, reliable and efficient electronic payment mechanisms; 
the ability of vendors to ensure the timely and reliable delivery of goods; and the 
extent to which websites have been developed by local firms.

Legal and Regulatory Environment (15%): The legal framework governing 
e-business is considered to be a vital factor that can either enhance or inhibit the 
development of electronic trading. Consideration here is given to the extent of legal 
support for virtual transactions and digital signatures, the ease of licensing, and 
the ability of firms to operate with a minimal but effective degree of regulation.

Supporting E-services (10%): EIU/Pyramid Research point out that no busi-
ness or industry can function efficiently without intermediaries and ancillary 
services for support. For e-business markets, these include portals and other online 
intermediaries, web-hosting firms, application service providers, web developers 
and e-business consultants.

Social and Cultural Infrastructure (5%): This aspect considers education and 
literacy to be necessary preconditions for a population’s ability to navigate the web 
and drive future domestic Internet development. Here, the nation’s proclivity to 
business innovation and receptiveness to web content are assessed.

Doyle et al. (1999) outline how national states can be empowered to take part in 
the digital economy as follows: educating government officials, top civil servants, 
and voters on the nature of the electronic economy; cooperating internationally in 
order to regulate consumer protection and develop a priority list of network crimes 
and agreed punishments; investing or encouraging investment in the physical in-
frastructure of the electronic economy, such as interactive networks and terminal 
access equipment; equipping citizens with the means to log on to the global network 
of wealth, information, and power, recognizing that there is a direct relationship 
between network access and the wealth of nations; replacing the measures and sta-
tistics of the industrial economy with the measures and statistics of the electronic 
economy, especially seeing as the official statistics, which form the basis of trade 
negotiations, are derived from an outdated data collection model; and providing 
individual consumers and citizens access to information networks as a right rather 
than a privilege. Other measures to enhance e-readiness in the digital economy 
include (Doyle et al. 1999):
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Appointing a chief public information officer to act as a champion of the • 
public information used to support consumers’ and citizens’ rights
Using electronic tools to support government processes, such as social provi-• 
sion, education services, and public procurement
Developing inward investment programs to attract and develop knowledge • 
industries based on electronic networks
Making connectivity, network infrastructure, taxation regimes, the price • 
of bandwidth, education and information services attractive to these 
enterprises
Intervening directly to guarantee and regulate the digital exchange of • 
money.

World Information Technology Services and Alliance (2000) summarizes the 
main variables to consider in assessing the preparedness of a nation to partake in 
the digital economy as the affordability or reliability of network access, including 
the cost of services, downtime, and the prevalence of access among individuals. 
In addition, the reliability of the electrical supply for business-critical computer 
operations, and the ease of importing, exporting and transporting goods within or 
outside a country, are important considerations. Still others include (World Informa-
tion Technology Services and Alliance, 2000):

Leadership: The priority given by government to promoting the development of 
an e-society on a national level; the extent of demonstrated progress on e-government, 
including efforts to automate governmental processes, offer services to businesses 
and citizens electronically, and create national portals; quality of partnerships be-
tween industry leaders and government to improve e-readiness; and level of effort 
put into promoting access for all citizens.

Information Security: Strength of legal protection and progress in protecting 
intellectual property rights, especially of software; extent of efforts to protect elec-
tronic privacy; and strength and effectiveness of the legal framework to address 
and prosecute computer crimes, authorize digital signatures, and enable public key 
infrastructure.

Human Capital: Quality of and participation levels in the education system, 
with an emphasis on efforts to create and support a knowledge-based society; pen-
etration of ICT in schools and ability of educators to use and teach in accordance 
with the technologies; culture of local creativity and information sharing within 
the society; skills and efficiency of the workforce; and strength of efforts to retain 
skilled managers and technologies.

E-Business Climate: The existence of effective competition among communica-
tion and information service providers; transparency and predictability of regulatory 
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implementation, openness of government, rule of the law, and general business risks 
(e.g. political stability, financial soundness); openness to financial and personal 
participation by foreign investors in ICT businesses; ability of the financial system 
to support electronic transactions; and sponsorship of science and technology facili-
ties or parks as hubs of innovation and support for new enterprises.

ILO (2001) states that countries with the right mix of skills stand a better chance 
of becoming primary locations in global markets. Thus in order for maximum gains 
to emerge, the development of essential ICT skills is necessary, because without 
such skills, the technologies can neither be maintained nor adapted to local use. The 
adoption of ICT in business environments creates two types of skills needs. The 
first is related to a variety of foundation skills, such as the ability to communicate 
and analyse and solve problems. The other skills relate to the technical component, 
which extends beyond the ICT sector to the economy at large. The importance of 
developing ICT skills has been underscored by Zakaria (2001), who observes that 
the widespread use of emerging technologies, both at work and at home, demands 
flexible workers who are able to keep up with technology, and who are self-directed 
and knowledgeable about the world.

There is also a need to create and enhance awareness about the importance of 
using ICT for business competitiveness. Among developed and developing countries, 
there are wide variations in the level of awareness and skills’ capacity in the applica-
tion of ICT for economic development. For example, while a study carried out in 
Canada found that several business firms were reportedly aware of the considerable 
benefits of e-commerce, such as gaining new customers and reducing transaction 
costs (Agriculture and Food Canada, 2001), a study carried out in South Africa in 
2003 to determine the effect of IT on the productivity of small-sized enterprises 
revealed, among other things, that very little was known about the technological 
needs of the business sector (Gordon, 2003).

methoDologies foR assessing 
e-commeRce ReaDiness

The subject of e-readiness in general has already been covered in this book, 
but the purpose of its exposition here is simply to show how e-commerce, as a 
specific application of the digital economy, can be surmised and measured. The 
concept of e-readiness, as already pointed out, refers to the extent to which a 
market is conducive to Internet-based opportunities. It focuses on the ability of 
consumers, businesses and governments to use ICTs to their benefit. Indicators 
for e-readiness include the quality of IT infrastructure, the degree to which the 
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Internet is creating real commercial efficiencies, and the policy and legislative 
frameworks in place.

Assessing e-commerce readiness presents several obstacles, first because there is 
hardly a standardised definition of e-commerce. Moreover, there are as yet no well 
established standard methods for measuring the level and growth of e-commerce, 
or for that matter, standardised methods for comparing statistics. It is therefore 
difficult to measure the impact of e-commerce on variables such as productivity, 
employment, new skills, etc (Colecchia and Schreyer, 2002). Because of the lack of 
well established models for assessment, a combination of approaches is generally 
used to surmise the level of e-commerce readiness. These approaches comprise of 
one or more of the following: digital opportunity index, e-readiness assessments, 
e-government maturity levels, e-government indices, and the information society 
index.

OECD member states use the following indicators to assess levels of e-commerce: 
number of ISPs; number of telecommunications carriers; telephone and digital 
fixed access lines; Internet, extranet, and intranet access; perceived obstacles to 
e-commerce; perceived benefits of e-commerce; number of persons with computer 
skills; expenditure on e-commerce; Internet access baskets; Internet hosts; secure 
servers; e-commerce readiness - technical and commercial infrastructures; e-com-
merce intensity - usage, volume, value and nature of transactions; identifying who 
is taking advantage of e-commerce opportunities and who is not.; and e-commerce 
impact - efficiency and/or wealth creation (OECD, 1999).

Likewise, the World Summit on Information Society’s (WSIS) Declaration of 
Principles provides good prescriptions for determining e-commerce readiness. These 
indicators (WSIS Civil Society Working Group, 2004) include: secure networks; 
protection of privacy and confidentiality; promoting the public’s awareness of ICTs; 
education and training programmes in ICTs; bridging the digital divide; universal 
access; open standards; predictable policies; legal and regulatory framework(s); 
and the availability of appropriate electrical power sources. The eEurope Action 
Plan (2004), on the other hand, uses the following indicators to assess e-commerce 
readiness: access and effective use of ICT; ICT skills development; promotion of 
e-commerce in both the public and private sectors; reshaping the regulatory environ-
ment for communication networks and services; opening doors to new generations of 
mobile and multimedia services; and having in place a legal framework that caters 
for e-commerce in the member states.

The Economist Intelligence Unit (2006) carries out an annual e-readiness survey 
of the world’s major economies. In 2006, for example, 68 countries were surveyed, 
and the results revealed that most developed economies are well placed to compete 
in the global digital economy. Countries from these economies include Denmark, 
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The United States, Switzerland, Sweden, the United Kingdom, the Netherlands, 
Finland, Australia, Canada and Hong Kong. Overall, Europe remains the most 
dominant region in the world. Most of these countries are taking some form 
of action to improve their countries’ e-business environment, by, for example, 
investing significantly in broadband wireless technologies such as WiFi and 
WiMax to improve online access. Mobile Internet access has also gained favour 
as customers in these countries increasingly become comfortable with mobile 
devices. Some countries have put Voice over IP (VoIP) in place to enhance 
connectivity, as VoIP reduces the cost of international calls for consumers and 
businesses alike.

e-commerce challenges

Small-sized enterprises would be expected to face a number of challenges in 
the e-commerce environment. As already pointed out, beyond a certain level 
of connectivity (PC, Internet access, online information or marketing), not all 
SMEs will necessarily compete against large firms, quite simply because e-
commerce may not bring about large benefits; hence these SMEs choose to stay 
within the confines of traditional business processes. Moreover, the availability 
of ICT competencies within the firm, and the cost of appropriate interoperable 
systems, network infrastructure, and Internet-related support services, are bar-
riers to most SMEs’ entry into the global e-commerce market. Lack of reliable 
and trustworthy redress systems, and cross-country legal and regulatory differ-
ences, also impede cross-border transactions (OECD, 2004).

Several studies have been undertaken on the challenges facing SMEs in the 
digital economy. CommerceNet (2000), in a survey involving over 1000 respon-
dents from six countries in North America and Asia, found the following to be 
the top barriers to electronic commerce: security and encryption; trust and risk; 
lack of qualified personnel; lack of business models; user authentication and 
lack of key public infrastructure; fraud and risk of loss; slow Internet - unreli-
ability of the Internet; legal issues; interoperability issues with regard to legacy 
systems; high cost of entry; inconsistent tax laws; proprietary technology; and 
lack of information resources and decision support tools tailored to meet the 
needs of SMEs. In another survey by the World Information Technology and 
Services Alliance (n.d) of 27 countries worldwide, the following issues in a 
digital economy with regard to e-commerce were identified:

Trust: The survey found that developing countries cited low levels of credit 
card use and restrictions on using credit cards over the telephone as barriers to 
implementing consumer electronic commerce. Privacy ranked next among their 
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concerns, followed by authentication – being sure of the identity and credentials 
of the party you are communicating with.

Technology: Respondents identified a wide range of technological barriers, 
including the poor quality of security systems; the efforts needed to integrate elec-
tronic commerce systems with existing enterprise systems; the lack of internationally 
recognized standards covering activities such as transaction processing, security and 
authentication; and limited networking bandwidth.

Workforce Issues: The survey also established that a shortage of skilled workers 
in the IT industry was the most important issue for most of the respondents. With 
regard to the leadership of business executives, it was expressed that those who run 
enterprises are often averse to taking risks.

Public Policy: Leading public policy issues, as highlighted by the respondents, 
were the following: the development of standards for authentication that would ensure 
trading partners are legitimate; the impact on electronic commerce of the taxation 
of online sales; and the confusion caused by conflicting international contractual 
and legal frameworks. Respondents also pointed to limits on the use of encryption 
by governments concerned with national security and fighting crime.

Taxation: The survey established that local sales taxes were perceived by re-
spondents as most harmful to electronic commerce.

Business Processes: The survey found that the respondents expressed fear of 
opening corporate systems to outsiders, whether they were customers or suppliers. In 
addition, there was a lack of business models for newcomers to adopt; the logistical 
challenges of the real time environment of electronic commerce; and the need to be 
sure of quality business results from electronic information exchanges.

Costs: The costs of changing business processes and adapting corporate cultures 
in order to accommodate electronic commerce were seen to be a major obstacle.

Consumer Attitudes: The survey established that there was fear of committing 
personal information, such as credit card numbers, addresses and telephone numbers, 
to cyberspace, or losing money by purchasing goods from unknown companies; 
and the absence of regulations to govern procedures in the event of disputes were 
also cited as reasons for being wary of electronic commerce.

The virtual environment of electronic markets makes it more difficult to deter-
mine who the contracting parties are, where an electronic commerce operator is 
located, and whether that operator is complying with the relevant legal obligations 
and regulatory regimes. This can create legal and regulatory uncertainty. For ex-
ample, regulations on advertising outlaw the use of English in France, advertising 
to children in Denmark, and comparative advertising in Germany; yet the content 
on the Internet is essentially borderless. It is not yet clear how these countries intend 
to police such rules on the Internet (Coppel, 2000).
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The absence of commercial codes and legal recognition covering areas such 
as the acceptance of electronic signatures and documents; contract enforcement; 
and greater certainty vis-à-vis liability for damages that may arise as a result of 
electronic transactions; limits the take-up of e-commerce, especially when trading 
across borders. There are also issues of Internet governance, because an increase 
in electronic commerce would expand the number of Internet addresses required 
and accelerate the need for further reforms of the Domain Name System (DNS). 
Such addresses should be easy to acquire, with mechanisms for dispute resolution 
and provisions for expansion. The price dispersion across Internet markets and the 
absence of noticeable price reductions have led to concerns that the cost structure 
of some Internet markets could ultimately result in less competitive outcomes, es-
pecially among digital and knowledge intensive products. Once the first copy of a 
software application, for example, is produced; the cost of a second copy is close to 
zero. Such a cost structure implies increasing economies of scale. The challenge to 
firms is to find a way to price their output such that they may sell to a broad enough 
audience and thereby recoup the high initial per unit cost of production. Part of the 
reasons for this can be attributed to the substantial costs to merchants of setting up 
the necessary facilities. There also appears to be a lack of acceptance on the part of 
the public stemming from security and privacy concerns, since most systems can 
keep track of what users buy (Coppel, 2000).

There is a growing need for open standards in terms of the formats used to pres-
ent text, images, video and other collections of data, so that one producer’s data can 
be accessed using another’s software. In addition to standards for the distribution 
and manipulation of information, standards are necessary for networked economic 
transactions - the actual exchange of money for digital goods. Varian (1996) raises a 
couple of questions regarding the difficulties associated with the lack of e-commerce 
enabled infrastructure and the difficulty of pricing digital commodities, e.g.: Will 
users subscribe to information services, or will they be able to buy data spontane-
ously? And how will payment be divided among the various parties involved in 
the transaction, such as authors, publishers, libraries, online services and so on? 
Moreover, if intellectual property protection is too lax, there may be inadequate 
incentives to produce new electronic works, and if the protection is too strict, it 
may impede on the free flow and fair use of information. Therefore, copyright and 
patent laws that apply to digital technologies need to be carefully thought out before 
being put in place. The shared nature of information technology makes it critical to 
address issues of standardization and interoperability.

The digital divide is a hindrance to sustainable development in any economy 
in the new millennium, and especially to SMEs. There is a need for businesses 
to change their ways and react quickly and effectively to benefit from the digital 



168  E-Business and E-Commerce

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

economy, because the demands of the digital economy are different from what busi-
nesses have been used to in the bygone agrarian and industrial eras. These demands 
include trusting the vendors of goods or services; dealing with the impersonality of 
transactions; having back up facilities for the processing of electronically received 
orders or electronic payments; providing after sales services in remote locations; 
dealing with domain name infringements, violation of trademarks and patents, and 
copyright laws; and settling revenue sharing disputes on royalty. To ensure SMEs’ 
effective participation in e-commerce, there is a need for mentorship in the start-up 
phase and access to sustainable finance/credit at reasonable rates, particularly in 
critical times. SMEs also face problems related to limited access to state-of-the-
art technology; dynamic avenues in marketing; unequal competition; inadequate 
infrastructure support; limited knowledge of the market; stringent government or 
bank procedures; lack of managerial skills; limited human resources; and biased 
legislation in favour of large enterprises, among others (Tuteja, 2000).

conclusion

E-commerce transactions revolving around B2B, B2C, B2G, C2B, C2C and P2G 
form the largest proportion of the digital economy’s business activities. The rapidly 
growing e-commerce industry, as a major component of the digital economy, has 
been given impetus by the open nature of the Internet in terms of limited regulation 
and the low costs involved, especially when compared to the more expensive form 
of EDI e-commerce that characterised the 1970s and 1980s. A number of factors 
are determining e-commerce adoption in the digital economy, such as education 
and income levels; age and size of the enterprises (with large enterprises more 
likely to adopt e-commerce than small-sized enterprises); security of transacting 
business online; and levels of e-readiness. Various challenges constitute barriers 
to e-commerce growth and development, including issues of trust, policy and 
regulation, privacy, skills, attitudes, etc. The challenges preventing SMEs from ef-
fectively participating in e-commerce require government interventions and policy 
and regulatory frameworks that would create an environment conducive to taking 
part in the global digital economy.

In terms of policy and managerial implications, governments can take several 
steps to promote e-commerce. Governments should first provide leadership by 
engaging in e-commerce. Because they tend to be the largest buyers of goods and 
services in many countries, their participation in e-commerce can immensely en-
hance its (e-commerce’s) growth. Moreover, if governments were to buy a great deal 
of their goods and services from domestic SMEs, they would enhance the growth 
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of the industry and inspire other consumers to do likewise. Governments can also 
enhance e-commerce by, for example, using e-procurement techniques, and in so 
doing provide incentives for SMEs to do likewise. By enhancing e-governance, 
governments can get businesses to turn to them for a wide variety of services, 
such as customs clearances, business licenses, dispute resolution mechanisms, 
etc. Governments must also put in place a comprehensive policy and legislative 
strategy that addresses, in an integrated manner, the various policy, legal, market, 
technological, and social considerations that interact at both domestic and global 
levels to create conditions conducive for e-commerce-led growth. Legislation and 
policies that cover issues on e-commerce, cyber crime and security, privacy and 
data protection, competition, intellectual property rights, consumer protection, the 
digital divide and e-governance are necessary.

UNDP (2007) identifies the kind of policy that would enhance SMEs’ partici-
pation in the global digital economy. As a basic requirement, a healthy business 
environment is fundamental for firms to thrive and benefit from the digital economy. 
Such an environment would require: a transparent, open, and competitive business 
framework; a clear and independent rule of law, covering all firms; a way to easily 
set up and dissolve businesses; transparent, simple and accessible corporate regula-
tions; and equal and stable legal treatment for national and cross-border transactions. 
Governments must develop and implement policies and regulations that would 
remove barriers to help businesses become more profitable and competitive. A key 
component in ICT development, adoption and use is broadband connectivity. This 
factor accelerates the contribution of ICTs to economic growth, facilitates innovation, 
and promotes efficiency, network effects and positive externalities. The effective 
deployment and use of broadband services require policies that: promote competi-
tion and continue to stress the liberalization of infrastructure; network services and 
applications across different technological platforms; encourage investment in new 
technological infrastructure, content and applications; and take a technology-neutral 
stance among competing and developing technologies to encourage interoperability 
and innovation, and to expand choice.

A regulatory trust is important for SMEs to address security, privacy and consumer 
protection interests. Issues that need to be considered here include: cyber-crimes 
and cyber-security; cross-border cooperation; and the presence of low-cost online 
dispute resolution mechanisms. This is followed by human capital development and 
skills enhancement. Lack of ICT and business skills are widespread impediments 
to effective uptake once decisions to adopt e-commerce are made. Governments 
have a major role to play in introducing basic ICT skills to primary and secondary 
schooling, and a further important role in conjunction with education institutions, 
businesses and individuals in providing the framework to encourage ICT skill for-
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mulation at higher levels, in vocational training, and in ongoing, lifelong learning. 
Moreover, the online provision of government information and services can increase 
the efficiency and coverage of public service delivery to SMEs.

Furthermore, as model- and standard-setting users of broadband, governments 
can convincingly demonstrate the potential of broadband-based services and con-
tent as well as the benefits of ICT adoption to small-sized enterprises, thus helping 
spread new services more widely. Education, general government information and 
services, and the provision of specific government services to businesses and citizens, 
can all benefit from the use of new high-speed infrastructure and services, and this 
should therefore be given priority in government strategies. Finally, public-private 
partnerships are paramount to developing effective e-business policies for SMEs. 
In public-private partnerships, governments’ primary role is to provide an enabling 
policy and legal and regulatory environment that levels the playing field and allows 
the private sector to compete freely and fairly with everyone else (UNDP, 2007).
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Section 5
Content, Knowledge, and 

Records Management

This section consists of three chapters: Chapters 11 (Local Content and SMEs), Chapter 12 
(Knowledge Management), and Chapter 13 (E-Records Management and Freedom of Infor-
mation for SMEs). Chapter 11 begins by unpacking the concept of content and its derivative, 
local content. The chapter then discusses the value of local content in enhancing business 
competitiveness. Also discussed are local content development initiatives at international, 
regional, and national levels, with mention of the agencies that are involved in these initia-
tives. Challenges of local content development are explained, as are the prospects of local 
content for SMEs. The chapter also elucidates on policy and managerial roles in local content 
management and its applications to SMEs. Overall, the chapter aims to demonstrate the value 
of relying on locally available products and services, in part because they would be cheaper 
and more easily understood.

Chapter 12 reviews the growing number of studies on knowledge management (KM) as they 
apply to SMEs. The chapter covers the benefits SMEs can accrue from knowledge manage-
ment, the meaning and evolution of KM, KM strategies, KM general adoption practices, KM 
processes and activities, KM technologies, KM challenges, and the policy and managerial 
responsibilities of KM. The chapter aims to promote awareness among SMEs, governments 
and SMEs’ managers of the value of harnessing knowledge, human capital and know-how for 
competitive advantage in increasingly competitive electronic business environments. Given that 
the digital economy is knowledge intensive, SMEs must wake to the fact that without investing 
in human capital and effectively managing the intellectual capital already in their possession, 
they may not be able to compete in the digital economy. 

Chapter 13 introduces the concept of e-records management and observes that electronic 
records management has not been given much attention by SMEs, this despite an economy 
where most transactions occur online, meaning that e-records are increasingly being gener-
ated and must be meticulously managed. The concept of freedom of information (FOI) is 
discussed in the context of how it facilitates access to publicly held information, which is 
necessary for promoting business activities within SMEs. The chapter also covers the role 
of e-records management, the nexus between records management, SMEs, and FOI, global 



initiatives for enhancing FOI, e-records readiness, e-records generation and use, e-records 
management, e-records management models, e-records and information security, e-records 
authentication-digital signatures, digital certificates, and so forth, e-records management chal-
lenges, and policy and managerial implications of records management for SMEs. The chap-
ter’s intention is to showcase the importance of records management in general and e-records 
management in particular in business environments. Without effective records management, 
businesses cannot leverage their intellectual capital to effectively compete in the digital age. 
Poor records management, especially in governments, also erodes business confidence and 
discourages firms from investing in such jurisdictions because of delays experienced either 
in setting up businesses or litigation resulting from poor or a complete lack of documentation 
or documented procedures.
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Chapter 11

Local Content and SMEs

intRoDuction

There are diverse opinions in literature on the meaning of the term ‘content’ going 
by the different definitions encountered in the course of writing this book. The lack 
of unanimity on what constitutes ‘content’ suggests that the definition of ‘local 
content’ is most certainly not cast in stone. This chapter first begins by unpack-
ing the concept of content, before proceeding to local content, and how they can 
be applied to enhance the business values of SMEs in the global digital economy. 
Some literature tends to suggest that if an idea, or information, knowledge or data, 
is not in digital format, then it is not content. Siemens (2003) falls into this cat-
egory, believing content to consist of e-journals, images, graphics, videos, movies, 
websites, online databases, emails, online news, software, and animations, among 
others. Claiborne (2005) simply defines content as the “stuff on your site”. Some 
definitions do not differentiate between the media and content, while others perceive 
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content to be recorded information or knowledge. Other definitions gleaned from the 
Web follow: content is everything included in a collection (WordReference, 2008); 
content refers to material that is of interest to users, such as text, images, music 
and movies (The Linux Information Project, 2005); content refers to information 
and experiences that may provide value to an end-user/audience (Wikipedia); and 
content is published information and experiences found in novels, movies, music, 
games, web pages, presentations, organised data, etc (Wiktionary). In their diversity, 
these varied definitions provide a framework for redefining the term ‘content’ on 
the one hand and ‘local content’ on the other.

From the definitions provided, one can notice a shift from the previously held 
notion that the format has to be digital in order for the object to be considered con-
tent. This notion may have perhaps arisen out of the tremendous impact of ICT and 
the Internet on content creation and distribution processes since the 90s, when the 
Internet revolution took off. During the last decade, there have been growing calls 
to generate content and make it available through new media in order to empower 
communities and create an inclusive knowledge society (UNESCO, 2005). Thus, 
in latter day definitions of content, there is less emphasis on the media or conduit 
(container) and more on the ‘containee’. It is now more stringently acknowledged 
that the process of generating content (product, process or service) inevitably involves 
human or intellectual effort. What is ‘content’ must also be of use to the end-user.

It is important when redefining content to exercise caution so that media or 
conduits are not confused with the term. For example, a computer is not content, 
but the data stored in it is; a mobile phone is not content, but short message services 
(SMSs) are; and a book and website are not content, but the information contained 
within them are. Similar interpretations can apply to blogs, social networking sites, 
digital libraries, digital repositories, TV, radio, newspapers, etc; which are often 
perceived as content, when in fact they are media or conduits.

Consequently, ‘content’ is defined in this chapter as an intellectual process that 
results in a product (e.g. information, knowledge, website, song, dance, record, 
design, artefact, system, etc); process (e.g. engineering procedure, an algorithm, 
workflow, rules, etc); and service (e.g. public service broadcasting, news, advertise-
ments, presentations, content scrapping, video on demand, animations, etc).
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local content

The term ‘local content’ can be viewed as either a prefix of content or as its derivative. 
Consequently, like content, local content is a creation of the mind; in other words it 
is an intellectual product. UNESCO (2005) defines local content as the expression 
and communication of a community’s locally owned and adapted knowledge and 
experiences within the scope of a specific environment. A community, according to 
this definition, is signified by location, culture, language, or area of interest. Such 
a community can comprise a whole region, a sub-region, a nation, a village, or a 
group of people with strong cultural, linguistic, and/or religious ties. Ballantyne 
(2002) perceives local content to be the proportion of goods and services produced 
locally, i.e. the development of local skills, technology transfer, use of local man-
power, and local manufacturing.

The two definitions proffered above have implications for the scope of what 
constitutes ‘local content’. Ballantyne’s definition is broad-based and goes beyond 
information products (e.g. information, knowledge, data, etc), which often tend to 
be equated to content. This definition is, however, consistent with what Ugwanyi 
(2003) seems to portray when he observes that in Nigeria, the local content of 
goods and services in the oil and gas sector is less than 5%, and about 95% of the 
yearly expenditure (of about US$8 billion - N880 billion) flows out of the country 
through technical services and goods procured from outside the country. ComDev 
(2008), echoing Ballantyne’s definition, notes that local content typically refers to 
company expenditure in the procurement of local goods and services, community 
development, direct hiring or employment, and building local skills. In contrast, the 
UNESCO definition intimates a close link between Indigenous Knowledge (IK) and 
local content. IK is an intricate knowledge acquired over generations by communi-
ties as they interact with the environment (Seepe, 2001). IK is also perceived to be a 
complex set of knowledge and technologies existing and developed around specific 
conditions of populations and communities indigenous to a particular geographic 
area (National Research Foundation, 2000). In this book, IK is taken to be a special 
form of local content characterised by the fact that it is based on experiences; often 
tested over centuries of use; adapted to suit local cultures and environs; dynamic 
and changing; oral-based, and acquired and passed down over generations; and is 
in the public domain and shared among community members. The first definition of 
local content as mentioned above (Ballantyne, 2002) does not seem to reflect much 
of a relationship with the concept of IK. However, the second definition (National 
Research Foundation, 2000) would seem to accommodate some aspects of IK, such 
as ‘knowledge’, ‘technologies’, and a particular geographic area (or community).

Based on these definitions, the following can be said to be examples of local 
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content: local web content, IK, locally generated skills, locally generated services, 
local telephone directory entries, content of theses and dissertations, e-government 
content, grey literature content, national or community media content, locally gen-
erated songs and dances, organisations’ records, workflows, national constitutions, 
personnel management systems, work procedures, community information, mortgage 
information, an amenities list, housing details, and much more.

local content Development initiatives

Most international efforts aimed at developing local content focus on developing 
countries. This is perhaps because of the difficulties of accessing content in these 
countries, attributed largely to the digital divide. For example, Africa, which suffers 
a greater digital divide with the developed world than any other continent on earth, 
has witnessed an increase in national, regional and international efforts in local 
content development and documentation over the last two decades (Chivhanga, 
2000). Several initiatives by development agencies, national governments and 
institutions are involved in these initiatives. For example, the Technical Centre for 
Agricultural and Rural Cooperation (CTA) has, since 1986, supplied major agri-
cultural databases on CD-ROM to developing countries, including those in African 
institutions, to promote awareness of the benefits of IT and provide access to the 
world’s agricultural research.

The G8 Digital Opportunities Task Force, in its 2001 Genoa Plan of Action, de-
fined an approach to increase the access and use of ICT in countries worldwide. In 
particular, the Plan proposed developing local content by making software applica-
tions available, encouraging the participation of local stakeholders, and expanding 
the language base available on the Internet (D. O. T. Force, 2001). During the same 
summit, Canada undertook to make a contribution to the D. O. T. Force agenda 
for Africa by declaring its intent to promote community access through network 
connectivity and support for the creation of local content (Bourassa, 2003). Conse-
quently, the Canadian based International Development Research Centre [IDRC] 
initiated telecentres in several African countries including Zimbabwe, Uganda and 
Swaziland (Graham, 1997).

The World Bank, in turn, has mainstreamed IK into its development processes 
in sub-Saharan Africa in order to optimise the benefits of these developments to the 
poor. The bank uses the Web to disseminate IK, and has a referral database. In Burkina 
Faso and Uganda, the World Bank has improved the connectivity and networking 
capacity of local communications. As a result, rural community telecentres are now 
used to obtain information from local communities and disseminate the knowledge 
generated to other regions. The World Bank is also involved in funding efforts to 
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collect documents and disseminate IK (Naur, 2001). In 2002, the UK Department 
for International Development (DFID) started a project to support the development 
and exchange of local content in Africa. Specifically, the project aimed to support 
efforts by poor people in developing countries to create and exchange useful content 
(as perceived by these people) via ICTs (International Institute of Communication 
and Development, 2002). The project was simultaneously implemented in Kenya, 
Uganda, Tanzania, Mali and Zambia. A key aspect was the documentation of local 
content lessons for others to learn from. The Open Knowledge Network (OKN) 
arm of the project is the channel through which to disseminate and exchange the 
content generated in various media and in local languages. The project which is 
still running in the various countries, generates local knowledge products like CD-
ROMs, video-tapes, leaflets, etc (International Institute of Communication and 
Development, 2002).

The World Summit on Information Society (WSIS), in 2003 and 2005 respec-
tively, provided a platform for international debate on how to create an inclusive 
information society (Souter, 2007). Part of the WSIS put emphasis on the creation 
of local content. The WSIS Declaration of Principles and the Plan of Action noted 
that public institutions, such as libraries and archives, museums, cultural collec-
tions and other community-based access points, should be strengthened to promote 
the preservation of documentary records and the provision of free and equitable 
access to information (World Summit of Information Society, 2005). Likewise, the 
International Federation of Library Associations (IFLA), in its submission to WSIS, 
recognised the extent to which IK needs to be harnessed in the information society, 
and underscored the importance of plugging villages into the global network and 
establishing community access points; connecting universities, colleges, secondary 
schools and primary schools; creating scientific and research centres; and installing 
ICT in public libraries, cultural centres, museums, post offices, and archives. IFLA 
stressed the need for special attention to be paid to rural and under-serviced areas 
(International Federation of Library Associations, 2003).

UNESCO (2005), through its Local Content in the Media programme, has been 
involved in boosting the production and dissemination of local content using both 
traditional and new media in the most disadvantaged communities in the develop-
ing world by training content creators, supporting local content production, and 
enhancing local content distribution channels. In particular, UNESCO has helped 
by: training the creators of local content; producing local content; distributing local 
content; developing an audiovisual e-platform; and creating a content photobank. 
UNESCO’s support is directed towards regional, interregional or international training 
initiatives, where the transfer of know-how between sub-regions or within a region 
is encouraged. Training areas focus on the chain of content production, including 
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pre-production work, scriptwriting for television and radio, digital camera and sound 
techniques, digital editing, post-production, and self-training through production 
screenings. The training modalities require the development of guidelines, training 
modules and reference materials; publication of training materials; production of 
video tutorials; organization of short-term training courses; hands-on workshops; 
provision of experts for production screenings; and research on the latest trends and 
flows in audiovisual production.

The importance of local content was given a boost in 1980, in the Organisation of 
African Unity’s Lagos Plan of Action. The declaration of the plan placed great weight 
on locally generated information’s ability to solve Africa’s development problems. 
It further recommended that African countries should enact policies that adequately 
reflect socio-cultural values in order to reinforce cultural identity. Moreover, the Plan 
stressed the importance of basic industries and the need to move towards greater 
technological capability and self-reliance in the region (Onyango, 1996).

African countries, through the e-Africa Commission (the ICT arm of New 
Partnership for Africa’s Development - NEPAD), are making attempts to develop 
local content programmes. The e-Africa Commission aims in part to develop lo-
cal content that would empower and propel Africans to uniquely contribute to the 
information society (Harbi, 2003; Ford, 2001; Mikenga, 2005). National projects 
aimed at local content development are therefore increasing in Africa. Cell phone 
service providers, for example, are beginning to exploit the potential of cellular 
handsets for local content publishing. Mobile phone content is becoming as perva-
sive as radio broadcasts to many African people living in rural areas. Southwood 
(2007) observes that for those living in rural and remote parts of Africa, cellular 
networks often provide the only way for people to make calls or send data because 
of the dearth of fixed-line phones. In 2007, it was estimated that almost 70% of the 
population in sub-Saharan Africa was covered by a cellular network. Local content 
that can be accessed through mobile phones includes news broadcasts, music, video, 
short message services (SMSs), video-conferencing, and Internet services, such as 
instant messaging and VOIP applications.

E-government projects are also emerging to play a leading role in promoting 
the creation and dissemination of local content. E-government is largely a local 
content intensive environment that consists of decision support systems such as 
records management systems, integrated financial management systems, human 
resource management systems, communication systems, and databases and portals 
(International Records Management Trust, 2004). E-government provides informa-
tion services that are of immediate local use to its citizens and is therefore a rich 
source of local content.
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challenges of local content Development

Various challenges face the development and management of local content, espe-
cially with regard to IK. In the developing world, IK has suffered from the lack 
of documentation, storage and retrieval mechanisms associated with conventional 
information systems. This is because IK is stored in peoples’ heads and hearts, and 
is retrieved and communicated in temporal ways such as song, dance, plays, drama, 
story telling, etc. For decades, IK has remained clouded and obscured by western-
schooled intellectuals, who often view such knowledge as backward and barbaric. 
Even today, despite its wider application, there is still limited awareness of the benefits 
of IK. The absence of laws that govern the practice and use of IK demonstrate, more 
than anything else, how governments in the developing world have contributed to 
the marginalisation of IK in favour of conventional knowledge.

Many challenges are associated with local content development and use, such 
as the limited financial resources available to developing countries for content 
production; inappropriate or insufficient training opportunities for content creators; 
lack of access to advanced technology and IT facilities, such as digital cameras and 
digital studios; low motivation and commitment at decision-making level to institute 
change; forces that do not encourage diversity; and inadequate intellectual property 
rights’ provisions, because local content creators are not sufficiently recognised in 
IPR systems (UNESCO, 2003).

The lack of local content in the developing world is evident across all media 
and information channels. This is most keenly demonstrated by the overwhelming 
presence of content on TV screens coming from content providers in developed 
countries, reflecting languages, values and lifestyles that are often vastly different 
from those of the community consuming the content. The agencies that push global 
or non-local content are more powerful and resourceful than those disseminating 
local content (UNESCO, 2006). The challenges associated with local content de-
velopment are primarily associated with sustainability, and in particular include 
(ComDev, 2008):

Abrupt changes in external factors, such as in commodity prices, political • 
transitions, or a project’s characteristics. This can result in substantial social 
and economic disruption.
Dependence arising from the failure to diversify the local and regional econ-• 
omy, leading to sole reliance on an individual company or sector.
Disincentives, especially when contractual local content targets become • 
unsustainable and are no longer flexible, carefully crafted, and/or regularly 
revisited.
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Cost escalations, especially if there is overinvestment in local content, which • 
drains company resources away from core business.

The advent of globalisation, driven by international politics, advancements in 
technology, and the mobility of human capital across borders, both provides op-
portunities for the developing world, and threatens the foundation of IK. Part of this 
has been because globalisation has led to the deterioration of bio-cultural diversity 
as a result of western-led bio-prospecting activities. As a phenomenon, globaliza-
tion also leans heavily in favour of developed nations due to overbearing western 
media content, sophisticated technological capacities, aggressive multinational 
conglomerates, superior scientific innovations, and restrictive intellectual property 
regimes. Consequently, the developing world’s capacity to compete in the global 
knowledge environment is, in effect, diminished. Menchu (2007) acknowledges that 
although reliance on modern technologies has led to improvements in communica-
tion and agriculture, social cohesion, and knowledge and values; most of those they 
are intended to serve have been marginalised. Ballantyne (2002) observes that the 
powers that ‘push’ global or non-local content are often much stronger than those 
‘pushing’ local content, as reflected by the over-reliance on foreign technical as-
sistance, television programming, advertising, global brands, foreign languages in 
schools and universities, etc.

The application of ICT, especially the computer, has not been re-engineered for 
effective assimilation at grassroots level among communities that are not highly 
literate. People in economically and socially marginalised communities have been 
found to spend an inordinate amount of time and energy seeking and managing 
information related to survival and security (Agada, 999). Some work done in the 
US in 2001 on the subject of the digital government revealed how the lack of appro-
priate access points amongst communities hinders the provision of social services, 
for example by forcing individuals, often the poor, to travel long distances between 
offices (Bouguettaya et al., 2001). In Africa, the situation is even worse because 
of the lack of universal access to ICT facilities, especially among rural people. A 
study carried out in rural Kenya by Prof Souter (cited by the Kenya Times, 2005) 
on the Economic Impact of Telecommunications on Rural Livelihoods and Poverty 
Reduction found that although the Internet is increasingly available through public 
service points in many rural areas, it is scarcely used. The findings also showed that 
although the Internet is available in many local post offices and commercial outlets, 
such as cyber cafes, less than 2% of the people interviewed thought that the Internet 
is an important tool for passing on or receiving information.

Developing nations suffer from limited global Internet bandwidth. It is esti-
mated that 98% of Africa’s access to global Internet bandwidth goes through North 



184  Local Content and SMEs

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

America, a condition that forces countries in Africa to incur high costs (with pay-
ment in US or Canadian dollars), leading to cash flows in directions wholly counter 
to development (Gerhan and Mutula, 2005). Fritz (2005), citing Missen, observes 
that Africa is a disconnected continent for many reasons. Telephone penetration is 
low, sometimes as low as 20 phones per 1,000 households. Furthermore in many 
instances, dial-in users share an Internet connection that is slower than their modem 
speed. On a tour of Africa in 2007, Craig Barret, Chairman of Intel, commented on 
the poor state of the infrastructure, noting: “We’re just starting to see the Internet 
take off, but the lack of broadband capability is a real retarding force on the Internet 
in Africa” (Barret, 2007).

prospects of local content for smes

Access to local content has important implications for SMEs wishing to effectively 
participate and compete in the digital environment. Without access to local content 
in the form of business information, prices, market opportunities, business trends, 
etc; it becomes difficult, if not impossible, to compete effectively against those with 
an abundance of such content.

Many communities in different countries have, at one point or another, relied 
on local content in the form of resources, values, and knowledge for their survival. 
Such local resources were developed and shared to strengthen the resource base of 
local populations, enhance their ability to integrate selected external elements into 
local practices, and broaden the options available to the people without diluting their 
local views and practices (Menchu, 2007). Local content provides opportunities 
for members of the community to interact and communicate with each other, and 
express their own ideas, knowledge and culture in their own language (UNESCO, 
2005). Locally generated content is also more relevant to the consumer, and is eas-
ily accessible, cheaper, promotes community and cultural identity, enhances social 
inclusion, and facilitates universal access. Local content enhances economic develop-
ment through the local procurement of goods and services, employment, and other 
related initiatives. It is therefore a significant factor in calculating overall competitive 
advantage, expanding global communication networks, enhancing transparency, and 
broadening stakeholders’ awareness of social issues (ComDev, 2008).

Through local content, local communities can receive immediate benefits such 
as employment, and long term benefits such as skills transfer through training and 
direct experience. In addition, successful local content programs create a multiplicit 
effect that can help broaden and diversify the local economy. For example, the 
most important company benefit derived from a successful local content program 
is the social license to operate, as this helps to ensure uninterrupted operation and 
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enhances the company’s reputation. Other benefits of a local content program may 
include long term cost savings because of hiring locally instead of paying for staff 
relocation, and the reduced transportation and logistical expenses associated with 
local content arrangements (ComDev, 2008).

Local content draws on resources in the immediate vicinity and makes people less 
dependent on outside supplies, which may be costly, scarce and irregularly avail-
able. Moreover, local content satisfies internal needs, enhances self reliance, helps 
bridge intra and extra divides, enhances community access to content, and generally 
characterises a community because it mirrors real life situations and operations. IK 
(both tacit and explicit) as a specialised form of local content has been applied to 
fast-track medical experimentation through the use of local knowledge to find use-
ful medicinal herbs and plants, and also in conflict resolution and environmental 
conservation through knowledge of indigenous communities. Local issues continue 
to matter to people, and digital local content could, in this respect, deliver a range 
of benefits, including more relevant local news; improved access to local services; 
greater capacity for individuals and local organisations to create and distribute their 
own content; support for local production and training; and improved advertisers’ 
access to local markets (The UK Office of Communications Ofcom, 2006).

policy and managerial Responsibilities 
in local content Development

The increasing momentum of developing and disseminating local content requires 
a more systematic approach. The European Commission (European Commission, 
2005) suggests that digital content programmes are needed to ensure that content 
is more accessible, usable and exploitable in a multilingual environment. Key steps 
for creating successful local content programmes at country level include (ComDev, 
2008): encouraging a predictable regulatory and institutional environment that re-
wards investment in local content; integrating local content into broader project and 
community development planning; and conducting a baseline needs and capabilities 
assessment with key stakeholders in order to understand community priorities and 
identify existing skills. Other actions include:

Establishing initial short and long term targets that are realistic, and develop-• 
ing partnerships with government or civil society to share accountability for 
meeting these targets and measuring success
Creating decision making processes and partnerships that maximise success • 
in order to resolve conflicting priorities, address performance issues, and 
meet local community expectations
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Monitoring and evaluating local content initiatives through stakeholder par-• 
ticipation in order to improve chances of success, e.g. engaging with stake-
holders to improve data collection.

Governments can stimulate local content growth by providing tax breaks on 
production equipment and other materials, and also encouraging co-production 
between foreigners and locals. Developing and nurturing local content requires 
multi-pronged approaches from national governments, with help from the inter-
national community. It is important for governments, industry, and researchers to 
work together to find how best to utilize existing infrastructures (e.g. media, ISPs, 
cell phone providers, etc) in order to successfully document and preserve the rich 
content of local knowledge resources. The private sector should be encouraged - 
through social responsibility - to fund community initiatives aimed at creating and 
documenting local content. The digitization of documents and creation of electronic 
databases that would be of use to local communities should also be encouraged. It 
is important to invest in the training of information professionals and develop skills 
in web design and the digitization of documents. It is also important to set up and 
maintain information gateways using software that addresses different languages, 
while also strengthening copyright and intellectual property laws.

The success of different initiatives in enhancing content development and 
documentation would depend on interventions that include: promoting literacy; 
providing diverse interfaces to document, store and access content; offering online 
education and support; promoting user-centred methodology in building systems; 
providing high bandwidth for multimedia content; building institutional capacities 
to collect, organise, store and share information and knowledge; stimulating the 
creation, processing, and dissemination of information to all people; providing local 
content online; and integrating ICT in the cultural milieu of the people (Woherem, 
1993). Enhancing local content development would involve putting in place effec-
tive ‘push’ mechanisms; increasing and improving the supply of content; focusing 
on the demand side so that local content is more highly valued; and improving the 
packaging of content so that the content is more attractive and accessible.

conclusion

Local content is important for SMEs, especially in terms of access to local human 
resources, technology, capital and know-how. SMEs largely rely on products and 
services in their immediate vicinity for their business transactions, and it is therefore 
important for requisite local content to be available on tap. Without access to local 
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content, SMEs are forced to order or use products and services from elsewhere, 
and these may be expensive, unavailable and not suited for their work. Such SMEs 
will lack the capacity to offer a unique contribution to the international market that 
would enhance their competitiveness. In many instances, and relative to larger firms, 
SMEs find it more difficult to find e-business content that is applicable to them 
because of lack of time and relevant information and knowledge. Local content 
would increasingly empower SMEs’ participation in the knowledge economy by 
facilitating connectivity; helping SMEs create and deliver products and services that 
are unique on a global scale; and providing access to new markets and new sources 
of competitive advantage that boost income growth. Policy makers must be aware 
of the opportunities and challenges of local content as a first step in promoting its 
development and use by the SME sector. Governments and the private sector have 
important roles to play in facilitating content availability across all platforms and 
encouraging the local development of new content, including content from public 
sources. Governments must consider and strike a balance between the need to protect 
intellectual property rights and their interests in fostering access to information and 
new ideas in order to promote innovation.
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Chapter 12

Knowledge 
Management (KM)

intRoDuction

There are a growing number of studies on knowledge management (KM) in SMEs 
for various reasons. One has been the growing realisation that SMEs are in a unique 
situation because their most significant assets are intangibles comprised mainly of 
knowledge. SMEs constitute the largest number of enterprises in the economies 
of both developed and developing countries, as already discussed in preceding 
chapters. In Germany, for example, 97.9% of all companies fall within the scope of 
SMEs and provide approximately 36% of all industrial investments (Wimmer and 
Wolter, 2000). Likewise in Australia, SMEs account for 97% of all private sector 
businesses and produce 30% of the nation’s output (Australian Bureau of Statistics-
ABS, 2001). Handzic (2006) stresses that organizations that manage knowledge 
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better will deal more successfully and effectively with the challenges of the new 
business environment. KM is therefore perceived to be a key factor in realizing and 
sustaining organizational success for improved efficiency and innovation.

Although there has been a lot of literature on the practise of KM within large 
organisations, the same cannot be said for SMEs. Rasheed (n.d) argues that this is 
because in SMEs, the managers are also in most cases the owners, which implies that 
decision-making is centralized and that fewer layers of management exist. Decision-
making processes are therefore shorter in SMEs than they are in large organisations, 
and therefore KM practices are not prevalent. However, the owners of SMEs have 
the opportunity to become the key drivers of knowledge management implementa-
tions in their organisations. SMEs have an advantage over larger enterprises with 
regard to KM because they have a simpler, flatter and less complex structure. This 
kind of structure can comfortably facilitate change across the organisation because 
functional integration, both horizontally and vertically, is easier to achieve, and 
fewer complications are likely to arise. Comparatively, larger organisations have 
a bureaucratic structure, making them slower and less flexible in adopting new 
schemes. However, larger organisations also have the advantage of specialization 
in their staff roles, which gives them better expertise in implementing knowledge 
management. In terms of the culture of organisation, SMEs tend to have a smaller 
number of people, usually united under common beliefs and values, which implies 
that it is easier for them to change and implement knowledge management. Gen-
erally, it is therefore easier to create a knowledge sharing culture in small-sized 
enterprises than it is in larger ones.

knowledge management Benefits and applications to smes

Blogie (2007) underlines the benefits of KM for SMEs; top among them is the fact 
that organisational knowledge has become the most significant source of competi-
tive advantage for businesses as a result of the rapid expansion of goods and factor 
markets. SMEs compete with limited physical assets and are thus forced to maximise 
their utilization of knowledge, which is their most abundant internal resource. In 
the global arena, where better access to external resources is expected, organisa-
tional knowledge is identified as a strategic asset that is not easily imitated by the 
competitors, thereby providing a sustainable edge for the firms that are aware of 
and use it (Bollinger and Smith, 2001). This means that in order for SMEs to suc-
ceed in their respective markets, they must ensure that they have control over their 
internal knowledge.

Knowledge management is an important tool in any organization, especially in 
business enterprises, and inevitably managers are expected to understand, appreciate 
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and adopt KM practices. Within the evolving digital economy, forces are emerging 
that have the potential to reshape the economic and organisational environment. 
These forces include globalisation; the emphasis on product and service quality; new 
technology; changing economic and political structures; deregulation; the competi-
tion for the dollar and euro; and a new breed of sophisticated customers who have 
changing requirements and expectations (Rasheed, n.d). These driving forces have 
led individuals and organisations to appreciate the important role of knowledge in 
an increasingly competitive global market. KM is not a practice established for the 
sake of academics only; rather it is a realization that knowing about knowledge is 
critical to business growth and survival.

The benefits that accrue from applying KM practices may vary from organisation 
to organisation and are based on the orientation of their operations. Nevertheless, 
the primary business uses or domains of KM include (Dyer and McDonough, 2001): 
capturing and sharing best practices, providing general and corporate training, man-
aging customer relationships, delivering competitive intelligence, providing project 
workspaces, managing legal and intellectual property, enhancing web publishing, 
enhancing supply chain management, etc. Generally, companies that adopt KM enjoy 
the following benefits: improved profits, growth in revenues, support for e-business 
initiatives, and shortened product development cycles. Organisations that reward 
collaboration and information sharing are outperforming companies that discourage 
these practices as a result of enhanced productivity, increased competitiveness and 
lowered costs (Microsoft, 2001). KM enables knowledge intensive organizations 
to effectively manage their knowledge resources; harness the knowledge of aging 
employees and departing staff in order to preserve institutional memory; and facili-
tate capacity building plans in knowledge management and adaptation to improve 
technology transfer within organizations.

With regard to the administrative services in organisations, KM can be used to 
develop portals for financial services (e.g. budgeting and accounting, best practices, 
procedures, templates, procurement - purchasing, warehousing, etc) and human 
resources management (e.g. vacancies, payrolls, affirmative action, best practices, 
templates, etc). In terms of strategic planning, KM can be used to compile a database 
of internal information that catalogues strategic plans and provides reports from 
external environmental scans, competitor data, and links to research groups. Benefits 
here would include an improved ability to support the trend towards decentralised 
strategic planning and decision-making; and the improved sharing of internal and 
external information (Kidwell et al., 2000).

Within disparate businesses, KM can be used to help connect the ‘silos’ that 
hamper communication with the other units of the organization. The successful 
application of KM practices raises the awareness of leaders and managers, and also 
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of frontline personnel, of the advantages that KM can bring to an organization. At 
the individual level, KM practices provide opportunities to employees for career 
enhancement and development.

knowledge management concept

Knowledge management, the process of creating, storing, sharing and re-using 
knowledge, enables organisations in both the public and private sector to achieve 
their goals and objectives. The essence of knowledge management is to provide 
strategies that get the right knowledge to the right people at the right time and in 
the right format. Knowledge is the basis of the knowledge management process. 
Such knowledge can be explicit (documented information expressed in formal 
shared language) or tacit (embodied in peoples minds). Three levels of knowledge 
management exist, namely the track, organisation, and individual levels. The track 
level of knowledge management can be sub-divided into two categories, i.e. IT-Track 
knowledge management (management of information) and People-Track knowledge 
management (management of people). At the IT-Track KM level, researchers and 
practitioners are mostly trained or educated in computer and/or information science. 
They are involved in the construction of information management systems, artificial 
intelligence, reengineering, groupware, and the like. To them, knowledge is equated 
to objects that can be identified and handled in information systems (Sveiby, 2001). 
Although the IT-Track Management level is still novel, it is growing rapidly because 
of the influence of IT.

At the People-Track level of KM, researchers and practitioners mostly have 
backgrounds in philosophy, psychology, sociology, business or management. 
They are primarily involved in assessing, changing and improving individual 
human skills and behaviour. The People Track level is also more about how to 
maximise the capabilities of human resources by encouraging individuals to 
create new knowledge, share it and be more innovative. To them, knowledge 
is equated to processes, know-how, or a complex set of dynamic skills that 
are constantly changing. Both researchers and practitioners are traditionally 
involved in learning and in managing these competencies individually. Unlike 
the IT-Track level, this track has matured and its growth is almost levelling 
off.

The Individual level’s focus in research and practice is on the individual, 
while the organisational level’s focus is on the organisation. The organisa-
tion’s role here is to provide an environment that would nurture the sharing 
of knowledge and allow the staff to try new things, as this may result in new 
products, new markets or the acquisition of competitive advantage.
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Knowledge management is said to have evolved in corporate environments 
during the 1980s as a result of the revolution in ICTs. During that period, 
knowledge started to emerge as a strategic resource. Porter (1985) is believed 
to have originated the concept of KM when he coined the term ‘competitive 
advantage’ to describe a way of creating added value for customers by offer-
ing them unique products and services at cheaper costs. The KM concept was 
later taken up by Drucker (1987) when he wrote about knowledge workers, 
thus exposing the issue of managing knowledge (Organisation of Economic 
Cooperation and Development, 2003). Now, many organisations, especially in 
the corporate sector, are investing heavily in the development of knowledge 
management systems to support knowledge work and enhance organisational 
learning (Davenport and Prusak, 1998). Due to earlier initiatives, the private 
sector can boast of having the most advanced knowledge management sys-
tems.

Knowledge management focuses on the following aspects (White, 2004):

Intellectual capital or intelligence• 
Personal experiences• 
People’s beliefs, perspectives, judgments, expectations, intentions, relation-• 
ships, etc
Know-how, skills and competencies• 
Learning, critical thinking, and innovation• 
Knowledge application• 
Explicit and tacit representations.• 

Knowledge management also involves critical thinking; innovation; the ingre-
dients of originality, adaptability, intelligence and learning; and competencies and 
the sharing of experiences. KM can be characterised as being reliant on modern 
technologies that cut across cultural and traditional structures (Grey, 1998).

knoWleDge management stRategies

Hansen et al. (1999), in a study on the knowledge management strategies of com-
panies in several industries, particularly consulting firms, encountered two major 
practices of knowledge management that they respectively referred to as codification 
and personalisation. In the codification approach, information is carefully codified 
and stored in databases where it can be accessed and easily used by anyone in the 
company. Codification involves using a ‘people-to-document’ approach where 
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knowledge is extracted from the person who developed or found it, made inde-
pendent of that person, and thereafter reused for various purposes. After extracting 
knowledge from its compiler, knowledge objects are developed by extracting key 
components of knowledge, such as interview guides, work schedules, benchmark 
data, and market segmentation analyses; and storing them in the electronic repository 
for people to use. This allows many people to search through and retrieve codified 
knowledge without having to contact the person who originally compiled it. This 
approach makes it easy to reuse knowledge, particularly when developing project 
proposals, and thus saves a great amount of time.

Personalisation in knowledge management refers to knowledge being closely 
tied to the person who developed it, and is mainly shared through person-to-person 
interaction (Hansen et al., 1999). This strategy focuses on the dialogue between 
individuals and not on knowledge objects in a database. In this case, knowledge 
that has not been codified is transferred in brainstorming sessions and in one-to-
one conversations. To make this knowledge management strategy work, heavy 
investment is made in building networks that connect experts. Knowledge is shared 
not only in face-to-face meetings, but also over the telephone, through e-mail, via 
videoconferences, etc. Networks are developed by moving people between offices, 
promoting a culture in which consultants are expected to promptly return phone calls 
from colleagues, creating directories listing experts, and using consulting directors 
within the firm to assist project teams.

Firms have been found to focus on one of the strategies and use the other in 
supporting roles. Hansen et al. (1999) state that implementing codification creates 
high quality, reliable and fast information systems because of the continuous reuse 
of information. The information systems invest once in a knowledge asset and reuse 
it several times thereafter. However, codification invests heavily in IT systems, 
while personalisation invests only moderately in IT resources. Codification is useful 
when an organisation is dealing with similar problems all the time. Personalisation 
is more relevant in a rapidly changing environment. Most solutions in codification 
have been proven and are reliable. The codification approach has been found to be 
cost-effective, especially in reusing software programmes. Personalisation, on the 
other hand, can be very expensive because of high consultation fees. Comparatively, 
codification also enhances the sharing of knowledge while the personalisation strat-
egy relies on tacit knowledge, which is difficult to share and is time consuming, 
expensive and slow to transfer. If a company offers a standardised or mature product, 
it may benefit from the reusable model. On the other hand, if a company relies on 
tacit knowledge for problem solving, then the personalisation model may be more 
appropriate. Kidwell et al. (2000) provide the example of Nokia as a company that 
uses codification practices to make sense of market trends and customer require-
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ments in order to quickly put that knowledge into action in the product development 
pipeline. Nokia Company’s management system provides relevant information 
rapidly to whoever needs it in the organisation. It has a strong customer focus and 
service ethic, and is innovative in a highly competitive market.

knowledge management practices: 
general adoption motivations

The growing impetus to adopt KM, especially in corporate organisations the world 
over, can be attributed to both external and internal factors. Agarawal (n.d) opines 
that pressures of the marketplace and increased competition are pushing [all or-
ganisations] to think like businesses. Moreover, markets are going global; thus 
organisations are attempting to internationalise and offer high-quality services to 
clients regardless of location. Organisations therefore have to adjust and develop 
strategies to respond rapidly to changes in technologies and the increasing demands 
of stakeholders. Furthermore, as the foundation of industrialised economies has 
shifted from natural resources to intellectual assets, executives have been compelled 
to re-examine the knowledge underlying their businesses and how that knowledge is 
used. Increasingly, the knowledge economy expects businesses to be part of knowl-
edge generation, innovation and production processes. The dynamism within the 
trajectories of knowledge and technology is such that the skills to cater for specific 
needs are changing so fast that they increasingly have to be generated on the job. 
This means that knowledge origination, technology advancement and economic 
activity require persons with very high levels of generic knowledge.

Participation in the knowledge economy requires the ability to constantly renew 
economic and social systems and extend knowledge and specialist skills to engage 
effectively in knowledge production (Kok, 2007). To re-iterate, the digital age 
has made it possible to codify, store, and share certain kinds of knowledge more 
easily and cheaply than ever before. The increased external and internal pressure 
necessitates KM incorporation into organisations so that they (organisations) may 
optimise the use of the information systems in place; provide standard techniques 
for data collection; mitigate high staff turnovers; integrate technology into their 
operations, missions and visions; and build trust among staff with regard to the 
sharing of data.

The increasing adoption of KM, especially by the executives in corporate organi-
sations, has also been inspired by the need to tap into world class business practices 
that are espoused by multinational companies. Another important factor relates to 
brain drain, which results in the massive net outflow of intellectual capital and the 
consequent need to explore technologies’ application or other methodologies to 
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facilitate the retention of these knowledge assets within organisations and beyond 
a person’s physical departure (McLean, 1999). The transformation of economies, 
especially of those that are highly regulated, also requires rapid knowledge trans-
ference to improve the success of the transformation process into free market 
economies. In a knowledge-intensive economy, enterprises increasingly compete 
with each other for the use and provision of knowledge-intensive resources such as 
human capital and new technologies (Organisation of Economic Cooperation and 
Development, 2003).

Although the corporate sector is increasingly adopting KM practices, the same 
cannot be said of governments, which, until recently, have not been at the forefront of 
integrating knowledge management in their operational milieu. However, increasing 
e-government initiatives the world over have slowly made the public sector realise 
the strategic importance of knowledge (Wimmer, 2004). In Europe, for example, KM 
ranks high on the management agenda of most central government organisations. 
Knowledge management is also seen as one of the top five future internal management 
priorities in a number of organizations in OECD member states (Organisation for 
Economic Cooperation and Development, 2003). KM-driven economies in OECD 
countries recognise the need for efficiency and productivity; improving transparency 
and the outward sharing of information; and improving working relationships and 
trust within organizations. The KM approach in managing public sector knowledge 
resources promotes life-long learning, the sharing of knowledge across different 
units in organisations, and reaching out to the public. Knowledge management is 
also important in public sector transformation (such as e-government) because such 
transformation involves the emergence of a knowledge-enhanced government. Es-
sentially, the knowledge economy is undergoing a structural transformation where 
the rapid creation of new knowledge and the improvement of access to knowledge 
bases are factors that increase efficiency, innovation, the quality of goods and 
services, and equity. The motivation for adopting KM in organizational operations 
was given impetus by the final outcomes of the World Summits on Information 
Society in 2003 (in Geneva, Switzerland) and 2005 (Tunis, Tunisia) respectively 
(International Telecommunication Union, 2005).

knowledge management processes and activities

Knowledge management entails the discovery, acquisition or creation of knowledge 
(through research); the transmission or dissemination of knowledge (through teach-
ing); the application of knowledge to human problems in the interests of public ser-
vice; and the preservation of knowledge in libraries, museums and archives (Allen, 
1988:66). Bhatt (2001) identifies five phases of KM, namely knowledge creation, 
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validation, presentation, distribution, and application. Knowledge creation refers 
to the ability of an organisation to develop novel and useful ideas and solutions. 
This phase represents an emergent process comprising of motivation, inspiration 
and experimentation. The knowledge validation phase is concerned with the extent 
to which a firm can reflect on knowledge and evaluate its effectiveness within the 
existing organisational environment. Knowledge presentation refers to the way 
knowledge is displayed to the organisation’s members, i.e. whether in print, on CD, 
or through optical media. Phase four, knowledge distribution, represents the distri-
bution and sharing of knowledge across the organisation and requires interactions 
between organisational technologies, techniques and people. Finally, knowledge 
application is concerned with the art of locating the right knowledge in the right 
format in any organisation.

KM consists of three major components, namely the people who create, share 
and use knowledge; processes that acquire, create, capture, organise, share, transfer 
and apply knowledge; and technology that stores and provides access to knowledge. 
Processes in KM may include scanning, document imaging, forms processing, clas-
sification, indexing, categorisation or taxonomy, backup and recovery, search and 
retrieval, publication, archiving, storage, migration, records management, e-mail 
management, and more (Wagner, 2008). Within an organisation, knowledge is em-
bodied in the wisdom of people, expertise and talents, databases, records, portals, 
formal and informal meetings, memos, infrastructure, visions/missions, strategic 
plans, budgets, and human resource systems, to name a few. Technology is at the 
centre of knowledge management, and helps retrieve the various forms of infor-
mation and knowledge embodied in systems, institutional repositories, processes, 
strategies, methodologies, e-mails, patents, products, services, etc; within and out-
side organisations. Organisations that are KM-intensive have some or more of the 
following knowledge-based resources or infrastructures (Corall, 1999):

Knowledge databases and repositories (explicit knowledge)• 
Knowledge route-maps and directories (tacit and explicit knowledge)• 
Knowledge networks and discussions (tacit knowledge).• 

Knowledge databases and repositories consist of stored information and documents 
that can be shared and re-used, such as client presentations, competitor intelligence 
reports, customer data, marketing material, meetings’ minutes, policy documents, 
price lists, product specifications, project proposals, research reports, training packs, 
and others. Knowledge route-maps and directories, on the other hand, are tools that 
point to people, document collections and datasets that can be used for consultation, 
such as the yellow pages, and ‘expert locators’ containing CVs, competency pro-
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files, and research interests. Knowledge networks and discussions refer to networks 
that provide opportunities for face-to-face and electronic interaction, such as chat 
facilities to foster learning groups or hold best practice sessions.

Increasingly, the concept ‘digital dashboard’ has emerged as a KM tool cus-
tomised for knowledge workers. It consolidates personal, team, corporate and 
external information and provides ‘single click’ access to analytical collaborative 
resources. It brings an integrated view of a company’s knowledge resources onto 
an individual’s desktop, thereby enabling better decision-making by providing 
immediate access to key business information (Microsoft, 2000).

With regard to KM processes, Skyrme and Associates (2002) outline the fol-
lowing:

Knowledge discovery – data mining and text mining• 
Content creation – creativity tools and • content management systems
Infrastructure – intranet, extranet and portal building software• 
Information retrieval – search engines and intelligent agents• 
Expertise profiling - expertise directories• 
Knowledge sharing - computer conferencing, portals, and document • 
management
Integration –KM suites, enterprise application integration, portals and • 
standards.

KM also provides tools, procedures and an environment for KM policy formu-
lation and performance management; knowledge discovery, creation, capture and 
sharing; knowledge mapping and information architecture; the adoption and use 
of standards – metadata and best practices; developing communication systems; 
methodologies for content management and content quality management; devel-
oping information security plans; and facilities for integration, interoperability 
and scalability.

Knowledge taxonomy, also known as knowledge organisation, refers to the 
classification of knowledge assets in order to make them easier to find and under-
stand (Herd, 2001). Knowledge taxonomies are being applied in customised search 
engines and as an integral part of web portals to enhance resource discovery. They 
are also important in facilitating the sharing of a common language for classify-
ing knowledge; searching for and retrieving knowledge, especially with respect 
to controlled vocabularies in search engines, web content managers, and online 
databases; improving internal communication by developing common standards 
that can be understood by all; enhancing intelligence gathering; organising web 
portals to enhance the management and retrieval of information; providing net-
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worked environments for effective access to information; and making knowledge 
manageable, accessible and retrievable.

Knowledge packaging is an important activity in KM, and refers to the process 
of putting knowledge in a format that is necessary for its transmission and applica-
tion. It can also refer to the methods, tools and techniques used to formalise experi-
ences and know-how and transform them into products and services (Ardimato et 
al., 2006). Essentially, knowledge packaging entails creating products or services, 
converting them into useable formats, and subsequently commercialising them. This 
packaging process begins with intelligence, which is largely uncodified (implicit) 
knowledge, followed by codification (making it explicit), which may include de-
veloping processes, creating documents, making drawings, or creating databases, 
websites, publications, etc. Once the process of codification is over, the resultant 
products or services are diffused. Various formats or products exist for the packaging 
of knowledge, including (Srinivas, 2007) abstracts, alerts, announcements, policy 
briefs, bibliographies, indexes, catalogues, best practices, brochures, books, bulletins, 
charts, databases, diaries, blogs, commentaries, annotations, journals, metadata (i.e. 
hyperlinks), models, pamphlets, posters, slides, standards and practices, directories 
of expertise, intranets and portals, knowledge centres, domain know-how, extranets, 
expert systems and customer profiles, among others. The purpose of packaging 
knowledge is to facilitate its communication and enhance its understanding, com-
mercialisation, and use.

Knowledge audit is another important aspect of KM. According to Hylton (2003), 
it is a comprehensive investigation into the entire knowledge-base of the organisa-
tion, resulting in a clear indication of how well the organisation’s knowledge is 
being exploited in business activities and in alignment with the goals and mission 
of the organisation. It answers questions such as what knowledge exists and where 
it can be found; where and how it is created and who owns such knowledge; and 
what knowledge assets the organisation has and where they are. A knowledge audit 
should be undertaken before an organisation embarks on knowledge management 
activities. The knowledge audit process is people-centred because all employees 
within an organisation carry useful or important knowledge, skills and experiences 
about the organisation they work for. A knowledge audit identifies knowledge 
gaps and what knowledge is needed to support the organization’s overall goals and 
individual and team activities; provides a map showcasing the flow of communi-
cation; and reveals good practices, barriers and blockages in the organization. A 
knowledge audit enables the organization to determine a strategy for developing 
KM initiatives and projects.

A knowledge map is a virtual tool that represents an organisation’s knowledge. 
It is actually a navigational aid to codified information and tacit knowledge, show-



202  Knowledge Management (KM)

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

ing the relationships between knowledge stores. Knowledge mapping encourages 
re-use and prevents the re-invention of information. It also helps when identifying 
knowledge sources, expertise and ways of building bridges to increase knowledge 
sharing. It reduces the burden on experts and supervisors by helping staff find in-
formation on their own. In order to map where real knowledge resides and its value, 
it is necessary to understand how it is built, maintained and used. Knowledge maps 
make corporate assets visible to all members of the organisation.

knowledge management technologies

KM relies on ICT to facilitate knowledge creation, capture, organization and trans-
mission. ICT ensures the accurate and timely exchange and delivery of knowledge 
in a way that is far more efficient than with the use of human actors. It is, in fact, 
impossible these days to disseminate and utilize information without incorporat-
ing ICT. ICT can facilitate KM in various ways (Nonaka and Takeuchi, 1995), for 
example:

ICT represents the most convenient and cheapest way for individuals to share • 
tacit knowledge with their colleagues
ICTs such as the e-mail provide a platform for the quick and efficient ex-• 
change of information
New web-based software and servers facilitate explicit knowledge sharing • 
and also use intranet home pages for publishing applications
Computer applications assist data mining using tools based on neutral net-• 
works, simulation modelling, and other applications that use visualization 
technologies, such as geographic information systems
Using ICTs, many organizations have invested in the creation of large stores • 
of data, such as data-marts or warehouses, in order to support the information 
needs of decision makers
ICT is used to store, retrieve, disseminate and manage knowledge through • 
databases and websites.

The various technologies that organisations use to leverage KM are largely depen-
dent on the Internet and the World Wide Web. The rapid development in information 
technology and the convergence of telecommunications, computing and broadcast-
ing, have been welcomed because of how they improve communications within and 
outside the organisation. This has been further enhanced by the great potential of 
the Internet and its associated new technologies in their ability to support a large 
number of users and devices and in new developments in bandwidth, content and 
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applications. New technologies can broadly be grouped under search and retrieval, 
networking, hardware, and software. Technologies that have recently been growing 
in popularity include Wi-Fi, Wi-Max, Bluetooth and Voice Over IP (VOIP). These 
Web-based technologies are popular in knowledge management implementation 
because they are convenient to use, easy to develop and maintain, and provide one 
of the quickest and most far-reaching ways through which to convey information. 
Working closely with new technologies is Web 2.0, defined by O’Really (2005) 
as “the network platform, spanning all connected devices and applications that 
make the most of the intrinsic advantages of that platform, delivering software as a 
continually-updated service that gets better the more people use it; consuming and 
remixing data from multiple sources, including individual users, while providing 
their own data and services in a form that allows remixing by others”.

Examples of Web 2.0 applications include blogs, wikis, content aggregators, and 
much more. Blogs provide authors with ownership of the medium of communica-
tion and allow instant publication (i.e. anytime-anywhere) of text or graphics on 
the Web without the need for sophisticated technical knowledge. They also provide 
the means by which people give comments or feedback to each posting on the blog. 
Blogs also allow users to archive past blog posts by date and provide hot links to 
other bloggers. Blogs therefore promote collaborative learning and the sharing 
of information. They serve as forums for announcements and as sources of news 
(often local). Wikis enable real time conversations and permit contributors to build 
knowledge management applications. They provide an environment for unique 
content creation. This requires content aggregators - individuals or organizations 
that gather Web content and applications from different online sources for reuse or 
resale - and programs or feed readers, which check a list of feeds on behalf of the 
user and display any updated articles that they find. Content aggregators enable 
users to subscribe to a feed by supplying to their reader a link to the feed. The user 
can then check the subscribed feeds to see if any of those feeds offer new content 
since the last time they were checked and if so, retrieve that content and present it 
to the user.

challenges of knoWleDge management

Knowledge management presents a number of challenges to organisations. Maponya 
(2004) found that [organisations] do not generally manage information well - they are 
more likely to lose, duplicate, or fail to share or exploit information; do not always 
‘know what they know’; and do not recognise knowledge as an asset. Milam (2001) 
identifies the following knowledge management challenges: insufficient time for 
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KM (especially in terms of staff); the failure of the current culture of organisations to 
encourage sharing; poor understanding or awareness of KM’s benefits; lack of skills 
in KM techniques; lack of funding for KM; lack of incentives or rewards to share 
knowledge; lack of appropriate technology; and lack of commitment from senior 
management. The field of KM is also still relatively young, and executives have 
therefore lacked successful models that they could use as guides. Most knowledge 
management systems’ problems relate to inadequate or the outright lack of human 
resources, infrastructure, finance, literacy, relevant content, and technologies.

The challenges of KM also stem from problems encountered when handling 
knowledge in different formats; issues of protection - intellectual property and 
confidentiality; patent processing; dealing with intangible products; and auditing 
intellectual capital, which entails establishing its existence, its (intellectual capital’s) 
ownership and its value. Moreover, knowledge management faces difficulties with 
(Storey and Quintas, 2001):

Winning the trust, motivation and commitment of stakeholders• 
Managing workers who are not conventional employees, such as contract • 
staff and consultants
Relying on knowledge workers who may leave the organisation without their • 
knowledge having been captured
Vulnerability of web-based systems and other technological infrastructure• 
Replication and piracy.• 

policy anD manageRial ResponsiBilities 
in knoWleDge management

In designing KM solutions, companies need to think carefully about why they are 
needed. Findings from SME case studies indicate that it is important to translate 
the knowledge held by key personnel into organizational knowledge by embedding 
routine processes and procedural knowledge into standard operating procedures; 
and to codify implicit knowledge (Microsoft 2000).

The UN’s 2008 E-government Report (United Nations, 2008) provides a good 
summary of what organisations need to do in order to implement KM practices. 
With respect to human resources, the survey stresses the importance of building an 
environment that instils trust among employees. This in turn implies the selection 
and development of leaders who promote information sharing. Effective knowledge 
sharing can be encouraged by rewarding those who input information into the sys-
tem by establishing a formal structure of incentives and rewards. For management, 
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information sharing is important because it results in reduced information costs. 
Employees also have embedded knowledge of the organization’s values and objec-
tives, so they must be encouraged to use their own creativity and innovation to turn 
their ideas into valuable products and services.

Leaders must put in place strategies that encourage creativity and innovation 
among their employees. They must also improve the use of knowledge that exists 
within the organization by sharing best practices. Organisations should also strive 
to enhance Customer Relationship Management (CRM), which revolves around 
enhancing customer focus and building relationships with private sector partners. 
This would be helped along if organisations’ KM strategies address issues of con-
fidentiality, data integrity and the availability of information. While confidentiality 
deals with the unintentional disclosure of information outside authorized parameters 
and data integrity assures the trustworthiness of the information, availability ensures 
that the information is made available at the request of authenticated clients.

For the effective management of knowledge resources within organisations, delib-
erate actions are needed by knowledge managers. Staff development, by sponsoring 
learning and training, is critical because it keeps staff well informed. Strategic plans 
should also be put in place to deal with recruitment and succession. The conversations 
between people inside the organization with customers and suppliers are crucial to 
sensing trends and emerging needs (Leonard, 1999). Staff should be encouraged to 
keep abreast of developments in the area of KM through research, conference at-
tendance, or through consultations. Attempts should also be made, where applicable, 
to provide rewards and incentives to staff in order to recognise and give credit to 
those taking advantage of KM to improve their performance at work. Organisations 
also need to engage in continuous process reengineering and redesign in order to 
attract new knowledge from both internal and external sources.

Knowledge management can be enhanced in organisations by motivating staff 
so as to avoid brain drain and the depletion of the talent pool. To achieve this, 
organisations may offer the security of long term employment, which would also 
minimise high staff turnover and the costs of knowledge maintenance. There is 
also a need to maintain continuity and a recognizable identity over time, and be 
able to integrate and manage organisations’ knowledge, information and their 
exchanges, both within and outside the organisation, for effective performance 
(Leonard, 1999). Therefore, organisations need to develop mechanisms that 
capture relevant knowledge and disseminate it accurately, consistently, and in a 
timely manner (Bollinger and Smith, 2001). Similarly, it is important for orga-
nizations to establish a culture that encourages the creation of new knowledge 
while improving the application, transformation and integration of existing 
knowledge within the organisation’s KM systems. Kidwell et al. (2000) sug-
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gest the following steps for organisations contemplating the adoption of KM 
approaches:

Start with strategy and determine what you wish to accomplish with KM• 
Avail human resources, financial resources and information technology to • 
support KM
Seek a high-level champion who can argue for why KM is necessary• 
Select a pilot KM project with high impact and low risk on the organisation• 
Develop a detailed action plan for the pilot that defines the process, the IT • 
infrastructure, and the roles and incentives of the project team
After the pilot, assess the results and refine the action plan.• 

KM must be integrated into the firm’s existing strategic direction so that core com-
petencies and employee capabilities can be positively affected and the performance 
of the organisation improved. A knowledge audit is necessary before implementing 
KM approaches. Such an audit would facilitate findings, analyses, interpretations 
and reports on a company’s information and knowledge policies, and its knowledge 
structure and knowledge flow (Hylton, 2002).

Oosterlinck’s (1999) proposals on how [organisations] can improve KM practices 
include: drafting a mission statement that incorporates KM; creating awareness con-
cerning the responsibility and accountability of the staff towards the stakeholders; 
increasing international openness; and preparing [staff] for the knowledge society. 
Given the central role of ICT in knowledge management, it is also important for 
organisations to take cognisance of Junnarkar and Brown’s (1997) four points in 
the implementation of ICT as a KM enabler, namely:

Developing enterprise-wide standards for the ICT infrastructure in order to • 
link people to people, and people to information
Linking IT investments to the firm’s overall knowledge management • 
strategy
Implementing IT tools to access explicit knowledge by knowledge • 
managers
Establishing knowledge management partnerships that bridge information • 
systems and human resources.
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conclusion

Knowledge management is as relevant to SMEs as it is to large organizations. It has 
successfully been applied in corporate sectors to improve productivity, profitability, 
customer relations, efficiency, transparency, accountability, innovation, and the 
overall quality of service delivery. It is therefore imperative for business enterprises 
and public sector organisation alike to infuse KM in their operations and strategic 
processes, as this would enable them to compete effectively in the global e-market 
environment. KM holds great potential for organisations in the knowledge economy, 
but in order for these benefits to be realised, it is important to understand how to 
align three core resources, namely people, processes and technology. Organisations 
that invest in new technology without understanding their organisation’s and basic 
human patterns of information sharing are bound not to achieve their full investment 
potential. Leveraging an organisation’s know-how and best practices can make a 
dramatic difference to the organisation’s basic levels of competence, flexibility, 
responsiveness, and its customer relationships. As organisations the world over 
contemplate adopting KM practices, Davenport and Prusak’s (1998) Principles of 
KM are worth noting, namely that: KM is expensive; KM needs both people and 
technology; KM is highly political; KM needs knowledge managers; KM must be 
practical and simple; the creation and sharing of knowledge is unnatural; knowledge 
work processes must be promoted and supported through KM; access to knowledge 
is only the beginning of KM; and KM never stops.
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Chapter 13

E-Records Management 
and Freedom of 

Information for SMEs

intRoDuction

While records management in general and e-records management in particular have 
received serious attention in large enterprises, the same cannot be said for SMEs. This 
is despite the emergence of an economy where transactions are increasingly carried 
out electronically, and where the management of e-records emanating thereof must 
be meticulously managed to obviate disaster. Iron Mount Digital (2007), a leading 
provider of data backup/recovery and archiving software based in the UK, warns in 
its findings (based on industry research) that SMEs are reportedly failing to put in 
place disaster recovery plans in the belief that such recovery plans are the domain of 
larger companies. Such SMEs could face total shut down or bankruptcy unless they 
developed contingency plans to ensure that normal operations are resumed follow-
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ing a serious incident. In these plans, SMEs should include a disaster contingency 
team, assessing key areas of risk across the business, planning for recovery, and 
reviewing and communicating the plan to employees. It is important for SMEs to 
continuously backup crucial company information so that in the event of a disaster, 
the company can be safe in the knowledge that it can restore company data.

Generally, records are strategic and operational assets that are vital to the opera-
tion of the state. Like traditional paper-based records, e-records support the day-
to-day operation of government services and interactions with citizens and private 
and public sector partners. As government services move online, e-records become 
the basis for confirming pensions and other entitlements; registering births and deaths; 
verifying citizenship; certifying voting rights; enabling the collection of taxes and cen-
sus enumeration, supporting financial management; enabling audits and evaluations; 
supporting litigation; and documenting inter-governmental agreements, to name a few 
(IRMT, 2004). Both paper-based and electronic records are valuable assets that need to 
be well managed and protected. In addition to providing essential evidence on organisa-
tional activities, transactions and decisions, records also support business functions and 
are critical for the assessment of organisational performance. Without reliable records, 
governments cannot manage state resources or civil service, or provide services such 
as education and healthcare effectively. And without effective systems to manage them, 
governments cannot be held accountable for their decisions and actions, meaning that 
the rights and entitlements of citizens and corporate bodies cannot be upheld.

The benefits of well managed records in both public and corporate organisations of 
all sizes include (Kemoni, 2008):

The ability to mitigate the considerable risks associated with poor records man-• 
agement practices, specifically through accountability, transparency, sound cor-
porate governance and public sector efficiency
Enabling compliance with statutory requirements• 
The ability to provide enterprise-wide access to documents, records and informa-• 
tion resources contained within multiple databases
The ability to use electronic documents and records as inviolate and credible • 
evidence
Instilling knowledge of fundamental records management practices and how they • 
relate to FOI (Freedom of Information) and information and privacy principles
Increasing productivity and individual accountability.• 

Well managed records contribute to the smooth operation of an organisation’s pro-
grammes by delivering services in a consistent and equitable manner. Through proper 
management, accurate, timely, relevant and credible information can be made available to 
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the organisation. Business efficiency largely depends on the information held in records; 
consequently, good documentation is necessary for efficient planning, financial analysis, 
transaction processing, product development, quality control, marketing, customer services 
and other business operations. Records are also essential for the effective functioning of 
private and public organisations because they document the decisions and activities of 
governments and organisations and serve as a benchmark by which future activities and 
decisions can be measured. Furthermore, without good records, members of staff are 
forced to take decisions on an ad hoc basis without the benefit of institutional memory 
(IRMT, 1999: Cashmore and Lyall, 1991; American Records Management Association, 
2004; Lawoye, 1986; The World Bank, 2006; Robeket al., 1996).

Good records management is important to ensure that records of archival and 
historical value are preserved, and those which are no longer in use are destroyed. 
Records management practices also provide a clear accountability structure and 
audit trails, and enhance good governance. As more citizen-state interactions oc-
cur in electronic form, citizens will expect that their rights are as well protected 
and documented in an electronic environment as they would be in a paper-based 
one. This can only be achieved if the records generated through e-government are 
carefully managed with the help of systems that provide constant intellectual and 
physical control. The aim must be to preserve the combination of content, context 
and structure, which give electronic records meaning over time; to protect the fragile 
media from degradation; and to ensure efficient access.

RecoRDs management, smes anD foi

The SME sector makes significant contribution to public sector services. For ex-
ample in the UK, SMEs are a critical part of the economy, accounting for 99% of 
all businesses in the country, and over half of the UK’s employment and turnover. 
The EU’s Lisbon Agenda has set the target of making the EU the most dynamic and 
competitive knowledge-based economy by 2010, and the manner in which busi-
nesses access and engage with communications technology is a fundamental part 
of achieving this goal (Curie, 2006). Consequently, FOI applies as much to large 
companies as it does to SMEs in the UK, and the contribution of SMEs is included 
in the final (annual) assessment of the size of the public services industry and its 
contribution to the UK economy (McGuire, 2008). The FOI legislation is premised 
on the principle that effective records management enables authorities to enforce 
wider government agendas, such as increased openness, transparency, trust and 
accountability in the public sector (Shepherd and Stevenson, 2008). FOI enhances 
transparency in the government’s procurement of services, especially when it comes 



214  E-Records Management and Freedom of Information for SMEs

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

to opportunities for SMEs to work on government contracts. Better governance of 
the procurement process can enhance and create more opportunities for SMEs.

Within the House of Commons, there is a strong argument in support of the no-
tion that information should be shared closely and that bridges should be built with 
SMEs in order to promote openness and transparency. In turn, this would encourage 
the greater involvement of SMEs in tendering for government contracts. The gener-
ally held belief here is that while governments use a huge number of suppliers, their 
contracts are closed to the vast majority of SMEs. Communicating with suppliers 
and managing relations with them remain critical issues – how do you communicate 
fairly, openly and in some detail with over 30,000 different organisations? (CSR 
Case Studies, 2004).

FOI is increasingly being enacted by many countries, particularly in the developed 
world, although a few developing countries are following suit. By 2006, there were 
over 30 countries worldwide that had enacted FOI legislation; some had passed the 
legislation and were still awaiting its implementation, while others were contemplat-
ing its enactment (Sebina, 2006). The UK’s 2000 Freedom of Information Act came 
into force in January, 2005. The Act imposes significant duties and responsibilities 
on public authorities to provide access to information. The public authorities have to 
know what information they hold and manage so that they can retrieve information 
effectively, deal expeditiously (within 20 days) with FOI requests, and disseminate 
information through a publication scheme.

The UK FOI Act categorically states that any person making a request for infor-
mation from a public authority is entitled to be informed in writing by the public 
authority on whether it holds information fitting the description specified in the 
request, and if so, to have that information communicated to the person in question. 
However, access to such publicly held information is subject to the proviso that 
when a public authority reasonably requires further information in order to identify 
and locate the requested information and has consequently informed the applicant 
of that requirement, the authority is not obliged to comply unless or until it is sup-
plied with the additional sought after information. The information with which the 
applicant is to be informed, or which is to be communicated, is the information 
held at the time of the request; hence any amendment by the applicant to the initial 
request for information made between that time and the time before the response 
to the request was sent may be ignored. A public authority can be taken to have 
complied with a request for information if it has sent the requested information to 
the requesting party (Office of the Public Sector Information, 2000). The individual 
or entity requesting information has to comply with the following proviso: the re-
quest must be put in writing; the applicant must state their name and address; and 
the applicant must describe the information they seek.
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Scotland has a separate FOI from that of the UK. The Freedom of Information 
Act of 2002 was passed by the Scottish Parliament on the 24th of April of that year, 
although it only came into full force on the 1st of January, 2005. The Act aims to 
promote openness and accountability among Scottish Public Authorities by introduc-
ing a general statutory right of access to the various types of recorded information 
held by Scottish public authorities (Burness, 2004).

In the US, the Federal Bureau of Investigation defines what kinds of informa-
tion can be requested under FOI. This information includes: information about 
an organization, business, investigation, historical event, or incident; information 
about a third party; information about a deceased person; and information about 
one’s self. The Record Information Dissemination Section (RIDS) of the FBI is 
responsible for effectively planning, developing, directing and managing responses 
to requests for access to FBI records and information. The requests and disclosure 
must comply with the Freedom of Information and Privacy Act. RIDS efforts are 
directed to appropriately release information in an efficient and effective manner 
while protecting legitimate law enforcement, foreign policy, and national security 
and defence interests, and remaining forthcoming to the American public (US De-
partment of Justice: FBI, 2008).

The African Union, through its Charter on Human and Peoples’ Rights, rec-
ognizes the importance of access to information. The Charter recognizes that ac-
cess to information is part of freedom of expression. It also states that freedom of 
expression, including the right to seek, receive and share information and ideas, 
whether orally, in writing, in print, in the form of art, or through any other form of 
communication (and across frontiers), is a fundamental and inalienable human right 
and an indispensable component of democracy (Sebina, 2006).

FOI and sound records management are inextricably linked. Records have a 
unique character that imposes special responsibilities on the agencies that preserve 
and manage them. State records not only document past decisions, but also establish 
and protect the contemporary rights and responsibilities of both the government and 
the governed. Sebina (2006), citing John Bolton - a Records Officer working for the 
British Columbia Ministry of Skills – argues that without a substantial and compre-
hensive records management programme in place, the FOI legislation would not be 
worth the paper it was written on. Records could neither be identified as existing, 
nor obtained from their storage. The place of records in achieving the objectives of 
FOI is stressed in a draft Code of Practice on the Management of Records Under 
Section 46 of the UK’s Freedom of Information Act (2000), where it is stated that: 
“Any freedom of information legislation is only as good as the quality of the records 
to which it provides access. Such rights are of little use if reliable records are not 
created in the first place, if they cannot be found when needed, or if arrangements 
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for their eventual archiving, or destruction are inadequate” (Department of Constitu-
tional Affairs, 2002). For records to meet the objectives of the FOI legislation, they 
must be accurate, complete, timely, appropriate for retention, relevant, adequate, 
credible, engaging, readily accessible, and likely to be needed in the future.

Sebina (2006) explains that the Freedom of Information (FOI) legislation is 
mostly adopted on the premise that good records management exists. However, it 
is pertinent that the functionality of records management in creating, managing and 
making records available for access internally within government and externally to 
citizens, is established while the legislation is being planned for. Through the planning 
process, the capacities of records management in providing access to information 
will be known. Access to information is an important process of democratic gov-
ernance because through it, democratic states are better able to ensure that citizens 
can gain access to official information. At the same time, the laws that govern access 
to information ensure that the privacy of citizens is protected by restricting access 
to their personal information. These laws also act as a defence against attempts to 
access information that may compromise the integrity and security of the state.

The importance of FOI to enhance access to publicly held information cannot 
be over emphasised. Governments, by their mandate, hold in their custody vari-
ous types of information, such as international accords; negotiating briefs; policy 
statements; minutes of discussions with investors, donors and debtors; cabinet 
deliberations and decisions; parliamentary papers; judicial proceedings; details of 
government functioning and structure; intra-governmental memos; executive orders; 
budget estimates and accounts; evaluations of public expenditure; expert advice; 
recommendations and guidelines; transcripts of departmental meetings; statistical 
data; reports of task forces, commissions and working groups; social surveys and 
analyses of health, education and food availability; assessments of demographic 
and employment trends; analysis of defence preparedness and purchases; maps; 
studies on natural resource locations and availability; proof of the quality of the 
environment, water and air; and detailed personal records (Sebina, 2006). Access 
to public information in the custody of the state under FOI legislation is guided by 
principles of maximum disclosure; limited scope of exemptions; proactive disclosure 
of information; implementation and monitoring; access to information fees; and the 
precedence of disclosure (Sebina, 2006).

The principle of maximum disclosure intimates that access to government 
information should be viewed as a right rather than a privilege, and posits that all 
government information should be accessible unless justifiable exemptions exist. 
The limited scope of exemptions principle states that in limiting the disclosure of 
information, governments are obliged to state reasons working against the disclosure, 
and these should be derived from the legislation. Proactive disclosure of information 
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requires the agencies responsible for public information to release certain aspects 
of information proactively without waiting for requests to be made for their release. 
The principle of implementation and monitoring states that the success of any FOI 
legislation is dependent on effective enforcement and monitoring. Laws should 
specify how requests made for access to information are to be assessed or decided 
on, and what remedial provisions exist. With regard to the principle of access to 
information fees, FOI recognises that satisfying requests for access to information 
might stretch the already minimal resources that governments have. As a result, 
this principle affirms that governments may levy fees for requests and for retriev-
ing and providing the requested information, whether photocopied, digitised or in 
any other format. Finally, the principle of the precedence of disclosure stipulates, 
among other things, that all the laws of the country should be consistent with the 
provisions of the FOI legislation. Those that are not should be repealed or amended 
to align them with the canon of FOI (Sebina, 2006).

e-RecoRDs ReaDiness

By and large, crucial company information and knowledge is embodied in the 
records of business transactions. The subject of e-records management therefore 
applies equally to both large enterprises and SMEs. The globalization of trade 
(particularly in the case of electronic commerce) and the move by governments 
towards e-governance in an effort to cut down on the cost of bureaucratic processes 
and reduce the time spent on paper-based records, is generating large amounts of 
e-records. In order for any organisation to transact business in such an environment 
and effectively manage the resulting outpour of e-records, the organisation needs to 
have attained a certain measure of e-readiness, or e-records readiness so to speak. 
E-readiness, as already defined, refers to a community that provides high-speed, 
constant access to ICTs and their applications in various sectors in a competitive 
market, including government (Bridges.org, 2001). In contrast, e-records readi-
ness refers to the capacity to create, manage, share and use electronic information 
(and related technology) to improve governance and sustain international trade 
and innovation; improve global security; and support other related activities in an 
increasingly interconnected world (Lipchak and Donald, 2003:2).

The E-records Readiness tool - developed by the London-based International 
Records Management Trust (IRMT) in partnership with public sector institutions, 
international donors, professional associations and academic institutions - is used 
for assessing e-records readiness. The E-records Readiness Tool was developed to 
enable governments to conduct high-level assessments of key areas of e-records 
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readiness in relation to other aspects of e-government, and determine whether their 
records and information management infrastructure is capable of supporting e-
government initiatives (IRMT, 2004). The tool uses a brief questionnaire to provide 
a risk assessment of e-records readiness in government at national and enterprise 
levels. The areas addressed by the tool are varied, and include: staff competen-
cies in maintaining software and hardware; training programmes for information 
management staff; human resource strategies for e-records; telecommunications 
infrastructure to support the growing volume of work; adequacy of the electrical 
power supply; formal records management practices; information management 
policies & responsibilities; and tools and procedures for information management. 
Other aspects covered by the tool include:

Information management products and technologies• 
Internal and public awareness programmes for information management• 
Compliance with information management procedures (i.e. security, backup, • 
and confidentiality)
Documentation standards and system engineering procedures for ICT• 
Guidelines for the management of electronic records• 
National ICT strategies• 
Supportive legal and regulatory frameworks for information management• 
Freedom of information and protection of privacy.• 

e-RecoRDs geneRation anD use

For a long time the corporate sector has been a front runner in technology adoption, 
but now there is increasing implementation of ICT in government driven by public 
sector reforms. Public sector reforms refer to interventions that affect organisa-
tions’ performance and the working conditions of employees in central, provincial 
or state government (DFID and University of Birmingham, 2003). Public sector 
reform initiatives first started being implemented by the World Bank in develop-
ing economies in the 1980’s, and initially focused on down-sizing and controlling 
salary costs, primarily through job reduction, performance assessment, monitor-
ing, transparency, benchmarking, decentralisation, regulation, and sound financial 
management. These reforms coincided with the ICT revolution, specifically of the 
Internet and the World Wide Web, which presented governments with an opportunity 
to enhance efficiency, accountability and transparency in the management of public 
affairs. Shepherd and Yeo (2003) explain that records management using techno-
logical solutions is almost certain to form part of any systems design process of an 
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organisation. These technological solutions may include adding enhanced records 
management functionality to existing software and/or acquiring new applications.

Public sector reforms, coupled with the increased use of ICT in corporate and 
government organizations, have accelerated the generation of e-records and the 
need for the proper management of such records. The ISO 15489:2001 defines a 
record as information that is created, received and maintained as evidence by an 
organization or person in pursuance of legal obligations or in the process of business 
transactions. By contrast, an e-record refers to recorded information, documents or 
data that provide evidence of the policies, transactions and activities carried out in 
e-government and e-commerce environments (IRMT, 2004).

E-records may be categorized as text files (files produced using word process-
ing programmes or other software); data files (computer files that store numeric 
and sometimes textual information as quantitative values so that numbers can be 
manipulated using arithmetic processes); analogue audio and visual records (sound 
documents and images that are replayed at a later time); disaggregated data (infor-
mation collected through remote sensing systems); databases (structured collection 
of interrelated data); machine instruction sets (records created through the action 
of intelligent machines); image files (records containing computer images that 
generally exist in hard copy format before being converted into images) and digital 
documents (files consisting of numeric data, images, or sound recorded digitally 
in one uniform structure). Specific e-records may include e-mail, Internet content, 
documents, spreadsheets, drawings, etc.

e-RecoRDs management

Records management is defined as the field of management responsible for the 
efficient and systematic control of the creation, receipt, maintenance, use and dis-
position of records, including the processes for capturing and maintaining evidence 
of and information about business activities and transactions in the form of records 
(Mutula and Wamukoya, 2007.

Sound records management involves the following (ISO 15489, 2001):

Creating, approving, and enforcing records policies, including classification • 
systems and a records retention policy
Developing a records storage plan, such as the short and long term housing of • 
physical records and digital information
Identifying existing and newly created records, classifying them, and storing • 
them according to standard procedures
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Coordinating the access and circulation of records within and even outside • 
an organization
Executing a retention policy to archive and destroy records according to op-• 
erational needs, procedures and regulations.

The management of records is achieved using tools such as guidelines, poli-
cies, regulations, legislations and standards, from the creation stage to the stage of 
preservation and use. For example, the ISO 15489 standard is designed to provide 
a framework for planning and implementing a records management program and 
maintaining structured records systems. ISO 15489 is comprehensive in its cover 
of current and past records, and provides a clear categorisation of its requirements. 
This also makes it an obvious choice on which to base records management pro-
grammes.

ISO 15489:2001 (2001) states that sound records management practices should 
include:

Setting policies and standards• 
Assigning responsibilities and authorities• 
Establishing and promulgating policies and guidelines• 
Providing a range of services relating to the management and use of records• 
Designing, implementing and administering specialized systems for manag-• 
ing records
Integrating records management into business systems.• 

E-records management is yet to receive the attention that it deserves. The E-
discussion on Evidence-based Governance in the Electronic Age, a global forum 
held in Johannesburg, South Africa, from the 27th – 31st of January 2003, highlighted 
the need for collaborative action in managing electronic records within electronic 
government requirements. Although it was clear that all the countries involved were 
moving rapidly into an e-working environment, participants from low resource 
environments complained about the dearth of investments and solutions for manag-
ing electronic records. The discussion served as a virtual audit, revealing that while 
nearly all commonwealth governments had ambitious strategies for ICT develop-
ment and e-government, very few had introduced policies, standards, systems and 
procedures for managing the electronic records that these applications were likely 
to generate (IRMT, 2003).
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e-RecoRDs management moDels

There are various records management models, including: the Records Life-cycle 
Concept/Theory; the Records Continuum Model; the International Council on Ar-
chives (ICA); Electronic Records Management Guidelines (Model); the National 
Archives of Australia Records Management Guidelines, AS ISO 15489:2002; the 
National Archives of Australia Digital Recordkeeping Guidelines, 2004; the National 
Archives and Records Service of South Africa Guidelines (Model); and The Victorian 
Electronic Records Strategy Model [VERS] (Tough and Moss, 2006). However, 
these models have largely originated from two commonly used approaches, namely 
the Records Life-Cycle and Records Continuum approaches. A few weaknesses in 
the Records Life-Cycle concept led to the development of the Continuum model. 
For example, the Records Life-Cycle model was criticized because (Yusof and 
Chell, 2000:137) it was not developed for the management of electronic records. 
Moreover, with changes in technology, the record was prone to transformation and 
conversion, but the model failed to take these changes into consideration.

The Continuum model is preferred over the Records Life Cycle model because it 
caters for both electronic and paper-based records. The Continuum model is divided 
into four dimensions, namely: create, capture, organize and pluralize (Upward, 1998). 
The dimensions do not have boundaries, but are instead coordinated and integrated. 
This means that different record keeping activities can happen simultaneously 
across the four dimensions. The first dimension encompasses the actors who carry 
out the act (decisions, communications, acts, etc), the documents that record the 
acts, and the trace and representation of the acts. The second dimension consists of 
personal and corporate recordkeeping systems that capture documents, while the 
third dimension encompasses the organisation of recordkeeping processes. This 
dimension is concerned with the manner in which a corporate body or individual 
define their recordkeeping agenda, and in so doing, can be viewed as the archive 
or memory of business. The fourth dimension concerns the manner in which the 
archives are coalesced into an ambient framework in order to provide a collective 
social, historical and cultural memory of the institutionalised social purposes and 
roles of individuals and corporate bodies. Therefore, the concept of “records” in the 
Continuum model is inclusive of records of continuing value (archives). Moreover, 
the Continuum model provides a way to conceptualize recordkeeping in organiza-
tions and does the following (McKemmish, 1998):

Identifies key evidential, recordkeeping and contextual features of the con-• 
tinuum and arranges them in relation to each other
Represents the multidimensional nature of the recordkeeping function• 



222  E-Records Management and Freedom of Information for SMEs

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

Maps the evidential, recordkeeping and contextual features of the continuum • 
against the dimensions of the recordkeeping function
Positions recordkeeping in a broader socio-legal and technological • 
environment.

The actions under the records Continuum model (Millar, 1997:14) include the 
following:

Identification and acquisition - • records management actions are the creation 
or acquisition of records, while archives management actions relate to the 
selection and acquisition of archives
Intellectual control - records management actions include the classification of • 
records within a logical system, while archives management actions relate to 
the arrangement and description of archives
Access - records management actions relate to the maintenance and use • 
of records, while archives management actions relate to the description of 
archives
Physical control - records management actions enable disposal through the • 
destruction of records or their transfer to national archives, while archives 
management actions relate to the preservation of archives.

There are other records management models that can be applied to electronic 
records. For example, the ICA Committee on Electronic Records model was de-
signed to help archival institutions reposition themselves in order to address the 
management of archival electronic records. The model discusses the technological, 
organizational and legal trends that impact on the ability of organizations, including 
archives, to keep and manage records that are in electronic form. The key issues 
addressed by the model are: records in a database environment; records and archives 
in the electronic age; strategies for managing electronic archives; preservation of 
electronic archives; and access and legal and policy implications of electronic ar-
chives (Kemoni, 2008).

The National Archives of Australia (2004) is another records management 
model that was developed to cater for digital recordkeeping. It provides guidelines 
that address the creation, management and preservation of digital records. The 
guidelines cover the following areas: importance of digital records, digital record-
keeping frameworks, creating digital records, creating information about digital 
records, determining how long to keep digital records, and storing and securing 
digital records. It also covers business continuity planning for digital records, and 
the preservation, access and disposal of digital records. The guidelines also provide 
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information on how to manage common types of digital records such as electronic 
messages, web-based digital records, records subject to online security processes, 
and records in business information systems (Kemoni, 2008). The major strength 
of the National Archives of Australia Digital Recordkeeping Guidelines (2004) is 
that they are comprehensive in assisting organizations on the topic of e-records 
management. The guidelines also address the key challenges associated with the 
management of electronic records, including the creation and capture of electronic 
records, storage, security, appraisal, disposal, and business continuity planning for 
electronic records. Furthermore, the guidelines provide help relating to the manage-
ment of web-based digital records.

The VERS (Victorian Electronic Records System) Model (2004), developed in 
Australia, is a combination of standards, guidelines and implementation projects 
that can be used to archive electronic records created or managed by the Victorian 
government. The model (Kemoni, 2008):

Specifies a single, minimal framework for the management of electronic • 
records
Specifies a long-term format for the capture of e-records that need to be pre-• 
served over an extended period
Works in conjunction with an agency’s existing recordkeeping and business • 
practices.
Ensures that all records are stored for the long-term to facilitate the viewing • 
of records in the distant future, regardless of the system that created them
Specifies methods to automate the capture of records from desktop and agen-• 
cy business systems
Ensures that records in the future will be understood in context• 
Details methods for securing electronic records so that unauthorised changes • 
can be detected.

The University of Pittsburgh’s Electronic Records Management Model (2004), 
cited in Kemoni (2008), is integrated and built upon three existing branches of 
knowledge, namely business process improvement, information systems develop-
ment, and electronic records management and archival requirements. The model 
was developed to integrate records, archives’ management requirements and systems 
development methodologies in an electronic records management environment. The 
model is more suitable for records management studies dealing with the design and 
implementation of electronic records management systems.



224  E-Records Management and Freedom of Information for SMEs

Copyright © 2010, IGI Global. Copying or distributing in print or electronic forms without written permission of IGI Global is 
prohibited.

e-RecoRDs anD infoRmation secuRity 
in an e-enviRonment

As more businesses go online, concerns about security continue to grow, particularly 
because the Internet has become a common platform for online fraud (e.g. credit 
card theft). Developing online security requires policies to be put in place to protect 
businesses that are dependent on technology.

The need for appropriate policies to mitigate security risks is even more ur-
gent given the rapid spread of the Internet across governments and businesses. 
The expansion of computers in the global economy, their quick assimilation into 
households, and new developments relating to computer networks have created 
even more information security concerns (Ministerstvo, 2002). These developments 
raise several questions, for instance, can the provenance of electronic messages be 
accurately determined? What infrastructure is necessary for the secure transmission 
of electronic information? How can we guarantee that the contents of a message 
have not been altered during transmission? (MacNeil, 1998).

The security of data transmission depends on the encryption of data and the authen-
tication of the source and destination of the data, which are provided through public 
key security systems. The primary obstacle to the widespread deployment of such 
systems is the lack of national support structures, such as public key infrastructure 
(PKI). PKI associates authentic public keys with authorized users; administers the 
management of the keys, including their generation, distribution, and deletion; and 
stores, retrieves, and archives keys (Jutla et al., 2002). The goal of companies that 
maintain PKI is to validate each party involved in an Internet transaction; that is, 
they guarantee and confirm that the individuals exchanging information online are 
who they claim to be. Government legislation that equates electronic signatures to 
handwritten signatures is another way to build the public’s confidence in the security 
of Internet transactions and promote the use of electronic communications.

Because most business enterprises deal with local, national and international 
banks continuously, mechanisms to make it easier to transact B2B commerce 
between SMEs in different countries through financial sector networks should be 
put in place. For example, Identrus is a PKI-type application that permits financial 
institutions to issue digital certificates to their business customers, and allows the 
business customer to seamlessly deal with multiple financial institutions. In other 
words, a single digital certificate can enable the customer to settle transactions with 
many different institutions. Identrus applications include e-billing, secure messaging, 
and document handling. The Bank of America, Chase, Citibank, Wells Fargo, ABN 
Amro, and the Deutche Bank are among the institutions enabling secure commerce 
through Identrus (Jutla et al., 2002). The implications of Identrus for SMEs are in 
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the area of facilitating international trade. If, for example, an SME in one country 
wishes to do business with an SME in another, and if both businesses are using banks 
on the Identrus network, there are intermediaries between the two that implicitly 
state that they know about these businesses, thereby instilling trust.

Another example of a security application is TrustInfo. TrustInfo is the trust seal 
used by the International Chambers of Commerce, the World Chamber of Commerce, 
and the Paris Chamber of Commerce. The rationale behind the application of this 
technology is that in order for businesses to obtain the TrustInfo seal, the business 
must be a member of a local chamber of commerce, and therefore be known to a 
trusted third party. The accreditation process for the seal requires four parties: the 
business registry in the local area, the local chamber, a contact person in the SME 
Company, and a local bank. TrustInfo is used in B2B transactions between small-
sized enterprises in countries such as France, Ireland, Canada, the US, the UK, 
Greece, Romania, Bulgaria, and many of the Mediterranean and South East Asia 
countries. The chambers of commerce promote online alternative dispute resolution 
for their SME members.

Authentication is another way to enhance the security of data. Authentication 
refers to the provision of proof that the person or entity requesting a particular 
service is the one authorized to use the service. Authentication involves identify-
ing the originator of the information, while non-repudiation of electronic messages 
ensures that neither sender nor the recipient can subsequently deny that they were 
involved in the transaction.

Generally, when a record is said to be authentic, it means that it is real or genuine 
(Collins Pocket English Dictionary, 1996). A cursory glance at a thesaurus dem-
onstrates the varied range of meanings that authenticity has evoked in the modern 
era. Fine distinctions include authoritativeness (i.e. assertiveness, commanding, 
definitive, official, sound, sovereign), certainty (i.e. assurance, confidence, faith, 
fact), purity (i.e. brilliance, blamelessness, chastity, wholesomeness), and validity 
(i.e. authority, cogency, substance) [Collins Paperback English Thesaurus, 1995]. In 
the legal context, authenticity is referred to as authenticum (an original instrument or 
writing) [Black, 1995] and requires the attestation of a public authority to guarantee 
that the document is real. In the world of computer technology, authentication is 
seen as the process of affirming that remote people or things are who or what they 
claim to be (Ford and Baum, 1997).

There are various kinds of e-authentication, some of which are described be-
low:

• Digital signatures: a digital signature refers to an electronic method of iden-
tification that is executed or adopted by a person with the intent to be bound 
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to a record or to authenticate it. An electronic (or digital) signature is usually 
unique to the person using it and is therefore capable of reliable verification, 
and can be linked to a record such that if the record is changed, the electronic 
signature is invalidated. It was not until the 60s and 70s, when electronic data 
interchange began to support inter-business [or business-to-business] (Keen 
and Balance, 1997) trading, that electronic authentication became more com-
mon. From the 90s into the 2000s, and increasingly today, various federal 
and national governments have been urging citizens to consider conducting 
business electronically. For example, in 2000, the governments of the United 
States (Internal Revenue Service, 2000), Canada and various European coun-
tries were encouraging their revenue and tax departments to increasingly con-
duct their business over the Net. In these business-to-consumer transactions, 
the reliance on the digital signature as a means of ensuring authenticity has 
grown increasingly prominent. At the international level, digital signatures 
are being used to sign multilateral contractual agreements.

Despite the increasing use of digital signatures in e-environments, they are 
perceived not to serve the same function as handwritten signatures. The United Na-
tions has been at the forefront in advocating for the transference of the functional 
equivalence of handwritten signatures to digital signatures. In its model law, the 
United Nations Commission on International Trade (1997) outlined the possible 
range of functions traditionally performed by handwritten signatures. Key among 
them, are that they are used to:

Identify a person• 
Provide certainty of the personal involvement of that person in the act of • 
signing
Associate that person with the content of a document• 
Attest to the intent of a party to be bound to the content of a signed contract• 
Attest to the intent of a person to endorse the authorship of a text• 
Attest to the intent of a person to associate himself/herself with the content of • 
a document written by someone else
Attest to the fact that a person had been at a given place• 
Attest to the time when a person had been at a given place.• 
 ◦ Digital certificates: These are security devices that consist of an elec-

tronic document (similar to a digital signature) that is usually transmit-
ted through the Internet. The certificate is basically an assurance that the 
information is indeed from the source that it purports to come from, and 
has not been interfered with in any way. A Certificate Authority is an 
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agency that manages the distribution of digital certificates or signatures 
(InstallShield DevStudio, 2003).

e-RecoRDs management challenges

Electronic records and the systems that support e-records are complex and fragile. 
They are created and maintained using technology platforms and standards that change 
frequently; are stored on media that deteriorate over time; and are often supported by 
weak accountability and management frameworks and practices. E-records require a 
combination of software and operating systems to enable access to information they 
contain. With rapid evolution of technologies, this creates problems of technological 
obsolescence where for example older technologies are not compatible with newer 
ones. Moreover, the staff competencies, skills and tools needed to manage e-business 
processes and e-information in a shared work environment has not been adequately 
developed in many public sector organizations, especially in developing countries. 
At policy level, senior officials and legislators are often unaware of the need to 
manage electronic records over time. At the planning and operational level, systems 
designers and IT specialists tend to focus primarily on current information needs 
without paying attention to long-term preservation requirements. Finally, among 
records and information managers and national archivists, especially in developing 
countries, there is insufficient capacity and training to articulate e-records issues 
and provide guidance and input to policy makers (IRMT, 2003b).

The pace of technological change and the highly flexible environment in which 
electronic records are generated and stored makes them more volatile and vulnerable 
than paper-based records. Managing e-records raises specific issues peculiar to this 
format. It is more difficult to ensure that the content, context and structure of records 
is preserved and protected when the records do not have a physical existence. The 
current technological environment tends to generate large volumes of records, and 
also allows records to be easily altered and manipulated. This creates significant 
challenges in maintaining adequate evidence of organisations’ business operations. 
Fragility of e-records media, and voluminous accumulations of e-mails are examples 
of some of the technological problems that organisations experience with managing 
e-records (The Department for Administrative and Information Services, 2002; An, 
2001; American Records Management Association, 2004).

In a study to assess the technological infrastructure and needs in East and 
Southern Africa, Mutiti (2001) revealed that limited progress had been made in the 
area of managing the electronic records created by public institutions. Agencies 
with the statutory responsibility for records in the region have been working to 
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address computerization issues, but most of this work has focused on automating 
the description of their holdings. Specifically, the findings revealed that the most 
common application of computers in these agencies was word processing; most 
countries had no specific legal or administrative frameworks from which to operate 
an electronic records programme; and most automation programmes were in the 
initial stages of development. The study identified various problems impeding the 
automation of archives and the management of electronic records, including the lack 
of awareness among records officers about their role in national e-records manage-
ment programmes; lack of prioritization of automation functions and services; an 
inability to select appropriate hardware and software; and an inability to provide 
guidance on electronic records management to government agencies.

Other problems relating to the management of e-records in East and Southern 
Africa that still bedevil the region include (Mutiti, 2001): a lack of policies and 
guidelines on the management of electronic records; lack of standards, practices and 
procedures for the management of electronic records; lack of knowledge, competen-
cies and skills in the management of electronic records; and the mismanagement 
and loss of electronic records created in public institutions. The study made the 
following recommendations: archivists should be trained in electronic recordkeep-
ing to enable them to play an active role in the management of electronic records; 
the sharing of ideas, experiences and expertise on e-records management-related 
issues through seminars and workshops should be encouraged; and agencies with 
the statutory responsibility for records should incorporate e-records management 
into their core functions.

policy anD manageRial Roles

Chronic weaknesses in governments’ record-keeping practices can adversely affect 
private sector investment. For example, overseas firms may hesitate to invest in a coun-
try if they feel that its courts do not handle civil cases (especially commercial cases) 
efficiently. Likewise, large-scale infrastructure investments, such as the construction of 
gas pipelines, may be delayed or may incur significant additional costs if government 
land registries cannot provide complete and definitive statements of titles to property. 
More generally, poor record keeping can contribute to a lowering of the general standard 
of services offered to businesses. For example, there may be delays in replies to written 
inquiries about the registration of businesses, licensing issues, and other matters neces-
sary for companies to pursue their business (Mutula and Wamukoya, 2007).

Within the e-environment, the role and participation of the private sector is critical, 
especially with regard to e-commerce and e-business transactions. Governments must 
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create a comfortable environment by establishing legislations and regulatory frameworks 
that make it easier to manage e-records. As more and more private sector and govern-
ment operations are carried out online, such legislations and regulatory frameworks 
will be critical in ensuring that reliable evidence of all the activities and transactions 
are on hand to protect the rights, obligations and entitlements of all the parties involved. 
IRMT (2004) stresses this point, having observed that under existing legislations, courts 
around the world have struggled to apply the traditional rules of evidence to e-records, 
with the net result being inconsistencies. Thus, in order to facilitate dispute resolution 
and avoidance, governments need to adopt laws that establish ground rules for e-trans-
actions, e-commerce and the use of e-signatures. Moreover, national governments need 
to modernise, clarify and harmonise e-commerce laws and regulations so that public 
and private sectors alike can make the best possible technical decisions about how to 
transfer e-records across jurisdictions without having to worry about how their legal 
rights will be affected.

In order to ensure that digital records remain accessible, strategies that involve migra-
tion, emulation and the conversion of digital records are regularly required for business 
and administrative purposes. It is also important to ensure the long term viability of 
electronic records by documenting and retaining them in hard copy (Lin et al., 2003).

It is also necessary to constantly update and improve national ICT infrastructure 
and policy, legislative and regulatory frameworks; and revise the capacity to imple-
ment e-records management plans. Furthermore, policies, strategies, systems and 
procedures are required to ensure that the e-records generated by computer systems 
and the metadata that gives them their authenticity are captured and preserved as 
reliable and verifiable documentary evidence. E-records management should be 
incorporated as a fundamental component of ICT and e-government strategies. 
Governments need to embrace innovative initiatives, such as public sector reforms 
that aim to re-examine records management practices, to ensure efficiency and 
productivity in the provision of government services to citizens.

The general strategy should aim to develop a cadre of records management 
professionals with the capacity to leverage records management functions for their 
respective countries and institutions. It should also contain various training initiatives 
and skills through which appropriate people would be trained to manage e-records. 
In addition to human resource capacity, the strategy would help by identifying the 
infrastructural developments and capacities that need to be undertaken. Such a 
strategy would determine the training needs, competencies, and skills of records 
personnel and other stakeholders with regard to electronic records management; 
define e-records and identify key issues associated with their creation, management, 
and use within governments; develop an e-records capacity building strategic plan 
for national archival institutions, records creators and other stakeholders; identify 
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models of excellence in records and archival management operations to serve as 
guides for technology and skills transfer; put an implementation plan in place for 
e-records capacity building; and determine the resource requirements for the imple-
mentation of the projects under the strategic plan.

The intended benefits of e-records may be compromised in instances where e-
government services are delivered using new ICTs unless there is adequate, dynamic 
infrastructure, and/or a backup plan for managing the new arrivals. Furthermore, it is 
important within an e-government environment for a central agency, with the statu-
tory responsibility for records, to be either established, or called upon to coordinate 
e-records management activities. This agency would be tasked with ensuring that 
government-wide standards and practices are developed and implemented, and that 
appropriate facilities and resources are availed for the management of official records 
in digital and other formats. In order for the agency to fulfil its mandate effectively, 
these additional roles and responsibilities should be recognized and embedded in 
the respective records management acts in different jurisdictions (IRMT, 2004).

conclusion

As more of their transactions get automated through e-government, leading to the 
generation of large amounts of records in electronic format, governments have been 
pushed to make the management of e-records a top priority. E-records management, 
e-governance and electronic business transactions are closely and inextricably 
intertwined. In the case of e-governance, sound e-records management enhances 
transparency, accountability and good governance. This in turn creates an envi-
ronment that is conducive for businesses to thrive, especially SMEs, which have 
traditionally been overshadowed by large enterprises.

The level of e-records readiness of governments or corporate organisations 
determines the extent to which they are able to leverage information contained 
in records for competitive advantage in the digital economy. E-records readiness 
within governments and corporate organisations can be enhanced if the following 
measures are taken: where they don’t exist, establishing legislations on e-records to 
formalize their acceptance as official records and legalize their admissibility in courts 
of law and as evidence of business transactions; creating an enabling environment 
for e-records management by enacting policies that will guide the systematic man-
agement of e-records; and enhancing capacity building by identifying the training 
needs of records staff and equipping them with skills that enable them to operate 
in an electronic environment.
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Section 6
Information Needs and Capacity 

Building in SMEs

This section consists of Chapters 14 and 15 (Information Needs and Access in SMEs and 
Capacity Building in SMEs, respectively). Section 6 serves two main purposes, namely to 
demonstrate the difficulties that SMEs face when searching for information to meet their 
business needs and to try and show how capacity building could empower SMEs that are 
able to recognise their information needs, identify relevant sources of information, and 
apply such information.

Chapter 14 highlights why policy developers and managers should find it important to 
understand the information needs of SMEs. This chapter therefore covers information 
management in SMEs, information services and access in SMEs, information use by SMEs, 
factors affecting information seeking in SMEs, challenges of information seeking in SMEs, 
and policy and managerial roles in meeting the information needs of SMEs. The chapter’s 
aim is to show how SMEs can effectively identify and gain access to critical business infor-
mation (markets, sources of venture capital, legal advice, use of technology, best practices, 
policies and regulations, etc). 

Chapter 15 maintains that one of the main challenges facing SMEs is skills shortages; 
consequently, it is urgently necessary to make capacity building a real priority. This chapter 
covers SMEs’ capacity building initiatives, education and training, case studies/best prac-
tices in capacity building–Europe, North and South America, Asia-Pacific, The Caribbean, 
and Africa, information literacy needs of SMEs’ employees, and the policy and managerial 
roles in capacity building for SMEs.
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Chapter 14

Information Needs 
and Access in SMEs

intRoDuction

To ensure survival in today’s competitive business world, small-sized enterprises 
require access to accurate and relevant information both at the start-up stage and 
during their day-to-day operations. SMEs generally tend to be information intensive 
thus various interventions may be required on the part of management to ensure that 
the information needs and resources of the enterprises are met and well managed. 
However, Kirk (1999) doubts whether managers are able to exploit the wealth of 
information that surrounds them. Given the range of SMEs’ needs, it is important 
to ensure that the information they require to maintain their competitive advantage 
is both accessible and usable. The managers of SMEs, in turn, also require different 
aspects of information to plan, organise, staff, administer and control activities in 
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ways that best achieve the enterprise’s objectives. In the digital economy, successful 
enterprises are expected to produce high technology goods and services; hence high 
quality information and effective systems are necessary to achieve such ends

Studies on the information needs of SMEs in parts of Africa showcase the range 
of information required by SMEs, including information on suppliers, potential cus-
tomers, standards, acts relating to business ethics and practices, business directories, 
price lists, etc. SMEs also need knowledge pertaining to management, commercial-
ization and information technology; international trade knowledge; and information 
about foreign markets (Ntsala, 2000:167-171). In Asia, a study on the IT needs of 
SMEs in Singapore (Hong Kong) and the Philippines found that SMEs require 
information relating to credit; the technology market and business opportunities; 
skills and management training; business exchange/matching; technical assistance 
in project development; consultancy and advisory services; material sourcing; and 
research and advocacy. SMEs were also found to need information on (The Asian 
Pacific Economic Cooperation -APEC, 1995).

legal assistance production-Based technical 
assistance market information policy Reforms

The SMEs’ further expressed a desire to be informed about the main trends in tech-
nology, particularly the (The Asian Pacific Economic Cooperation -APEC, 1995):

Rise of e-business and the likely growth in demand for online trading • 
services
Evolving power of broadband• 
Potential of ICT in helping SMEs become high-performance organisations.• 

As can be seen, SMEs need information that would enhance business growth; 
government information on licensing; information on tenders; information on taxa-
tion and tariffs; information on productivity, sales, and distribution; export informa-
tion; and information on education and training. Further information requirements 
include:

Credit, potential investment and business opportunities• 
Market trends and new products• 
Viable business projects• 
Customers, and quality assurance• 
Consumer needs, legislations and judicial decisions.• 
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infoRmation management in smes

The creation of knowledge in any organisation and its appropriate use and handling 
are strategic to the competitiveness of the organisation. Relevant information in the 
hands of qualified individuals leads to better business decisions. In many SMEs, 
while specific knowledge generation is a constant activity, the importance of its 
apt management is sometimes dismissed when it could be crucial to the business’ 
very existence (Bhat and Kumar, 2004). It is therefore important to create aware-
ness of the importance of information management as this would encourage SMEs 
to establish information management systems and utilize information resources to 
increase operational efficiency. Quality standards also provide a sound foundation 
upon which SMEs can generate competitive products including information in the 
global arena. Such standards also provide a valuable benchmark against which to 
determine the basis of best practices of top companies around the world (The Asian 
Pacific Economic Cooperation-APEC, 1995; Soliset al., 2001).

Information resources can best be leveraged in organisations if the information 
function is integrated with the business strategy. This integration is important as it 
ensures that managers, as domain experts, are able to use and create information 
and knowledge which get embedded in the innovations, products, processes or ser-
vices of the organisations. The need for this integration has long been established 
in countries in the western world (Broadbent, 1992), and a key factor in aligning 
business strategy with information has been information technology - a tool es-
sential for business success in the global economy. Managers in SMEs, supported 
by effective information management and information experts, and like their col-
leagues in large organisations, are well placed to integrate information and business 
strategies (Kirk, 1999).

Managers in firms view their success as dependent on their organisation’s ability 
to accommodate and manage change and to respond to changes in their environments. 
The success of their endeavours rests on information’s use, creation, storage and 
distribution. The quality of information (in terms of its accuracy, validity, timeliness, 
etc), and its accessibility, availability, presentation, and ease of use, are critical for 
the organisation’s success (Abell, 1994:236). An important stage in the information 
value chain is information distribution through the sharing of information, whether 
informally or formally. Information sharing amongst SMEs, especially with respect 
to financial data, requires a regulation authority that can collect and collate statistics 
across a wide range of financial institutions to a central repository for aggregation, 
distribution and sharing (New Zealand Ministry of Economic Development, 2003; 
Choo, 1995:24-26). ISO/IEC 17799, the international standard that sets out how 
businesses should conduct the management of their information’s security require-
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ments, identifies a number of ‘critical success factors’ that an organization must 
achieve in order to be successful in managing information security. These include 
(British Standards Institute BSI, 2005):

Having policies in place that reflect business objectives• 
Using an approach consistent with organizational culture• 
Commitment from management• 
A good understanding of the requirements• 
Effective policy promulgation• 
Suitable training and education• 
Feedback to ensure continuous improvement.• 

The effective management of information also requires adding value to in-
formation that is already in use, meaning that there should be room for further 
development. For example, in organizations, information experts might discuss 
with managers their media preferences, information user strategies, and the bar-
riers they have encountered in using and applying knowledge. The information 
experts could then begin tailoring information products and services to enable 
managers to make better decisions, solve problems, think strategically, scan the 
environment, and carry out other related functions in their work roles. This kind 
of process helps information users match the information provided by a system 
with their actual information requirements (Taylor, 1995).

Mutula and Van Brakel (2006), in a study on the e-readiness of SMEs in 
Botswana, found that the country’s SMEs did not have e-records management 
guidelines that could facilitate effective access to information contained in re-
cords within and outside the organisations. The businesses merely relied on tools 
provided by various software applications to manage their electronic records. 
Most enterprises kept records in electronic formats, and staff relied on features 
provided by Microsoft applications for managing and archiving files. In some 
cases, enterprises made efforts to transfer records to new applications to ensure 
that they remained accessible at all times. Both the small and the medium-sized 
enterprises surveyed used a combination of methods to ensure the authenticity, 
completeness, accessibility and usability of information. Such methods included 
validation mechanisms; migration of data; regular backups; offsite storage; and the 
use of anti-virus programmes. Surprisingly, most SMEs in Botswana had LANs, 
suggesting that they recognised the importance of sharing information and other 
resources. However, most of the applications implemented on the LANs were 
basic and for in-house use, e.g. e-mail communication, databases, Microsoft ap-
plications, and product information.
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Most of the surveyed SMEs considered the issue of security to be a critical 
component of information readiness. Findings from the SMEs revealed that they 
employed a combination of methods to ensure the security of their information 
and computing resources, such as security systems; the monitoring of transac-
tions; systems operational procedures; antivirus programmes; and regular backups. 
By and large, most medium-sized enterprises tended to have more sophisticated 
information security structures in place than smaller-sized enterprises, such as 
firewalls; regular software updates; offsite storage; authentication; encryption; 
audit trails; and training programmes. This suggests that medium-sized enter-
prises were more concerned with security than small-sized enterprises, perhaps 
because they had invested a lot more money in ICTs and had automated most of 
their business operations. The findings also revealed that for the most part, little 
priority had been given to establishing information management units or posts 
within the organizational structures. This is presumably because at the time, in-
formation culture was still a low priority and the size of small-sized enterprises 
did not warrant such posts

infoRmation souRces anD access in smes

The sources from which information is sought by SMEs depend largely on the size 
and sector in which they operate. Generally, these sources are both internal and 
external. Internal sources may include the Internet; handbooks, trade catalogues, 
head offices, brochures, internally organised workshops/seminars, etc; while external 
sources may consist of consultants; external workshops/training seminars, personal 
visits to relevant offices, etc. SMEs need access to timely information in order to 
draw from immediate trends and developments in the external environment so that 
the enterprise can respond to changes triggered by social, economic, technological 
and legislative forces. Information management within organisations ensures that 
information is directly delivered to where and when it is needed through clearly 
defined and understood communication channels (Kirk, 1999).

In the information value chain, important stages of activity include information 
distribution, information organisation, information storage (an organisation’s memory 
or its sum of knowledge and expertise), and information acquisition. Information 
distribution activities help with the development of fresh insights and novel solutions 
through information sharing. These (solutions) can then be captured in the organisa-
tion’s storage activities and made available for later use. Information organisation 
and storage activities can help SMEs ensure that the organisation’s knowledge is 
made available to individuals or groups in the organisation and is built on or added 
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to as they expand. Lastly, information acquisition involves the evaluation of current 
sources, assessment of new sources, and the matching of sources to needs. These 
activities are all critical to an organization’s success (Taylor, 1995).

infoRmation use By smes

Access to, and the use of information, are important for SMEs to have the capacity 
to develop their own information systems. Information can, for example, serve as 
an essential communication and decision-making tool at all levels of management, 
and also as an invaluable commodity or product. Because individuals and groups 
have different objectives within unique organisational settings, all attributes cannot 
be of equal value to each user. Instead, separate but related information systems are 
needed to deliver the desired attributes to the different users.

Information and its successor, knowledge, have the potential to transform organi-
sations and make them more competitive than could previously be accomplished 
through physical resources such as land, capital and labour In the words of Drucker 
(1993:43): “Knowledge is the only meaningful resource today. The traditional “fac-
tors of production” - land (that is, natural resources), labour and capital - have not 
disappeared, but they have become secondary. They can be obtained easily, provided 
there is knowledge”. The importance of information in gaining competitive advantage 
should be emphasized. A survey of high performing companies in the UK (Owens 
et al., 1997) revealed that all of them were of the view that information is a valuable 
asset. A growing number of successful companies are concerning themselves with 
information management while striving to create an information culture in their 
organizations to ensure continued success. The potential of information technology 
and information to transform organisations is especially evidenced in companies 
that have redesigned their business processes and information systems (Johannessen 
and Olaisen, 1993). These information systems support decision-making, provide an 
effective interface between users and computer technology, and provide information 
for the management of the day-to-day, routine operations of the enterprise and in 
support of the unique needs of professionals. Dawes (1996), based on a study on 
inter-organisational information sharing amongst government managers, concluded 
that information is valuable for better, more integrated planning; policy development 
and program implementation across agencies; providing more comprehensive and 
accurate data for decision-making and problem solving; enhancing the productive 
use of scarce staff resources; and facilitating better interagency and professional 
relationships.
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factoRs affecting infoRmation seeking in smes

Research into the value and use of information to enhance productivity and informed 
decision-making in business environments and other organisations started a long 
time ago, and has since been gaining momentum in step with the evolvement of 
ICTs. Current practices and ways of retrieving information using technology have 
been largely built on the earlier works of information professionals.

The ability of an organisation to realize its goals depends on how well the organi-
sation acquires, interprets, synthesises, evaluates, and understands information, and 
how well its information channels support organisational processes. One of the main 
factors affecting the use of information has to do with access, which significantly 
influences both the level of use of an information system and a user’s evaluation 
of the sourced information. The extent to which individuals obtain information 
indirectly, for example through search analysts who retrieve specific information 
as per request; or directly as end users, helps in the assessment of their level of 
competence. Users who obtain information indirectly through search analysts are 
distanced from the context of the information sources and the retrieval process. 
Such users are likely to be less familiar with the specific content and commands 
of various databases. They would therefore not have the opportunity to develop or 
expand on the familiarity required to retrieve information successfully, inexpensively 
and conveniently. Because they are removed from the selection and interpretation 
of online information, indirect users are less likely to believe in causal relation-
ships between the source of information and any improvements in performance. 
Furthermore, it would be harder for the search analyst to understand the user’s task 
context and know what constitutes effective results to ensure that the information 
the search analyst provides contributes highly to the user’s work performance (Hart 
and Rice, 1991:461-471).

Generally though, the greater use of information from external online databases 
appears to be associated with perceived improved work effectiveness. Direct us-
ers of information systems have tasks that require them to do at least one of the 
following: access databases on a regular basis; download and manipulate informa-
tion; and perform a series of contiguous steps, each of which requires the analytic 
skills of the user to determine how to execute subsequent steps. Moreover, if the 
new sources or systems are not highly accessible, conventional alternatives will 
be used even when their response time is slower and the quality of information is 
lower. Rice (1987:67) observed that how one accesses the information system, what 
one’s tasks are, what kinds of databases one uses, and the problem solving needs 
of one’s organisation, represent some of the central influences on a person’s ability 
to evaluate and use information.
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challenges of infoRmation seeking in smes

One of the most notable obstacles limiting SMEs capacity is access to timely, current, 
relevant and adequate information for informed decision-making. SMEs generally 
struggle to gain access to important information in a timely manner for improved 
productivity, profitability, and customer satisfaction. SMEs are confronted with 
this struggle because they either do not understand what information is relevant or 
required, and/or do not know how to obtain it efficiently.

A study undertaken by Duncombe and Heeks (2001:32) in Botswana on the 
information seeking behaviour of SMEs found that they (SMEs) were generally 
under-performing due to lack of access to relevant information on finance and 
credit. All over the world, small-sized enterprises are often not well served with 
the information they need to keep up with local, national and international business 
trends. In part, this lack of access to information can be attributed to the fact that 
normally, small-sized enterprises do not have libraries and documentation centres 
of their own. Furthermore, the information services that are provided to small-sized 
enterprises tend to not only be scarce, but also fragmented and uncoordinated. SMEs 
are also handicapped in finding and accessing information because of the low levels 
of education and business skills of their staff; limited research on the SME sector; 
poor regulatory frameworks; lack of a comprehensive entrepreneurial strategy; and 
the poor visibility of small-sized enterprises. Other barriers include:

Lack of access to technology• 
Vulnerability due to cash flow disruptions• 
Unfavourable tax regimes, such as value-added tax and skills levies• 
Inability of some governments to communicate what incentives are available • 
for emerging entrepreneurs and where to go for assistance.

policy anD manageRial Roles in the 
infoRmation neeDs of smes

SMEs generally have less sophisticated systems than larger enterprises that could 
enable them to gain access to the information they need. In order to improve access 
to information and encourage SMEs to extend their market reach, governments 
should set up business portal links on their websites offering access to information 
on business-related operations such as tenders, sources of credit, markets, products, 
services, pricing, tariffs, and legislations. Governments should also strive to establish 
business information centres that would employ state of the art technology in order 
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to provide a one-stop shop and a full range of management and technical assistance 
to SMEs. Furthermore, consideration should be given to the establishment of net-
working initiatives which would increase the contact between SMEs, prospective 
clients and/or suppliers throughout their jurisdiction and beyond.

conclusion

Most of the information sought by SMEs relate to legal assistance, market informa-
tion (e.g. trends and prices), policy changes and legislation, technical assistance, 
access to credit, etc. In order to satisfy these needs, SMEs can make use of dif-
ferent sources of information, such as the Internet, brochures, colleagues in other 
enterprises, and through workshops and seminars. The information acquired can be 
put to use in areas such as planning and policy formulation, understanding market 
trends, undertaking market intelligence, and much more.

As pointed out in this chapter, SMEs face various information seeking challenges, 
including lack of access to information, the inability to interpret and effectively 
use information when it is received, and poor information security. Governments 
should intervene and help SMEs by, for example, making efforts to formulate and 
coordinate a national programme of policy research and the collection and dissemi-
nation of information concerning small-sized enterprises; and encouraging them 
to regularly carry out information security audits and needs assessments in order 
to deploy security measures that are reliable and effective. SMEs, in turn, should 
make attempts to apply the ISO/IEC 17799 international standard on managing 
information security requirements.
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Chapter 15

Capacity Building in SMEs

intRoDuction

The preceding chapter demonstrated that one of the more pressing challenges facing 
SMEs is the lack of adequate skills, which makes capacity building a critical preoc-
cupation. The 2003 WSIS highlighted the need for capacity building to achieve an 
information society where there is rapid growth and the wide spread use of infor-
mation, and where people have the necessary literacy competencies to appreciate 
what information is needed, where to get it, and most importantly, how to use it. 
Appropriate levels of education and Internet familiarity are necessary for digital 
commerce to be viable. Digitally enabled consumers and businesses are the basic 
cornerstones of the digital economy. Without the necessary ICT skills, firms would 
find it difficult to penetrate global markets. Notably, labour-intensive businesses that 
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support digital commerce, such as call centres or KM outsourcing providers, move 
quickly into markets where skills are available to support their operations.

SMEs generally lack the human technological resources needed for e-commerce 
because they focus on day-to-day operations and lack the time to understand the 
benefits of new technologies. When they are aware of the potential benefits of 
e-commerce, they find that they still need to invest in the expertise of qualified 
personnel. Firms that adopt the Internet and e-commerce are likely to have within 
them persons who have a reasonable amount of knowledge on specific technolo-
gies used within the enterprise and/or technology in general. Internal technological 
capabilities matter because the adoption of e-commerce cannot succeed without a 
solid understanding of the e-commerce business model. Furthermore, dependence 
on external ICT support services for system maintenance could be dangerous be-
cause firms that conduct e-commerce potentially risk contracting computer viruses 
or suffering other system failures at virtually any point in time, leading to losses 
or other problems in the business if help isn’t immediately on hand. Some of these 
matters could be quickly and effectively resolved if internal technicians or ICT sup-
port services were available. Hence, the existence of local ICT skills is an important 
factor, especially for small offices in remote areas or emerging economies where 
ICT services are generally scarce and costly.

sme capacity BuilDing initiatives

Porter (1990), in a study that focused on Germany, Japan and Korea, established 
that education and training are decisive in determining national competitive advan-
tage. Nations that invest heavily in education have advantages in many industries 
that can be traced back to human resources. Highly competitive industries have 
often made significant investment in the education and training of their personnel. 
Infact, education and training constitute the single greatest long–term investment 
in any organization and at all levels of government. Without knowledge, even na-
tions that are well endowed with natural resources cannot compete effectively on 
the global arena.

Capacity building in SMEs is increasingly being perceived by governments the 
world over as a sustainable empowerment tool in the global economy, although it 
would seem as though most small-sized enterprises do not put much premium on 
training. For example, in a UK study on SMEs, Gray and Lawless (2000) found that 
the small-sized enterprises were, on average, generally averse to adopting a formal 
staff development policy. They attributed this to a number of external factors, such 
as the scale effects on resources and time, relative organisational simplicity, and the 
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need to remain flexible (hence the dominance of a ‘react to need’ approach among 
the SMEs). The authors observed that most small-sized enterprises viewed the for-
mal development of a capacity building policy to be of low priority, whereas most 
medium-sized enterprises felt that staff capacity building should be high on their 
agenda. Furthermore, the level of formality, planning, and even successful nature 
of staff development appeared to be linked to the complexity of the business. Firms 
with written, explicit staff development policies - mainly medium enterprises or 
large firms - were more likely to benefit from most forms of training.

It has already been mentioned that in order to fully exploit the benefits of ICT, 
the adequate development of human capacity is necessary. Furthermore, creating 
awareness of the abilities of ICT to improve the lives of people by circumventing 
traditional obstacles, such as distance and time, is necessary within SMEs. McCon-
nell International (2000) opines that the world faces an incredible shortage of ICT 
skills, particularly in four areas:

Managers capable of completing complex technological projects• 
Policy analysts who understand government• 
Local content creators• 
Software, hardware and communication engineers.• 

SMEs often tend to have a strong demand for technical personnel to meet the 
needs for service and support, as well as for network deployment, management and 
maintenance. It is therefore important to effectively procure human, technical and 
financial resources if [a country] is to meet its technological needs. An important 
approach to human capacity building is the tailoring of the immigration policy to 
welcome skilled high-tech workers from abroad. Furthermore, identifying the re-
quirements of the organization, implementing appropriate training programs, and 
educating people on the procedures and mechanisms that would lead to the best 
results in terms of the technologies, can have a significant impact on the adoption 
and use of ICT in SMEs. Developing human capital also necessitates incentives to 
attract, train and retain the best technical and managerial talent.

eDucation anD tRaining

Enhancing education and training through the effective application of ICT, both 
as a classroom tool and a subject in its own right, should become one of the main 
priorities of governments the world over. It is important for ICT related skills to be 
developed through the traditional education system because SMEs tend to provide 
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little or no formal training themselves, and expect to either hire qualified staff, or 
to have the staff train themselves. Education is fundamental because it supports the 
national development or ICT agenda of any country. A sustainable ICT programme 
that contributes significantly to a country’s development can only be achieved if 
there is an existing suitably trained workforce and an education system that con-
tinually supplies skilled, innovative and entrepreneurial professionals. As far as the 
national investment in education is concerned, business enterprises should have a 
significant role to play in contributing to citizens’ knowledge and skills in addition 
to that of their own personnel. Companies that invest more heavily to attract, train 
and retain employees can help raise the overall level of workforce productivity. In 
many instances, they also provide people with the skills they need to participate 
more fully in the information economy.

Training programmes developed for SMEs should meet some level of stan-
dardisation. For example, if SMEs wish to communicate locally, nationally and 
internationally, they need to adopt appropriate standards that would allow inter-
connectivity and compatibility with global networks. Standards also provide a 
benchmark for measuring performance and enhancing the effectiveness of service 
offerings and associated support. As new technologies emerge and policies and 
procedures are developed to accommodate new associated services, standards 
become effective mechanisms to ensure that appropriately trained staff can support 
them. Operational standards, service level agreements and other best practices 
are good indicators of how customer services can be improved and an organiza-
tion’s performance raised to reach internationally accepted levels. The European 
Office of Crafts, Trades and SMEs for Standardisation (1994) found that often, 
SMEs considered standards to be a burden specifically made by large groups for 
large groups; and thought that they (standards) did not apply to them. By apply-
ing standards, SMEs can ensure that their products and services are consistent, 
compatible, safe and effective.

The successful adoption of ICTs requires an educated, technically comfortable 
populace, whose technical literacy is predicated on their ability to read and write 
well. Developing human capital through the implementation of ICT in primary, 
secondary, and post secondary education and training is the place to start if SMEs 
are to gain the critical mass of skills needed for the digital economy. The level of 
digital awareness and requisite skills are also crucial to the deployment and use 
of various ICTs. For this reason,ILO (2001) states that countries with the right 
mix of skills, infrastructure and policies stand a better chance of actively and 
successfully participating in global markets. Therefore, in order for maximum 
gains to emerge, the development of essential ICT skills is necessary, because 
without such skills, the technologies cannot be maintained or adapted to local 
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use. Literacy and education cannot be leapfrogged, and both are vital to reaping 
the greatest advantages from the emerging digital economy.

The promotion of education and literacy in general and digital literacy in par-
ticular is a challenge facing all countries, and the educational differences within 
and between countries is responsible for the different rates of penetration of ICT 
and Internet usage. Access alone is not sufficient; workers need to be trained in the 
substance of new technologies and their respective uses. Furthermore, the adoption 
of ICT in SMEs creates two types of skills needs. The first is related to essential 
basic skills, such as the ability to learn to communicate and to analyse and solve 
problems. Beyond such skills are technical skills, which are related to ICT itself, 
the needs of which extend beyond the ICT sector to the economy as a whole. Wher-
ever technologies are most widely used, skills shortages, particularly in the areas 
of technical support for both hardware and software applications are acute. This is 
a drawback to the economic growth of enterprises that would otherwise be adept 
in the technologies’ applications (ILO, 2001).

The widespread use of emerging technologies, both at work and at home, demands 
flexible workers who are able to keep up with technology, are self-directed and 
knowledgeable about the world, and who can facilitate and perform cross-cultural 
communication and transactions. Moreover, the education of this new workforce 
requires that emphasis be placed on information access, problem solving, analy-
sis, evaluation and decision making. Among developed and developing countries, 
there is likely to be a wide variation in the level of awareness of the application of 
ICT within the SME sector (Zakaria, 2001). In Canada, most firms are aware of 
the considerable benefits of e-commerce. However, in South Africa very little was 
known about the technology needs of the SME sector (Agriculture and Food Canada, 
2001; Gordon, 2003). At the time, the use of the Internet for commerce was still in 
its infancy, and there was therefore a considerable lack of ICT-related knowledge.
Ramsey et al. (2003:252), in an Irish cross border study on e-opportunities in the 
SME service sector, concurred that one of the main problems facing SMEs was 
lack of awareness, and found that quite often, SMEs equated having a website to 
electronic commerce. Such SMEs would setup a website and then not know what 
to do with it. In essence, the website sits there as a reminder of their failure.

case stuDies of capacity BuilDing

Various capacity building initiatives are being undertaken by governments and 
the private sector the world over to enhance ICT awareness, literacy, and skills 
development.
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a) europe

The eEurope Action Plan is a European Union strategy aimed at accelerating, 
reinforcing and modernising member countries’ economies by encouraging ca-
pacity and institutional building through investment in people and skills. The EU 
member states are taking advantage of the growing use of ICTs and the spread of 
the Internet to put very powerful tools within the reach of citizens, governments 
and both large and small-sized enterprises sectors. This development has resulted 
in profound changes in the initial organisation of governments and businesses, 
and also in skills requirements. The European Union recognises that the shortage 
of ICT and business skills in Europe have prevented SMEs from fully realizing 
their employment potential (eEurope+, 2003:16). The EU member countries also 
recognise that productivity gains depend largely developing higher levels of skills 
and taking advantage of the greater flexibility made possible by new technology. 
The member states are therefore striving to increase the number of trained ICT and 
e-business experts in their midst in order to enhance the competitiveness of their 
economies. Across the workforce, it was also found that broader action is neces-
sary to promote digital literacy through lifelong learning and create awareness of 
the opportunities of ICT training. Member countries are presently implementing a 
common European diploma that teaches basic digital skills to stimulate the uptake 
of ICTs in the economies.

In 2000, the European Union estimated that there was a shortfall of 700,000 
IT specialists, and this number was expected to rise to 1.3 million by 2003 in the 
region (Mizzi, 2004:15). Consequently, European Union members were lobby-
ing for the use of structural funds in enabling widespread Internet access and the 
training of teachers in Internet literacy. The EU is further re-skilling its workforce 
in order to improve its operation in the information society. The e-Europe Action 
Plan envisaged that by the year 2003, all adults would have been provided with the 
digital skills they need to improve their employability and overall quality of life. 
In addition, all member countries were expected to ensure that all their universities 
offered online access to students and researchers in order to maximise the quality 
and efficiency of learning processes and activities (The Commission of the European 
Communities, 2002:14).

Individual countries in the EU have been making efforts to implement capac-
ity building initiatives. Malta’s government has, for example, put in place many 
initiatives to enhance ICT literacy. The region’s government has been collaborating 
with the private sector to accelerate and upgrade those initiatives aimed at provid-
ing widespread digital literacy and producing much-needed IT specialists to fill the 
sector’s labour shortage. In 1995, one such collaborative initiative saw the educa-
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tion authorities embark upon a widespread programme for the dissemination of 
PC’s to schools, starting from primary grades, to ensure that the necessary IT skills 
would be widely available in the country (Mizzi, 2004:15). In the UK, a study on 
the relationship between the diffusion of ICTs and changes in skills within business 
organisations, found that the changes were also correlated with productivity (Hwang 
2004), Education and training were found to be important factors in modifying skills 
to cater for the rapid expansion of ICTs. The British government has made a com-
mitment to ensuring that the country is a leader in the global information age, and 
one way it aims to achieve this is by encouraging the widespread development of 
information and computer skills in the public and private sectors and in the population 
as a whole (Horrocks and Haines, 2004). In Turkey, another EU member state, the 
government has been making efforts to create awareness of the benefits of access 
to the right information at the right time via the Internet, especially with regard to 
finding information relating to financing SMEs (Gungen, 2003).

b) north and south america

The North American region is making great strides in its initiatives to enhance 
capacity building for the benefit of SMEs. In the United States, Lee et al. (1994:5) 
found that one of the greatest barriers facing the SMEs’ export business was the 
sector’s lack of awareness about where to get information on how to begin the 
export process. The authors observed that without strong education and encourage-
ment, a typical United States SME tends to avoid the unknown of doing business 
in foreign markets. Another study in the United States on the e-readiness of SMEs 
in the agricultural sector found that there is a growing acceptance of the Internet 
by the SMEs as a medium to provide information or locate suppliers, and also as 
a way to transact business electronically and thereby reduce transaction costs. The 
growing use of the Internet for business transactions is attributed to an increased 
awareness of the benefits of ICTs. In 2001, although e-commerce was an important 
component of e-readiness in Canada, a very small fraction (6%) of the country’s 
SMEs was using the Internet for e-commerce. One reason advanced for this at the 
time was the low level of knowledge about the Internet, which prevented most 
firms from realising the benefits of e-commerce. Complex technology and the lack 
of skills are also identified as barriers to the adoption of e-commerce (Agriculture 
and Food Canada, 2001).

The Canadian government recognises the important role of education and training 
in developing digital literacy to reap the benefits of ICTs. Emphasis has consequently 
been placed on awareness initiatives relating to ICT and knowledge and how they 
can be utilised to access information and services (Agriculture and Food Canada, 
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2001). The impartation of appropriate education has also been emphasised to help 
the population adapt and reshape ICT to create new content or seek specialised 
employment within the ICT sectors. In 1996, the government was considering how 
entrepreneurship and business skills could be integrated into schooling. In that 
year, the government, in partnership with the private sector, launched the Student 
Connection Programme, which hired and trained university and college students as 
student business advisors to SMEs across Canada. The programme provided practi-
cal, onsite IT training tailored to suit the needs of everyone, from the beginner to 
the advanced user. Through the programme, companies were expected to improve 
their personnel’s awareness of the value of incorporating electronic commerce in 
their day-to-day business activities (Consulting and Audit Canada, 2004:31-32). 
ICT skills also lead to investment benefits. In Costa Rica, for example, the educa-
tional level of the workforce was considered to be a vital factor in Intel’s decision 
to relocate a semiconductor production facility to the country.

c) asia-pacific

A study on SME trade and investment in countries belonging to the Asia-Pacific 
Economic Cooperation (APEC), i.e. Singapore, Thailand, the Philippines, Hong Kong, 
Indonesia and Malaysia, noted that alongside the principle obstacles facing SMEs 
wishing to participate in global markets were: poor knowledge and experience with 
regard to the mechanics of the export industry; lack of personnel; limited overseas 
market intelligence; and insufficient management expertise, experience and training 
(Lee et al., 1994:6). The Economist Intelligence Unit’s annual global survey of e-
readiness for both 2003 and 2004 revealed that although India and China were some 
of the world’s biggest economies with a world-class cadre of software programmers, 
booming outsourcing industries, and the world’s fastest growing Internet popula-
tions; though they performed poorly in e-readiness rankings (Economist Intelligence 
Unit and IBM Corporation, 2004). India’s leadership in software programming and 
outsourcing may be attributed in part to the fact that the government recognises that 
there are many factors which together are most critical for the development of the 
country among them its citizens. The citizen component consists of the skills sets of 
a nation’s populace, such as their literacy levels and attitude towards the adoption 
of ICT (The Department of IT eTechnology Group-India, 2003).

d) the caribbean

Within the Caribbean region, there is a growing use of ICT in the SME sector, and 
governments have shown commitment by investing in education to meet the work-
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force demands of the digital economy. For example, in Jamaica, the increased use 
of ICT has been attributed to the growing awareness of its uses (Southwood, 2004). 
In 2000, Trinidad and Tobago’s government expenditure was estimated at US$ 250 
–US$ 325 per capita, placing it in the top tier of 2004’s world ranking of public 
expenditure on education. High public expenditure on education demonstrated the 
country’s commitment to elevating and maintaining the knowledge of its citizens 
(Southwood, 2004).

e) africa

An e-readiness ranking of African countries with regard to human capital, categorised 
on a continuum of five levels, i.e. medium-high levels, medium levels, low-medium 
levels and low levels, found that on a gross enrolment ratio, only South Africa was 
ranked in the medium levels, while the rest of the countries were ranked in the 
low levels category. In terms of the enrolment of IT students in tertiary education, 
countries in the high levels included: Botswana, Cameroon, Mauritania, Nigeria and 
Tanzania. Countries in the medium high levels were: Angola, Burundi, Ethiopia, 
South Africa, Zimbabwe, Ghana, Gabon, Eritrea, Senegal, Guinea, Cote d’Voire, 
Madagascar, Niger, and Togo. The medium levels consisted of countries such as: 
Benin, Kenya, Swaziland, Zambia, Uganda, Lesotho, Mali, Chad, and Burkina 
Faso. Mauritius was ranked in the low medium levels, while Guinea Bissau was in 
the low levels category. These results implied that by and large, most countries in 
Africa were not e-ready in terms of their human capital (Docktor, 2004:14-33).

A study carried out in 2003 by Maksoud and Youseff (2003) on the use of ICTs 
in SMEs in Egypt found that unqualified personnel, followed by lack of awareness, 
were the topmost barriers to the use of ICTs in these firms. The market in Egypt was 
reported to be at the early stages of consumer adoption, and the suggestion was made 
that by catalysing awareness, the rate of adoptions could be accelerated. At the time, 
the government had included computer learning in most schools and universities in 
order to create a skilled base of entrepreneurs. The authors noted that the country had 
made good progress in fostering IT skills. They recommended that ICT awareness 
should begin in schools and continue through to university, and trained professionals 
should be hired to provide instruction. Such professionals should be specialised in 
ICT tools for businesses so that they can assist in raising the entrepreneurial culture 
of the country’s students (Maksoud and Youseff, 2003).

The SADC e-Readiness Task Force (2002:2), in a review of the strategy of 
SADC member countries, pointed out that a paradigm shift was necessary in the 
social attitudes and approach to skills levels and technology within most of the ur-
ban and rural communities in the region, and within both private and public sector 
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organisations. The review noted that member states needed to implement innova-
tive projects to increase the awareness and use of ICTs in everyday life. The Task 
Force emphasised the role played by primary, secondary and tertiary education as 
e-readiness enablers, as well as the need for ICT-based skills and the incorporation 
of technology-based instruction in the region’s curricula and teaching methods. The 
Task Force also recommended for tertiary education to be further developed at both 
local and regional levels in order to foster and grow the ICT skills base within the 
region. The review found that national educational policies need to emphasise ICT 
literacy, including curricula reforms. Likewise, teaching policies need to emphasise 
the additional training of teachers as a primary requirement. It was also recognized 
that there is a need to make education and skills capacity building a national prior-
ity, with attention from the top agencies of government.

The SADC e-Readiness study also reported that entire communities within the 
region need to be exposed to the benefits of ICT to instil positive attitudes towards 
its adoption. This could be achieved through different communication initiatives, 
such as a national awareness campaign. The study ranked Botswana first in terms 
of the ratio of school learners and tertiary students per population (%); followed by 
Namibia, South Africa, Zimbabwe, Seychelles, Swaziland, Malawi, Zambia, Lesotho, 
Mauritius, Tanzania, DRC, Mozambique and Angola. It was found that education at 
tertiary level was considerably low in the entire SADC region. By implication, this 
would mean that there wasn’t a strong education system for the development of the 
skills necessary for participation in the digital economy. In a study by Consulting 
and Audit Canada, which aimed to promulgate a national ICT policy for Botswana, 
it was found that among the major problems facing ICT companies in the country 
was the problem of limited human resources (Maitlamo, 2004:6). The study noted 
that while access to adequate and top-level human resources is crucial to ICT sector 
development, there were no PhD level employees in any of the companies surveyed. 
The report noted that PhD level entrepreneurs combine in-depth knowledge with 
research and business skills - a combination that has proven to be the cornerstone 
for innovative thinking and new developments that have taken place in this sector 
around the world.

On the whole, the developing world, including most countries in Africa, is 
constrained by the lack of ICT skills necessary to effectively take advantage of the 
digital economy. This was underscored by SIDA (2003) when it pointed out that 
although ICT was gaining ground in the developing world, there was still a critical 
lack of technical personnel and computer literacy.
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infoRmation liteRacy neeDs of sme employees

There are a number of information literacy models that attempt to explicitly define 
the types of competencies an individual should have in order to effectively partici-
pate in the digital economy. For example, the American Library Association (ALA) 
outlines information literacy (IL) competencies that could be used in the design 
and implementation of education and training programmes. These standards define 
IL as a set of abilities that require individuals to: determine which information is 
needed; access the information effectively and efficiently; evaluate information and 
its sources critically; incorporate selected information into one’s knowledge base; 
use information effectively to accomplish a specific purpose; understand the eco-
nomic, legal, and social issues surrounding the use of information; access and use 
information ethically and legally; and manage and maintain information (American 
Library Association, 2003). Other equally important competencies relate to know-
ing how to use different information resources; organizing information; providing 
access to information; searching for information; and gathering, evaluating and 
using information.

IT skills are also needed to participate in the digital economy, and these skills 
include the ability to use computers, software applications, databases and other 
technologies to achieve a wide range of work-related goals. SCONUL (Standing 
Committee of National University Librarians, UK) is an example of an information 
literacy model that defines key competencies for individuals to live and operate by 
for effective participation in the electronic age. SCONUL defines information literacy 
as “an understanding and set of abilities enabling individuals to recognize when 
information is needed and have the capacity to locate, evaluate and effectively use 
the needed information” (Horrocks and Haines, 2004). SCONUL’s model is built on 
seven pillars, namely the ability of an individual to recognize a need for information; 
distinguish ways in which the information ‘gap’ may be addressed; construct strate-
gies for locating information; locate and access information; compare and evaluate 
information obtained from different sources; organize, apply and communicate 
information to others in ways appropriate to the situation; and synthesize and build 
upon existing information, contributing to the creation of new knowledge.

Information literacy is an essential life skill for the employees of any organization 
because it enables them to be more effective in their jobs and as citizens. Informa-
tion literacy competencies should therefore cover a range of IT and information 
retrieval and management-related skills, such as sifting through basic and advanced 
bibliographic and full-text databases, Internet browsing, and using the full range of 
Microsoft Office applications. The World Summit on Information Society (WSIS, 
2003) underscored some aspects of information literacy and the skills needed for 
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one to operate in the networked world, and the most prevalent of these is the ability 
to create, receive, share and utilize information and knowledge in any media and 
regardless of frontiers.

Mutula and Van Brakel (2006) integrated e-readiness model covers aspects of 
information literacy categorised under five dimensions namely: Human Resources 
Readiness, ICT Readiness, Information Readiness, Enterprise Readiness, and External 
Environment Readiness. The Human Resources Readiness component of the model 
outlines the information literacy and skills competences believed to be necessary 
for participation in the networked world, including being able to determine one’s 
own information needs; understanding the economic and legal issues of informa-
tion; evaluating information and its sources; organising information; managing and 
maintaining information; accessing, analysing, and using information; and under-
standing the benefits of information. Other aspects of this component are abilities 
demonstrated through:

Success rates in searching and retrieving information• 
Levels of awareness of ICTs• 
ICT-related educational qualifications and skills• 
Positive attitudes towards the use of ICTs• 
Level of use of ICTs.• 

With regard to Information Readiness, the model focuses on the ability of en-
terprises and individuals alike to define their information needs; provide access to 
various sources of information; access information through electronic media; provide 
mechanisms to collect, store and retrieve information; avail standard formats for 
information organization, storage and retrieval; offer adequate information retrieval 
tools; facilitate the free and rapid flow of information within the enterprise; and 
provide a means of sharing information within and outside the enterprise. Other 
aspects of the Information Readiness component include: ensuring the authentic-
ity and completeness of information; compliance with information management 
practices (e.g. backup); provision of information management functions; and 
information management functions’ integration in business processes (Mutula and 
Van Brakel, 2006).

The ICT Readiness component of the model proposes the following indicators: 
pervasiveness of ICTs in the enterprise; Internet connectivity; access to the Internet 
and the World Wide Web by staff; high bandwidth availability for network access; 
quality of connectivity to the network; website availability for business promotion; 
mechanisms for keeping informed of developments in ICTs; and the level of online 
security. Lastly, in terms of the External Environment Readiness component, the 
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model proposes enabling legislative and regulatory frameworks to address intel-
lectual property rights for e-commerce; improving the quality of telecom services, 
including adequate bandwidth; increasing ICTs affordability with regard to service 
providers; facilitating freedom of information; improving the quality of nationwide 
ICT infrastructure; ensuring the adequacy and reliability of the national power grid; 
maintaining the security and reliability of the network to support e-commerce; and 
developing an enabling e-business environment. The External Environment Readiness 
component also includes: the level of government support; credit facilities available 
to enterprises; universal access; national information policy; affordability of band-
width; providing an enabling taxation regime; and the availability of a competition 
and consumer protection policy.

policy anD manageRial Roles in 
capacity BuilDing foR smes

Governments have profound roles to play in promoting and facilitating capacity 
building within their respective jurisdictions. Efforts are also needed on the part of 
the managers of SMEs to enhance skills development. The model of the EU, i.e. 
increasing the number of trained ICT and e-business experts in the member states 
to enhance the competitiveness of their economies, is worth emulating by other 
countries. Broader action is also necessary to offer lifelong learning in ICT-related 
skills across the workforce and to focus attention on the opportunities of ICT training. 
Considerations should be given to implementing basic digital skills’ programmes 
to stimulate the uptake of certified training and its recognition, promote a culture 
of learning, and create training centres that cater for demand driven information. 
Governments should put in place mechanisms for the effective procurement of hu-
man, technical and financial resources and enhance their research and development 
capacity in order to meet the technological needs of their nations. As a matter of 
policy when awarding tenders to external bidders, and especially in the developing 
world, governments should include a requirement for international companies to 
work with local companies in order to achieve skills and technological transferrals 
and thus obviate the situation where the country will remain dependent on foreign 
experts.

Governments should develop a prudent approach to capacity building, for ex-
ample by tailoring the immigration policy to welcome skilled, high-tech workers 
from abroad. Likewise, identifying the organization’s requirements, implementing 
appropriate training programs, and educating people on the procedures and mecha-
nisms for better IT utilization can have a significant impact on the adoption and use 
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of ICT within SMEs. It is especially important for ICT related skills to be developed 
through the traditional education system because SMEs have a tendency to provide 
little or no formal training, and expect either to hire qualified staff or for staff to 
train themselves. Governments should also put in place institutional and human 
resource strategies that address national skills shortages and promote competition 
in order to stimulate new investment.

Finally, SME managers should put in place mechanisms to enhance the skills’ 
capacities of their staff, especially in digital competencies such as web design, 
knowledge management, and business intelligence. In particular, firms should put 
in place explicit staff development policies in order to harness the potential benefits 
of ICTs. Clearly, ICT capacity building should focus on training managers who are 
capable of completing complex technological projects; policy analysts who un-
derstand government regulatory frameworks; local content creators; and software, 
hardware and communication engineers.

conclusion

Internationally, capacity building is increasingly being seen as a vital component in 
initiatives that aim to help SMEs actively participate in the global economy. A lot of 
emphasis is being placed on education and training, especially on including ICT as a 
classroom tool and as a subject. Within the European Union, member states are encour-
aging capacity building through their investment in people skills. In North America, 
the US and Canada have put more emphasis on creating awareness of the benefits of 
ICTs in business. Canada established a Student Connection Programme that focuses 
on training university students as business advisors for SMEs. In the Caribbean, the 
government of Jamaica has invested heavily in education to meet the digital labour 
needs of this century. Within the South African Development Community (SADC), 
member states are at different stages of installing ICT infrastructure and developing 
capacity among other efforts to benefit from the digital economy.

Capacity building that integrates information literacy competencies is central to 
any meaningful education and training initiatives, especially with regard to the use of 
ICT. A number of models have been discussed in this chapter that provide benchmarks 
which can be used to develop an effective information literacy education programme, 
especially with regard to digital literacy in the global economy. Such models include 
but are not limited to the American Library Association (ALA) model, the British 
standard by SCONUL, the WSIS Declaration of Principles (defines the kinds of skills 
needed in the digital age), IFLA’s model (provides standards for information literacy), 
and Mutula and van Brakel’s (2006) integrated e-readiness model.
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Section 7
Globalisation, Trends, and Best 
Practices in the Digital Economy

This section consists of two chapters: Chapters 16 and 17 (Globalisation of the Digital 
Economy and Trends and Best Practices in the Digital Economy, respectively). Chapter 16 
begins with the ICT-driven impact of globalisation on commerce and the competitiveness of 
SMEs. This is followed by a discussion of global business competitiveness by region-North 
America, Western Europe, Eastern Europe, Asia-Pacific, Latin America and the Caribbean, 
the Middle East, and Africa. The opportunities the digital economy engenders for SMEs are 
then followed by the role policy makers and managers of SMEs can play in this respect. The 
chapter aims to provide best practices from around the world from which SMEs, especially 
those in the developing world, can learn. 

Chapter 17 expands on the previous chapter by focusing on the global initiatives of gov-
ernments and private agencies to enhance international trade, especially with regard to 
e-commerce. The initiatives are categorised by continent-North America (led by the United 
States and Canada), Europe (spearheaded by the European Union and individual coun-
tries such as the UK and Germany), Nordic countries (Norway, Denmark, and Finland), 
and Asia (South Korea, Mongolia, Taiwan, New Zealand, Hong Kong, China, India, and 
Japan). Africa does not yet offer much in terms of examples of best practices in the digital 
environment. The chapter moves on to discuss the concept of a learning organisation in 
the digital economy.
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Chapter I6

Globalisation of the 
Digital Economy

intRoDuction

Data transmitted over the Internet does not recognize national borders. It is this 
factor that has led information technology to open up new avenues in global com-
merce. People in separate countries can work on the same project without having 
to physically relocate. Organizations can now deploy their resources and operations 
anywhere around the world. Information about new products, corporate earnings, etc; 
can be shared simultaneously in a networked economy via corporate e-mail systems, 
value-added networks or over the Internet. In an increasingly globalized business 
world, for which the Internet is partly responsible, countries are likely to experience 
the migration of skilled workers to higher paying economies or jobs. Therefore, as 
the globalization of the world’s economy takes shape, concerted efforts must be 
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made by national governments and states to train enough students and workers to 
meet the new challenges brought about by the digital economy (Selhofer, 2003).

As a construct, globalization has made it possible for business enterprises to 
conduct business operations that extend beyond their areas of fixed abode. It has 
become increasingly easy for an SME to participate in the world market because 
of IT, which virtually any business can access. Enhanced access to information by 
business enterprises implies the ability to reach a greater market audience. This is 
necessitated even more by the globalization of human capital, characterized by the 
easy migration of skills between countries. These factors make transacting business 
in a virtual set-up a profitable reality (Tetuju, 2001). Because of the opportunities 
offered by information and communication technologies, the vision of perfect com-
petition is also becoming a reality. Competition is fostered by the increasing size of 
the market opened up through globalization. Consumers can now find out what prices 
are offered by all the vendors for any product; and new markets and businesses can 
deliver their products down a phone line anywhere in the world, twenty-four hours 
a day (Romer, 1990). In the globalized business environment, knowledge spreads 
fast, and for a firm to be competitive it must be able to innovate more quickly than its 
competitors. Brands, as products of globalisation, are becoming critical in the global 
marketplace because they strengthen consumer trust in nations and their products. 
This is especially true in the current marketplace where consumers are overwhelmed 
by choice. Like intellectual capital, a brand accounts for a significant proportion of 
a company’s value (Ministry of Economic Development-Canada, 2003).

By leveraging ICTs, SMEs are able to enter global markets that were once only 
the preserve of large scale companies. However, this also means that the world 
is growing increasingly competitive, and SMEs have to struggle to survive in an 
environment where they are surrounded by well resourced enterprises. In such an 
environment, the Internet offers the potential for improved marketing and benefits 
from lowered production costs. The Internet can be used by SMEs as a boundless, 
up-to-the-minute source of information about markets, especially on pricing, overseas 
trends, products and research. The Net also enables SMEs to actively identify cus-
tomers and suppliers, and facilitates selling directly to the customer, thus removing 
the middleman and reducing costs through savings on commission. ICTs in general 
and the Internet in particular also impact positively on purchasing and production 
because of how they improve the capacity to purchase goods and services, bank-
ing and investment, and access to expert assistance. These benefits, coupled with 
improved access to information on the latest developments, allow for an increase in 
the efficiency of production. The Internet further enables the automated tracking of 
deliveries and provides sophisticated customer relationship management software 
which is able to capture transaction data and create a database containing informa-
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tion about each customer, such as customer payment preferences, and/or preferred 
delivery methods (Locke, 2001).

The pervasiveness of ICT in the globalized digital economy, as already dem-
onstrated in the previous chapters, can enable SMEs to benefit further from ap-
plications such as client billing, word processing and generally improved business 
performance. However, the positive impact of ICTs is dependent on a number of 
factors (Widdison, 1993:5-8). For example, in the manufacturing sector, studies 
have shown that success in the application of ICTs in SMEs is associated with user 
participation, the number of administrative applications in the firm, the influence of 
personality, and the commitment and participation of top management (Montazemi, 
1988:241-3).

Increasingly, it has become evident that the competitiveness of (big and small-
sized) business enterprises around the world is closely related to their preparedness 
(e-readiness) to leverage ICTs in order to effectively apply information in their 
decision making processes. The deployment of ICTs is critical to improved pro-
ductivity and business competitiveness. For example, it is possible for an artisan 
in a rural village to use the community centre’s computer to sell handicrafts on the 
World Wide Web, or for a farmer to use a wireless handheld device to research 
market prices (Sachs, 2003). Anecdotal reports reveal that people are selling their 
wares on websites, SMEs are providing transcription services via the Internet, and 
even rural farmers are checking product prices via the Web in places such as India, 
Kenya, and Uganda.

Business enterprises that are using the Internet to improve their competitiveness 
in the global market are largely dependent on ICTs. Countries that are leaders in 
e-readiness also have a competitive edge over those whose levels of e-readiness 
are low. For example, countries such as Denmark, the United Kingdom, Sweden, 
Norway, Finland and the United States that are consistently placed in the top tier 
of e-readiness surveys/rankings also have competitive digital business environ-
ments (Economist Intelligence Unit limited and IBM Corporation, 2004:26). The 
potential of the Internet and its associated technologies to enable global e-commerce 
has been widely documented (Lee and Clark, 1997:113; Montealegre, 1999:207; 
Weingarten, 1994:17). Internet-based market structures and the extension of global 
telecommunication networks offer firms in developing countries new exchange 
mechanisms that enable them to compete on more equal footing in world markets 
(Moodley, 2001:90).

Globally, ICTs have changed the nature of global relationships, sources of 
competitive advantage, and opportunities for economic and social development. 
ICTs have also changed the way in which businesses interact with their primary 
stakeholders, i.e. suppliers, customers and investors. Increasingly, success in the 
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information age depends on the widespread integration of ICTs in society at large 
(Economist Intelligence Unit, 2003). As the Internet continues to pervade all aspects 
of the social fabric of countries, large (private) firms, small-sized enterprises, and 
public sector organisations are all increasingly changing their business models to 
take advantage of the access to information that it (the Internet) provides.

gloBal Business competitiveness

Although ICTs are playing a critical role in enabling enterprises to enter the inter-
national market and extend their business reach, the degree to which this occurs 
varies greatly within and especially between developed and developing countries, 
as described below.

a) north america

The United States and Canada are among the top countries in the world in terms of 
e-readiness. In both countries, the telecommunications infrastructure is strong, and 
businesses and consumers have swiftly and effectively integrated online processes 
into their daily activities. The e-commerce industry in the United States is the world’s 
largest and oldest. 2003’s estimates placed the United States’ total value of online 
retail sales at nearly US$ 50 billion (Economist Intelligence Unit and IBM Corpora-
tion, 2004:11). North American countries also appreciate the importance of attaining 
a high level of e-readiness among SMEs. US’ SMEs have cited various reasons for 
using ICTs, such as sending requests for information on products, browsing through 
lists of products, sending purchase orders, and viewing retail prices (Agriculture and 
Food Canada, 2001). Other than B2C (business-to-customer) interaction, Internet 
commerce in North America occurs through business-to-business collaboration in 
areas such as product design and marketing. In 2002, 20% of Canadian businesses 
used Internet technologies to interact with other businesses and to develop or test 
products (Charles et al., 2002).

In a study by Agriculture and Food Canada (2001), SMEs cited various reasons 
for sourcing online products and services, including: less turn-around time, faster 
deliveries, enhanced product selection, increased international competitiveness, 
increased convenience for customers, reduced procurement costs, decreased average 
transaction costs, efficient purchasing processes, improved cycle time and produc-
tivity, decreased inventories, enhanced efficiency and profitability, increased depth 
of communication, and enhanced open standards. Furthermore, SMEs in Canada’s 
agricultural sector benefited in their e-commerce transactions from the following: the 
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ease with which they could locate hard-to-find products; the provision of electronic 
catalogues; online advertising; attracting new customers; faster payments; increased 
sales; increased loyalty of customers; enhanced organisation and production in real 
time, in any location; and the ability to telework from home.

As already pointed out in the previous chapter, the Canadian E-Business Initiative 
(CeBI), which was established in 2002 by the Canadian government, is responsible 
for developing the country’s national innovation strategy, and is aimed at addressing 
the needs and opportunities of the SME sector, which is the backbone of the Canadian 
economy. The CeBI is also responsible for enhancing research and development 
(R&D), which are considered important in Canada’s quest to become an innovative 
nation. The CeBI recommends that government initiatives should aim to address the 
barriers facing SMEs and encourage more sophisticated use of advanced e-business 
applications for those already connected. The CeBI recommends that the govern-
ment of Canada, the business community and universities, should continue to work 
together to create greater opportunities for graduates to gain experience through 
internships or work placements. The initiative has successfully launched the eCorps 
program in partnership with Career Edge, which places interns for four months in 
SMEs across Canada. This pilot program is expected to provide SMEs with access 
to skilled people while showing young professionals that opportunities exist in the 
Canadian market. One of the CeBi’s requisite recommendations for incentives is 
based on the belief that the right business and regulatory environment is one that 
facilitates and encourages innovation. Through the recommendations of the CeBI, 
Canada has made significant progress in supporting the venture capital (VC) sec-
tor and has joined world leaders by coming second in the OECD in venture capital 
investment (Canadian E-business Initiative, 2003).

b) Western europe and the nordic Region

The European Commission is the main body behind various initiatives in Europe 
aimed at leveraging the use of ICTs to enhance competitive advantage in various 
sectors amongst the member states. The EU believes that technological develop-
ments (e.g. broadband access) in the information society are largely untapped in 
their potential to bring about significant economic and social benefits. New services, 
applications and content create new markets and provide the means by which to 
increase productivity and enhance growth and employment throughout the EU 
countries’ economies. Furthermore, the EU recognises the importance of member 
countries cooperating in support of e-business in Europe in order to promote the 
take up of e-business (Commission of the European Communities, 2002:2).

In 2004, most of Western Europe’s countries were ranked among the top 25 in 
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the world in terms of their e-readiness statuses. In the same year, the e-readiness 
global ranking of countries in the Nordic countries showed a highly accelerated 
penetration of high speed Internet infrastructure and advanced e-business services. 
For example, Switzerland scored above average (in Europe) in the connectiv-
ity, business environment and supporting e-services categories. These categories 
generally reflect the importance that e-commerce is playing in the global service 
industries on which the economy depends. (Economist Intelligence Unit and IBM 
Corporation, 2004:2, 8).

In general, European enterprises were reportedly employing networking tech-
nology and e-services to improve operational efficiency in order to service global 
customers and subsidiaries. In Germany, more than one in three companies was found 
to be highly dependent on the Internet in their day-to-day operations (Economist 
Intelligence Unit and IBM Corporation, 2004:9). The positive impact of e-readiness 
on the operation of SMEs in Western Europe has been apparent. Businesses have 
been benefiting from the transition to e-commerce because of general increases in 
productivity; a streamlined interface between production and sales; better stock 
management; significant reduction in distribution costs, especially for products that 
can be digitised; reduction in the costs of after-sales service; enhanced advertising 
and selling in the global market at a lower cost; and an increased turnover in the 
telecommunications sector as a direct result of the proliferation of e-commerce 
(eEurope+, 2003:1-10).

The EU has in place an Electronic Commerce Initiative through which it has 
incorporated e-commerce and information society policies. Following the Lisbon 
summit in March 2000, the strategic objective endorsed by the European Commission 
was for the region to become the most competitive and dynamic knowledge-based 
economy in the world within the next ten years (CEC, 2000).

The British government, in its endeavour to enhance business competitiveness, 
provides SMEs with specific information through its Small Business Services (SBS) 
website. This website contains direct links to sources that are relevant to SMEs. The 
government portal provides an explanation of what e-commerce and e-business can 
mean to SMEs, and offers advice to all companies, ranging from those currently 
using ICT, to specialist multimedia hardware and software developers. There are 
free business publications available on the site on various technologies to explain 
IT jargon, which can be alienating to non-technical people. The British government 
has also established UK Online for Business - a network of advisers who form part 
of Business Link in England and their counterparts in Scotland, Wales, and North-
ern Ireland. They are expected to provide advice suited to local companies’ needs, 
including e-commerce services ranging from direct company-specific assistance, to 
training and consultancy (Adeshara et al. 2004). The presence of extensive informa-
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tion that is aimed specifically at SMEs on adopting ICT and e-commerce highlights 
the UK government’s commitment to promoting partnerships between business, 
government and the wider community. This is further underpinned by the complete 
modernisation of the country’s government. The emphasis is on encouraging SMEs’ 
success in implementing ICT and competing both locally and internationally.

c) eastern europe

In Eastern Europe, there has been a gradual market liberalisation of the telecom-
munications sector, allowing competition to set in and leading to the consequent 
improvement of services and the lowering of prices. Countries such as Estonia, the 
Czech Republic, Hungary, Slovenia, Latvia, Poland, Lithuania and Slovakia, have 
achieved decent infrastructure and e-business environments. For instance, in 2004, 
all of Estonia’s schools had broadband connection and 80% of the country’s banking 
transactions were electronic (Economist Intelligence Unit and IBM Corporation, 
2004:18). The region is leveraging its proximity to Western Europe to create niches 
in software development and high-tech manufacturing, and outsourcing services that 
cater for Western European businesses. The whole of Eastern Europe is leveraging 
mobile communications for electronic business transactions. For example, in 2004, 
Russia was ranked by the Economist Intelligence Unit and IBM Corporation to be 
among the world’s fastest growing mobile markets, while the Czech Republic and 
Hungary had mobile phone penetration of 84% and 74% respectively. The high 
prevalence of mobile communications in these countries could have stemmed 
from growing competition amongst domestic and international players, resulting in 
lower prices. According to 2004’s e-readiness ranking, countries such as the Czech 
Republic (28th), Hungary (28th) and Slovakia (39th) had skilfully transformed their 
technology manufacturing industries into a global source of IT service support and 
Internet-enabled customer care (Economist Intelligence Unit and IBM Corporation, 
2004:4).

d) asia-pacific

Most of the top countries in 2004’s e-readiness ranking within the Asia-Pacific region 
were also leaders in business competitiveness. These countries included Singapore, 
Hong Kong, Australia, South Korea, New Zealand, Taiwan and Japan. Singapore 
and Hong Kong have rapidly growing e-trading platforms, especially in the regional 
finance market. Elsewhere in the region, Malaysia has enjoyed significant economic 
growth over the years due to the country’s export-based economy, which is largely 
dominated by ICT-related growth with good foreign investment from Japan and the 
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United States. South Korea, which was one of the leading countries in the broadband 
market with 27% in terms of Internet penetration in 2004 e-readiness survey, has a 
thriving e-tailing and online gaming sector. Moreover, cheap and abundant bandwidth 
for homes and small-sized enterprises drove the uptake of e-business tools and the 
growth in online transactions within the country (Maitlamo, 2004:10).

Likewise, India and China have growing e-business and e-enabled service sectors. 
This most probably led to their strong standing in the e-readiness ranking in 2004, at 
46th and 52nd positions respectively. India’s thriving software and outsourcing industries 
were estimated to contribute 3% to the country’s GDP in 2004. Furthermore, India’s 
famed IT-enabled services sector was estimated to be contributing US$ 17 billion 
to the economy annually. The application of ICTs in business enterprises across the 
country has made quality information available to individuals; reduced the digital 
divide between firms and the outside world; created new business opportunities; 
maintained interconnectivity across nations; assisted with overcoming virtual and 
physical isolation; and reduced transaction costs and time. India’s success is being 
replicated in regional countries such as the Philippines, Malaysia, Korea, Japan and 
China, where booming call centres, customer help desks, and software production 
houses have emerged (Economist Intelligence Unit and IBM Corporation, 2004:4, 
15). In the Philippines, the deployment of new technologies in different sectors 
of society in 2001 made enterprises within the region much more inter-dependent 
by accelerating the movement of goods, services, ideas and capital across borders 
(Zakaria, 2001).

e) latin america/the caribbean

South American governments have recognised the economic value of moving their 
business processes online in order to cut costs and improve transparency. Generally, 
governments in the region are creating policies and legislations that support e-business 
development. For example, by 2004, Mexico had established a law on digital sig-
natures; companies in Chile were eligible to start electronic invoicing; and in Peru, 
the government was looking into building an e-business platform for its shipping 
and transport industries. In Columbia, the growth in mobile communications has 
driven prices down, with mobile subscriptions significantly exceeding subscriptions 
to land-lines (Economist Intelligence Unit and IBM Corporation, 2004:12).

The Economist Intelligence Unit’s 2004 global e-readiness ranking revealed that 
Latin American outsourcing powerhouses, such as Brazil (35th), Argentina (37th) 
and Mexico (40th), had created a niche for themselves in software technology de-
velopment. Brazil, for example, has a thriving IT-enabled services sector that grew 
from a combination of efficient back-office facilities, and competent, cost-efficient 
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workers. Within the Caribbean, an estimated 5000 women were employed in data 
processing activities in the late 90s as a direct result of the introduction of ICTs to 
the SME sector. Such a high employment of women, who are often marginalised 
in many countries, demonstrates to other developing countries how an affirmative 
stance in global markets may be enhanced.

f) the middle east and africa

By 2004, the Middle East and Africa had not yet significantly taken advantage of 
ICTs to enhance their business competitiveness, in part because they suffered low 
e-readiness statuses. The two regions, particularly the Middle East, also suffered 
from strict control over Internet content and the over-regulation of service providers 
by their governments. Consequently, both regions had poor infrastructure and rather 
unwelcoming business environments. For example in Algeria, which was ranked 
[61st] globally in terms of its e-readiness status in 2004, e-commerce continued to be 
hindered by poor telecommunications infrastructure. During that year, Algeria had 
16 telephone users per 1,000 people. Comparatively, Saudi Arabia’s e-commerce 
had yet to emerge because of a poor telecommunications grid, slow Internet access 
and high service prices. However, small steps towards lowering prices have since 
enticed some Saudi companies to adopt e-business practices (Economist Intelligence 
Unit and IBM Corporation, 2004:18).

Despite the low status of e-readiness in the Middle East and Africa, there are 
some countries within the two regions that have made good progress in enhancing 
their e-business environments. For example, the South African government spends 
approximately US$ 12 billion annually on its own IT infrastructure to support e-
government interfaces and processes, such as revenue services, e-filing, and electronic 
tax filing [the latter allow citizens and businesses nationwide to submit tax returns] 
(Economist Intelligence Unit and IBM Corporation, 2004:16). Governments in the 
two regions have also recognised the importance of ICTs as a competitive tool in 
both regional and global markets. For example, e-Africa Commission’s (NEPAD’s) 
ICT Task Team was founded in 2002 and charged with the responsibility of develop-
ing ICT programs for the region to promote their competitive positioning in global 
e-markets. The additional responsibilities of the e-Africa Commission include serv-
ing as the principal advisory body to NEPAD’s Heads of State and the Government 
Implementation Committee on ICT matters; developing a NEPAD strategy and action 
plan for the accelerated development of ICT infrastructure, services, applications 
and content to meet Africa’s development needs; and promoting the use of ICTs in 
support of other NEPAD programmes (Chasia, 2002:6).

The SADC World Economic Forum meeting of the Heads of State (held in 
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Johannesburg in 2001) recognised that ICTs promised enormous economic and 
social benefits because they instil independence in people. They felt that develop-
ing countries in general and the SADC member countries in particular faced the 
threat of being left behind if they did not address the growing digital divide between 
them and developed countries, and within their own countries. Among other recom-
mendations, the forum underlined the need for the region to develop e-commerce 
infrastructure in order to enable individual member countries to participate in global 
trade, enhance trade on a regional basis, and facilitate interaction between the SADC 
member states; with a special emphasis on extending these benefits to SMEs (SADC 
E-readiness Task Force, 2002:6).

Within individual SADC member countries, the competitive business advan-
tages of deploying ICTs are well recognised. For example in Mauritius, there has 
been a successful shift from an agriculture-based economy, to a more diversified 
economy involving foreign investment in IT outsourcing industries aimed at tap-
ping business from India and South Africa. Likewise, it is worth noting that even 
though Namibia’s economy is heavily dependent on mineral exports, the country 
has started to seek out new foreign investment opportunities, including ICT growth 
in the region (Maitlamo, 2004:10).

oppoRtunities foR smes in the economy

The potential of SMEs to enhance their business competition using ICTs in any 
economy has already been discussed in the preceding chapters. The digital economy 
affords SMEs the benefits of (Rizk, 2004):

Reduced transaction costs• 
Removal of barriers to market entry• 
Opportunities to gain a competitive advantage over larger firms due to econo-• 
mies of scale
Using and managing supply chain networks to facilitate global business • 
reach
Tools for marketing and distribution. These facilitate responsiveness to mar-• 
ket demand and the customisation of offerings
Opportunities for innovation and the emergence of new products and • 
services.

ICTs offer SMEs the potential to increase exports, promote growth, and encour-
age human development. Within the digital economy, the e-readiness of enterprises 
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ensures 24/7 access to information, thus contributing to their efficiency. OECD 
(2000) noted that ICTs help small-sized business entrepreneurs overcome informa-
tion poverty, which makes them more connected, more certain, less risk averse and 
more capable of informed decision making.

New technologies, especially Internet-related applications, are having a significant 
impact on the operations of SMEs, and are arguably essential for the future survival 
and growth of nations’ economies in general and SMEs in particular. Through the 
use of relevant ICTs, SMEs are able to benefit by: selling their products and ser-
vices to international customers; developing their ability to manage information 
infrastructure for business; improving their use of external information intensive 
resources; improving their capacity to efficiently manage information on a global 
scale; and gaining access to the free and rapid flow of information (Ramsey et al., 
2003:253; Minton, 2003).

Internet-based market structures and the extension of global telecommunications 
networks appear to offer production firms in developing countries new exchange 
mechanisms to enhance their foothold in global business environments. Business-
to-business e-commerce, for example, has the potential to reduce information asym-
metries and trade–related transaction costs, provide the firm with an international 
profile, and eliminate market barriers inhibiting the growth of developing countries’ 
exports. For example, small-sized businesses in the South African wood and fur-
niture manufacturing sector apply the Internet to collaborate with trading partners 
online, develop close information-based links with suppliers, and enhance access 
to information. In most developing countries, it is important to use the Internet to 
trade in the international market because the small-size of local markets makes it 
difficult to sustain economies of scale (Moodley, 2001:90). The government of 
Botswana (Republic of Botswana, 2003), for example, recognises that the use of 
technology to support SMEs would enable them to gain competitive advantage by 
creating value, extending their market reach, and creating a more level playing field 
for competition with large firms.

As the world economy continues to move towards increased integration as a 
result of advances in ICT and diminishing trade barriers, some of the greatest op-
portunities for small-sized businesses will be derived from their ability to participate 
in regional and international markets through new technologies such as computing, 
communications and multimedia technologies, which are changing the way we work 
and learn. These technologies are changing the global flows of information, trade 
and investment, and the competitive advantage of industries, services, countries and 
regions. Increasingly, e-commerce presents an opportunity to compensate for the 
traditional weakness of SMEs in areas such as access to new markets and gather-
ing and distributing information on a broad and international scale. ICTs are being 
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used to create dynamic business strategies in a paradigm, shifting environment that 
raises customers’ expectations about speed, comparability, and prices (Ramsey et 
al., 2003:250).

SMEs are increasingly being recognised by many countries as the glue that 
holds many economies together. Within the Southern African Development Com-
munity (SADC), SME policy initiatives now rank highly on the political agenda 
of eradicating poverty in the region (Chidzomba, 2002). SADC E-readiness Task 
Force (2002:6) underscores the importance of empowering SMEs through the use 
of ICT in order for them to participate in global trade. The SADC member states 
also recognise that SMEs play a critical role as a source of most new forms of em-
ployment. Consequently, collaborative efforts were initiated in 1996 by member 
states to enhance the growth of the SME sector. This culminated in the formation 
of the Small Enterprise Promotion Advisory Council (SEPAC). SEPAC serves as 
a regional SME support network for the SADC region, and is responsible for pro-
moting the sustainable regional integration of SMEs in SADC; marketing, business 
linkages and cross-border trade; entrepreneurship development and training; and 
providing access to finance. SEPAC also serves to enable information technology 
development and transfer; facilitate the exchange of information and experiences; 
identify specific barriers to small-sized enterprises’ success; support policies and 
programmes that provide small-sized businesses with increased opportunities; and 
enhance the national, regional and international performance of regional SMEs by 
reducing impediments to growth.

Many developing countries face the challenges of unemployment and poverty, 
and for this reason, governments and donor agencies have been emphasising the role 
that the SME sector can play in promoting economic and social development. This 
has been followed by the channelling of a lot of financial assistance into initiatives 
that encourage and empower SMEs. Some governments are investing in SMEs as a 
way to diversify their economies. Botswana’s government, for example, has realised 
that it is not sensible to depend on mining for the long-term economic development 
of the country, and is now encouraging the development of the SME sector in order 
to diversify its economy (Machacha, 2002:277; Amani and Mbaga-Kida, 2001).

policy anD manageRial Roles in enhancing 
the competitiveness of smes

In order for SMEs to comfortably partake in the international business environment, 
a number of policy and managerial interventions are necessary. Governments, espe-
cially those in the developing world, should put in place facilitation mechanisms that 
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enable SMEs to gain access to credit and finance from commercial banks. It is also 
important for the governments to identify various business models that SMEs can 
afford, manage and maintain. Action is needed from the government to veto the tax 
on computers and related products to push the prices down in order to enhance the 
uptake of ICTs by SMEs. Consideration should be given to a funding mechanism, 
such as an (SME) access fund, to enhance SMEs’ access to ICTs and also promote 
connectivity. Governments may also wish to provide grants, subsidies, corporate 
donations, tax holidays or exemptions, and special zones where regulatory or pric-
ing constraints are more flexible.

In countries where they do not exist, the respective governments should consider 
setting up an export-import bank and other small-sized business administration 
structures that would offer pre-export financial support for SMEs in the form of 
loans. Governments should also consider relaxing tariffs in order to improve the 
free flow of both trade and services within the SME sector. Furthermore, develop-
ing private venture capital markets and offering credit guarantee facilities to firms 
with international potential would assist SMEs in the international business envi-
ronment. Instilling a trade policy that gives incentives to SMEs would also enable 
them to compete more effectively against bigger companies. A simplified industrial 
licensing system is necessary to reduce bureaucracy and speed up the issuance of 
licenses and bring services closer to the businesses. Where possible, governments 
should put in place a Small Solutions Centre for SMEs. The Centre would support 
the SMEs by providing reliable market information, access to finance and capacity 
building. Such centres already exist in Kenya and Madagascar.

There is a need for strong education and support programs for SMEs in order to 
encourage them to do business in foreign markets. Governments should also facilitate 
and enable SMEs to identify and work with customers and suppliers across borders. 
Awareness should be created amongst the SMEs about the benefits of forming part-
nerships with multinational companies and the potential of e-commerce in order 
to enhance their export capacity. Consideration should also be given to working 
through bilateral and multilateral channels to foster global partnerships that would 
promote the SMEs’ development. In order to ensure that the products being deliv-
ered are of a high international quality, there is a need for standardisation to ensure 
that they (the products and services) are consistent, compatible, safe and effective. 
Governments can also enhance competitiveness in their SME sectors by improving 
network performance through various regulatory steps that end with effective ICT 
and e-commerce infrastructure in place.

Through research and development, efforts should be made to explore innovative 
technological solutions that must be affordable for use by small-sized businesses, 
and which they could sustain within local economic conditions. Likewise, efforts 
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should be made to provide applications, content, and services that are relevant to their 
businesses. Finally, governments should support the private sector and encourage 
investment in SMEs by reducing bureaucratic red tape and retraining public officers 
to reduce unnecessary procedures in the licensing of businesses in the country and 
thereby enhance efficiency. For these recommendations to be achieved, an overarch-
ing policy and legislative framework that underpins access to and the application 
of information by SMEs to their operations must be developed.

conclusion

Businesses, both large and small-sized enterprises are leveraging the opportunities 
provided by ICT to extend their market reach within the global business environ-
ment. The Internet has increased business’ trans-border data flow and facilitated 
access to market intelligence by SMEs. With the increasing globalisation of the 
business environment and the easy movement of human capital across borders, it 
is now possible for SMEs to mobilise resources and operations anywhere in the 
world by leveraging ICT.

Countries that are effectively leveraging ICTs for business advantage, especially 
in the developed world, have high levels of e-readiness. Such countries are finding it 
much easier for their companies to successfully penetrate and operate in the global 
business environment than enterprises in developing countries where the level of 
e-readiness is low. It is anticipated that with the globalisation of the digital economy, 
SMEs will find it prudent to enter the international market because they stand to 
benefit more from gaining competitive advantages and making use of management 
supply chain networks. Enterprises aspiring to take advantage of the digital economy 
by leveraging ICTs can learn from the developed world, where most enterprises, 
by virtue of the high levels of e-readiness of their countries, are already partaking 
in the global digital economy.
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Chapter 17

Trends and Best Practices 
in the Digital Economy

intRoDuction

Various global initiatives are taking place in the digital economy that aim to enhance 
global business trade and development, especially with regard to e-commerce. The 
International Chamber of Commerce - ICC (1997), for example, has been involved 
in a few initiatives aimed at promoting global trust in electronic trade transactions by 
defining, identifying, and deconstructing what constitutes best practices within the 
digital economy. The International Chamber of Commerce is a non-profit, private 
international organization that works to promote and support global trade. It also 
codifies and harmonizes world trade practices in various publications. The ICC 
focuses on three distinct areas, namely General Usage for International Digitally 
Ensured Commerce (GUIDEC); the Electronic Trade Practices Working Group; and 
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E-terms Service. GUIDEC expects to instil trust in open electronic commerce by 
developing a common understanding of the mechanisms used to guarantee identities 
and authenticate transactions over electronic networks. GUIDEC was established to 
provide guidance in a market where different definitions in different jurisdictions 
threaten to undermine the utility of digital signatures in cross-border trade.

The Electronic Trade Practices Working Group functions as a set of founding 
rules for electronic trade and settlement. Its primary objective is to make trade more 
efficient by not only adapting rules to suit new technologies and media (such as 
the Internet), but by also taking advantage of these new tools to streamline trade 
transactions. This mandate is motivated by the fact that presently, most buyers and 
sellers in different parts of the world have no legal framework to cover how they 
conduct their negotiations, make contracts, and/or arrange for finance, transport or 
insurance online. Most of the rules that apply to international trade still presume 
the use of paper.

E-terms service is based on an online repository that contains the tools necessary 
to bring the level of legal risk down to a minimum while composing contracts online 
and/or conducting electronic transactions. Rules and directives of different kinds that 
may apply to different jurisdictions in the digital environment can be incorporated 
into electronic contracts by referring to a unique identifier automatically supplied 
by the e-terms repository. E-terms service can be useful to SMEs that do not have 
their own in-house legal expertise.

noRth ameRican Digital economy initiatives

Countries in the developed world have a number of successful e-commerce initia-
tives that provide examples of best practices to those just starting to implement e-
commerce programmes. In North America, both the United States and Canada have 
achieved high rates of e-readiness, with an e-commerce absorption rate of about 
70%, placing them among the world’s leaders in e-commerce assessments. Canada 
has consistently been highly ranked in the global league of nations in e-readiness and 
e-government assessments. Among the initiatives that have been undertaken by the 
state, is Government of Canada Online, an official government website designed to 
make interactions with stakeholders, including businesses, a lot easier. The website 
is characterised by its focus on users, connectedness, tailor-made online services, 
and the integration of services (Government of Canada, 2006).

Canada has invested several billions of Canadian dollars in creating knowledge 
and encouraging innovation through various federal-level research and develop-
ment funding initiatives. For example, every school and library in the country is 
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connected and involved in constant skills’ upgrades. Through the community access 
program, Canada has connected a number of rural communities to the Net, and also 
provides the International Computer Driving License curriculum for professionals 
and teachers to upgrade IT skills (Jutla et al. 2002). Furthermore, by promoting 
research and development as well as knowledge in SMEs, the Canadian govern-
ment has improved their export potential and capacity to create jobs (Lefebvre and 
Lefebvre, 2000). The overall economic climate for e-business investment in the 
country is favourable because an online policy guiding access, standards, and ways 
of addressing privacy issues, is in place (Government of Canada, 2006). Canada has 
also recognized the equivalence of e-signatures and e-documents to their written, 
paper-based counterparts.

The US Federal government, working with the United Nations Commission on 
International Trade Law (UNCITRAL), developed a model law that supports the 
commercial use of international contracts in electronic commerce. The government 
has also been working with the International Chamber of Commerce to issue model 
commercial code guidelines. The US Federal government believes that no new 
discriminatory taxes should be imposed on Internet commerce. The state further 
believes that no customs duties should be imposed on electronic transmissions. 
They argue that the application of taxation on commerce conducted over the Inter-
net should be consistent with the established principles of international taxation. 
They also understand that the law should be neutral with respect to other forms of 
commerce to avoid inconsistent national tax jurisdictions and double taxation (The 
New Economy Report, 1999).

In 1999, the US Federal government took the lead in tackling issues of protection 
and privacy online. Today the US government also takes the lead in encouraging 
the private sector to establish codes of conduct and self-regulation through rules 
that consumers must first be aware of before registering for compliance. (The rules 
should make a provision for recourse should injuries result from non-compliance. 
The government argues that consumers need to know the identity of the collector 
of their personal information, the intended uses of the information, and the means 
by which they may limit its disclosure. They should be given the opportunity to 
exercise choice with respect to whether or not and how their personal information 
is used. Likewise, companies creating, maintaining, using or disseminating records 
of identifiable personal data must ensure that it achieves its intended use, and take 
every precaution to protect it from loss, misuse, alteration, or destruction. A consumer 
should also have the opportunity to access, in a reasonable and appropriate manner, 
personal information that has been compiled by a company, and be able to correct 
or amend that information when necessary (The New Economy Report, 1999).
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euRopean Digital economy initiatives

Within the European Union, member states have taken a number of measures to 
meet e-commerce requirements. The e-Europe Action Plan, for example, envisaged 
a universal, dynamic e-business environment in Europe by 2005. Through the Go 
Digital initiative, e-Business W@tch - a programme measuring the uptake of ICT 
and e-business in the EU - was developed in order to monitor, analyse and com-
pare the development of businesses in different sectors of the European economy. 
A benchmarking exercise conducted in 2005 in 10 sectors of the EU economy in 
2004/05 showed that significant progress had been made. For example, (EUROPA 
- Europe’s Information Society Thematic Porta, 2007):

45% of EU firms (weighed by employment) had introduced new business • 
processes in 2004
About 75% of this innovation activity was directly related to or enabled by • 
ICT
Small, medium-sized and large companies had reached different levels of • 
maturity
Electronic business was reaching technological maturity, aided by the in-• 
creased penetration of broadband connections to the Internet
More than 90% of all firms in all sizes and sectors (except for food and bever-• 
ages) were connected to the Internet
Almost half of the firms’ purchases occurred online• 
In B2C electronic commerce, more than a third of the firms sold their services • 
online
45% of the firms (through employment) had introduced new or significantly • 
improved internal processes.

Most of the EU member states have reshaped their regulatory environments 
to facilitate communication networks and services and promote e-commerce, and 
have opened doors to new generations of mobile and multimedia services (Euro-
pean Commission, 2002). By and large, in all the European member states, Internet 
penetration has doubled, telecommunication frameworks are in place, Internet prices 
have fallen, and e-commerce legal frameworks have been established. Efforts be-
ing made to enhance e-commerce within the EU member states include attaining 
universal digital literacy; facilitating access and the effective use of ICT; addressing 
digital divide issues; enhancing ICT skills and development; facilitating the use of 
ICTs; and enhancing lifelong learning, particularly for those whose access to these 
technologies has been or is inadequate (e-Europe Action Plan, 2004). The European 
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Union has had a substantial influence on the development and implementation of 
e-commerce in different member states, especially with respect to the funding of 
collaborative research between industry and universities, in providing broadband 
access, and in the standardization of messages and technologies. The member states 
have implemented the region’s Electronic Signature Directive, which defines the 
use of electronic signatures in various member states’ laws. The European Union 
has also passed directives that deal with the taxation of e-commerce (Mann et al., 
2000).

Scandinavian countries are the leaders in e-commerce in the Nordic region, and 
have developed a number of initiatives to promote e-commerce. Examples of such 
initiatives include: knowledge diffusion, including the dissemination of information; 
the development of skills and alliances with business associations designed to create 
a positive dialogue on e-commerce; economic incentives, such as the provision of 
favourable pricing for network services, tax breaks to help facilitate the purchase 
of home PCs, and direct government subsidization of EC activities; directives and 
legislations on deregulation, regulation, privatization, and the liberalization of the 
telecommunications market; promulgation of the technical standards used in busi-
ness transactions, such as encryption and certification measures; and e-governance 
that focuses on the work processes within the public sector’s own organizations and 
on the services provided to the public (Andersen et al., 2003).

In Denmark, educational efforts in the area of IT and e-commerce have been 
aggressively promoted by the government since 1995. There is also a very well 
established system of vocational training for employees organised by employers in 
collaboration with local vocational training centres. Deliberate efforts have been 
made to enhance knowledge diffusion to increase the awareness and discourse 
on e-commerce and help stimulate the adoption of electronic data interactions 
and Internet-based e-commerce, particularly in the B2B segment. Andersen et al. 
(2003) noted that in 1997, the government launched a bill that allows companies to 
provide their employees with a tax-free PC at home as long as the employee takes 
a number of PC courses. Other e-commerce developments in Denmark include: the 
liberalization of the telecommunications sector, which has increased the number of 
companies operating in the market and reduced prices; the use of e-procurement to 
jump-start e-commerce; policy initiatives to provide online services in businesses; 
the development of standardised digital infrastructure within government to reduce 
the processing time of business communications; a government directive that only 
electronic invoices from February, 2005, would be accepted; the establishment of 
an active e-procurement policy for the public sector; and a very high focus on the 
digitisation of government.

Finland has made great efforts to ensure that its population is comfortable in the 
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e-commerce environment. The government implemented exhaustive IT education 
for its entire population and had successfully achieved the education of most of its 
citizenry by 1997. By 2003, email addresses had been given to every citizen, and 
free Internet access was available in libraries. Moreover, the PC dissemination rate 
was particularly high in educational institutions. The national treasury had invested 
in IT education in business enterprises to promote IT application in all industries. 
Finland allows people who have been left behind in education to undergo social 
education as many times as is necessary. In terms of computer security, the coun-
try conforms to guidelines and rules that have been established by the European 
Union (Washisu, 2003).

Access to the digital economy (i.e. access to networks/clusters) appears to be 
the main policy objective in the UK. Priority is also given to the generation of 
new knowledge through research. The British government also has an innovation 
policy that has been formulated in line with free market forces, privatisation and 
deregulation of national economy. The Department of Trade and Industry (DIT), a 
key government actor in innovation policy, focuses more on the diffusion of best 
practices and on the creation of networks and business support services (Bojic, 
2001).

In Germany, improving access to codified knowledge and generating new 
knowledge through the development of ICT infrastructure and networks appear 
to be the main policy objectives. The main priorities in Germany’s innovation 
policies are (Bojic, 2001): the adoption of tax reforms; technology transfer be-
tween industry and science - providing incentives to universities to market new 
technologies produced in laboratories, stimulating the mobility of personnel 
between industry and science, etc; and support of SMEs in R&D and innovation. 
For the government of Greece, access to digital infrastructure and technology 
coupled with the development of ICT and telecommunications infrastructure and 
networks are the country’s main policy objectives. Other priorities include equal 
opportunities and access for all; offering better services to citizens and firms; and 
developing the national communications infrastructure through regulatory reforms 
in telecommunications (Bojic, 2001).

The government of Norway has put in place the eNorway plan, which aims to 
promote e-commerce in the commercial business sector and establish Norway as 
a leader in electronic public administration. The eNorway action plan also focuses 
on improving broadband Internet connections and access, having recognized that 
broadband access is an important enabler for large-scale e-commerce adoption. 
Electronic signatures are fully acknowledged in Norway as a legal form of verifica-
tion. This move is important in securing e-commerce transactions. The eNorway 
action plan has helped the country’s SME sector by (Bojic, 2001):
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Promoting e-commerce and new venture start-ups among SMEs• 
Providing promotional and educational services for the e-commerce initia-• 
tives of SMEs
Creating awareness and increasing knowledge about e-commerce among • 
SMEs
Helping SMEs’ management develop and formulate e-strategies and de-• 
velop e-action plans for implementation
Making e-commerce more feasible by analysing pertinent problem areas • 
and promoting pilot programmes
Providing web portal services that include comprehensive guides and an-• 
swers to questions regarding e-commerce technology, law, research, mar-
kets, etc
Providing an online strategy guide for the use of SME management.• 

Through eNorway, SMEs are also benefiting from: e-commerce consultancies; e-
commerce workshops for e-strategy implementation; a comprehensive e-commerce 
resource centre; and the financing of e-commerce projects (Bojic, 2001).

asian Digital economy initiatives

In Asia, South Korea has made significant progress in e-commerce. The government 
of South Korea supports programs for B2B and IT use in SMEs. The government 
has promulgated an e-business National Vision that applies to various governmental 
organizations, and is also implementing e-commerce law and human resources de-
velopment. With regard to the globalization of e-commerce, South Korea is actively 
involved in the full-scale promotion of e-trade through the Pan-Asian E-commerce 
Alliance with Japan and Germany. The country is also involved in a Japan-Korea 
e-Trade hub development project. The Korean government has actively engaged 3 
million SME managers in e-business in order to strengthen and promote IT in the 
sector (Kim, 2007).

Although e-commerce in China was still in its infancy in 2000 in terms of tech-
nology and market saturation, interest towards e-commerce was high, with most 
enterprises expectations highly in favour of B2B commerce. For example, China 
Mobile, a cellular phone service provider, had introduced a form of e-commerce 
on mobile telephones where payments were collected by adding on to telephone 
charges. Many e-commerce sites already existed, key among which were shopping 
channels, online malls, and a generally large online community of international 
traders, buyers and manufacturers (Fan, 2000). In nearby Singapore, the Intel-
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ligent Island initiative launched a project known as SingaporeOne, which enabled 
broadband Internet infrastructure to be put in place across the entire country. This 
was followed by the launch of the Electronic Commerce Hotbed programme, the 
Electronic Commerce Co-ordination Committee (EC3), and the prioritisation of the 
security of e-transactions (Fan, 2000).

In Mongolia, an ICT Committee chaired by the Prime Minister, with represen-
tatives from government agencies, science organizations, and the business com-
munity, acts as the main driving force behind the country’s e-commerce program. 
In 1997, the government successfully established a B2B e-commerce system that 
supplies consumer goods to people in rural areas and raw materials to the industry. 
The project focused on trade-data exchange between suppliers and buyers, and on 
developing an e-commerce environment that would facilitate the country’s entry 
into the international network. The project established an inter-media oriented 
market through B2B e-commerce service centres that support e-commerce trading 
actions. Import taxes for computer and software goods within the country are low 
because of the ICT policies of the government. Hence, purchasing IT products in 
the country is relatively easy and affordable. Most small-sized businesses have at 
least one computer, which citizens mainly use for word processing and spreadsheet 
purposes, or in retail-related businesses as cheap point-of-sale terminals. Mid- to 
large-scale businesses have one computer per employee and servers that run e-mail 
systems and departmental databases (ICTA of Mongolia, 2006).

Taiwan joins the ranks of global leaders in e-adoption. E-commerce plays a very 
important role in the country in improving the capabilities of individual enterprises, 
promoting collaboration and integration between enterprises, and enhancing the 
competitiveness of the Taiwanese industry as a whole. The Ministry of Economic 
Affairs, through the Department of Industrial Technology (DOIT), implemented the 
long-term monitoring of international trends and domestic needs for e-commerce. 
Information obtained from international and domestic markets has been used to 
formulate strategies and policies for the development of industrial technology in 
Taiwan. DOIT has collaborated with other government agencies to ensure that the 
technologies developed are adopted by the Taiwanese industry and used effectively 
(Find, 2004).

Hong Kong offers a favorable environment for the development of electronic 
commerce through the Internet. A company’s profits from e-commerce are not subject 
to tax as long as its business operations are located outside the country’s jurisdic-
tion. This is the case regardless of whether or not the company’s Internet service 
provider is based in Hong Kong. In 2005, 1.8% of Hong Kong’s companies had sold 
goods, services or information electronically, which was up by 0.6% from 2004. 
Through the “Digital 21” IT Strategy, the government is committed to transforming 
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Hong Kong into the Asia Pacific hub for both Internet traffic and content. Since 
the emergence of the first commercial Internet Service Providers (ISPs) in 1993, 
Internet use among Hong Kong’s businesses and households increased exponentially, 
to the point that 87% of the country’s households had personal computers (PCs) 
by September 2006, and 66.9% of the household computers were connected to the 
Internet in a population of about 7 million. In 2005, 54.7% of the businesses within 
the country had Internet connectivity. And as at September 2006, Hong Kong had 
about 2.7 million Internet users (Hong Kong Industry Profiles, 2006).

Hong Kong also bears witness to the steady growth in the use of the Internet, 
mainly for communication and information purposes. In 2005, 15.5% of Hong Kong’s 
companies had their own websites, up by 3.6% from 2004. These websites were 
mainly used to disseminate company information and collect customer feedback. 
Respectively, about 1.8% and 52.3% of Hong Kong’s companies sold and received 
goods, services or information over the Net in 2005. The ACNielsen survey in the 
same year found that the favourite items or services of Hong Kong’s online shop-
pers included books (35%), event tickets (23%), tours/hotel reservations (19%) and 
airline/tickets reservations (16%). The same survey indicated that most Hong Kong 
online shoppers used credit cards to settle their online purchases, placing Hong 
Kong as the second highest in the Asia Pacific and the third highest in the world 
in the use of credit cards for online purchases. In quantitative terms, the users of 
online business in Hong Kong increased from 96.5% in 2004 to 97.3% of the total 
business population in 2005 (Hong Kong Industry Profiles, 2006).

A number of B2B websites have been established in Hong Kong. They are usually 
created for standard commodity trading in resources such as steel, and for sourcing 
activities or supply chain management. A survey on e-Business adoption in Hong 
Kong, conducted by the Hong Kong Productivity Council in December in 2005, 
showed that the percentage of companies adopting higher levels of e-Business had 
increased to 24.2% from 20.5% in December, 2004. The survey generally indicated 
that more companies had moved up to higher levels of e-Business adoption. The 
government had responded by enacting the Electronic Transaction Ordinance leg-
islation and by establishing the public infrastructure necessary to enhance public 
confidence in the legality and enforceability of e-transactions. Hong Kong Post and 
Tradelink are the country’s recognised public certificate authorities for e-transac-
tions. In order to promote the use of the Internet in Hong Kong, the government 
launched the Electronic Service Delivery Life Scheme (ESDLife), which includes 
Government-to-Citizen (G2C) and Government-to-Business (G2B) online services 
like the Electronic Tendering System (Hong Kong Industry Profiles, 2006).

During 2005/06, the Hong Kong government increased its IT expenditure to 
HK$4.47 billion, up from HK$3.75 billion in 2004/05. In April of 2005, Hong Kong 
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reportedly had the best electronic business environment in Asia (Economist Intelli-
gence Unit, 2005). In the same year, Hong Kong was ranked among the world’s top 
10 cities in digital governance by the Rutgers-SKKU. E-Governance Performance 
Index - an index of municipal websites worldwide - found that among Asian cities, 
Seoul (Korea) was the top-ranked city in terms of e-governance performance. The 
study was conducted jointly by the E-governance Institute of Rutgers University 
(Newark) and the Global e-Policy e-Government Institute of the Graduate School 
of Governance, Sungkyunkwan University, Korea. The Rutgers-SKKU E-Gover-
nance Performance Index is a systematic effort to evaluate digital governance in 
municipalities throughout the world. Based on the evaluation of 100 cities, the top 
10 cities in 2005 in terms of percentage and in descending order were as follows 
(Rutgers-SKKU, 2006):

1.  Seoul (81.70%)
2.  New York (72.71%)
3.  Shanghai (63.93%)
4.  Hong Kong (61.51%)
5.  Sydney (60.82%)
6.  Singapore (60.22%)
7.  Tokyo (59.24%)
8.  Zurich (55.99%)
9.  Toronto (55.10%)
10.  Riga (53.95%).

The 2005 survey examined 100 municipalities from around the world, select-
ing the largest city in each of 98 countries with the highest percentages of Internet 
users. The Rutgers-SKKU E-Governance Performance Index uses 98 measures 
divided into five core areas: 1. Security and Privacy; 2. Usability; 3. Content; 4. 
Services; and 5. Citizen Participation. An overall score for each municipality (on a 
100-point scale) is derived by providing equal weight to each of the five categories 
(Rutgers-SKKU, 2006).

With excellent telecommunications infrastructure, proximity to the Chinese 
mainland, and bilingual language capability, Hong Kong is able to act as the main 
gateway to e-commerce in the region, supporting the routing of Internet traffic and 
the flow of e-commerce. Many voice and data transmission services via the Internet, 
such as Internet Protocol over the telephone, have been developed in the country. 
Furthermore, the development and hosting of portals in Hong Kong have gradually 
transformed Hong Kong into an e-commerce hub for foreign companies trading in 
the region. Further efforts to promote e-commerce in Hong Kong are outlined in 
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the government’s Digital 21 Strategy consultation paper. The paper proposes five 
areas that require further action, namely facilitating the digital economy; promot-
ing advanced technology and innovation; further developing Hong Kong as a focal 
point for technological cooperation and trade; enhancing the next generation of 
public services; and building an inclusive, knowledge-based society (Hong Kong 
Industry Profiles, 2006).

Elsewhere in Asia, India is gradually emerging as a powerhouse in e-commerce. 
One of its private companies, namely ITC, is a leader in e-commerce trade in the 
region, with annual revenues of approximately US$ 2 billion. The ITC International 
Business Division was created in 1990 as an agricultural trading company, and now 
generates US$ 150 million in revenues annually. The company initiated a project 
called “E-Choupal” (‘Choupal’ means gathering place in Hindi), which places 
computers with Internet access in rural farming villages. The computers, typically 
housed in farmers’ houses, are linked to the Internet via phone lines or, increas-
ingly, by a VSAT connection. Each computer serves an average of 600 farmers 
in 10 surrounding villages within about a five kilometre radius. Each E-Choupal 
costs between US$ 3 000 and US$ 6 000 to set up, and about US$ 100 per year to 
maintain. Using the system costs farmers nothing; however, the host farmer, called 
a Sanchalak, does incur some operating costs and is obliged to serve the entire com-
munity. In turn, the Sanchalak benefits from increased prestige and a commission 
paid for all E-Choupal transactions (OECD, 2004).

The farmers can use the computer to obtain and assess daily closing prices on local 
markets, track global price trends, or find information about new farming techniques. 
Accurate market price knowledge and market trends help them decide when and 
at what price to sell. They can also use the E-Choupal to order seed, fertilizers and 
other products (e.g. consumer goods) from ITC or its partners at lower prices than 
those available from village traders. The Sanchalak typically aggregates the village 
demand for these products and transmits the order to an ITC representative. Farmers 
benefit from more accurate weighing, faster processing time, prompt payment, and 
access to a wide range of information. By mid-2003, E-Choupal services reached 
more than 1 million farmers in nearly 11,000 villages. The E-Choupal serves as 
both a social gathering place for the exchange of information and as an e-commerce 
hub (OECD, 2004).

In 1940, a magnet manufacturing company by the name of Ni-roku was es-
tablished in Japan. Through the efforts of an employee, a company website was 
launched in September, 1997 (www.26magnet.co.jp). By 2000, annual e-commerce 
sales of magnet products via the site had already generated more than US$ 700 000. 
The story goes that in 1996, a company employee bought a personal computer at 
his own expense to use the Internet. He then convinced the manager to launch the 
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company’s website. A small ICT service firm was consulted to help the company 
create the web pages, and the employee took training to enable him to update the 
site’s content. In order to increase the number of visits to the site, the company used 
an online campaign and offline advertising. A free magnet offer campaign on the 
website combined with an online questionnaire to potential customers lured 1 000 
visitors to the site during the first month. In response to requests from businesses 
as well as individual buyers, an online product catalogue was later added to the 
site (OECD, 2004).

afRican Digital economy initiatives

Africa, as revealed in the e-readiness assessments already discussed, is still largely 
putting institutional mechanisms in place to take part in the global digital economy. 
There are, however, some exceptions. In Kenya, for example, millions of mobile 
subscribers without bank accounts can now make simple financial transactions us-
ing their phones. This was made possible through the launch of M-Pesa, a low-cost 
money transfer system from Safaricom (Kenya’s main mobile service provider) 
in March of 2007. All that this transaction requires is a new generation SIM card, 
available for free from the mobile operator. Users are able to send money to all 
mobile phones, including those connected to rival operators, and receive money 
from other Safaricom subscribers. M-Pesa, as a form of microfinance banking, has 
the potential to at least partly replace cash-replacement services. It has been rolled 
out in Kenya in partnership with Citibank and the Commercial Bank of Africa. 
The service provides an affordable, fast and safe way to transfer money via SMS. 
This service is very important, especially to SMEs in rural areas. Subscribers need 
not have contact with the banks involved, and the banks likewise do not need the 
subscribers’ details. M-Pesa is a valuable case study of digital money that entails 
the replacement of cash with electronic money. Its benefits lie in the fact that it is 
developed for the mass market, reduces transaction costs, and provides new func-
tionality to the mobile phone (Rice, 2007).

M-Pesa (meaning mobile money) is expected to revolutionise banking in a country 
where more than 80% of the people are excluded from the formal financial sector. 
In time, M-Pesa will allow people to borrow and repay money, and make purchases. 
Companies will be able to pay salaries directly into workers’ phones - something 
that has already attracted the interest of larger employers (such as Kenya’s tea 
companies) whose workers often have to be paid in cash because they do not have 
bank accounts. Apart from transferring cash - a service in high demand among urban 
Kenyans supporting relatives in rural areas - customers of the Safaricom network 
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will be able to keep up to 50,000 shillings (£370) in a “virtual account” on their 
handsets. With regard to security issues, the mobile provider assures users that in 
the event that someone’s phone is stolen, the PIN system prevents unauthorised 
withdrawals. The main danger lies in sending cash to the wrong mobile number, 
which the recipient could redeem straight away (Rice, 2007). The M-pesa project is 
being watched closely by mobile operators around the world as a potential gateway 
into the multibillion pound international cash transfer industry, long dominated by 
companies such as Western Union and Moneygram. Remittances sent from nearly 
200 million migrant workers to developing countries totalled £102bn in 2006, ac-
cording to the World Bank. A similar initiative to M-Pesa reportedly exists in the 
Philippines, where two companies, Globe Telecom and Smart Communications, 
have been operating money transfers in the country since 2005.

leaRning oRganisations’ Best 
pRactices in the Digital economy

Researchers and academics define and use the term ‘learning organisation’ differ-
ently in literature. A learning organisation refers to an organisation in which people 
at all levels continuously increase their capacity to produce the results they need 
(Sutherland, 2003). A learning organisation can also be perceived as an organisation 
in which people can expand their capacity to create the results they wish, expand 
their thinking, and continuously learn, whether individually or collectively (Senge, 
1993:3).

Given the implicit and explicit aspect of knowledge management (KM) in the defi-
nitions of a learning organisation, knowledge capital in the competitive operations of 
organisations becomes imperative. A learning organisation applies the principles of KM 
in harnessing its human capital. Consequently, a learning organisation is a knowledge 
intensive organisation. The World Bank Group (2008) recognises that highly skilled 
and flexible human capital is needed to compete effectively in today’s dynamic global 
markets. In this respect, the ability to produce and use knowledge has become a major 
factor in development and is critical to a nation’s competitive advantage. It is expected 
that the surging demand for secondary education in many parts of the world will cre-
ate an invaluable opportunity to develop a workforce that is well-trained and capable 
of instituting knowledge-driven economic growth. The World Bank wishes to help 
countries adapt or transform their entire education systems to meet the new challenges 
of the “learning economy” through two complementaries, namely the formation of 
a strong human capital base, and the construction of an effective national innovation 
system [as discussed below] (The World Bank Group, 2008):
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a) formation of a strong human capital Base

The World Bank recognises that part of the framework for knowledge-driven growth 
requires education systems to: impart higher-levels of skills on a greater portion of a 
nation’s potential workforce, foster lifelong learning, and promote the international 
accreditation of the country’s educational institutions. Efforts are therefore needed 
to provide quality and relevant education to a larger share of each new generation of 
young people through expanded secondary and tertiary education. It is also neces-
sary to train/ retrain the existing labour force to foster new opportunities for those 
who were unable to complete secondary or enter tertiary education.

b) construction of an effective national innovation system

The World Bank states that a national innovation system consists of a network of 
firms, research centres, universities, and think tanks that work together to take ad-
vantage of the growing stock of global knowledge; assimilate and adapt it to local 
needs; and create new technology when it is needed. The Ministry of Economic 
Development (2008) in Canada notes that the implication of the knowledge economy 
is that there is no way to leapfrog learning and knowledge-creation on the road to 
prosperity; hence these should be most nations’ top priorities. A country’s capac-
ity to take advantage of the knowledge economy depends on how quickly it can 
become a “learning economy”. Learning in this context not only implies using new 
technologies to access global knowledge, but also using them to communicate with 
other people about innovation. In such a learning economy, individuals, firms, and 
countries will be able to create wealth in direct proportion to their capacity to learn 
and share information and innovation. Through organisational learning, institu-
tions and firms alike acquire tacit knowledge and experience. Such knowledge is 
not likely to be available in codified form; nor can it be acquired through formal 
education and training. What it does require, is a continuous cycle of discovery, 
dissemination, and the emergence of shared understandings

Through learning organisations, intellectual capital as a firm’s source of com-
petitive advantage can be harnessed. Intellectual capital is left over after suppliers, 
employees, creditors or shareholders and the government have been paid, and ob-
solete assets replaced. This implies that in order for companies to become learning 
organisations, they must be knowledge driven. They must also learn how to translate 
changes in intellectual capital into the worth of their businesses, and ultimately be 
able to see this in their balance sheets. A firm’s intellectual capital is reflected in 
the ability of employees to continuously improve production processes as a source 
of competitive advantage (OECD, 1999).
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chaRacteRistics of a leaRning oRganisation

Several authors have attempted to characterise a learning organisation, and when 
put together, have come up with an organisation that promotes a culture of learning, 
supports life long learning processes, and creates a conducive environment with 
supportive organizational practices; in which all the employees exchange informa-
tion and ideas freely, and learning and creativity are nurtured and rewarded; and 
where openness, learning from mistakes, trust and creativity are the tenets of the 
organisation (Skyrme, 2003; Michael & Higgins, 2002; Brandt, 2003). These authors 
also underline the presence of key management processes that define the learning 
organisation. These management processes include strategic planning; participatory 
management; employee empowerment; competitor analysis; performance measures; 
and a reward and recognition system. Tools and techniques also characterise learn-
ing organisations. These tools and techniques are learning and creativity skills that 
support individual and group learning, problem solving, interviewing, brainstorm-
ing, organising information, and implanting new knowledge into mental models, 
among others (Skyrme, 2003; Brandt, 2003; Senge, 1993).

Learning organisations are also characterised by whether they use a systems 
approach or a more holistic approach to problem solving. The systems approach 
integrates disciplines and compares them to reveal their relationships. It perceives 
the organization as a whole, and the impact of any action is seen to reverberate 
through all parts of the system (Skyrme, 2003). Personal mastery as a characteristic 
of the learning organisation refers to self-assessment and personal learning, and is 
premised on the fact that organizational learning is dependent on its staff members’ 
level of learning. Personal mastery has two components, namely that one must de-
fine what one is trying to achieve (a goal), and one must also have a true measure 
of how close one is to their goal (Senge, 1990:139). As a consequence, those who 
wish to achieve a high level of personal mastery will always continue learning. 
Learning organisations are also characterised by mental models - the ability to 
view reality relative to personal vision or perceptions, and reconciling both into a 
coherent understanding. Team learning also characterises a learning organisation. It 
proffers personal and career benefits because each member of the team draws talent, 
experience and knowledge from the other members of the team. All team members 
are expected to work together to achieve common goals. In the process, teamwork 
provides greater insight into individual differences and enables individuals to learn 
to work together cohesively (Larsen, 1996).

The operations within a knowledge or digital economy are mostly of a knowledge 
intensive nature. Part of the business of learning organisations is knowledge creation. 
Consequently, from the perspective of information and knowledge management, 
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it behoves organisations to increasingly apply information and management to 
enhance their competitive value. With the digital economy expanding as the use of 
Internet increases in the business environment, it becomes even clearer why effec-
tive knowledge management in learning organizations should take centre-stage. In 
this environment, KM is also important as businesses strive to be more competitive, 
continue to downsize, and try to determine how to capture the knowledge of their 
staff (particularly that which cannot be codified). The success of most KM initia-
tives in organisations depends on whether or not they are learning organisations 
(Scarbrough et al., 1998).

conclusion

A number of countries worldwide and some international agencies are taking ini-
tiatives to enable companies operating in their jurisdictions and beyond to transact 
business online and effectively take part in the digital economy. One such initiative 
involves identifying and deconstructing best practices so that they can be emu-
lated by those countries or firms wishing to competitively participate in the global 
digital economy. For example, the International Chamber of Commerce provides 
a model of global trust in e-commerce and rules of trade and settlement. European 
and North American countries have achieved high levels of e-readiness to enable 
businesses in their jurisdictions to operate in the networked world. In South Korea, 
the government supports B2B and IT use in SMEs, while the Mongolian govern-
ment is driving the e-commerce programme from the Prime Minister’s office. New 
Zealand’s government has developed tax laws on e-commerce, and Hong Kong’s 
government does not tax profits from e-commerce. The European Union has shaped 
its regulatory environment to cater for e-commerce. In Denmark, education efforts 
in IT and e-commerce are aggressively marketed by government. Moreover, de-
veloped countries, especially in the OECD region, have embraced the concept of 
learning organisations to prepare their organisations and adapt them to the changing 
global digital environment. While concerted efforts are being undertaken to enhance 
e-business environments, there are several policy and managerial challenges and 
issues that first have to be confronted and addressed on the road to achieving a truly 
global digital economy. For this reason, the next chapter deals with challenges of 
the digital economy and how they can be ameliorated.
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Section 8
Challenges of the Digital 

Economy, SMEs, and E-Readiness

This section consists of one chapter: Chapter 18 (Challenges of the Digital Economy). 
The chapter collates the challenges discussed thus far in each chapter of the book. The 
challenges are categorised by type as follows: Internet-related challenges, e-commerce 
challenges, political and jurisdictional challenges, policy, regulatory, and legal framework 
challenges, and challenges peculiar to SMEs (skills shortages, lack of awareness, online 
challenges, competition, consumer protection, taxation, trade investment barriers, etc.). 
The chapter aims to showcase the challenges SMEs are likely to face and offer suggestions 
on how these may be ameliorated.
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Chapter 18

Challenges of the 
Digital Economy

intRoDuction

There are various challenges faced by SMEs in their endeavour to make more active 
use of the Internet and e-business. These challenges vary widely across different 
sectors of the economy as well as from country to country. The most commonly 
cited problems relate to being unable to apply the Internet to business; preferences 
for established business models; lack of an enabling environment (lack of ICT 
skills, poor network infrastructure); high costs associated with ICT equipment, 
networks, software, ongoing support, etc; and security and trust issues (the poor 
security and reliability of e-commerce systems, uncertainty of payment methods, 
etc) [OECD, 2004].
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inteRnet-RelateD challenges

SMEs participation in the digital economy is hampered by many infrastructure 
challenges, particularly those relating to the Internet. While big organizations can 
generally muster the resources they need for infrastructure development to participate 
in the Net economy, the challenge is to get SMEs on board by working around their 
resource and skills shortages (Ramayah et al., 2005; Payne, n.d.). Recently, a com-
mon resource-related problem has been SMEs’ limited capacity to buy and sustain 
broadband. Information security also causes great concern to SMEs because they 
largely rely on vendors for advice and assistance; most do not have the capacity to 
implement their own security measures. This and other issues relating to security 
and privacy over the Internet is the most overwhelming barrier to the adoption of 
e-commerce (Norazah, 2001). Accepting change, brought about by adopting new 
technologies, also poses significant challenges to SMEs. Essentially, resistance to 
change is the fear and unfamiliarity that go with fundamental and radical changes 
to business processes (Fink, 1998).

Though the digital economy is largely predicated on the Internet, there is no 
central coordinating body for the Internet, and consequently it is difficult to know 
whom to address if there are concerns or when one wishes to complain. There are 
also increasing reports of cyber crime and other problems associated with online 
information security and privacy. The nature of the Internet and Web technology 
presents difficulties of its own, because the Internet is not a single behemoth, but 
rather a combination of related technologies that require multiple design decisions 
to meet users’ needs. As such, the Internet requires servers, communication links, 
software, end user devices and content to transmit data, which current model-based 
user interface techniques cannot effectively provide (Grigorovici et al., 2003). The 
revolution of different Internet and Web-related technologies, particularly recent 
developments and improvements in distributed systems, portable and ubiquitous 
computing, and the general convergence of various computing and telecommunica-
tions technologies; have made additional demands on the quality of the user interface 
and its ability to enhance online interaction. There are also issues concerning the 
governance of the Internet itself. For example, the increase in electronic commerce 
is expanding the number of Internet addresses required, and this has consequently 
accelerated the need for further reforms of the Domain Name System (Coppel, 
2000).

Businesses need assurance about using the Internet in transmitting confidential 
information in their day-to-day communications with suppliers and customers. 
Consumers similarly wish to be assured about the identity of the party at the other 
end of the transaction, and to know that any agreement made electronically is le-
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gally binding (The New Economy Task Force Report, 1999). Some companies also 
raise concerns about the Internet’s performance, arguing that reliability cannot be 
guaranteed. Such companies make comparisons with Electronic Data Interchange 
(EDI) transactions over private value-added networks, which they say are better 
for transmitting important information because it is more likely to arrive at its des-
tination on schedule and intact. They point out that with EDI, if or when problems 
arise, a single network service provider would be accountable and responsible for 
their resolution. In contrast, they argue that the Internet offers no such guarantees 
because there is no single entity responsible for ensuring that a message leaves 
one point and arrives, intact, at another. Businesses and consumers alike are wary 
of giving away credit card information, even over the telephone, because it may 
be stolen or misused. There is also uncertainty about the Internet’s performance, 
reliability, and security, especially the security of transactions and the privacy of 
electronic information.

e-commeRce challenges

Challenges facing SMEs with regard to using e-commerce systems could be mini-
mized if systems designers involved them in the design and development of user 
interfaces (Spollen, 2007). Getting an interface wrong is costly because private 
sector organizations lose money if their interfaces do not fulfill user requirements. 
Likewise, if e-government does not provide acceptable interfaces to its users, it will 
lay waste to taxpayers’ money. The e-commerce model for transacting business in 
government and in the private sector is still largely immature and not yet widely 
understood. E-commerce implementation in a digital economy across jurisdictions 
poses great challenges, especially with regard to the complexities involving different 
legal and policy requirements. For example, e-business transactions across borders 
may require regional or international protocols for dispute resolutions. The virtual 
environments of electronic markets make it more difficult to determine who the 
contracting parties are, where an electronic commerce operator is based, and whether 
that operator is complying with all the relevant legal obligations and regulatory 
regimes. This can create (legal and regulatory) uncertainty about which jurisdiction 
is responsible or which law is applicable in disputed cases (Coppel, 2000).

As pointed out already, consumers in the digital environment have concerns 
relating to privacy, consumer protection, the security of credit card purchases, and 
order fulfilment and delivery. The absence of commercial codes and legal recogni-
tion covering areas such as the acceptance of electronic signatures and documents, 
contract enforcement, and greater certainty and liability for damages that may arise 
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out of electronic transactions, limit the take-up of e-commerce, particularly in the 
B2B sphere. If a vendor is located in one jurisdiction and the consumer in another, 
it is difficult to determine which law should govern the contract. In e-commerce, 
customers interact with invisible providers, delivery processes, and process controls. 
This, coupled with the intangible nature of e-commerce, the complex legal struc-
ture required for security enforcement, the diffuse nature of the interactions, and 
the need to gather and secure customer information, create a lot of uncertainty, and 
mean that organisations have to significantly invest in developing and sustaining 
customer trust in the new economy (Coppel, 2000).

political anD JuRisDictional challenges

Transacting business electronically across different jurisdictions is complicated by 
the different interpretations of international trade laws/regulations, even when they 
are uniform and consistent. For instance, in the European Union and the United 
States, difficulties arise when the laws passed are interpreted and executed quite 
differently in each member country or state. The United Nations Commission on 
International Trade Law (UNCITRAL) is mandated to harmonize and unify the 
law of international trade. Businesses selling in the global marketplace must be 
aware of UNCITRAL and other legal entities for reasons ranging from taxation, 
to privacy and avoiding criminal proceedings. Businesses must also be aware of 
whether or not their business content is considered legal within the jurisdiction in 
which the business is operating, or which countries’ legal processes are applicable 
in the target market (Jutla et al., 2002). The OECD has defined policies that member 
states have agreed should be used to govern taxation, namely neutrality, efficiency, 
certainty and simplicity, effectiveness, fairness, and flexibility. Taxation rules within 
e-business deal with two specific issues, namely a government’s right to tax, and 
double taxation. The government’s right to tax states that governments are allowed 
to tax business activities that happen within their state. Difficulties quickly arise 
because of the stateless and borderless nature of the e-business environment. The 
issue of double taxation is raised when the state finds that a business or individual 
is doing business in its state, and taxes them in addition to the state to which the 
business or individual belongs (Jutla et al., 2002).

E-commerce, especially for digital products, blurs the notion of geographical 
or tangible boundaries such as the location of supply or residence of the business. 
Because trade policies, such as the tax policy, are based on such distinctions, gov-
ernments may find it difficult to determine jurisdictions and tariff revenue rights. 
The laws and regulations a consumer relies on for protection at home may not ap-
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ply in the merchant’s country. Indeed, in some quarters there are concerns that the 
ability of the Internet to transcend national boundaries could emasculate the ability 
of regulatory bodies to fulfil their objectives. There is therefore a need to update 
regulatory frameworks and strengthen co-operation between regulatory bodies to 
achieve the goals of economic regulations without jeopardising the efficiencies likely 
to be associated with the growth of e-commerce. Furthermore, with the proliferation 
of international e-commerce, there is uncertainty about the application of existing 
customs duties. B2C e-commerce shoppers are rarely informed about duties they 
are liable to pay, and vendors find it difficult to provide information on the wide 
range of customs regulations across countries. In such circumstances, the consumer 
is uncertain of the final cost and could encounter delivery delays as goods are held 
until customs clearance (OECD, 1999a, 2005a, 2005b 2005c). Moreover, consump-
tion taxes are levied on the principle of taxation at the place of consumption and 
in line with the rates set in individual countries or states. E-commerce, however, 
has the potential to undermine the application of domestic and national tax rules, 
especially for products that can be digitised and delivered online.

policy anD legal RegulatoRy 
fRameWoRk challenges

Access to broadband telecommunications is critical in regions that intend to grow 
or attract a wide variety of businesses. However, because the demand for broadband 
tends to be more heavily concentrated in larger and mid-sized metropolitan areas, 
telecommunications companies focus most of their initial investment in these areas. 
In most rural areas, lack of demand coupled with higher costs mean that companies 
often cannot make an adequate return on their investment. For the full realisation of 
the benefits of the digital economy, the following actions are necessary: privatisa-
tion and market access in the telecommunications sector; provision of an enabling 
policy and regulatory framework; standardisation of technologies and applications; 
ensuring universal access for all in society; ensuring open access to networks to 
facilitate a wider availability of products and services; improving the interoperability 
of systems; creating open and competitive markets in a deregulated environment; 
securing technology systems - ensuring privacy and authentication of business and 
personal transactions; and protecting the privacy of personal information and intel-
lectual property (The New Economy Task Force Report, 1999).

Companies operating in the digital environment fear that governments may over-
regulate or censor the Internet by limiting content or complicating the ways in which 
buyers and sellers conduct business electronically. The US government, which has 
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made great strides in the Net economy, supports the development of the Internet as 
a market-driven, unregulated platform. This means that governments should refrain 
from passing regulations that govern the Internet. The US government believes that 
where applicable, rules for Internet behaviour should be set through private, collec-
tive action rather than through government regulation. The aim of these rules should 
be to empower consumers to protect their own privacy, control the content they see, 
and protect themselves against inappropriate commercial behaviour. Competition 
and consumer choice should be the guiding principles of Internet commerce (The 
New Economy Task Force Report, 1999).

The role of government in a digital economy should be to provide an enabling 
environment that focuses on removing constraints to ensure the survival and growth 
of businesses that invest in it. As a result, governments need to create progressive 
economic policy frameworks that encourage the digital economy’s growth and 
development. A policy framework for the digital economy should empower people 
with information that gives them control over their lives (The New Economy Task 
Force, 2000). Moreover, national policies to accelerate e-commerce & e-business 
applications should focus on: the promotion of B2B applications; promotion of 
e-marketplaces and helping SMEs participate in these markets; promotion of 
SME-support networks aimed at e-business application; raising SMEs’ awareness 
of the benefits of ICT and Internet usage; organising training activities in order to 
eliminate ICT skills shortages and develop digital literacy; establishing Internet 
shops to provide e-commerce and e-business portal services; and ensuring that 
governmental bodies play their role in developing and extending e-commerce and 
e-business tools (Cabbar, 2002). Governments should also focus on creating equal 
opportunities by: ensuring that each individual and enterprise has access to informa-
tion and information networks; establishing secure and confidential networks for 
e-commerce and e-business applications; ensuring that all the legislations relating 
to e-commerce and e-business are revised or renewed; establishing infrastructure 
and related services for e-commerce and e-business applications; measuring the ef-
fects of e-commerce & e-business on the entire economy; and developing positive 
aspects for the growth of the economy.

The business environment should encourage businesses to be transparent in 
terms of who they are, what they are doing and how they will serve their custom-
ers, because customers are not happy with their e-commerce experience when they 
lack adequate information (International Business Law Services, 2005). Trustmarks 
or Seals of approval are currently one of the chief ways of promoting consumer 
confidence and self-regulation in e-commerce. Usually, independent organizations 
(known as Code Owners) establish standards, known as Codes of Practice, for con-
ducting e-commerce and certifying that particular online businesses, referred to as 
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Code Subscribers, have met those standards. A Code Subscriber is then permitted 
to display the Code Owner’s Seal or Trustmark on their website. In this framework, 
Alternative Dispute Resolutions exist for out-of-court dispute settlement (Inter-
national Business Law Services, 2005). Most Trustmark programs usually cover: 
the identity of the parties involved in transactions, server host identity, products 
and services, qualitative characteristics, warranties, contractual conditions, sup-
ply restrictions, delivery conditions, order error protections, payments, customer 
service, claims procedures, dispute resolution, advertising, reference legislations, 
consumer protection, security, website protection, payment data protection, and 
personal data protection.

Governments shoulder great responsibilities in developing an environment that is 
conducive for e-business to thrive. For one, they need to facilitate business models 
that enhance trustworthiness. They also need to enhance infrastructure deployment; 
implement secure networks; proffer adequate funding; provide tax relief in the 
purchase of PCs; standardise e-commerce systems across government and between 
government and the private sector; use alternative connectivity solutions, such as 
mobile technology; and promote the rigorous exchange of information and policy 
coordination among different nations (IDRC, 2007; Ministry of International Trade 
and Industry-Japan, 1997).

Governments must also take prudent policy actions to promote the digital economy 
by providing workers and communities with the skills and tools they need to successfully 
participate in the digital economy; enabling all those not yet engaged in or benefiting 
from the new economy to have access to the tools and resources they need to successfully 
participate; providing every citizen with access to continuous and affordable life-long 
education; and investing more in knowledge infrastructure, such as world class educa-
tion, training and life-long learning, and maintaining science and technology standards, 
among other intangible public goods (The New Economy Task Force Report, 1999).

In their efforts to create an enabling environment for the digital economy, govern-
ments should further:

Avoid policies and regulations that would inhibit the growth of the Internet or • 
slow progress by protecting the business interests of those threatened by the digi-
tization of the economy
Craft a legal and regulatory framework that supports the widespread growth of • 
the Internet and high speed telecommunications in areas such as taxation, en-
cryption, privacy, digital signatures, telecommunications regulation, and industry 
regulation
Help spur on the future growth of the Internet by co-investing in information • 
infrastructure, including the Next Generation Internet (NGI)
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Strive to reduce or eliminate tariffs and unnecessary price regulations• 
Become as responsive and flexible as the economy and society with which they • 
interact
Develop public policies that properly account for the diverse natures and uses of • 
knowledge.

Perhaps countries could learn from the U.S. National Science Foundation (2005), 
who are of the view that an expanding environment for creating and managing 
the digital economy requires attention to a wide range of policy issues, including 
public investment priorities, program design, dissemination of research results, and 
technology transfer.

challenges peculiaR to smes

Although SMEs are affected by challenges relating to infrastructure and of a generic 
nature in the digital economy marketplace, they also face unique challenges. The 
preamble to case studies of e-business, focusing primarily on SMEs, at the Ameri-
can Conference on Information Systems, held annually since 2001, observes that 
e-business applications are often still very expensive for SMEs (Ehrlich, 2005) Fur-
thermore, a lower degree of management and information technology expertise and 
a lower number of transactions supported by the applications are other limitations 
facing small-sized enterprises Rapid changes in society, coupled with the concise 
processes necessary to create a successful environment, add to the complexity of the 
problems experienced by SMEs. SMEs are often unable to deal with the complexities 
of internal and external communication and aligning the business with technological 
advancements to ensure that they remain competitive (Ehrlich, 2005).

Compared to larger businesses, SMEs face more difficulties when trying to 
find the capital they need to invest in new technology. They also have problems 
diverting staff time to research and deciding what aspects of electronic commerce 
make more sense to them. SMEs are hampered by their lack of business skills and 
experience, and the poor quality of their business plans. They also lack collateral 
when seeking micro-credit from banks. The importance of micro-credit to assist 
small- sized enterprises is widely acknowledged. During the Micro Credit Summit 
at the Africa Advocacy Forum II (held from the 10th - 13th of November, 2002 at the 
UN headquarters in New York), Kofi Annan, the former UN Secretary General, sug-
gested that it is imperative to look at the pivotal role that sustainable microfinance 
could play, in reaching the Millennium Development Goal of halving poverty by 
the year 2015 (WSIS, 2003).
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Although ICTs have been recognized as important assets in providing competitive 
advantage in global business environments, SMEs still face various obstacles that 
hamper their ability to enhance their competitive status. Small- sized enterprises are 
resource poor, with limited access to external data to enhance their ICT awareness 
in general and ICT opportunities in particular. In India, SMEs are slow to adopt IT 
to improve the efficiency and quality of their products, with only 8-10% of the over 
three-million SMEs having ventured into IT usage (Rajalakshmi, 2004).

The absence of internal specialists and pressure on management’s time within 
SMEs result in firms being considerably reliant on the knowledge and expertise 
of external IT suppliers and IT consultants, which is a costly and unsustainable 
practice (Chau, 1996:187-9; Raymond, 1989). Moreover, despite the falling prices 
of ICTs, considerable investment is still needed on the part of SMEs in terms of 
both time and money (Cragg and King, 1993:47-52). The SMEs’ efforts to attain 
the e-readiness level they need to participate in the digital economy are further 
hampered by the costs associated with the transformation to a higher e-readiness 
status. The principal categories of quantitative and qualitative costs of e-readiness 
include investment costs, maintenance costs, a steep learning curve, and Internet 
security costs, among others (Agriculture and Food Canada, 2001). The Canadian 
E-business Opportunities Roundtable (2001), in an ‘Analysis of barriers impeding 
e-business adoption among Canadian SMEs’ identified several barriers that SMEs 
face, including the lack of information and education; uncertainty with regard to 
the costs and benefits of adoption; issues of access; the lack of strategic resources; 
and concerns with privacy and security. Barriers were also identified with regard 
to the lack of management commitment, low return on investment, and the insuf-
ficient availability of suppliers, both in terms of strategic advice and technological 
development. Moreover, SMEs were found to face more difficulties than larger 
companies when it came to introducing and effectively using new technologies; 
accessing R&D funds arising from co-operation with research centres or universi-
ties; and obtaining formalised management tools, to name a few.

SMEs also suffer from inabilities to prioritise, inadequate awareness, lack of 
familiarity with online access, and a preference for maintaining current business 
models. A World Bank study on 632 Black micro-enterprises in 1990 in South Af-
rica that aimed to establish the principal constraints facing small-sized enterprises, 
found that illiteracy was the main factor that prevented SMEs from relying on 
printed sources of information (Ntsala, 2000:173). In another study of small-sized 
enterprises in KwaZulu-Natal and the Northern Province of South Africa, it was 
found that a number of entrepreneurs could not achieve a sound financial base 
because they could not get financial assistance from most financial institutions at 
the time- their requirements effectively cut out most members of the SME sector 
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(Ntsala, 2000). Ntsala (2000) also found that the lack of training initiatives that 
focused on small-sized enterprises’ development was a further drawback to SMEs’ 
development in the two regions. A study on the e-readiness of SMEs in the Phil-
ippines revealed that there were common problems facing the firms, such as the 
under-utilisation of PCs and other ICT tools, high costs of connectivity, continued 
migration of IT professionals, and the lack of laws and policies covering IT in the 
country. Moreover, SMEs were found to suffer from high production costs and a lack 
of adequate information delivery systems, causing the failure of most enterprises 
(Sachs, 2003; Gouws, 1997).

A review of the SME sector in Turkey in 2003 with regard to the level of e-
commerce revealed that most commercial banks and investors regarded SMEs to 
be high risk borrowers because of insufficient assets and low capitalisation, their 
vulnerability to market fluctuations, poor accounting records, and inadequate fi-
nancial statements. Moreover, SMEs could not fully compete because they did not 
have access to trade-related information. SMEs also did not know where the mar-
kets were for their products, and could not make their products known to potential 
customers because they lacked or could not afford the necessary equipment and 
software to do so (Gungen, 2003). The review revealed that SMEs’ competitive-
ness was also hampered by inefficient institutional infrastructure; a poor legal and 
regulatory environment; limited management skills; and the inability to identify, 
locate, evaluate and apply information.

A study undertaken in Botswana by Mutula (2005) found that SMEs had a very 
negligible proportion of market share with regard to their core business. Compara-
tively, most large enterprises claimed to enjoy a sizeable chunk of market share, 
ranging from 20-71%. The study found that SMEs’ insignificant local market share 
made them less competitive in the global digital economy. SMEs were also found to 
face various other obstacles, such as the high cost of bandwidth; limited legislation 
dealing explicitly with the protection of personal privacy or personal data; limited 
capacity to safeguard the right to have access to information, particularly informa-
tion that affects one’s self or one’s business; and weak legislation regarding access 
to government information. SMEs in the country also faced challenges relating to 
the poor quality of telecommunications networks; high cost of telephones; frequent 
Internet downtime; slow Internet access speeds; high taxation, making ICT expensive; 
high cost of software licensing; congestion in mobile phone connectivity, especially 
at the end of the month; frequent dropped connections on mobile phones; and the 
lack of adequate technical support.

De-Kare Silver (2000), in a general study on the electronic selling of services 
and products, identified the following obstacles to SMEs: inadequate manpower 
and financial resources; lack of technical expertise to manage online transactions; 
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lack of senior management support; and the lack of awareness of the benefits of 
e-commerce for business. A similar study by the Department of Enterprise, Trade 
and Employment (2004) in Ireland identified a number of obstacles to the greater 
and more effective use of ICTs by SMEs, including: the lack of appreciation on 
the part of owners/managers of the contribution of ICTs to their businesses; lack 
of appropriate internal IT resources; and the relatively high costs associated with 
investments in ICTs. SMEs are also constrained by their export capacity for various 
reasons, including the lack of incentives from government; inadequate marketing of 
their products; lack of awareness of other (regional and international) opportunities; 
lack of government support in exploring international business opportunities; the 
small-size of companies, often forcing them to operate within local niches; and stiff 
competition from larger enterprises and international businesses.

Lee et al. (1994), in an APEC survey of SMEs in Asia, observed that the three 
greatest obstacles preventing SMEs from achieving their export potential appeared 
to be the difficulties associated with obtaining finances to send goods and the general 
reluctance to enter into international trade markets. SMEs also face various trade 
impediments, such as varying standards; restrictive and sometimes punitive customs 
regulations; lack of intellectual property protection mechanisms; unfair government 
subsidies to competitors; difficulty in obtaining working capital; lack of available 
resources; limited overseas market intelligence; complexities that arise in meeting 
government regulatory requirements; shortage of funds for setting up business chan-
nels abroad; and the general lack of experience in international business.

Without strong education and support programmes, SMEs tend to avoid the 
‘unknowns’ of doing business in foreign markets. Unlike large enterprises, many 
of which already operate in global markets through well established networks, the 
export potential of SMEs tends to be constrained (Moodley, 2001:90; Southwood, 
2004). Most SMEs are limited in their capacity to partner with multinational com-
panies or compete externally because their equity base may potentially shift over 
time. Schmidt (1998) emphasises the need to create awareness amongst SMEs about 
the potential benefits of partnerships, support SME participation in appropriate 
international trade fairs, and encourage foreign cooperation in order to enhance the 
export capacity of these enterprises.

Most SMEs tend to have CEOs with limited prior ICT experience. In turn, these 
CEOs are more inclined to employ lower skilled personnel because they are cheaper 
and the kinds of businesses they run do not warrant high skilled personnel. This 
practice has implications on the ability of the companies to compete effectively in 
both local and international markets. In Britain, SME growth potential is linked di-
rectly to the levels of education and experience of the founders and managers. There 
is a propensity for managers with higher qualifications to be more active in their 
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management and staff development attitudes than those with lower qualifications 
(Gray and Lawless, 2000). British SMEs, without the buffers of their larger corporate 
cousins, rely on the collective skills of their workforce for business performance 
and for IT user skills - the fourth basic skill alongside communication, literacy and 
numeracy. The findings of an e-skills UK study on IT skills in the workplace in 
2003 revealed very worrying discrepancies. For example, it was found that many 
employees lacked the IT skills they needed to effectively perform their roles, which 
had a direct effect on business productivity. Moreover, skills constraints influenced 
company performance indirectly by restricting the use of IT that could be beneficial 
to the SME. If, for example, users were not aware of viable IT shortcuts to busi-
ness operations, such as customer ordering or document creation and presentation, 
it took them much longer to produce a professional body of work. Furthermore, 
poorly skilled IT users made up to 50% more errors than their well-trained peers 
(Price, 2003).

Another study in the UK found that awareness, attitudes, capabilities and invest-
ment were important factors in the take-up of ICT by SMEs. The study found that 
many SMEs, particularly micro-businesses, could not derive the maximum benefits 
from ICT because of their relative lack of knowledge and resources, including skills 
that they needed to become expert purchasers and appliers of new technology (Sec-
tor Skills Development Agency [UK], 2004). Dagdilelis and Satratzemi (2003), in a 
case study of a nationwide system for training SMEs for ICT innovation in Greece, 
found that the employees of SMEs did not, in many cases, have positive attitudes 
towards ICT. They noted that particular characteristics of small-sized enterprises 
and their staff had an effect on their approach towards ICTs, especially in terms of 
the knowledge they needed to deal with a variety of situations in the various enter-
prises. A study on the e-readiness of SMEs in the textile sector in Egypt found that 
SMEs did not understand the ways in which the Net could enable them to operate 
their businesses more efficiently and cost effectively. The study revealed a limited 
understanding of the complexity of e-commerce by SMEs. Moreover, their ICT 
skills were inadequate, and there was a lack of strategic planning for the long term 
development of their businesses (Rizk, 2004; Ramsey et al., 2003:253; Schmidt, 
1998).

Often, SMEs are constrained by the poor quality of Internet connectivity. More-
over, there are usually minimal legislative structures to assure the entrepreneurs of 
the security of their online transactions. In Egypt, for example, Rizk (2004) reported 
that SMEs within the textile sector relied mostly on dial-up access to establish 
Internet connectivity. This was mainly because of the high costs associated with 
full Internet connectivity. The quality and speed of a network is also important in 
determining how the network is used. A large number of mainline faults, poor con-
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nections, dropped connections and packet loss could render any network useless 
or operationally sub-optimal, thus discouraging the use of and investment in new 
technologies. SMEs sometimes suffer from the general lack of a competition policy 
to enhance consumer protection, thus hampering business growth. A consumer pro-
tection policy is necessary to protect against un-competitive practices and promote 
fair play in the market. A protection regime ensures that programmes or policies 
are available to educate consumers about e-commerce in order to foster consumers’ 
awareness of online activities. In the absence of a consumer policy, innovations 
may be copied for free, thus robbing the innovators of their future revenue. OECD 
countries have developed guidelines for consumer protection in the context of e-
commerce, and these have formed the basis for government consumer protection 
programmes internationally (OECD, 1999a).

Small-sized enterprises often express concern, especially in developing countries, 
about the high taxation that is levied on ICT goods and services. The high taxes 
levied on these products affect the growth, profitability and competitiveness of their 
enterprises. There are usually two main costs associated with taxation, namely import 
duty and value added tax, the latter of which gets passed over to the consumer. If 
SMEs are to compete in the international market, their goods and services need to be 
competitive in terms of pricing and quality. OECD (2003), in a study on the impact 
of taxation and other regulations on small-sized enterprises in Niger and Swaziland, 
established that taxation is a great burden to SMEs, although entrepreneurs in the 
two countries also felt that the lack of demand and/or difficulties in obtaining finance 
or raw materials were often the main constraints they faced.

Mutula (2005) found that in Botswana, SMEs faced various obstacles to trade 
and investment. One such obstacle was the need for a trade policy that gives incen-
tives to SMEs to enable them to compete effectively with bigger companies, and a 
simplified industrial licensing system that would speed up the issuance of licenses 
as well as bring the services closer to the businesses. Other obstacles mentioned 
include bureaucratic tendering procedures, the amount of time it takes to obtain 
licenses, high taxation, the lack of skilled labour, and the lack of investment incen-
tives. Governments, especially in the developing world, should offer incentives 
to SMEs by establishing special zones where regulatory or pricing constraints are 
more flexible. UNIDO (2005) points out that while SMEs constitute more than 90% 
of all businesses in Africa, they suffer from a high mortality rate as they struggle 
against mountain-sized odds. It should be remembered that most SMEs operate at 
the lowest rung of the cash economy, competing and surviving on the basis of low 
costs, low prices and low quality.

SMEs often have difficulty in using electronic commerce because they have a poor 
understanding of e-commerce techniques and the technology required to effectively 
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take part in it. Awareness-raising activities would help diffuse initial information 
about ICTs and e-commerce, and should therefore be a major policy focus. Gov-
ernments could also provide, through their various portals, information covering 
a wide range of e-business issues with links to related support services, seminars 
and workshops that demonstrate the possible integration of ICTs and e-commerce 
into SMEs’ processes. Case studies could also provide practical business pointers 
to managers and employees. Televised award ceremonies may also act as incentives 
by giving high visibility and publicity to the highest achievers in e-commerce. ’s 
National Office of the Information Economy has developed an e-business guide, 
essentially a comprehensive online resource that is aimed at business people who 
want a quick and easy explanation of e-business - what it is, its benefits and what 
is needed to get started. Such a guide can help SMEs self-assess the costs, risks 
and opportunities associated with e-business. It can also help SMEs recognise the 
importance of strategic management and ICT skills development.

conclusion

There are a number of challenges facing both small-sized and large enterprises 
and governments that must be addressed in order to enhance the digital economy 
environment. Most of these challenges largely stem from the digital divide, such 
as limited access to technology, inadequate skills, poor network connectivity, high 
cost of access, etc. One challenge in particular relates to online security and privacy, 
which is exacerbated by the fact that the Internet does not have an effective central 
coordination and control mechanism. With whom, for instance, does one lodge 
complaints if one’s rights are violated online? Moreover, there is a general lack of 
awareness about the potential of technology and in particular, what e-commerce can 
offer, especially to SMEs. There is therefore a need to educate business enterprises 
on the potential of ICT in business transactions. Governments should be encouraged 
to work through bilateral and multilateral arrangements to address cross jurisdic-
tional legal frameworks that enhance cross-border e-commerce. Furthermore, the 
peculiarities of SMEs demand that the problems they face should be given special 
treatment if they are to take part in the digital economy. The success of nations in 
the Net economy is predicated on the level of their SMEs’ e-readiness. Policy and 
managerial interventions to stem the challenges facing SMEs are needed to enable 
them to participate in the global digital economy. Without the full participation of 
SMEs, this hyped-up economy may become the economy that never was.
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Section 9
Conclusion, Policy, and 

Managerial Recommendations

This is the final section of the book and consists of one chapter: Chapter 19 (Conclusion 
and the Way Forward). The chapter summarises the main issues discussed in the book and 
proffers policy and managerial recommendations that can empower SMEs to compete ef-
fectively in the global digital economy.
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Chapter 19

Conclusion and the 
Way Forward

summaRy anD conclusion

The primary focus of this book has been on digital economies, SMEs and e-readiness. 
With the exception of this chapter, which provides the book’s summary and conclusion, 
the eighteen chapters that make up this book collectively cover conceptual aspects of 
the core subjects discussed, i.e. the digital economy’s components and infrastructures; 
the digital divide and its implications to SMEs, e-readiness and the digital economy; e-
readiness measurement tools and methods; e-commerce and e-business; e-government; 
content, knowledge and e-records management; e-readiness of SMEs in the digital 
economy; information needs and behaviour of SMEs in the digital economy; capacity 
building - SMEs and the digital economy; globalisation of the digital economy; trends 
and best practices in the digital economy; and challenges of the digital economy.

DOI: 10.4018/978-1-60566-420-0.ch019
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The evolution of the Internet and the World Wide Web (WWW) is mostly having a 
positive impact on the growth of the digital economy. The Internet has made it possible 
to connect people to people, people to businesses and people to government, resulting 
in a networked world. The information explosion and the increasing recognition that 
information and knowledge are key ingredients in the modern economy have given 
further impetus to the development and growth of the digital economy. When well 
harnessed, the digital economy has the potential to enable business enterprises to 
penetrate and compete in the international market, particularly in the case of SMEs, 
which have in the past been excluded from mainstream global trade.

The digital economy environment consists of various components and infra-
structures, including telecommunications and financial services, computing infra-
structures (hardware, software, storage devices, end user technologies, and artificial 
intelligence systems), the Internet and WWW, websites, and much more. Emerging 
technologies such as Wi-Fi, VOIP, Bluetooth, Next Generation Internet, Web 2.0, 
etc; are also already defining the success or failure of modern enterprises in the 
digital economy. These technologies all rely on the adequate and continuous supply 
of electricity for their operations. The inadequacy of any of these components can 
quickly give rise to a digital divide between those enterprises that have them (espe-
cially larger enterprises in developed countries) and those that don’t (e.g. SMEs in 
developing countries). The availability or otherwise of adequate infrastructure and 
other components determines the e-readiness or preparedness of the enterprises to 
participate in the global digital economy.

The concept ‘e-readiness’ is emerging as a very important measure of which 
business enterprises are prepared to take part in the digital economy. The concept 
originated in the late 90s to provide a way of measuring the breadth and depth of the 
digital divide between the developing and developed worlds. The concept generally 
refers to the preparedness of a community or country to participate in the networked 
world. An e-ready society or country would therefore have, for example, high speed 
access to the Internet; pervasive connectivity in schools, government offices, busi-
nesses, homes, hospitals, etc; capacity to ensure user privacy and online security; and 
an enabling policy and regulatory framework that allows digital signatures, official 
communication through e-mail, etc. Comparative measures of the e-readiness of 
countries worldwide are usually published annually, and generally show that countries 
in North America and Europe are leaders in e-readiness stature, and are far ahead 
of their counterparts in developing or transitional economies. Countries with high 
levels of e-readiness are found to be performing well in the digital economy.

The e-readiness of communities or countries is assessed using various tools 
and methodologies. However, most of the existing e-readiness assessment tools 
were designed to investigate e-readiness at macro-sectoral level and not for as-
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sessing micro-sectoral entities such as SMEs. The existing macro e-readiness tools 
and methods have varied definitions of the concept, with no standard definition 
of e-readiness and methods of assessment. The choice of the tool depends mainly 
on what it is to be used for and who is carrying out the investigation. The existing 
tools focus more on ICTs and the business environment, and pay little to no atten-
tion on information access, without which it is impossible to connect firms to the 
global networked world. The macro e-readiness tools also fail to address the impact 
of e-readiness on business organisations, and often do not provide suggestions on 
what actions to take to move a country up the e-readiness ladder. The tools are 
also largely quantitative, with their main method of data collection being through 
a short survey questionnaire, and as such, very little information is captured about 
people-centric issues such as perception, attitudes, skills, and awareness. Without 
the capture of detailed qualitative aspects of e-readiness, a lacuna exists in deci-
sion making processes on how improvements can be made to enhance the status 
of business organisations. The other shortcoming of the existing e-readiness tools 
and methods is the fact that most were designed to model situations in developed 
countries and are merely adapted to situations in developing economies, resulting 
in limited interpretative success.

One of the most common transactions implemented in an e-ready environ-
ment is e-commerce/e-business. E-commerce transactions revolve around B2B, 
B2C, B2G, C2B, C2C and P2G, which form the largest proportion of the digital 
economy’s business activities. The rapidly growing e-commerce industry has been 
given impetus by the open nature of the Internet in terms of limited regulation and 
the low costs involved, especially when compared to the more expensive form of 
EDI e-commerce that characterised the 1970s and 1980s. A number of factors are 
determining e-commerce adoption in the digital economy, including education and 
income levels, age, size of the enterprise (with large enterprises more likely to adopt 
e-commerce than small-sized enterprises), security of online business transactions, 
and the level of e-readiness. Various challenges constitute barriers to e-commerce 
growth and development, including issues of trust, policy and regulation, privacy, 
and skills and attitudes, to name a few.

SMEs are the backbone of most countries’ economies and are expected - not-
withstanding the barriers they face - to play a critical role in the digital economy in 
terms of their contribution to GDP and employment. SMEs are variously defined in 
different jurisdictions based on measures such as the number of employees, annual 
turnover, and level of fixed investment. Both developed and developing countries’ 
economies revolve around SMEs, and they are generally seen as engines of eco-
nomic growth worldwide. By and large, they constitute the majority of business 
establishments in most countries. Despite their importance to most economies, 
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SMEs face myriad problems, especially in developing countries. Some of these 
problems include: lack of access to credit, limited ICT skills, stiff competition from 
large enterprises, high cost of technology and connectivity, and limited international 
business networks. In order for SMEs to continue to occupy their enviable position 
in the economies of most countries, especially in the digital economy, the societies 
in which they operate and the enterprises themselves will have to become e-ready 
by obtaining modern technological infrastructure, competent ICT skills, access to 
credit, and other related factors.

The importance of the e-readiness of nations, and by extension SMEs, in the 
digital economy cannot be overemphasised. SMEs are increasingly adopting ICTs 
in their business transactions, especially the Internet and the World Wide Web, to 
reap the benefits of the digital age. There is a distinctive pattern of progression in the 
adoption of the Internet/ICTs among SMEs, from having simple static websites, for 
example, to developing more interactive sites where ordering and payment can be 
made online. Publicly owned SMEs are more likely to adopt ICTs than private but 
non-family owned SMEs, followed lastly by family-owned enterprises. While there 
are other factors that motivate SMEs to adopt ICTs in their business transactions, 
the most important is the perceived benefits of ICTs (e.g. ease of communication, 
advertising, creating portals, online banking, e-procurement and e-payments). Other 
factors that influence the adoption of ICTs by SMEs include the CEO’s level of 
education, sophistication of online transactions, and costs of technology.

Internationally, SMEs in developed economies, such as those found in North 
America, Europe and parts of Asia, have attained a much higher level of e-readiness 
than those in developing countries. SMEs in developing economies face numerous 
problems, some of which have already been outlined. A further obstacle to SMEs’ 
is their level of information readiness – their ability to determine their information 
needs and leverage the resources available, including ICT, to meet those needs. SMEs 
require various kinds of information to survive in the competitive global business 
environment, from start-up information to information about the day-to-day opera-
tions of the business. Most of the information sought may relate to legal assistance, 
market information (e.g. trends and prices), policy changes and legislation, technical 
assistance, and access to credit, among others. In order to satisfy these needs, SMEs 
require different information resources, such as the Internet, brochures, regional 
libraries, correspondence with colleagues in other enterprises, and participation in 
workshops and seminars. The information obtained is put to use in planning and 
policy formulation, understanding market trends, carrying out market intelligence 
surveys and more. In their endeavor to access relevant information for their opera-
tions, SMEs face further information seeking obstacles, such as inadequate skills, 
lack of access to information, and the inability to interpret the information received 
and put it to effective use.
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Given that one of the main obstacles facing SMEs is their inability to determine 
their information needs, access the information, and evaluate and subsequently use it, 
the issue of capacity building in SMEs should be of critical concern to governments. 
Internationally, capacity building is increasingly being perceived by governments as 
vital to getting SMEs to participate in the global economy. Emphasis is being placed 
on education and training, particularly on including ICT as both a classroom tool and 
a subject. Within the European Union, the eEurope initiative encourages capacity 
building by investing in people skills, while in North America, the US and Canada 
have focused more on creating awareness among businesses of the benefits of ICTs. 
Canada has a Student Connection Programme that focuses on training university 
students as business advisors for SMEs. In the Caribbean, the government of Jamaica 
has invested heavily in education to meet the labour needs of this century. Within 
the South African Development Community’s (SADC) member states, intention has 
also been mooted by regional governments to strengthen tertiary education at both 
regional and local level to foster the area’s ICT and skills base.

Information literacy is critical to any meaningful education and training pro-
gramme, especially with regard to the use of ICT. A number of models provide 
benchmarks that can be used to develop and offer an effective information literacy 
programme, especially in achieving the level of literacy required for the digital 
economy. Such models include the American Library Association (ALA) model, 
the British standard by SCONUL, the WSIS Declaration of Principles (which define 
the kinds of skills needed in the digital age), IFLA (provides standards for informa-
tion literacy), and Mutula and van Brakel integrated e-readiness model with five 
dimensions of e-readiness that define information literacy competencies.

Globalization has been a critical factor in the emerging digital economy. Through 
the dynamics of globalisation, both large and small-sized enterprises are leveraging 
ICT to extend their market reach in international business environments. The Internet 
has increased business’ trans-border data flow by facilitating access to market intel-
ligence (knowledge spreads very quickly through the Internet) while also offering 
lower prices for transacting business. Multinational companies, and increasingly 
SMEs, can now deploy and mobilise resources and operations globally by using the 
Internet and related ICTs. With the increasing globalisation of business enterprises 
and the movement of human capital across borders, it is now possible for SMEs to 
successfully compete in global markets. These developments are making the rapid 
spread of e-commerce possible.

Countries in the developed world with high levels of e-readiness are finding 
it much easier for their companies to operate in the global business environment 
than enterprises in developing countries where the level of e-readiness is low. It 
is anticipated that with the globalisation of the digital economy, SMEs will find it 
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prudent to enter the international market because they stand to benefit more from: 
reduced transaction costs, gaining competitive advantages, and using management 
supply chain networks that facilitate procurement, knowledge and skills sharing, and 
technology transfer. Enterprises aspiring to take advantage of the digital economy 
through ICT can learn from the developed world where most of the enterprises, by 
virtue of the high level of e-readiness of those countries, are already partaking in 
the global digital economy.

A number of countries worldwide and some international agencies are under-
taking initiatives to enable companies operating in their jurisdictions and beyond 
to transact business online and effectively participate in the digital economy. For 
example, in South Korea, the government supports B2B and IT use in SMEs, while 
in Hong Kong the government does not tax profits from e-commerce. Elsewhere in 
Asia, the Mongolian government is driving its e-commerce programme from the 
Prime Minister’s office. Within Europe, the European Union has also shaped its 
regulatory environment to cater for e-commerce. Furthermore, the OECD region has 
embraced the concept of learning organisations to adapt their organisations to the 
changing global digital environment by promoting a culture of continuous learning 
and process reengineering. In North America, the US Federal government is working 
with the UN Commission on International Trade Law to develop a model law that 
supports the common use of international contracts in e-commerce.

As concerted efforts are being undertaken globally to enhance global e-business 
environments, there are various challenges and issues that first have to be confronted 
and addressed in order to achieve a truly global digital economy. Issues of online 
security and privacy, for example, are exacerbated by the fact that the Internet does 
not have an effective central coordination and control system or mechanism. With 
whom, for instance, does one lodge a complaint if one’s rights are violated online? 
Moreover, there is a general lack of awareness about the potential of technology 
and in particular, what e-commerce can offer, especially to SMEs. There is a need 
to educate business enterprises on the potential of ICT in business transactions. 
Governments should be encouraged to work through bilateral and multilateral ar-
rangements to create cross-jurisdictional legal frameworks that enhance cross bor-
der e-commerce. In addition, the peculiarities of SMEs demand that the problems 
they face should be given special treatment if they are to effectively participate in 
the digital economy. The success of nations’ participation in the Net economy is 
predicated on the level of their SMEs’ e-readiness. Without the full participation of 
SMEs, this hyped economy may become the economy that never was.
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the Way foRWaRD

Both policy and managerial decisions are necessary on the part of government and 
SMEs respectively, to spur SMEs into active participation in the digital economy. 
SMEs are heterogeneous, undertaking a wide range of activities in different sectors. 
Whereas some SMEs are sophisticated users of the Internet and e-business, like 
larger firms, others are laggards. There is a need for a general policy differentiation 
to cater for such differences, since governments may not find it prudent to tailor 
policies to suit the requirements of individual SMEs. General policies that focus 
on delivery mechanisms while catering for the diversity of SMEs are desirable 
in order to maximise effectiveness. A policy’s focus should also try to emphasise 
the general aspect of e-business rather than e-commerce, which is much narrower 
and more specialised, with limited applicability across the diverse range of SMEs. 
Such a shift in policy would cover R&D, planning, marketing and sales, invoicing, 
supply chain management, inventory, after-sales services, knowledge management, 
and finance, among others.

SMEs, on the other hand, need to conduct self assessments to determine whether 
they are able, among other things, to recognize what they wish to use e-business/e-
commerce for; what benefits they stand to gain by delving into e-business/e-commerce 
or the digital economy; their preparedness in terms of skills, infrastructure, the legal 
environment and general business environment; aspects of e-business/e-commerce 
that they need to implement and in what critical areas of the business; the techniques 
needed to implement e-business/e-commerce; the associated costs and benefits; the 
resources and financial and human capital they would require; monitor their perfor-
mance in the digital economy in order to take corrective actions; and recognize the 
various training needs. Payne (n.d.) summarises these well, saying that in order to 
determine how the e-readiness initiative should be delivered to the targeted SMEs, 
a needs assessment survey should be conducted. This assessment would help the 
SMEs define the target audience, determine their level of expertise and sophistica-
tion and their context, and identify what other programs are underway.

The take-up of ICT and access to the digital economy by SMEs can be enhanced 
by paying close attention to the availability of physical networks, such as Internet 
infrastructure and systems; economic networks (market and business organisa-
tions); resources (information and knowledge); and financial capital and policy 
(especially support and regulation). Alongside access to physical infrastructure, 
access to information and knowledge is the main challenge in the digital economy. 
The erosion of time-space-cost barriers and the decentralised network model 
makes ICTs extremely powerful in stimulating and/or accelerating growth, as they 
allow knowledge resources to break the chains imposed by old and rigid business 
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organisation models, and favour creativity to explore new applications in different 
sectors. Countries and other entities require well-defined e-business strategies and 
plans if they are to obtain competitive advantages. The foundation for all e-business’ 
readiness is based on modern technologies and access to those technologies through 
communications and information systems. Included in communications and infor-
mation systems infrastructure are networking and computer hardware, underlying 
application software for e-business applications, and the applications representing 
automated business processes. SMEs that create and commercialize evolutionary 
new technologies directly are able to output new innovations ahead of their com-
petitors (Jutla et al., 2002).

Partnerships are critical to the creation and spread of knowledge and the cre-
ation and diffusion of innovations because efforts of one party alone cannot ensure 
a healthy digital economic environment. Partnerships ensure that competitors do 
not replicate their innovations. Such partnerships are also important to SMEs in 
the digital economy because they bring together government departments, business 
organizations from the private sector, associations, and educational institutions. 
The importance of partnerships in business led OECD to suggest that governments 
should enhance the ability of national firms, especially SMEs, to partner with pub-
lic research institutions and gain access to global research networks and markets 
(Germany, 2000).

Governments can play a mobilizing role in facilitating partnerships amongst 
private sector businesses, public sector departments and agencies, industrial research 
partners, public research players, universities and educational institutions, and 
industry associations to foster e-business-readiness. Governments can also nurture 
a conducive environment for the digital economy by supporting the setting up of 
research centres, helping e-business ventures in key national industrial sectors, facili-
tating the adoption of e-business by the SME sector, providing funding to e-business 
research, and creating additional programmes for higher education in e-business. 
Research institutes can be encouraged to set up e-business incubators to facilitate 
the transfer of innovation to the SME sector (Jultla et al., 2002). Encouraging the 
use of ICT by SMEs for various e-business and e-commerce applications depends 
on reliable and adequate network infrastructure. Encouraging the rollout and use of 
quality infrastructure at affordable prices can stimulate further uptake. Broadband 
connectivity also accelerates the contribution of ICTs to economic growth, facilitates 
innovation, and promotes efficiency, network effects and positive externalities.

The development of broadband markets, efficient and innovative supply arrange-
ments, and the effective use of broadband services, require policies that: promote 
competition and liberalisation in infrastructure; network services and applications 
across different technological platforms; encourage investment in new technologi-
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cal infrastructure, content and applications; and promote technological neutrality 
among competing and developing technologies to encourage interoperability and 
innovation, and to expand choice. Extended public financial assistance to cover 
under-serviced groups and remote areas could complement private investment 
where appropriate (OECD, 2004). SMEs can also be encouraged to go online by 
providing them with regulatory infrastructure that ensures trust, security, privacy 
and consumer protection. This should be strengthened by cross-border co-operation 
amongst all stakeholders to achieve these goals. Of particular relevance for small-
sized enterprises are low-cost online dispute resolution mechanisms between firms, 
and between firms and consumers.

A comprehensive summary of recommendations that would encourage SMEs 
to adopt ICT are proffered by OCED (2004), and they include:

Moving beyond policies for basic connectivity and ICT readiness to facili-• 
tate more widespread uptake and the use of complex ICT applications and 
e-business by small firms
Encouraging the rollout of affordable, quality broadband networks to under-• 
pin the competitiveness and growth of SMEs
Developing and distributing digital content by expanding the commercial use • 
of information about the public sector, education and healthcare
Reducing ICT skills impediments to the growth of SMEs.• 
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